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1 Before You Start

1.1 Preface

This manual is for WLAN service providers or network administrators to set up a network environment
using the WHG-1000 system. It contains step-by-step procedures and graphic examples to guide MIS

staff or individuals with slight network system knowledge to complete the installation.

1.2 Document Conventions

Caution: Represents essential steps, actions, or messages that should not be ignored.

Note: Contains related information that corresponds to a topic.

Indicates that clicking this button will return to the homepage of this section.

Indicates that clicking this button will exit the system.

Indicates that clicking this button will apply all of your settings.

e i
Indicates that clicking this button will clear what you have set before these settings
— .
are applied.
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1.3 Package Checklist

The standard package of WHG-1000 includes:
e WHG-1000 x 1

. CD-ROM (with User’s Manual and QIG) x 1
. Quick Installation Guide (QIG) x 1

. Console Cable x 1

. Ethernet Cable x 1

. Power Adapter (DC 12V) x 1

. Rubber Antenna x 2

. Mounting Kit x 1

. Ground Cable x 1

Caution:
It is highly recommended to use all the supplies in the package instead of substituting any
components by other suppliers to guarantee best performance.
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2 System Overview and Getting Started

2.1 Introduction of WHG-1000

The WHG-1000 is the most economical and feature rich Wireless Hotspot Gateway, targeting
mini-size stores that want to provide small, single-point wireless Internet access service. WHG-1000
is a perfect choice for beginners to run hotspot businesses. It does not cost much compared to buying
a pile of equipments, nor does it take the skills of an expert to glue multiple applications out of
multiple freeware. Feature-packed for hotspot operation, WHG-1000 comes with built-in 802.11
n/b/g MIMO access point, web server and web pages for clients to login, easy logo-loading
for branding a hotspot store, simple user/visitor account management tool, payment plans,
multiple credit card gateways, traffic logs, IP sharing and etc. WHG-1000 also brings in an

extra advantage - the wall-mountable, dust-proof (IP50) metal housing.

2.2 System Concept

WHG-1000 is capable of managing user authentication, authorization and accounting. The user
account information is stored in the local database or a specified external RADIUS database server.
Featured with user authentication and integrated with external payment gateway, WHG-1000 allows
users to easily pay the fee and enjoy the Internet service using credit cards through a variety of
payment gateways including Authorize.Net, PayPal, SecurePay, and WorldPay. Furthermore,
WHG-1000 introduces the concept of Zones - Private Zone and Public Zone, each with its own
definable access control profiles. Private Zone means clients are not required to be authenticated
before using the network service. On the other hand, clients in Public Zone are required to get
authentication before using the network service. This is very useful for hotspot owners seeking to
deploy wireless network service for clients and manage the network as well. The following diagram is

an example of WHG-1000 set to manage the Internet and network access services at a hotspot venue.
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ADSL/Cable Modem

Internet

Public Zone

Mobile Workers
Netwrk
Printer

Owner's office Hotspot Customer

[ Example: A typical Hotspot network]




2.3 Hardware Descriptions

Front Panel

1 |USB

For future usage only.

2 | WES

Press to start running WES (WDS Easy Setup)

process.

3 | Console

Attach the RS-232 console cable here, for

management use only.

4 | LAN1/LAN2

Attach Ethernet cables here for connecting to the
wired local network. LAN1 maps to Private Zone and
requires no user authentication, LAN2 maps to Public

Zone and by default requires user authentication.

5 | WAN (PoE)

Attach the wired external network here. This port
supports Power over Ethernet (PoE) for flexible

installation.

6 | Reset

This is hardware reset button. Press once to restart

the system.

7 | Power Socket

(12VDC/1A)

For connecting to external power supply via the

power adapter.

Rear Panel




Antenna Connector

Attach antennas here. WHG-1000 supports 1 RF

interface with 2 SMA connectors.




Top LED Panel

level

one

WHG-1000

300Mbps Wireless PoE Hotspot Gateway

@ wWiAN LNt Lz wan (b

LED ON indicates power on; OFF indicates power off.

HE

LED ON indicates WAN connection; OFF indicates no

connection; BLINKING indicates transmitting data.

3 | IFNYIBPNYE] | LED ON indicates LAN1/LAN2 connection; OFF indicates no
connection; BLINKING indicates transmitting data.
4 LED ON indicates wireless ready.

LED ON indicates WAN port is connected to the internet.

BBE

For indicating WES status during WES setup:

Master

Slave

WES Start

LED BLINKING SLOWLY

LED BLINKING QUICKLY

WES Negotiate

LED BLINKING SLOWLY

LED BLINKING QUICKLY

WES Fail (Negotiate

Timeout)

LED OFF

LED OFF

WES Success

LED ON for over 5 seconds

LED ON for over 5 seconds
(after Master displays WES

Success)




For future usage only.




2.4 System Requirement

e Standard 10/100BaseT including network cables with RJ-45 connectors
¢ All PCs need to install the TCP/IP network protocol

2.5 Installation Steps

Please follow the steps below to install WHG-1000:

Please follow the steps mentioned below to install the hardware of WHG-1000:

1. Place the WHG-1000 at a best location.
The best location for WHG-1000 is usually at the center of your wireless network.

2. Connect WHG-1000 to your outbound network device.
Connect one end of the Ethernet cable to the WAN port of WHG-1000 on the front panel.
Depending on the type of internet service provided by your ISP, connect the other end of the cable
to the ATU-Router of an ADSL, a cable modem, a switch or a hub. The WAN LED indicator should be
ON to indicate a proper connection.

3. Connect WHG-1000 to your network device.
Connect one end of the Ethernet cable to the LAN1 port of WHG-1000 on the front panel. Connect
the other end of the cable to a PC for configuring the system. The LAN1 LED indicator should be ON

to indicate a proper connection.

Note:

WHG-1000 has two virtual zones Private and Public which are mapped to
LAN1(192.168.1.254) and LAN2(192.168.11.254) respectively.
4. There are two ways to supply power over to WHG-1000.

(a) Connect the DC power adapter to the WHG-1000 power socket on the front panel.

(b) WHG-1000 is capable of transmitting DC current via its WAN PoE port. Connect an IEEE
802.3af-compliant PSE device, e.g. a PoE-switch, to the WAN port of WHG-1000 with the

Ethernet cable.

Now, the hardware installation is completed.




Caution:
Please only use the power adapter supplied with the WHG-1000 package. Using a different power
adapter may damage this system.

Caution:
To double verify the wired connection between WHG-1000 and your switch/router/hub, please check
the LED status indication of these network devices.
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2.6 Access Web Management Interface

WHG-1000 supports Web Management Interface (WMI) configuration. Upon the completion of
hardware installation, WHG-1000 can be configured via web browsers with JavaScript enabled such as

Internet Explorer version 6.0 and above or Firefox.

Default LAN interface IP address:
LAN1 (192.168.1.254) is mapped to Private Zone with no authentication is required for users.

LAN2 (192.168.11.254) is mapped to Public Zone, by default authentication is required for users.

Note: The instructions below are illustrated with the administrator PC connected to LAN1.

To access the web management interface, connect a PC to the LAN Port, and then launch a browse.
Make sure you have set DHCP in TCP/IP of your PC to get an IP address dynamically. The
default gateway IP address is the default gateway IP address of Private Zone: “192.168.1.254".

Next, enter the gateway IP address of WHG-1000 at the address field. The default gateway IP address
from LAN Port is"https://192.168.1.254"” (“https” is used for a secured connection).

/= W1110 - Windows Internet Explorer

@ D v | https:i92.168.1.254)

File Edit ‘iew Favorites Tools  Help

The administrator login page will appear. Enter "admin”, the default username, and “admin”, the

default password, in the User Name and Password fields. Click LOGIN to log in.

’

Username: |admin

Password: [eeses

After a successful login, a "Home"” page with four main buttons will appear on the screen.

11



® Logout

Setup Wizard Quick Links

System
Overview

For the first time, if WHG-1000 is not using a trusted SSL certificate, there will be a “Certificate
Error”, because the browser treats WHG-1000 as an illegal website. Please press “Continue to this

website” to continue.
Caution:
If you can’t get the login screen, the reasons may be: (1) The PC is set incorrectly so that the PC can’t
obtain the IP address automatically from the LAN port; (2) The IP address and the default gateway
are not under the same network segment. Please set your PC with a static IP address such as
192.168.1.xx in your network and then try it again. For the configuration on PC, please refer to
Appendix A. Network Configuration on PC.

12



3 Combine WHG-1000 to the Network

3.1 Network Requirement

In the general network environment, the main role of WHG-1000 is a gateway that manages all the
network access from internal network to Internet. Thus, the first step is to prepare an Internet

connection from your ISP (Internet Service Provider) and connect it to the WAN port of WHG-1000.

3.2 Configure WAN Port

There are 3 connection types for the WAN Port: Static, Dynamic and PPPoE. These connection types
are enough to support most ISP.

Now, let us discuss how to configure WAN port. Go to: System >> WAN Configuration.

General Y WAN Configuration ' WAN Traffic ¥ Zone Configuration

WAN Configuration
O Static (Use the following IP settings)

WAN ® Dynamic (IP settings assigned automatically)

O PPPoE

The parameters related to each connection method are described in the following page.

13




3.2.1 Static IP

Static: Manually specifying the IP address of the WAN Port. The fields with red asterisks are
mandatory.
® IP Address: The IP address of the WAN port.
Subnet Mask: The subnet mask of the WAN port.
Default Gateway: The gateway of the WAN port.
Preferred DNS Server: The primary DNS Server of the system.

Alternate DNS Server: The substitute DNS Server of the system. This is an optional field.

WAN Configuration
® static (Use the following IP settings)

IP Address:
Subnet Mask:

Default Gateway:
WAN

Preferred DNS Server:

Alternate DNS Server:

O Dynamic (IP settings assigned automatically)
O PPPoE

3.2.2 Dynamic

Dynamic: It is only applicable for the network environment where the DHCP server is available

upstream of the system. Click the Renew button to get an IP address automatically.

WAN Configuration

(O static (Use the following IP settings)

WAN ® Dynamic (IP settings assigned automatically)

O PPPOE

3.2.3 PPPoE

PPPoE: When selecting PPPoE to connect to the network, please set the "User Name”, “Password”,
“MTU” and “Clamp MSS”. There is a Dial on demand function under PPPoE. If this function is
enabled, a Maximum Idle Time will be available for input a value. When the idle time is reached, the

system will automatically disconnect itself.

14



O static (Use the following IP settings)
O Dynamic (IP settings assigned automatically)

® PPPoOE
Username: I I*
WAN Password: | I*
MTU: bytes *(Range:1000~1492)
Clamp MSS: bytes *(Range:380~1400)
Dial on Demand: O Enable ® Disable

15




3.3 Internet Connection Detection

Configure Internet Connection Detection, go to: System >> WAN Traffic.

Available Bandwidth
on WAN Interface

Internet Connection Detection

WAN Traffic
Uplink: ;100000 Kbps *(Range: 10-100000)
Downlink: |100000 Kbps *(Range: 10-100000)

® Enable O Disable

Target for detecting Internet connection:
IP/Domain Name: \www.google.com
IP/Domain Name: ‘

IP/Domain Name: |

When Internet connection is down, the system will display the message as:
|Sorry! The network outbound service is temporari| =

Internet Connection Detection: When enabled, system will try to access these IP/Domain

addresses, if system can reach these IP/Domain address, it means that the outbound Internet

connection is in normal state. On the other hand, there is a text box available for the administrator

to enter a reminding message. This reminding message will appear on clients’ screens when
Internet connection is down.

16



3.4 WAN Bandwidth Control

Configure WAN Bandwidth Control, go to: System >> WAN Traffic.

WAN Traffic
Available Bandwidth Upllnk' 100000 Kbps *(Range: 10-100000)
on WAN Interface Downlink: |100000 Kbps *(Range: 10-100000)

® Enable O Disable
Target for detecting Internet connection:

IP/Domain Name: \www.google.com
Internet Connection Detection IP/Domain Name:

IP/Domain Name: |
When Internet connection is down, the system will display the message as:
|Sorry! The network outbound service is temporari| =

The feature gives administrators control over the entire system’s traffic though the WAN interface.
These parameters set here should not exceed the real bandwidth coming from your ISP. For example,
if your xDSL is 8Mbs/640kbs, you may input these two values here.

Available Bandwidth on WAN Interface:

¢ Uplink: It specifies the maximum uplink bandwidth that can be shared by clients of the system.

¢« Downlink: It specifies the maximum downlink bandwidth that can be shared by clients of the
system.

17



3.5 What is Zone

Configure Zone, go to: System >> Zone Configuration.

A Zone is a logical network area that covers wired or wireless networks, or both of them. By
associating to a unique ESSID of a Zone, wireless network is divided into different logical zones.
Clients attempting to access the resources within a Zone will be controlled based on the access control
profile of that Zone, such as authentication, security feature, wireless encryption method, traffic

control, and etc.

There are two Zones that can be utilized by WHG-1000 - Private Zone and Public Zone, as shown in
the table below. Private Zone means clients are not required to be authenticated before using the
network service. On the other hand, clients in Public Zone are required to get authentication before

using the network service.

General |\ WAN Configuration '\ WAN Traffic \y Zone Configuration

Zone Settings
Name ESSID Wireless Security Default Authen Option Details
Private W1110-1 None N/A [ Configure |
Public W1110-2 None On-demand User | Configure |

* Name: Mnemonic name of the Zone.

e ESSID: The SSID that is associated with the Zone.

¢ Wireless Security: Data encryption method for wireless networks within the Zone.

¢ Default Authen Option: Default authentication method/server that is used within the Zone.

¢ Details: Configurable, detailed settings for each Zone.

Click Configure button to configure each Zone: Basic Settings, Authentication Settings (Public

Zone only), Wireless Settings, and WDS Settings (Public Zone only).

18



3.5.1 Port Role Assignment

WHG-1000 supports two zones, Private and Public. In the Private Zone, authentication is not
required to access the network via wired and wireless. In the Public Zone, by default,
Authentication Required is enabled by default, so clients are required to get authenticated

successfully before surfing the Internet.

The Zone and Port mappings are shown below, LAN1 and LAN2 maps to Private Zone and Public

Zone respectively.

Public Zone Private Zone

Note:

System’s WMI can also be accesses via WAN port as long as the administrator uses an IP address
listed in Management IP Address List setting. If both WAN and LAN ports are unable to reach
WMI, please use console interface to solve this issue.

19



3.5.2 Planning Your Internet Network

WHG-1000 supports two zones, Private and Public. In the Private Zone, authentication is not

required to access the network via wired and wireless. In Public Zone, by default Authentication
Required is enabled, so clients are required to get authenticated successfully before surfing the
Internet. Administrator can access the Web Management Interface (WMI) of WHG-1000 through
the wired LAN port. Waiters or waitresses can send orders back to the electrical menu system via

wireless hand set devices.

ADSL/Cable Modzsm
Internet

Public Zone

Mobile Workers
Netwrk
Printer

Owner’ s office Hotspot Customer

20



3.5.3 Configure Zone Network

Configure Zone network; go to: System >> Zone Configuration. Click the button Configure of
Private zone for further configuration. The parameter descriptions of Basic Settings for Private Zone

and Public Zone are the same. The wireless settings under each zone will be covered in the next

section.
Basic Settings : Private
Operation Mode @ NAT (O Router
Network Interface IP Address : ‘1792.168.1.254

Subnet Mask : _255.255.255.0
(O Disable DHCP Server
® Enable DHCP Server

Start IP Address : |192.168.1.1
End IP Address : |192.168.1.100
Preferred DNS Server : |168.95.1.1

DHCP Server Alternate DNS Server :

Domain Name : |domain
WINS Server : |
Lease Time: |1Day ¥
Reserved IP Address List

(O Enable DHCP Relay

> Network Interface:
o Operation Mode: Contains NAT mode and Router mode. When NAT mode is chosen,
the service zone runs in NAT mode. When Router mode is chosen, this zone runs in
Router mode.
o IP Address: The IP Address of this zone.
o Subnet Mask: The subnet Mask of this zone.
> DHCP Server: Related information needed on setting up the DHCP Server is listed here.
Please note that when “Enable DHCP Relay” is enabled, the IP address of clients will be
assigned by an external DHCP server. The system will only relay DHCP information from the
external DHCP server to downstream clients of this zone.
o Start IP Address / End IP Address: A range of IP addresses that the built-in DHCP
server will assign to clients.
Note: please change the Management IP Address List accordingly (at System >>
General >> Management IP Address List) to permit the administrator to access the
WHG-1000 admin page after the default IP address of the network interface is
changed.
o Preferred DNS Server: The primary DNS server that is used by this Zone.

21



Alternate DNS Server: The substitute DNS server that is used by this Zone.
Domain Name: Enter the domain name for this zone.

WINS Server: The IP address of the WINS (Windows Internet Naming Service) server
if WINS server is applicable to this zone.

Lease Time: This is the time period that the IP addresses issued from the DHCP server
are valid and available.

Reserved IP Address List: Each zone can reserve up to 40 IP addresses from
predefined DHCP range to prevent the system from issuing these IP addresses to
downstream clients. The administrator can reserve a specific IP address for a special

device with certain MAC address.

22



4

Let Your Network to Be a Wireless

Network

4.1 System Wireless General Settings

Configure System’s Wireless General Settings, go to: System >> Zone Configuration.

Wireless General Settings:

Band: There are 4 modes to select, 802.11b (2.4G, 1~11Mbps), 802.11g (2.4G, 54Mbps),
802.11b+g, and 802.11g+n.

Short Preamble: The length of the CRC (Cyclic Redundancy Check) block for
communication between the Access Point and roaming wireless adapters. Select Enable for
Short Preamble or Disable for Long Preamble.

Short Guard Interval (802.11g+n only): The guard interval is the space between

symbols (characters) being transmitted to eliminate inter-symbol interference. With
802.11n, short guard interval is half of what it is used to be to increase throughput. Select
Enable to use Short Guard Interval or Disable to use normal Guard Interval.

Channel Width (802.11g+n only): For 802.11n, double channel bandwidth to 40 MHz is
supported to enhance throughput.

Channel: Select the appropriate channel from the drop-down menu to correspond with your
network settings, for example, Channel 1-11 is available in North American and Channel
1-13 in Europe, or choose the default Auto.

Max Transmit Rate: The default is Auto. Available range is from 1 to 54Mbps. The rate of
data transmission should be set depending on the speed of the wireless network. Select from
a range of transmission speed or keep the default setting, Auto, to make the Access Point
automatically use the fastest rate possible.

Transmit Power: Select from the range, or keep the default setting or to make the Access
Point use different transmit power as you wish.

DTIM Period: Input the DTIM Interval that is generated within the periodic beacon at a
specified frequency. Higher DTIM will let the wireless client save energy more, but the
throughput will be growing worse.

ACK Timeout: The time interval for waiting the "ACKnowledgement frame”. If the ACK is
not received within that timeout period then the packet will be re-transmitted. Higher ACK

Timeout will decrease the packet lost, but the throughput will be growing worse.
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Wireless General Settings

Band

£02.11g+802.11n =]

Short Preamble

@ Enable © Disable

Short Guard Interval

@ Enable ) Disable

Channel Width 20 MHz [+]
Channel 1 [=]
Max Transmit Rate Auto [=]
Transmit Power auto  [=]
DTIM Period 1 (1-255ms)
ACK Timeout 100 (0-255ms)

24




4.2 Zone Wireless Settings

Each zone has its own VAP and corresponds to one SSID. In Private zone, it's VAP1 and the SSID is

hidden, so public users cannot scan this SSID in the air, for privilege users who already know this SSID,

they can manually associate to the SSID of Private zone. On the other hand, the SSID of VAP2 under

Public zone by default is enabled with SSID Broadcast feature, allowing public users to scan this SSID

in the air.

After wireless general settings are done, use the parameters in Wireless Settings under zone

configuration to fine tune the wireless network under Private and Public Zone.

To configure Private Zone's Wireless Settings, go to: System >> Zone Configuration, click

Configure of Private zone

Wireless Settings : VAP 1

VAP Status ®Enable O Disable
Basic
ESSID ; Wy1110-1 *
Security Security Type : Mone A
Beacon Interval . 100 (25-500rms=)
RTS Threshaold : 2346 [1-2346]
Fragment Threshold : 22346 [Z5&-2346]
Advanced
Station Isolation () Enable @ Disable
YN () Enable & Disable

> Wireless Settings: VAP1 (Wireless Settings Private Zone)

o

Basic: Enable the VAP Status if you wish to provide wireless service under this zone.
Assign an ESSID for VAP1 under Private Zone or use default "W1110-1", the ESSID of
Private Zone will not be broadcasted and internal staff will need to associate to Private
Zone’s VAP1 manually.

Security: Configure the wireless network under Private Zone with security encryption
to prevent unauthorized wireless association if necessary. The encryption standards
supported are WEP and WPA-PSK.

Advanced: The parameters in advanced are wireless settings that allow customization
of data transmission, enhanced security and wireless roaming.

Beacon Interval: The entered amount of time indicates how often the beacon signal
will be sent from the VAP.

RTS Threshold: Enter a value between 1 and 2346. RTS (Request to Send) Threshold
determines the packet size at which the system issues a request to send (RTS) before
sending the frame to prevent the hidden node problem. The RTS mechanism will be
activated if the data size exceeds the value provided. A lower RTS Threshold setting can
be useful in areas where many client devices are associating with EAP200 or in areas

where the clients are far apart and can detect only EAP200 but not each other.
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Fragment Threshold: Enter a value between 256 and 2346. The default is 2346. A
packet size larger than this threshold will be fragmented (sent with several pieces
instead of one chunk) before transmission. A smaller value results in smaller frames but
allows a larger number of frames in transmission. A lower Fragment Threshold setting
can be useful in areas where communication is poor or disturbed by a serious amount
of radio interference.

Station Isolation: By enabling this function, all stations wirelessly associated to this
zone are isolated from each other and can only communicate with the system.
WMM: The default is Disable. Wi-Fi Multimedia (WMM) is a Quality of Service (QoS)
feature that prioritizes wireless data packets based on four access categories: voice,
video, best effort, and background. Applications without WMM and applications that do
not require QoS are assigned to the best-effort category, which receives a lower priority
than that of voice and video. Therefore, WMM decides which data streams are more
important and assigns them a higher traffic priority. This option works with

WMM-capable clients only.

Normally we use VAP2, the VAP under Public Zone to provide wireless service to public clients in a

hotspot environment. To configure Public Zone’s Wireless Settings, go to: System >> Zone

Configuration, click Configure of Public zone

Wireless Settings : VAP 2

) VAP Status (#Enable C Disable
Basic

ESSID @ W1110-2 *

Security Security Type . Hone W
Beacon Interval : 100 (25-500ms)
RTS Threshold : 2346 [1-2345]
Fragment Threshald : 2346 (256-2346]

Advanced Broadcast SSID ®Enable O Disable
Station Isaolation (JEnable @ Disable
WM (O Enable & Disahle

> Wireless Settings: VAP2 (Wireless Settings for Public Zone)

o

Basic: Enable the VAP Status if you wish to provide wireless service under this zone.
Assign an ESSID for VAP2 under Private Zone or use default "“W1110-2", the ESSID of
Private Zone will be broadcasted in default settings to allow it to be scanned in the air.
Security: Configure the wireless network under Public Zone with security encryption to
prevent unauthorized wireless association if necessary. The encryption standards
supported are WEP, 802.1X, WPA-PSK and WPA-RADIUS.

Advanced: The parameters in advanced are wireless settings that allow customization
of data transmission, enhanced security and wireless roaming.

Beacon Interval: The entered amount of time indicates how often the beacon signal
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will be sent from the VAP.

RTS Threshold: Enter a value between 1 and 2346. RTS (Request to Send) Threshold
determines the packet size at which the system issues a request to send (RTS) before
sending the frame to prevent the hidden node problem. The RTS mechanism will be
activated if the data size exceeds the value provided. A lower RTS Threshold setting can
be useful in areas where many client devices are associating with EAP200 or in areas
where the clients are far apart and can detect only EAP200 but not each other.
Fragment Threshold: Enter a value between 256 and 2346. The default is 2346. A
packet size larger than this threshold will be fragmented (sent with several pieces
instead of one chunk) before transmission. A smaller value results in smaller frames but
allows a larger number of frames in transmission. A lower Fragment Threshold setting
can be useful in areas where communication is poor or disturbed by a serious amount
of radio interference.

Broadcast SSID: Enable to broadcast VAP2’s SSID in the air, Disable to hide VAP’s
SSID so that it cannot be scanned.

Station Isolation: By enabling this function, all stations wirelessly associated to this
zone are isolated from each other and can only communicate with the system.
WMM: The default is Disable. Wi-Fi Multimedia (WMM) is a Quality of Service (QoS)
feature that prioritizes wireless data packets based on four access categories: voice,
video, best effort, and background. Applications without WMM and applications that do
not require QoS are assigned to the best-effort category, which receives a lower priority
than that of voice and video. Therefore, WMM decides which data streams are more
important and assigns them a higher traffic priority. This option works with

WMM-capable clients only.
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4.3 Zone Wireless Security

Configure Zone Wireless Security, go to: System >> Zone Configuration, click Configure of
Private zone or click Configure of Public zone.

After the above configurations are finish, setup the wireless security is very important to protect your

wireless network.

Wireless Settings : VAP 1
VAP Status : @ Enable () Disable
Basic
ESSID : Wwi1110-1 =
Security Security Type : None E|
None
Beacon Interval : 100 WEP 500ms)
WPA-PSEK
RTS Threshold : 2346 (1-2346)
Wireless Settings : VAP 2
VAP Status : @ Enable ) Disable
Basic
ESSID : Wi1110-2 =
Security Security Type : Mone E|
None |
Beacon Interval : WEP -500ms)
802.1x%
RTS Threshold : WPA-PSK 1346)
resho WPA-RADIUS :
Fragment Threshold : 2346 (256-2346)

Security:
For each zones, administrators can set up the wireless security profile, it include WEP, 802.1x (for
Public Zone only), WPA-PSK or WPA-RADIUS (for Public Zone only).

. WEP:

B 802.11 Authentication: Select from Open System or Shared Key.

B WEP Key Length: Select from 64-bit, 128-bit, 152-bit key length.

B WEP Key Format: Select from ASCII or Hex format for the WEP key.

B WEP Key Index: Select a key index from 1~4. The WEP key index is a humber that
specifies which WEP key will be used for the encryption of wireless frames during data
transmission.

B WEP Keys: Provide the pre-defined WEP key value; the system supports up to 4 sets

of WEP keys.
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802.1X:

B Dynamic WEP: For 802.1X security type, Dynamic WEP is always enabled to
automatically generate WEP keys for encryption.

B WEP Key Length: Select from 64-bit or 128-bit key length.

B Re-keying Period: The time interval for the dynamic WEP key to be updated; the time

unit is in second.
WPA-PSK:

B Cipher Suite: Select an encryption method from TKIP (WPA), AES (WPA), TKIP
(WAP2), AES (WAP2), or Mixed.

B Pre-shared Key / Passphrase: Enter the key value for the pre-shared key or
passphrase.

B Group Key Update Period: The time interval for the Group Key to be renewed; the

time unit is in seconds.

WPA-RADIUS: Same as 802.1X, when it is selected, it is combined with TKIP, AES or
Mixed mode.

B Cipher Suite: Select an encryption method from TKIP (WPA), AES (WPA), TKIP(WAP2),
AES (WAP2), or Mixed.
B Group Key Update Period: The time interval for the Group Key to be renewed; the

time unit is in seconds.
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5 Who Can Access the Network

5.1 Type of Users

Configure Users, go to: Users >> Authentication.

This section is for administrators to pre-configure authentication servers for the entire system.
Concurrently up to three servers can be selected and pre-configured for static user authentication,
one server uses built-in LOCAL database while the other two servers uses external RADIUS database.

In addition, another server called On-demand can be configured for temporary user authentication.

Authentication Settings

Auth Database Auth Server Name Postfix Policy Black List Configure
LOCAL Server 1 :Iorcal Policy 1 None v
RADIUS Server 2 radius1 | Policy 2 ¥ None v
RADIUS |Server 3 'radius2 Policy 3 v None v

ONDEMAND ondemand Policy 4 ¥

¢« Auth Database: There are four different authentication options in WHG-1000 that uses
databases: LOCAL, RADIUS1, RADIUS2 and ONDEMAND.

¢« Auth Server Name: Set a name for the authentication databases by using numbers (0~9),
alphabets (a~z or A ~Z), dash (-), underline (_), space and dot (.) only. This name is used for the
administrator to identify the authentication options easily such as HQ-RADIUS.

¢ Postfix: A postfix represents the authentication server in a complete username. For example,
userl@local means that this user (userl) will be authenticated against the LOCAL authentication
database.

¢ Policy: Select one Policy from the drop-down list box for this specific authentication option.

¢ Black List: There are 5 sets of black lists provided by the system. A user account listed in the
black list is not allowed to log into the system, the client's access will be denied. The administrator
may select one (or None) black list from the drop-down menu and this black list will be applied to
this specific authentication option.

¢ Configure: Click Configure button to enter the specific authentication page. For example, if you

want to edit the Local authentication database, please click Configure button of Local.
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5.1.1 Local

Click the button Configure of Local for further configuration.

Local User Database Settings
Local User List

™\ ;'\I -
Accunt Roaming Ot O Enable & Disable

(Local user database will be used as authentication database for roaming out users.)
O Enable ® Disable

802.1X Authentication (Local user database will be used as internal RADIUS database for 802.1X-enabled LAN
devices, such as AP and switch.)

¢ Local User List: It let the administrator to view, add or delete local user account. The Upload
User button is for importing a list of user account from a text file. The Download User button
is for exporting all local user accounts into a text file. Clicking on each user account leads to a

page for configuring the individual local account.

[ Add User l | Upload User | | Download User
Search
Local User List
Username Password MAC Address Applied Policy Remark Del All
user2 user2 Policy1 Delete
user3 user3 None Delete
userl userl Policy4 Delete

(Total: 3/500) First Prev Next Last

Add User: Click this button to enter into the Adding User(s) to the List interface. Fill in the
necessary information such as "Username”, “Password”, "MAC Address”, and "Remark"”. Select
a desired Policy to classify local users. Click Apply to complete adding the user(s). MAC address of a
networking device can be bound with a local user as well. It means this user must login to system with
a networking device (PC) that has the corresponding MAC address, so this user can not login with
other networking devices.
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Adding User(s) to the List
MAC Address

No. Username* Password* (XXEXX XK XX XXEXX) Policy Remark
1 ’ ‘ A : None +|

2 None v :
3 | | : None v

4 [ ] ‘ | None ¥/
5 7 ‘ ] ) :None v ]
6 | | [ ] ﬁ | |None  v|

z | [ | f ﬂ f | [None v ]
8 | [ ] | | [None v

9 A : None ¥

10 None v ]

e Search: Enter a keyword of a username or remark to be searched in the text filed and click this

button to perform the search. All usernames matching the keyword will be listed.

[ Add User ] [ Upload User ] [ Download User ]
Local User List
Username Password MAC Address Applied Policy Remark Del All
userl userl Policy4 Delete

(Total: 1/500) First Prev Next Last

e Del All: Click on this button to delete all the users at once or click on Delete hyperlink to

delete a specific the user individually.
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Edit User: If editing the content of individual user account is needed, click the username of the
desired user account in Local User List to enter the User Profile Interface for that particular
user, and then modify or add any desired information such as Username, Password, MAC
Address (optional), Applied Policy (optional) and Remark (optional). Click Apply to complete
the modification.

Editing Existing User Data

Username user01
Password |user01
MAC Address
Applied Policy 'Policy 1y

Remark
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5.1.2 RADIUS

There are two RADIUS authentication database for configuration. Click the button Configure of any

one of RADIUS servers for further configuration. The RADIUS server sets the external authentication

for user accounts. Enter the information for the primary server and/or the secondary server (the

secondary server is not mandatory). The fields with red asterisk are necessary information. These

settings will become effective immediately after clicking the Apply button.

802.1% Authentication
Username Format

NAS Identifier
NAS Port Type

Class-Policy Mapping

Server
Authentication Port
Accounting Port
Secret Key
Accounting Service

Authentication Protocol

Server
Authentication Port
Accounting Port
Secret Key

Accounting Service

External RADIUS Server Related Settings

O Enable & Disable

C'Complete {e.q. userl@cornpanynarie, com) G;'Oﬂhl' ID {e.g. userl)

19 |#*(Default 19, Range: 0~35)

[ Edit Class-Policy Mapping ]

Primary RADIUS Server

*(Domain Mame/IP Address)
*Default: 1512)
*Default: 1513)
e
® Enable O Disable
CH&P |»

Secondary RADIUS Server

(Dormain Marme/IP Address)

® Enable O Disable

> External RADIUS Related Settings

B 802.1X Authentication: Enable /Disable 802.1X authentications for users authenticating

through this Server.

B Username Format: Select the format which the user login information is sent to the

external RADIUS Server. You may choose to send username in Complete (userID + Postfix),

Only ID or Leave Unmodified. Please note that if Leave Unmodified option is selected, the

system will send the username to Default Auth Server set in 802.1X configuration page

for authentication.

B NAS Identifier: This attribute is the string identifying the NAS originating the access

request. System will send this value to the external RADIUS server, if the external RADIUS

server needs this.
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NAS Port Type: Indicates the type of physical port the network access server is using to
authenticate the user. System will send this value to the external RADIUS server, if the

external RADIUS server needs this.

Class-Policy Mapping: This function is to assign a Policy to a RADIUS class attribute sent
from the RADIUS server. When the clients classified by RADIUS class attributes logs into the

system via the RADIUS server, each client will be mapped to an assigned Policy.

RADIUS Policy Mapping - Server 2

(O Enable @ Disable

MNa. Class Attribute Value policyMame Remark
1 GP1 Policy 1 »
2 GP2 Policy 2+
] GP3 Paolicy 3 »
4 Policy 1 %
3 Policy 1 %

Primary / Secondary RADIUS Server

Server: Enter the domain name or IP address of your RADIUS Server.
Authentication Port: Enter the Port humber used for authentication.
Accounting Port: Enter the Port number used for accounting.
Secret Key: Secret Key used for authentication.

Accounting Service: Enable / Disable RADIUS accounting.

Authentication Protocol: Select Challenge-Handshake Authentication Protocol (CHAP) or
Password Authentication Protocol (PAP).
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5.1.3 On-Demand Users

On-demand User Server Configuration: The administrator can configure this authentication
method to create on-demand user accounts. This function is designed for hotspot owners to provide
temporary users with free or paid wireless Internet access in the hotspot environment. Major

functions include accounts creation, users monitoring list, billing plan and external payment gateway

support.
Authentication Server - On-demand User
WLAN ESSID W1110-2
Wireless Key
® None © $uUSD © £GBP © € EUR
General Settings Currency (Input other desired currency, e.g. Al)
time: Enable @ Disable
Remaining Reminder
Volume: Enable © Disable
Sync Interval @ 10min(s) 15min(s) 20min(s)
Ticket Customization | Configure |
Billing Plans |Tigure|
External Payment Gateway |Tigure|
Terminal Server | Configure |
On-demand Account Creation |W|
On-demand Account Batch Creation |W|
On-demand Account List | View |

1) General Settings

This is the common setting for the On-demand User authentication option.

¢ WLAN ESSID: It will show the ESSID of Public Zone.

¢ Wireless Key: It will show the wireless key that was configured in Public Zone settings.

¢ Currency: Select the desired currency unit for charged internet access.

¢ Remaining Reminder: Enable it and input the count-down minute, system will remind users
that their quota will run out soon when their quota reaches this time. The remaining message
will not show up if the Remaining Reminder time is configured longer than the quota of billing
plans.

¢ Sync Interval: Select the desired interval for on-demand user quota update. The quota
information, i.e. remaining time or remaining quota displayed on the on-demand user login

success page will be refreshed according to the time interval configured here.

2) Ticket Customization

On-demand account ticket can be customized here and previewed on the screen.
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3)

Ticket Customization

Receipt Header 1 Welcome!
Receipt Header 2

Receipt Header 3

Receipt Footer 1 Thank You!
Receipt Footer 2

Receipt Footer 3

Remark

@ None
Background Image —
Uploaded Image | Edit |

Number of Tickets @ 1 2

| Preview |

* Receipt Header: There are 3 receipt headers supported by the system. The entered content
will be printed on the receipt. These headers are optional.

* Receipt Footer: There are 3 receipt footers supported by the system. The entered content will
be printed on the receipt. These footers are optional.

« Remark: Enter any additional information that will appear at the bottom of the receipt.

 Background Image: You can choose to customize the ticket by uploading your own
background image for the ticket, or choose none. Click Edit to select the image file and then
click Upload. The background image file size limit is 100 Kbytes. No limit for the dimensions
of the image is set, but a 460x480 image is recommended.

*  Number of Tickets: Enable this function to print duplicate receipts. Another Remark field will
appear when the Number of Ticket is selected to 2 and the content will appear at the bottom
of the 2" duplicate receipt.

¢ Preview: Click Preview button, the ticket will be shown including the information of

username and password with the selected background. You can also print the ticket here.

Billing Plans

Administrators can configure several billing plans. Click Edit button to enter the page of Editing
Billing Plan. Configure billing plans with desired account type, expiration date, price, etc. Click
Apply to save the plan. Go back to the screen of Billing Plans, check the Enable checkbox or
click Select all button, and then click Apply, the plan(s) will be activated.
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4)

5)

Billing Plans

Plan Account Type Quota Price | Enable | Function
1 Usage-time 15 min(s) connection time guota with expiration 10.91 ¥ |@|
2 Usage-time 11 min(s) connection time quota 1 7 |E|
3 Hotel Cut-off-time Valid until 12:00 the following day 5 7 |@|
4 Duration-time Valid from 2010/07/14 12:00:00 till 2010/07/14 23:59:00 1 v |@|
5 N/A (Edit
6 N/A (Edit
7 N/A | Edit
8 N/A | Edit
9 N/A | Edit
0 N/A | Edit

¢ Plan: The number of the specific plan.

¢ Type: This is the type of the plan, based on which it defines how the account can be used
including Usage-time, Volume, Hotel Cut-off and Duration-time.

¢ Quota: The limit on how On-demand users are allowed to access the network.

¢ Price: The unit price charged for buying an account from this billing plan.

¢ Enable: Check the checkbox to activate the plan.

¢ Function: Click the button Edit to add one billing plan. For detailed information regarding
on-demand accounts and billing plan configuration, please refer to Appendix E, On-demand
Account types & Billing Plan.

External Payment Gateway

This section is for merchants to set up an external payment gateway to accept payments in order
to provide wireless access service to end customers who wish to pay for the service on-line.

The options are Authorize.Net, PayPal, SecurePay, WorldPay or Disable. For detailed

parameter descriptions please refer to Appendix F, External Payment Gateways.

External Payment Gateway

Authorize.Net PayPal SecurePay WorldPay @ Disable

Terminal Server

Terminal Server Configuration is a list of serial-to-Ethernet devices that communicate with the
system only; never get online and no need to go through authentication process. Enter the device
IP into server IP field.
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6)

Terminal Server Configuration

Item Server IP Port Location Remark

On-demand Account Creation

After at least one billing plan is enabled, the administrator can generate single on-demand user
accounts here. Click this to enter the On-demand Account Creation page. Click on the Create
button of the desired plan to create an on-demand account. The username and password of to be
created on-demand account is configurable. Select Manual created in Username/Password
Creation and then administrator can enter desired username and password for the on-demand
account. In addition, an External ID such as student’s school ID can be entered together with
account creation.

After the account is created, you can click Printout to print a receipt which will contain the
on-demand user’s information, including the username and password to a network printer.

Moreover, you can click Send to POS to print a receipt by a POS device.

Note:

If no Billing plan is enabled, accounts cannot be created by clicking Create button. Please goes back
to Billing Plans to activate at least one Billing plan by clicking Edit button and Apply the setting to
activate the plan. The printer used by Print is a pre-configured printer connected to the
administrator’s computer.

On-demand Account Creation

Plan Account Type Quota Price | Status Function
1 Usage-time 15 min(s) connection time quota with expiration 10.91 | Enabled
2 Usage-time 11 min(s) connection time quota 1 Enabled
3 Hotel Cut-off-time Valid until 12:00 the following day 5 | Enabled
4 Duration-time | Valid from 2010/07/14 12:00:00 til 2010/07/14 23:59:00 | 1 | Enabled
5 N/A N/A N/A | Disabled
6 N/A N/A N/A | Disabled
7 N/A N/A N/A | Disabled
8 N/A N/A N/A | Disabled
9 N/A N/A N/A | Disabled
0 N/A N/A N/A | Disabled

¢ Plan: The number of a specific plan.
¢ Account Type: Show account type of the plan in Usage-time. Duration-time or Hotel Cut-off.

¢ Quota: The total time amount or period on how On-demand users are allowed to access the
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network. For Time users, it is the total time. For Volume users, it is the total amount of traffic.
» Price: For each plan, this is the unit price charged for an account.
» Status: Show the status in enabled or disabled.
¢ Function: Press Create button for the desired plan; an Creating an On-demand Account will

appear for creation.

On-demand Account Creation

Plan Account Type Quota Price | Status Function
1 Usage-time 15 min(s) connection time quota with expiration 10.91 | Enabled Create
2 Usage-time 11 min(s) connection time quota 1 Enabled Create
3 Hotel Cut-off-time Valid until 12:00 the following day 5 | Enabled Create

4 Duration-time Valid from 2010/07/14 12:00:00 tll 2010/07/14 23:59:00 1 Enabled Create

i

Creating an On-demand Account

Plan : Account Type | 2 : Usage-time

Quota 11 min(s) connection time quota

Username/Password

Creation System created -

Account Activation | First time login must be done within 1 hour(s)
Total Price 1

Reference thisis a ref Add a reference related to this account (for example, the

customer's name)

External ID Enter an external ID such as Library ID No

Please confirm the information and press Create button to create an account.

7) On-demand Account Batch Creation

After at least one billing plan is enabled, the administrator can generate multiple on-demand user
accounts at once with batch creation. Click Create button to enter the On-demand Account Batch
Creation. Enter the desired number of accounts of enabled plans to create a batch of on-demand
accounts together. The Number of Accounts field of disabled plans will not be able to enter any

number. The sum of all Number of Accounts will be constrained and will not accept a number over
the available account limits in database. Click Create button to start batch creation. Next page will
show Success or Failed message to indicate the batch creation status. Once creation is successful,
all created accounts can be exported to a text file for extended usage. Moreover, you can click

Send to POS to print a receipt to a POS device via Serial or Ethernet network. Please notice that

it takes time if you create lots of on-demand accounts by batch creation.
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On-demand Account Batch Creation

Plan Account Type Quota Price Number of Accounts
1 Usage-time 15 min(s) connection time quota with expiration 10.91
2 Usage-time 11 min(s) connection time quota 1
3 Hotel Cut-off Valid until 12:00 the following day 5
4 Duration-time Valid from 2010)’0?}'2134: 52’192::((]]((}]:00 till 2010/07/14 1
5 N/A
6 N/A
7 N/A
8 N/A
9 N/A
0 N/A

¢ Plan: The number of a specific plan.

¢« Account Type: Show account type of the plan in Usage-time, Duration-time or Hotel Cut-off.

¢ Quota: The total time amount, interval or traffic volume on how On-demand users are allowed
to access the network.

¢ Price: For each plan, this is the unit price charged for an account.

« Number of Accounts: The desired number of accounts to be created from the plan.

8) On-demand Account List

All created On-demand accounts are listed and related information on is also provided.

Search

| Upload User || Download User

On-demand Account List

Username| Password Remaining Quota Status External ID Reference Delete All
7k3t g3x5fum4 11 min(s) Narmal New York branch Delete
qcz9 6ey68m44 Untl 2010/06/16-12:30 Normal Boston Branch Delete

(Total:2) First Prev Next Last

¢ Search: Enter a keyword of a username, External ID, or reference, to be searched in the text
filed and click this button to perform the search. All usernames, External ID, or reference,
matching the keyword will be listed.

¢ Username: The login name of the account.

e Password: The login password of the account.

« Remaining Quota: The remaining time or volume, or the cut-off time that the account can

continue to use to access the network.
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» Status: The status of the account.
o Normal: the account is not currently in use and has not exceed the quota limit.
o Online: the account is currently in use.
o Expired: the account is not valid any more, even if there is remaining quota left.
o Out of Quota: the account has exceeded the quota limit.
o Redeemed: the account has been applied for account renewal.
« External ID: This is an additional information field for combined with a unique account only,
for example the customer’s name or social security number etc.
* Reference: Any other additional information, for example venue where the account is
generated etc.
* Delete All: This will delete all the users at once.
¢ Delete: This will delete the users individually.

9) Redeem On-demand Accounts

On-demand Login Success

Welcome,

Remaining Usage:

Day  Hour Min Sec

[Lngout l [ Redeem l

Copyright (c)

For Usage-time accounts, when the remaining quota is insufficient or if they are almost out of quota,

they can use redeem function to extend their quota. After the user has got, or bought a new account,
they just need to click the Redeem button in the login success page to enter Redeem Page, input the
new account Username and Password and then click Submit. This new account’s quota will be

extended to the original account. However, Redeem function can only be used to with same billing type

accounts only, i.e. Volume accounts can only be redeemed with another Volume account and so on.

User Redeem Page

Welcome To User Redeem Page

Please Enter Your Mame and Password to Redeem

Username:| |

Password: | |

Note:
The maximum quota is 365dys 23hrs 59mins 59secs” even after redeem. If the redeem amount
exceeds this number, the system will automatically reject the redeem process.
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Note:
Duration-time and Hotel Cut-off type do not support redeem function.
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5.2 User Login

5.2.1 Default Authentication

There are different types of authentication database (LOCAL, RADIUS and ONDEMAND) that are
supported by the system. Only Public Zone can set authentication.

A postfix is used to inform the system which authentication option to be used for authenticating an
account (e.g. Bob@local or Tim@radiusl etc.) when multiple options are concurrently in use. One of
the authentication options can be assigned as default. For authentication assigned as default, the
postfix can be omitted. For example, if "local" is the postfix of the default option, then user with

username Bob can login as "Bob" without having to type in "Bob@local”.

Authentication Settings
Authentic:;i:nzc?::uired For @ Enable © Disable
Auth Server Auth Database Postfix Default Enabled
Server 1 LOCAL local @
Authentication Options Server 2 RADIUS radiusi
Server 3 RADIUS radius2
On-demand User | ONDEMAND | ondemand

5.2.2 Login with Postfix

For each authentication option, set a postfix that is easy to distinguish (e.g. Local) user login with
which authentication server. The acceptable characters are numbers (0~9), alphabets (a~z or A~Z),
dash (-), underline (_) and dot (.) within a maximum of 40 characters. All other characters are not
allowed.

Beside the Default Authentication, all other authentication server users logging into to system, the

username must contain the postfix to identify the authentication option this user belongs to.

Authentication Settings
Auth Database Auth Server Name I Postfix I Policy Black List Configure
LOCAL Server 1 local Policy 1 [=] None [=]
RADIUS Server 2 radiusl Policy 2 [+] MNone [=]
RADIUS Server 3 radius2 Policy 3 [=] None [+]
ONDEMAND On-demand User ondemand Policy 4 [=] MNone
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5.2.3 An Example of User Login

Normally, users will be authenticated before they get network access through WHG-1000. This section
presents the basic authentication flow for end users. Please make sure that the WHG-1000 is

configured properly and network related settings are done.

1. Open an Internet browser and try to connect to any website (in this example, we try to connect to
www.google.com).
a) For the first time, if the WHG-1000 is not using a trusted SSL certificate, there will be a

“Certificate Error”, because the browser treats WHG-1000 as an illegal website.

/= Certificate Error: Navigation Blocked - Windows Internet Explorer

LE L3 A ‘ http: e, google. comy

File Edit ‘iew Favworikes Tools Help

T:f & ICert\Flcate Errar: Navigation Blocked l I

3
|.@ There is a problem with this website's security certificate.

The security certificate presented by this website was not issued by a trusted certificate
authority.
The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you
send to the server.

We recommend that you close this webpage and do not continue to this website.
& Click here to close this webpage.

&9 Continue to this website (not recommended).

& More information

b) Please press “Continue to this website” to continue.

c) The default user login page will appear in the browser.

User Login Page

Welcome To User Login Page

Please Enter Your Name and Password to Sign In

Password: | |

Username:

[] Remember Me

’ Submit ] ’CIear] ’ Credit Balance ]

2. Enter the username and password (for example, we use a local user account: test@local here)
and then click Submit button. If the Remember Me check box is checked, the browser will store
the username and password on the current computer in order to automatically login to the system
at the next login. Then, click the Submit button.

The Credit Balance button on the User Login Page is for on-demand users only, where they can

check their Remaining quota.
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User Login Page

Welcome To User Login Page

Please Enter Your Name and Password to Sign In

Username:|test@lucal |

Password: |uu |

Remember Me

[ Submit] [CIearJ [ Credit Balance ]

Copyright (c)

3. Successful! The Login Success Page means you are connected to the network and Internet now!

Login Success Page

Hello, testuser@local

46



6 Restrain the Users

6.1 Black List

Configure Black List, go to: Users >> Black List.
The administrator can add, delete, or edit the black list for user access control. Users’ accounts that

appear in the black list will be denied of network access. The administrator can use the pull-down

menu to select the desired black list.

Black List Settings

Select Black List 1:Blacklist1 v
Name Blacklist1
Username Remark
(Total:0) First Prev Next Last

¢ Select Black List: There are 5 black list profiles available for utilization.
¢ Name: Set the black list name and it will show on the pull-down menu above.
¢ Add User(s): Click the Add User(s) button to add users to the selected black list.

Adding User(s) to Blacklist1

No. Username Remark

10
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After entering the usernames in the “Username” field and the related information in the

“Remark” blank (not required), click Apply to add the users.

If removing a user from the black list is desired, select the user’s “"Delete” check box and then

click the Delete button to remove that user from the black list.

Select Black List

Name

Username

blackuser

Black List Settings
| 1:Blacklist1 ¥ |
(Blacklist1 ]

Remark

(Total:1) First Prev Next Last

Add User(s)

After the Black List editing is completed. You can select the Black List in each Authentication Server

to let it to become effective.

Authentication Settings

Auth Database Auth Server Name Postfix Policy Black List Configure
LoCAL [Server 1 || ot ] | Poiyill] [None W
RADIUS {'Server 2 \ g;r;diusl ‘\ [Polig_:x; V‘
RADIUS ‘lgerver 3 \ ‘Lrﬂjiusz l [ Policy 3 vl‘ Configure

ONDEMAND | [ondemand | [Policy 4 ¥| LBlacklist1 |
{2:Blacklist2 |
3:Blacklist3
ey e Coneo 4:Blacklist4
—— — ——— i — 5:Blacklist5




6.2 MAC Address Control

Configure MAC Address Control, go to: Users >> Additional Control.

Additional Control

. Idle Timeout (minutes): 10 =(1-1440)
User Session Control
Multiple Login [T {Authentication option using On-demand database will not support this function.)

Session Timeout (minutes): 120 =(5-1440)
EZI.I-E,::- ggl:[t)llnléi Idle Timeout (minutes): 10 =(1-120)
Interim Update (minutes): 5 =(1-120)
Upload File Certificate Upload
MAC ACL Edit (Control list to manage which client devices are allowed to access the login page)
SMTP Port Forwarding | © Epable @ Disable

MAC ACL: With this function, only the users with their MAC addresses in this list can login to
WHG-1000. There are 40 users maximum allowed in this MAC address list. User authentication is still
required for these users. Click Edit to enter the MAC Address Control list. Fill in these MAC
addresses, select Enable, and then click Apply.

Access Control List

O Enable ® Disable

No. MAC Address No. MAC Address

1 [ ] 2 ]
3 | 4 |
5 i 6 i
7 8

9 10

11 12 )
13 ‘ ‘ 14

15 | 16

17 ' 18 i
19 } i 20 } i

(Total:40) First Prev Next Last

Caution:
The format of the MAC address is: XX:IXX:XXIXX:XX:XX OF XX-XX-XX-XX-XX-XX.
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6.3 Policy

Configure Policy, go to: Users >> Policy.

WHG-1000 supports multiple Policies, including one Global Policy and 5 individual Policy.

Global Policy is the system’s universal policy and applied to all clients unless they are bounded by
another policy. Individual Policy can be defined and applied to different authentication server. The
client login with this authentication server will be bound by the corresponding Policy, if for a
authentication server no policy is applied, it's users will be governed by the Global Policy.

When the type of authentication database is RADIUS, the Class-Policy Mapping function will be
available to allow the administrator to assign a Policy for a RADIUS class attribute; therefore, a Policy

will be mapped to a user of a RADIUS class attribute.

Global Policy
Global policy is the system’s universal policy containing Firewall Rules, Specific Routes Profile
and Maximum Concurrent Sessions which will be applied to all users unless the user has been

regulated and applied with another individual Policy.

Policy Configuration - Global Policy
Select Policy Global

Firewall Profile
Specific Route Profile Setting

Maximum Concurrent Sessions | 500 ¥ | (sessions per user)

» Select Policy: Select the desired policy profile to configure.

* Firewall Profile: Global policy and policy 1 ~ 5 all have a firewall service list and a set of firewall
profile which is composed of firewall rules.

» Specific Route Profile: When Specific Routes are configured here, all clients applied with this
policy will access the specific destination through these gateway settings.

+ Maximum Concurrent Sessions: Set the maximum concurrent sessions for each client

belonging to this group.

Policy 1 ~ Policy 5
Beside Global Policy, Policyl to Policy5, each consists of access control profiles that can be

configured respectively and applied to a certain authentication server or user.
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Policy Configuration - Policy 1
Select Policy Policy 1 &

Firewall Profile
Specific Route Profile
Schedule Profile

QoS Profile
Maximum Concurrent Sessions | 500 ¥ | (sessions per user)

Select Policy: Select the desired policy profile to configure.

Firewall Profile: Each Policy has a firewall service list and a set of firewall profile consisting of
firewall rules.

Specific Route Profile: The default gateway of a desired IP address can be defined in a policy.
When Specific Routes are configured here, all clients applied with this policy will access the specific
destination through these gateway settings.

Schedule Profile: The Schedule table in a 7X24 format is used to control the clients’ login time.
When Schedule is enabled, clients applied with this policy are only allowed to login the system at
the time which is checked in Schedule profile settings.

QoS Profile: QoS profile defines the traffic class for the users governed by this Policy.
Maximum Concurrent Sessions: Set the maximum concurrent sessions for each client

belonging to this group.
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6.3.1 Firewall

Firewall Profile: Click Setting for Firewall Profile. The Firewall Configuration will appear. Click
Predefined and Custom Service Protocols to edit the protocol list. Click Firewall Rules to edit the

rules.

Policy 1 - Firewall Configuration

Predefined and Custom Service Protocols

Firewall Rules

1) Predefined Protocols
Predefined and Custom Service Protocols: There are predefined service protocols available for
firewall rules editing.

Policy 1 - Service Protocols List

No. Name Description Select All
1 ALL ALL

2 ALL TCP TCP; Source Port: 0~65535, Destination Port: 0~65535
3 ALL UDP UDP; Source Port: 0~65535, Destination Port: 0~65535
4 ALL ICMP ICMP; Type: Any, Code: Any

5 FTP TCP/UDP; Destination Port: 20;21

6 HTTP TCP/UDP; Destination Port: 80

7 HTTPS TCP/UDP; Destination Port: 443

8 POP3 TCP; Destination Port: 110

9 SMTP TCP; Destination Port: 25

10 DHCP UDP; Destination Port: 67,68

m Delete

(Total: 27) First Prev Next Last

The administrator is able to add new custom service protocols by clicking Add, and delete the added

protocols individually or with Select All followed by Delete operation.

Caution:
The Predefined Service Protocols can not be deleted.

Click Add to add a custom service protocol. The Protocol Type can be defined from a list of service
by protocols (TCP/UDP/ICMP/IP); and then define the Source Port (range) and Destination Port
(range); click Apply to save this protocol.
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Add Service Protocol

Name
Protocol Type TCP -
Source Port 1 o~ 65535
Destination Port 1 ~ 65535

If the Protocol Type is ICMP, it will need to define Type and Code.

Add Service Protocol

Name
Protocol Type ICMP ~
Type Code

If the Protocol Type is IP, it will need to define Protocol Number.

Add Service Protocol
Name
Protocol Type P -

Protocol Number

2) Firewall Rules
After the custom protocol is defined or just use the Predefined Service Protocols, you will need to

enable the Firewall Rule to apply these protocols.

o Firewall Rules: Click the number of filter Rule No. to edit individual rules and click Apply
to save the settings. The rule status will show on the list. Check “Active” checkbox and
click Apply to enable that rule.

Rule No.1 has the highest priority; Rule No.2 has the second priority and so on. Each
firewall rule is defined by Source, Destination and Pass/Block action. Optionally, a Firewall
Rule Schedule can be set to specify when the firewall rule is enforced. It can be set to

Always, Recurring or One Time.
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=~

|2

Active

Policy 1 - Firewall Rules

Source
Action Rule Name Service Schedule
Destination

ANY

Block ALL Always
ANY
ANY

Block ALL Always
ANY

Selecting the Filter Rule Number 1 as an example:

Policy 1 - Edit Filter Rule

Rule Number 1

Rule Name

Source Destination
Interface/Zone ALL - Interface/Zone ALL -
IP Address - 0.0.0.0 IP Address - 0.0.0.0
Subnet Mask 0.0.0.0 (/0) - Subnet Mask 0.0.0.0 (/0) -
MAC Address
Service Protocol ALL -
Schedule @ Always Recurring One Time

Action for Matched Packets | @ Block Pass

Rule Number: This is the rule selected "1”. Rule No. 1 has the highest priority; rule No.
2 has the second priority, and so on.

Rule Name: The rule name can be changed here.

Source/Destination — Interface/Zone: There are choices of ALL, WAN, Public
and Private to be applied for the traffic interface.

Source/Destination — IP Address/Domain Name: Enter the source and
destination IP addresses. Domain Name filtering is supported but Domain Host
filtering is not.

Source/Destination — Subnet Mask: Select the source and destination subnet
masks.

Source- MAC Address: The MAC Address of the source IP address. This is for specific
MAC address filter.

Service Protocol: These are defined protocols in the service protocols list to be
selected.

Schedule: When schedule is selected, clients assigned with this policy are applied the
firewall rule only within the time checked. There are three options, Always,
Recurring and One Time. Recurring is set with the hours within a week.

Action for Matched Packets: There are two options, Block and Pass. Block is to

prevent packets from passing and Pass is to permit packets passing.
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6.3.2 Routing

» Specific Route Profile: Click the button of Setting for Specific Route Profile, the Specific

Route Profile list will appear.
1) Specific Route

> Specific Route Profile: The Specific Default Route is use to control clients to access some

specific IP segment by the specified gateway.

Global Policy - Specific Routes

Destination Gateway
Route No.
IP Address Subnet Netmask IP Address
1 255.255.255.255 (/32) ~
2 255.255.255.255 (/32) ~
3 255.255.255.255 (/32) ~
4 255.255.255.255 (/32) ~
Policy 1 - Specific Default Route
Enable IP Address:
Policy 1 - Specific Routes
Destination Gateway
Route No.
IP Address Subnet Netmask IP Address
1 255.255.255.255 (/32) ~
2 255.255.255.255 (/32) ~
3 255.255.255.255 (/32) ~
4 255.255.255.255 (/32) ~

o Destination / IP Address: The destination network address or IP address of the
destination host. Please note that, if applicable, the system will calculate and display the
appropriate value based on the combination of Network/IP Address and Subnet Mask that
have just been entered and applied.

o Destination / Subnet Netmask: The subnet mask of the destination network. Select
255.255.255.255(/32) if the destination is a single host.

o Gateway / IP Address: The IP address of the gateway or next router to the destination.
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2) Default Gateway
> Default Gateway: The default gateway of a desired IP address can be defined in each Policy
except Global Policy. When Specific Default Route is enabled, all clients applied with this

Policy will access the Internet through this default gateway.

Policy 1 - Specific Default Route

Enable [] IP Address:

o Enable: Check Enable box to activate this function or uncheck to inactivate it.

o Default Gateway IP Address: You may need to fill the IP address of the default gateway.
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6.3.3 Schedule

> Schedule Profile: Click Setting of Schedule Profile to enter the configuration page. Select
Enable to show the Permitted Login Hours list. This function is used to limit the time when
clients can log in. Check the desired time slots checkbox and click Apply to save the settings.

These settings will become effective immediately after clicking Apply.

9 Enable Disable

Policy 1 - Permitted Login Hours

HOUR SUN MON TUE WED THU FRI SAT
00:00~00:59 v 7 i 7 ¥ 7 7
01:00~01:59 7 7 i 7 ¥ v 7
02:00~02:59 ] v v 7 7 7 7
03:00~03:59 v 7 v 7 7 v 7
04:00~04:59 7 v v 7] 7] 7 7]
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6.3.4 QoS Profile

For certain applications or users that need stable bandwidth or traffic priority, Policy 1 to 5 allows

defining the QoS profile for the users governed by this Policy.

Policy 1 - Traffic Configuration

Traffic Class Best Effort -

Total Downlink Unlimited -

4

Individual Maximum Downlink | Unlimited

Individual Request Downlink | None

4

4

Total Uplink Unlimited

Individual Maximum Uplink Unlimited -

4

Individual Request Uplink MNone

>  Traffic Class: A Traffic Class can be chosen for a Group of users. There are four traffic classes:
Voice, Video, Best-Effort and Background. Voice and Video traffic will be placed in the high
priority queue. When Best-Effort or Background is selected, more bandwidth management
options such as Downlink and Uplink Bandwidth will appear.

>  Total Downlink: Defines the maximum bandwidth allowed to be shared by clients.

» Individual Maximum Downlink: Defines the maximum downlink bandwidth allowed for an
individual client. The Individual Maximum Downlink cannot exceed the value of Total Downlink.

» Individual Request Downlink: Defines the guaranteed minimum downlink bandwidth allowed
for an individual client. The Individual Request Downlink cannot exceed the value of Total
Downlink and Individual Maximum Downlink.

>  Total Uplink: Defines the maximum uplink bandwidth allowed to be shared by clients.

» Individual Maximum Uplink: Defines the maximum uplink bandwidth allowed for an individual
client. The Individual Maximum Uplink cannot exceed the value of Total Uplink.

» Individual Request Uplink: Defines the guaranteed minimum bandwidth allowed for an
individual client. The Individual Request Uplink cannot exceed the value of Total Uplink and
Individual Maximum Uplink.
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6.3.5 Session Limit

To prevent ill-behaved clients or malicious software from taking up the system’s connection

resources, the administrator can restrict the number of concurrent sessions that a user can

establish.
Policy Configuration - Policy 1
Select Policy Policy 1 E|
Firewall Profile

Specific Route Profile

Schedule Profile

QoS Profile
Maximum Concurrent Sessions | 500 E| I(sessions per user)

»  The maximum number of concurrent sessions including TCP and UDP for each user can be
specified in the Global policy, which applies to authenticated users, users on a
non-authenticated port, privileged users, and clients in DMZ zones. Also this can be specified
in the other policies to apply to the authenticated users.

>  When the number of a user’s sessions reaches the session limit (a choice of Unlimited, 10, 25,
50, 100, 200, 350 and 500), the user will be implicitly suspended upon receipt of any new
connection request. In this case, a record will be logged to a SYSLOG server.

>  Since this basic protection mechanism may not be able to protect the system from all
malicious DoS attacks, it is strongly recommended to build some immune capabilities (such

as IDS or IPS solutions) in network deployment to maintain network operation.
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7 Access Network without Authentication

7.1 DM2Z

Configure DMZ, go to: Network >> Network Address Translation >> DMZ (Demilitarized
Zone).

MNAT ° Privilege ' Monitor IP ' Walled Garden ' Walled Garden Ad List | DDNS Y Client Mobility

Network Address Translation

DMZ (Demilitarized Zone)

Public Accessible Server

Port and IP Redirect

There are 20 sets of static Internal IP Address and External IP Address available. Enter Internal and
External IP Address as a set. After the setup, accessing the External IP address listed in DMZ will be
mapped to accessing the corresponding Internal IP Address. These settings will become effective
immediately after clicking the Apply button. The External IP Address of the Automatic WAN IP
Assignment is the IP address of External Interface (WAN) that will change dynamically if WAN
Interface is Dynamic. When Automatic WAN IP Assignments is enabled, the entered Internal IP
Address of Automatic WAN IP Assignment will be bound with WAN interface.

Automatic WAN IP Assignment

Enable External IP Address Internal IP Address

O 10.2.3.70

DMZ (Demiilitarized Zone)

Item External IP Address Internal IP Address
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7.2 Virtual Server

Configure Virtual Server, go to: Network >> Network Address Translation >> Public

Accessible Server.

NAT * Privilege Y Monitor IP 4 Walled Garden Y Walled Garden Ad List | DDNS Y Client Mobility

Network Address Translation

DMZ (Demilitarized Zone)

Public Accessible Server

Port and IP Redirect

This function allows the administrator to set 20 virtual servers at most, so that client devices outside
the managed network can access these servers within the managed network. Different virtual servers
can be configured for different sets of physical services, such as TCP and UDP services in general.
Enter the “External Service Port”, “Local Server IP Address” and “Local Server Port”. Select
“TCP"” or "UDP" for the service’s type. In the Enable column, check the desired server to enable.

These settings will become effective immediately after clicking the Apply button.

Public Accessible Server

No. External Service Port Local Server IP Address Local Server Port Type Enable
. (‘ TCP O
() UDP
z +IIE
4 SE | =
s HIE
; oy | B
: I
(@)
: owr U
9 HIE
= | T == Ee

(Total:20) First Prev Next Last
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7.3 Privilege List

Configure Privilege List, go to: Network >> Privilege

Setup the Privilege IP Address List and Privilege MAC Address List. The clients accessing the
internet via IP addresses and/or networking devices in the list can access the network without any

authentication.

Privilege List
IP Address List

MAC Address List
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7.3.1 Privilege IP

Privilege IP Address List

Configure Privilege IP Address List, go to: Network Configuration >> Privilege >> IP Address
List.

If there are workstations inside the managed network that need to access the network without
authentication, enter the IP addresses of these workstations in the “"Granted Access by IP
Address”. The "Remark” field is not necessary but is useful to keep track. WHG-1000 allows 100

privilege IP addresses at most. These settings will become effective immediately after clicking Apply.

Granted Access by IP Address

No. IP Address Remark

10

(Total: 100) First Prev Next Last

Caution:
Permitting specific IP addresses to have network access rights without going through standard
authentication process under Public zone may cause security problems.
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7.3.2 Privilege MAC

Privilege MAC Address List

In addition to the Privilege IP List, MAC address List allows the MAC address of the workstations that
need to access the network without authentication to be set in the "Granted Access by MAC
Address”. WHG-1000 allows 100 privilege MAC addresses at most. When manually creating the list,
enter the MAC address (the format is xx:xx:xx:xx:xx:xx) as well as the remark (not necessary).

These settings will become effective immediately after clicking Apply.

Granted Access by MAC Address

No. MAC Address Remark

10

(Total: 100) First Prev Next Last

Caution:
Permitting specific MAC addresses to have network access rights without going through standard
authentication process under Public zone may cause security problems
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7.4 Disable Authentication in Public Zone

Configure Disable Authentication in Public Zone, go to: System >> Zones Configuration, click

Configure in Public Zone.

General I WAN Configuration J WAN Trafﬁcj Zone Configuration

Zone Settings
Name ESSID Wireless Security Default Authen Option Details
Private W1110-Private Mone N/A
Public Ww1110-2 None Server 1
Authentication Settings
Authentication Required For _ -
the Zomg @ Enable ) Disable
Auth Server Auth Database Postfix Default Enabled

Server 1 LOCAL local @

Authentication Options Server 2 RADIUS radiusi

Server 3 RADIUS radiusz

On-demand User | ONDEMAND | ondemand

. Authentication Required For the Zone: When it is disabled, users will not need to

authenticate before they get access to the network within Public Zone.
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8 User Login and Logout

8.1 Before User Login

8.1.1 Login with SSL

Configure HTTPS, go to: System >> General.

HTTPS (HTTP over SSL or HTTP Secure) is the use of Secure Socket Layer (SSL) or Transport Layer
Security (TLS) as a sub-layer under regular HTTP application layering. HTTPS encrypts and decrypts
user page requests as well as the pages that are returned by the Web server.

HTTP Protected Login function will let the client’s login with https for more security. Enable to

activate https (encryption) or disable to activate http (non encryption) login page.

General Settings for the Entire System

System Name Wireless Hotspot Gateway =

[[] Use the name on the security certificate
(FQDN of this device for internal use, e.qa. controller.office-name.com)

Internal Domain Name

@ Enable © Disable
Portal URL . o .
http://www.google.com *(e.g. http:/fwww.gooale.com)

User Log Access IP Address (e.g. 192.168.2.1)

Management IP Address List |Setup Management IP Address List

SNMP D) Enable @ Disable

HTTPS Protected Login @ Enable © Disable

System Time : 2010/06/17 09:34:54

Time Zone :
(GMT+08:00)Taipei E
Time @ NTP
NTP Server 1: tock.usno.navy.mil | ¥(e.g. tock.usno.nawvy.mil)
NTP Server 2. |tock.stdtime.gov.tw

Manually set up

66



8.1.2 Internal Domain Name with Certificate

Configure Internal Domain Name, go to: System >> General.

Internal Domain Name is the domain name of the WHG-1000 as seen on client machines connected
under zone. It must conform to FQDN (Fully-Qualified Domain Name) standard. A user on client
machine can use this domain name to access WHG-1000 instead of its IP address.

In addition, when “Use the name on the security certificate” option is checked, the system will

use the CN (Common Name) value of the uploaded SSL certificate as the domain name.

General % WAN Configuration ¥ WaAN Traffic Y Zone Configuration

General Settings for the Entire System

System Name Wireless Hotspot Gateway

Internal Domain Name [] use the name on the security certificate

FQODM of thizs device for internzl usze, =.g. contrallar.office-nzme.com)

To Configure Certificate, go to: Users >> Additional Control >> Upload File.

Certificate: A data record used for authenticating network entities such as a server or a client. A
certificate contains X.509 information pieces about its owner (called the subject) and the signing
Certificate Authority (called the issuer), plus the owner's public key and the signature made by the CA.
Network entities verify these signatures using CA certificates. You can apply for a SSL certificate at
CAs such as VeriSign.

If you already have a SSL Certificate, please Click Browse to select the file and upload it. Click Apply
to complete the upload process. If you do not have a valid SSL Certificate, use the system default

certificate.

Authentication ¥ Black List Y Policy Y Additional Control

Upload Certificate

Private Key
Customer Certificate
Certification Path Verification O Enable @ Disable

[ Use Default Certificate |

Without a valid certificate, users may encounter the following problem in IE7 when they try
to open the login page.
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p"F Certificate Error: Navigation Blocked - Windows Internet Explorer

LS L2 A | httpe v, google, comf

File ~Edit Wiew Favortes Tools  Help

W ICErtIﬁEatE Error: Navigation Blocked I I

‘@ There is a problem with this website's security certificate.

The security certificate presented by this website was not issued by a trusted certificate
authority.

The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you
send to the server.

We recommend that you close this webpage and do not continue to this website.
& Click here to close this webpage.

& Continue to this website (not recommended).

® More information

Click “Continue to this website” to access the user login page.

Use Default Certificate: Click Use Default Certificate to use the default certificate and key. Click
restart to validate the changes.

You just overwrote the setting with default KEY & default CA file.
You should restart the system to activate this. Click to restart.
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8.1.3 Walled Garden

Configure Walled Garden, go to: Network >> Walled Garden.

This function provides certain free services for users to access the websites listed here before login
and authentication. Up to 20 addresses or domain names of the websites can be defined in this list.
Users without the network access right can still have a chance to experience the actual network

service free of charge. Enter the website IP Address or Domain Name in the list and click Apply to

save the settings.

Walled Garden List

No. Domain Name/IP Address No. Domain Name/IP Address
1 ] 2
3 j 4
5 6
7 8
9 10
11 12
13 » 14
15 16
17 ] 18
19 ‘ 20
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8.1.4 Walled Garden AD List

Configure Walled Garden AD List, go to: Network >> Walled Garden AD List.

This function provides advertisement links to web pages for users to access free of charge before login
and authentication. Advertisement hyperlinks are displayed on the user’s login page. Clients who click

on it will be redirected to the listed advertisement websites.

Walled Garden Ad List

Item URL Topic Description Display
1 O
2 O
3 O
- O
5 O
6 O
7 O
8 O
9 O
10 O]

* Enter all items or make changes, click Apply, the items will be added and shown in the list.

e URL: Enter the URL of the advertisement website.

¢ Topic: Enter the content of the hyperlink, for instance if you enter Google in this field, on the user
login page a hyperlink Google will be displayed.

¢ Description: Any additional message for administrator’s reference.

« Display: Choose Display to display advertisement hyperlinks on the login pages
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8.2 After User Login

8.2.1 Portal URL after successful login
Configure Portal URL after a successful user login, go to: System >> General.
When this function is enabled, enter the URL of a Web server as the Portal page. Once logged in

successfully, users will be directed to this URL, such as http://www.google.com, regardless of the

original homepage set in their browsers.

General Settings for the Entire System

=

System Name Wireless Hotspot Gateway

. [C] Use the name on the security certificate
Internal Domain Name . - - - )
(FQDN of this device for internal use, e.qg. controller.office-name.com)

@ Enable O Disable

Portal URL B o .
http:/fwww.google.com *(e.g. http://www.google.com)

User Log Access IP Address (e.g. 192.168.2.1)

When this function is disabled, after users logged in successfully, users will be directed to the original

homepage set in their browsers.
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8.2.2 Idle Timer

Configure Idle Timer, go to: Users >> Additional Control.

If a user has idled with no network activities, the system will automatically kick out the user. The

logout timer can be set between 1~1440 minutes, and the default idle time is 10 minutes.

Additional Control

) Idle Timeout (minutes): |10 =(1-1440)
User Session Control

Multiple Login [ {Authentication option using On-demand database will not support this function.)
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8.2.3 Multiple Login

Configure Multiple Login, go to: Users >> Additional Control.

When enabled, a user can log in from different computers with the same account. (This function

doesn’t support On-demand users and RADIUS authentication.)

Additional Control

. Idle Timeout {(minutes): |10 *(1-1440)
User Session Control

Multiple Login [.L".uthentication option using On-demand database will not support this function.)
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9 Networking Features of a Gateway

9.1 IP Plug and Play

Configure IP Plug and Play, go to: Network >> Client Mobility.

WHG-1000 supports IP PNP function. User can login and access network with any IP address setting.

This function is disabled in default settings.

Client Mobility

IP PNP O Enable @® Disable

When IP PNP is enabled, at the user end, a static IP address can be used to connect to the system.
Regardless of what the IP address at the user end is using, authentication can still be performed
through WHG-1000.
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9.2 Dynamic Domain Name Service (DDNS)

Configure Dynamic Domain Name Service, go to: Network >> DDNS.

Before activating this function, you must have your Dynamic DNS hostname registered with a
Dynamic DNS provider. WHG-1000 supports DNS function to alias the dynamic IP address for the WAN
port to a static domain name, allowing the administrator to easily access WHG-1000’s WAN. If the
dynamic DHCP is activated at the WAN port, it will update the IP address of the DNS server periodically.

These settings will become effective immediately after clicking Apply.

Dynamic DNS
DDNS QO Enable ® Disable
Provider v DynDNS.org(Dynamic)r v
Host Name
Username/E-mail

Password/Key

« DDNS: Enable or disable this function.

¢ Provider: Select the DNS provider.

¢ Host name: The IP address/domain name of the WAN port.

¢ Username/E-mail: The register ID (username or e-mail) for the DNS provider.

« Password/Key: The register password for the DNS provider.

Note:
To apply for free Dynamic DNS service, you may go to
http://www.dyndns.com/services/dns/dyndns/howto.html.
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9.3 Port and IP Redirect

Configure Port and IP Redirect, go to: Network >> NAT >> Port and IP Redirect.

This function allows the administrator to set 40 sets of the IP addresses at most for redirection
purpose. When the user attempts to connect to a destination IP address listed here, the connection
packet will be converted and redirected to the corresponding destination. Please enter the “IP
Address” and “Port” of Destination, and the “IP Address” and “Port” of Translated to
Destination. Select "TCP” or "UDP” for the service's type. These settings will become effective

immediately after clicking Apply.

Port and IP Redirect
Destination Translated to Destination
NoD. Type
IP Address Port IP Address Port

1 O Tcp
0 UDP

2 O Tcp
0 UDP

3 ._' TCP
L UDP

a '__' TCP
D uDP

5 '__' TCP
D uDP

5 '__' TCP
L UDP

. '__' TCP
D UDpP

g '._' TCP
" UDP

g '._' TCP
P UDP

10 ._' TCP
0 UDP

(Total:40) First Prev MNext Last
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10 System Management and Utilities

10.1 System Time

Configure System Time, go to: System >> General.

NTP (Network Time Protocol) communication protocol can be used to synchronize the system time

with remote time server. Please specify the local time zone and the IP address of at least one NTP

server for adjusting the time automatically (Universal Time is Greenwich Mean Time, GMT).

Manually set up is another option to setup system time, if you choose to setup system time manually,

please enter the Year, Month, Day, the current time and click Apply to activate the changes.

Time

System Time @ 2010/06/17 10:41:24

Time Zone :
(GMT+08:00)Taipei E
NTP
NTP Server 1. |tock.usno.navy.mil | *(e.qg. tock.usno.navy.mil)
NTP Server 2. tock.stdtime.gov.tw

Manually set up

Note:

When system can not sync the time with NTP server, all clients will not allow to login to system.
Also on-demand accounts cannot be created.
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10.2 Management IP

Configure Management IP, go to: System >> General.

General Settings for the Entire System

=

System Name Wireless Hotspot Gateway

Internal Domain Name [[] use the name on the security certificate

(FQDN of this device for internal use, e.qg. controller.office-name.com)

@ Enable © Disable
Portal URL ) L X
http://www.google.com *(e.g. http://www.gooagle.com)

User Log Access IP Address (e.g. 192.168.2.1)

Management IP Address List |Setup Management IP Address List

SNMP @) Enable @ Disable

Only PCs within the Management IP range on the list are allowed to access the system's web

management interface. For example, 10.2.3.0/24 means that as long as an administrator is using a
computer with the IP address range of 10.2.3.0/24, he or she can access the web management page.
Another example is 10.0.0.3: if an administrator is using a computer with the IP address of 10.0.0.3,

he or she can access the web management page.

Management IP Address List

No. IP Address/Segment No. IP Address/Segment
1 0.0.0.0/0.0.0.0 2
3 | 4
5 6
7 8
Q 10
11 ] 12 ﬁ ,
13 14
15 16
17 18
19 : 20

The default value is "0.0.0.0/0.0.0.0". It means that the WMI can be accessed by any IP address, for

security consideration; please change this value before the system provides service.
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10.3 User Log Access IP Address

Configure User Log Access IP History, go to: System >> General.

General Settings for the Entire System

System Name Wireless Hotspot Gateway =

[l Use the name on the security certificate
Internal Domain Name v

(FQDM of this device for internal use, e.qg. controller.office-name.com)

@ Enable @ Disable
Portal URL , . X
http://www.google.com *(e.qg. http://www.gooagle.com)

User Log Access IP Address (e.g. 192.168.2.1)

Management IP Address List |Setup Management [P Address List

Specify an IP address of the administrator’s computer or a billing system to get billing history
information of WHG-1000 with the predefined URLs. The file name format is “yyyy-mm-dd”. An

example is provided as follows:
Traffic History : https://10.2.3.213/status/history/2005-02-17

’3 https://10.2.3.213/status/history/2005-02-17 - Microsoft Internet Explorer

Fle Edt  View Favorites Tools Help * [
QBack + ) - [x] (2] »| . Seach ' Favortes & Meda & v w3 }
LN PNN o 1/10.2.3.21 3 status history/2005-02-17] x| Edce |unis |
#ate TYPE Name 1P MAC Packets In Bytes In Packets Out Bytes Out :I
2005-02-17 18:09:03 +0800 LOGIN aaa@wli300, tw 192.168.30,189 00:0C:F1:28:BF:D8 0 0 0 0

On-demand History : https://10.2.3.213/status/ondemand history/2005-02-17

;hltps: //10.2.3.213/status /ondemand _history /2005-02-17 - Microsoft Internet Explorer

Fle Edt View Favorites Tools Help ."r |
OBack v ) v ] [2] 4| search [ Favortes & Meda & vig & J
Address |1 hetps://10.2.3.213/status/ondemand_history/[2005-02-17 ~| EJGo |unks ”J
#ate Sys ten Name Type Name 1P MAC Packets In Bytes In Packets Out Bytes OutExpiretime Valid
2005-02-17 16:44:19 +0300 QA-WI1300-Casper-213 Create_OD_User N7EQ 0.0.0.0 00:00:00:00:00:00 O 0 0 0
2005-02-17 16:44:57 +0800 QA-W1300-Casper-213 0D_User_Login N7EQ 192.168.30,189 00:0C:F1:28:BF:D8 0 0 0
2005-02-17 16:45:22 +0800 QA-W1300-Casper-213 0D_User_Logout N7ES 192.168.30.189 00:0C:F1:28:BF:D8 32 14499 30

79



https://10.2.3.215/status/history/2005-02-17
https://10.2.3.215/status/ondemand_history/2005-02-17

10.4 SNMP

Configure SNMP, go to: System >> General. WHG-1000 supports SNMP v1/v2c.
If this function is enabled, the SNMP Management IP and the Community string can be assigned for

SNMP access to the system.

General Settings for the Entire System

System Name Wireless Hotspot Gateway =

Internal Domain Name [[] use the name on the security certificate

(FQDM of this device for internal use, e.g. controller.office-name.com)

@ Enable © Disable
Portal URL -,
http://www.google.com *(e.q. http:/fwww.google.com)

User Log Access IP Address (e.g. 192.168.2.1)

Management IP Address List |Setup Management IP Address List

@ Enable © Disable

SNMP Manager IP Address: x=

Community:
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10.5 Three-Level Administration

WHG-1000 supports three kinds of account interface. You can log in as admin, manager or operator.
The default usernames and passwords show as follows:
Admin: The administrator can access all configuration pages of WHG-1000.
Username: admin

Password: admin

Username: |admin
Password: [eeses

After a successful login to WHG-1000, a web management interface with a Home manual will
appear.

Setup Wizard Quick Links

System
Overview

Main‘Menu
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Manager: The manager can only access the configuration pages under User Authentication to

manage the user accounts.

User Name: manager

Password: manager

Authentication Settings

Auth Database Auth Server Name Postfix Policy Black List Configure
LOCAL Server 1 local Policy 1 [+] MNone [=]
RADIUS Server 2 radiusl Policy 2 [+] MNone [+]
RADIUS Server 3 radius2 Policy 3 [+] MNone [+]

ONDEMAND On-demand User ondemand Policy 4 [+] MNone

Operator: The operator can only access the configuration page of Create On-demand User to

create new on-demand user accounts and print out the on-demand user account receipts.

Note:

To logout, simply click the Logout icon on the upper right corner of the interface to return to the

User Name: operator

Password: operator

On-demand Account Creation
Plan Type Quota Price | Status Function
1 Usage-time 15 min(s) connection time guota with expiration 10.91| Enabled
2 Usage-time 11 min(s) connection time quota 1 | Enabled
3 Cut-off Valid until 12:00 the following day 5 | Enabled
4 Duration-time | Valid from 2010/07/14 12:00:00 till 2010/07/14 23:59:00 1 | Enabled

login screen.
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10.6 Change Password

Configure Change Password, go to: Utilities >> Password Change.

There are three levels of authorities: admin, manager or operator. The default usernames and
passwords are as follows:
Admin: The administrator can access all configuration pages of WHG-1000.

User Name: admin

Password: admin
Manager: The manager can only access the configuration pages under User Authentication to
manage the user accounts.

User Name: manager

Password: manager
Operator: The operator can only access the configuration page of Create On-demand User to
create new on-demand user accounts and print out the on-demand user account receipts.

User Name: operator

Password: operator
The administrator can change the passwords here. Click Apply to activate this new password.

Note:
Only login with admin can change password.
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New I |"

Verify | |'

Verifv | | |g

New | |‘

Verify | |s

Caution:
If the administrator’s password is lost, the administrator’s password still can be changed through the
text mode management interface via the serial console port.
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10.7 Backup / Restore and Reset to Factory

Configure Backup / Restore and Reset to Factory Default, go to: Utilities >> Backup & Restore.

This function is used to backup/restore the WHG-1000 settings. Also, WHG-1000 can be restored to

the factory default settings here.

Backup System Settings

Restore System Settings

File Name

Reset to the Factory Default

« Backup System Settings: Click Backup to create a .db database backup file and save it on disk.

File Download i X|
Do you want to open or save this file?
.‘5" Name: 20050303.db
k l Type: Data Base File
From: 10.2.3.70

Open Save || Cancel I

IV Always ask before opening this type of file

harm your computer. If you da not trust the source, do not open or

While files from the Internet can be useful, some files can potentially
save this file. What's the risk?

* Restore System Settings: Click Browse to search for a .db database backup file created by
WHG-1000 and click Restore to restore to the same settings at the time when the backup file was

saved.
* Reset to Factory Default: Click Reset to load the factory default settings of WHG-1000.
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10.8 Firmware Upgrade

Configure Firmware Upgrade, go to: Utilities >> System Upgrade.

The administrator can download the latest firmware from website and upgrade the system here.
Select the latest firmware and Browse button, then click Apply, the system will upload the file and
restart to perform the upgrade process. It might take a few minutes before the upgrade process

completes and the new firmware’s WMI interface appears.

System Firmware Upgrade

Current Version 1.00.00
Build 1.7-1.3224
File Name

Note: For better maintenance, we strongly recommend you backup system settings before upgrading firmware.

| Apply

Note:

After clicking Apply, the system will begin uploading the chosen firmware into the system. Once the
upload process is complete system will restart to activate the new firmware. The entire process may
take a few minutes until the new firmware WMI appears. When restart is complete, system will not
lease IP. So, please use static IP PC to upgrade system firmware.

Caution:

1. Firmware upgrade may cause the loss of some data. You may need to manually backup user
account information, please refer to the release notes for the limitation before upgrading.

2. Do not power on/off the system during the upgrade or restart process. It may damage the
system and cause malfunction.
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10.9 Restart

To perform system restart, go to: Utilities >> Restart.

This function allows the administrator to safely restart WHG-1000, and the process takes
approximately three minutes. Click YES to restart WHG-1000; click NO to go back to the previous
screen. Do NOT power off the power during system restart as this might damage the system. If the

power needs to be turned off, it is highly recommended to restart WHG-1000 first and then turn off the
power after completing the restart process.

Do you want to RESTART the system?

Caution:

The connection of all online users to the system will be disconnected when system is in the process of
restarting.
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10.10 Network Utility

Configure Network Utility, go to: Utilities >> Network Utilities.

System provide some network utilities to allow administrators to use.

Wake-on-LAN is for waking up remote devices that supports Wake-on-LAN feature by entering the
MAC address of the target device and then press Wake Up button.

Ping is to see whether a destination host is reachable and alive by entering the destination host’s
domain name or IP address and then press Ping button.

Trace Route display the actual route taken to reach the destination host by entering the destination
host’s domain name or IP address and then press Start button.

ARP Table for displaying ARP information stored on the system.

Network Utilities

Wake-on-LAN [(MAC, e.g. XX:XX:XX:XX:XX:1XX)
Ping [(1P/Domain Name)
Trace Route |(IP/Domain Name)
ARP Table
Status
Result

10.10.1 Wake-on-LAN

It allows the system to remotely boot up a power-down computer with Wake-On-LAN feature enabled
in it's BIOS and it is connect to LAN port. Enter the MAC Address of the desired device and click Wake

Up button to execute this function.

10.10.2 Ping

It allows administrator to detect a device using IP address or Host domain name to see if it is alive or

not.
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10.10.3 Trace Route

It allows administrator to find out the real path of packets from the gateway to a destination using IP

address or Host domain name.

10.10.4 Show ARP Table

It allows administrator to view the IP-to-Physical address translation tables used by address

resolution protocol (ARP).
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10.11 Monitor IP Link

Configure Monitor IP Link, go to: Network >> Monitor IP.

WHG-1000 will send out a packet periodically to monitor the connection status of the IP addresses on
the list. On each monitored item with a WEB server running, administrators may add a link for the
easy access by entering the IP, select the Protocol to http or https and then click Create. After
clicking Create button, the IP address will become a hyperlink, and administrators can easily access
the host by clicking the hyperlink remotely. Click the Delete button to remove the hyperlink if desired.

Monitor IP List
No. Protocol IP Address Hyperlink Remark
1 http [+]
2 http [+]
3 http [+]
4 http [+]
5 http [+]
6 http [+]
7 http [+]
8 http [~]
9 http [~]
10 http [~]

(Total: 40) First

o
As
T
=
=
Le]
=
ru
i
[
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10.12 Console Interface

Via the console port, administrators can enter the console interface for handling problems and
situations occurred during operation.
1. In order to connect to the console port of WHG-1000, a console, modem cable and a terminal

simulation program, such as the Hyper Terminal are needed.
2. If a Hyper Terminal is used, please set the parameters as 9600, 8, None, 1, None.

Caution:
The main console is a menu-driven text interface with dialog boxes. Please use arrow keys on the

keyboard to browse the menu and press the Enter key to make selection or confirm what you enter.

3. Once the console port of WHG-1000 is connected properly, the console main screen will appear
automatically. If the screen does not appear in the terminal simulation program automatically,
please try to press the arrow keys, so that the terminal simulation program will send some
messages to the system, and the welcome screen or main menu should appear. If the welcome

screen or main menu of the console still does not pop up, please check the connection of the cables

and the settings of the terminal simulation program.

vOoOur

b

. Utilities for network debugging
The console interface provides several utilities to assist the Administrator to check the

system conditions and to debug any problems. The utilities are described as follows:

e routing path
isplay C
Display
Di

6.

-]

mode '
with NTP
ring but

Main menu

Please enter your choice:

»  Ping host (IP): By sending ICMP echo request to a specified host and wait for the

response to test the network status.
»  Trace routing path: Trace and inquire the routing path to a specific target.
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» Display interface settings: It displays the information of each network interface setting
including the MAC address, IP address, and Netmask.

» Display the routing table: The internal routing table of the system is displayed, which
may help to confirm the Static Route settings.

> Display ARP table: The internal ARP table of the system is displayed.

»  Display system up time: The system live time (time for system being turn on) is
displayed.

>  Check service status: Check and display the status of the system.

»  Set device into “safe mode”: If the administrator is unable to use Web Management
Interface via browser for the system failed inexplicitly. The administrator can choose
this utility and set it into safe mode, which enables him to manage this device with
browser again.

»  Synchronize clock with NTP server: Immediately synchronize the clock through the NTP
protocol and the specified network time server. Since this interface does not support
manual setup for its internal clock, therefore we must reset the internal clock through
the NTP.

»  Print the kernel ring buffer: It is used to examine or control the kernel ring buffer. The
program helps users to print out their boot-up messages instead of copying the
messages by hand.

> Main menu: Go back to the main menu.

Change admin password

Besides supporting the use of console management interface through the connection of null
modem, the system also supports the SSH online connection for the setup. When using a
null modem to connect to the system console, we do not need to enter administrator’s
password to enter the console management interface. But connecting the system by SSH,

we have to enter the username and password.

The username is "admin” and the default password is also "admin”, which is the same as for
the web management interface. Password can also be changed here. If administrators forget
the password and are unable to log in the management interface from the web or the remote
end of the SSH, they can still use the null modem to connect the console management

interface and set the administrator’s password again.
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Caution:

Although it does not require a username and password for the connection via the serial port, the same
management interface can be accessed via SSH. Therefore, we recommend you to immediately
change the WHG-1000 Admin username and password after logging in the system for the first time.

. Reload factory default
Choosing this option will reset the system configuration to the factory defaults.

. Restart WHG-1000
Choosing this option will restart WHG-1000.
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11 System Status and Reports

11.1 View the Status

This section includes System, Interface, Routing Table, Online Users, User Log and E-mail &

SYSLOG to provide system status information and online user status.

11.1.1 System Status

View System Status, go to: Status >> System.

This section provides an overview of the system for the administrator.

System Setting Overview
Firmware Version 1.00.00
System Name Wireless Hotspot Gateway
Portal URL http://www.google.com
SYSLOG Server - System Log NSNS A
SYSLOG Server - On-demand User Log /&N A
Warning of Internet Disconnection Fail
Retained Days 3 days
User Log
Receiver E-mail Address{es) N/A
NTP Server tock.stdtime.gov.tw
System Time
Time 2010/06/17 16:17:19 +0800
Idle Time Out 10 Min(s)
User Session Control
Multiple Login Disabled
Preferred DNS Server 168.95.1.1
DNS
Alternate DNS Server 168.95.1.1
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The description of the above-mentioned table is as follows:

Item

Description

Firmware Version

The present firmware version of WHG-1000

System Name

The system name. The default is WHG-1000

Portal U

RL

The page the users are directed to after initial login success.

SYSLOG server- System Log

The IP address and port number of the external SYSLOG Server.

N/A means that it is not configured.

SYSLOG server- On-demand

Users Log

The IP address and port number of the external SYSLOG Server.

N/A means that it is not configured.

Warning of Internet

Disconnection

Show the status for the connection at WAN is normal or abnormal
(Internet Connection Detection) and all online users are

allowed/disallowed to log in the network.

User Log

Retained |The maximum number of days for the system to retain the users’
Days information.

Receiver
Email The email address to which the user log information will be set.

Address (es)

NTP Server

The network time server that the system is set to align.

System Time

Time

The system time is shown as the local time.

User Session

Idle Time Out

The minutes allowed for the users to be inactive before their account

expires automatically.

Control Multiple Enabled/disabled stands for the current setting to allow/disallow
Login multiple login from the same local account.
Preferred
IP address of the preferred DNS Server.
DNS Server
DNS
Alternate
IP address of the alternate DNS Server.
DNS Server
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11.1.2 Interface Status

View Interface Status, go to: Status >> Interface.

This section provides an overview of the interface for the administrator including WAN, Zone

Wireless General Settings, Zone - Private and Zone - Public.

WAN
MAC Address 00:1F:D4:00:51:53
IP Address 10.26.1.151
Subnet Mask 255.255.0.0
Packets Out 5475
General
Bytes Out 6304432
Packets In 382007
Bytes In 391014250
Number of Sessions 3
Zone Wireless General Settings
MAC Address 00:1F:D4:00:51:55
Band 1ing
General
Channel 1
Transmit Power High
Zone - Private
Mode NAT
MAC Address 00:1F:D4:00:51:54
General
IP Address 192.168.1.254
Subnet Mask 255.255.255.0
Status Enabled
WINS IP Address N/A
DHCP Server Start IP Address 192.168.1.1
End IP Address 192.168.1.100
Lease Time 1440 Min(s)
BSSID 00:1F:D4:00:51:55
ESSID W1110-Private
VAP 1
Security Type None
Associated Clients 0
Zone - Public
Mode NAT
MAC Address 00:1F:D4:00:51:54
General
IP Address 192.168.11.254
Subnet Mask 255.255.255.0
Status Enabled
WINS IP Address N/A
DHCP Server Start IP Address 192.168.11.1
End IP Address 192.168.11.100
Lease Time 1440 Min(s)
BSSID 06:1F:D4:00:51:55
ESSID Wwi1110-2
VAP 2
Security Type None
Associated Clients 0
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The description of the above-mentioned table is as follows:

Item

Description

WAN

MAC Address

The MAC address of the WAN port.

IP Address

The IP address of the WAN port.

Subnet Mask

The Subnet Mask of the WAN port.

Packets Out/In

The total accumulated packets in/out through this WAN port since
the gateway boots up. The delta shows the difference between the

numbers from last time this Interface Status page is visited.

Bytes Out/In

The total accumulated bytes in/out through this WAN port since the
gateway boots up. The delta shows the difference between the

numbers from last time this Interface Status page is visited.

Number of Sessions

The sessions of WAN port.

Zone Wireless
General

Settings

MAC Address

The MAC address of the Wireless.

Band

The current Band setting of Wireless.

Channel

The current Channel setting of Wireless.

Transmit Power

The current Transmit Power setting of Wireless.

Zone - General

Mode

The operation mode of the zone.

MAC Address

The MAC address of the zone.

IP Address

The IP address of the zone.

Subnet Mask

The Subnet Mask of the zone.

Status

Enable/disable stands for status of the DHCP server in this zone

WINS IP Address

The WINS server IP on DHCP server. N/A means that it is not

Security Type

configured.
Zone - DHCP Start IP Address |The start IP address of the DHCP IP range.
End IP address |The end IP address of the DHCP IP range.
Lease Time Minutes of the lease time of the IP address.
BSSID The BSSID of this zone.
ESSID The ESSID of this zone.
Zone - VAP

The current security type of this zone.

Associated Clients

The number of associated clients in this zone.
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11.1.3 Routing Table

View System Status, go to: Status >> Routing Table.

All the Policy Route rules and Global Policy Route rules will be listed here. Also it will show the

System Route rules specified by each interface.

Policy 1
Destination Subnet Mask Gateway Interface
Policy 2
Destination Subnet Mask Gateway Interface
Policy 3
Destination Subnet Mask Gateway Interface
Policy 4
Destination Subnet Mask Gateway Interface
Policy 5
Destination Subnet Mask Gateway Interface
Global Policy
Destination Subnet Mask Gateway Interface
System
Destination Subnet Mask Gateway Interface
192.168.1.0 255.255.255.0 0.0.0.0 Private
192.168.11.0 255.255.255.0 0.0.0.0 Public
10.22.0.0 255.255.0.0 0.0.0.0 WAN
0.0.0.0 0.0.0.0 10.22.0.1 WAN

Policy 1~5: Shows the information of the individual Policy from 1 to 5.
. Global Policy: Shows the information of the Global Policy.

. System: Shows the information of the system administration.

> Destination: The Destination IP address.

> Subnet Mask: The Subnet Mask of the IP address range.

> Gateway: The Gateway IP address of the interface.

> Interface: Including WAN, Private and Public.
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11.1.4 Current Users

View Current Users, go to: Status >> Online Users.

In this page, each online user’s information including Username, IP Address, MAC Address, Pkts
In, Bytes In, Pkts Out, Bytes Out, Idle and Kick Out will be shown. Administrators can force out
a specific online user by clicking the hyperlink of Kick Out. Click Refresh to update the current users

list.
Online Users List
Username Pkts In Bytes In 1di
No. (Sef) Kick Out
IP Address MAC Address Pkts Out Bytes Out ’
i efres
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11.1.5 User Log

View User Log, go to: Status >> User Log.

This page is used to check the traffic history of WHG-1000. The history of each day will be saved
separately in the DRAM for at least 3 days (72 full hours). The system also keeps a cumulated record

of the traffic data generated by each user in the last 2 calendar months.

User Log
Date Size (Byte)
2009-04-22 65
2009-04-23 65

On-demand User Log

Date Size (Byte)
2009-04-22 105
2009-04-23 254

Roaming Out User Log

Date Size (Byte)
2009-04-22 106
2009-04-23 106

Roaming In User Log

Date Size (Byte)
2009-04-22 112
2009-04-23 112

Monthly Network Usage of Local User
Month No. of Entries Usage Data
2009-04 1 Download

Caution:
Since the history is saved in the DRAM, if you need to restart the system, and at the same time, keep
the history, please manually copy and save the traffic history information before restarting.

If the Receiver E-mail Address(es) has been entered under the E-mail & SYSLOG page, the

system will automatically send out these history information to that specified email address.

* Primary User Log
All user activities occur on the system within the nearest 72 hours excluding other user logs such
as on-demand user log are recorded; in date and time order. Each line is a traffic history record
consisting of 9 fields, Date, Type, Name, IP, MAC, Pkts In, Bytes In, Pkts Out and Bytes Out

of the user activities.

¢ On-demand User Log
Each line is a on-demand user log record consisting of 14 fields, Date, System Name, Type,
Name, IP, MAC, Pkts In, Bytes In, Pkts Out, Bytes Out, Activation Time, 1st Login
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Expiration Time, and Remark, of on-demand user activities.

Roaming Out User Log

Each line is a roaming out traffic history record consisting of 14 fields, Date, Type, Name, NSID,
NASIP, NASPort, UserMAC, SessionID, SessionTime, Bytes in, Bytes Out, Pkts In, Pkts
Out and Message, of user activities.

Roaming In User Log

Each line is a roaming in traffic history record consisting of 15 fields, Date, Type, Name, NSID,
NASIP, NASPort, UserMAC, UserlP, SessionID, SessionTime, Bytes in, Bytes Out, Pkts In,
Pkts Out and Message, of user activities.
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11.1.6 Local User Monthly Network

View Local User Monthly Network Usage, go to: Status >> User Log.

¢ Monthly Network Usage of Local User

The system keeps a cumulated record of the traffic data generated by each Local user in the latest
2 calendar months. Each line in a monthly network usage of local user record consists of 6 fields,
Username, Connection Time Usage, Packets In, Bytes In, Packets Out and Bytes Out of
user activities.

o Username: Username of the local user account.

o Connection Time Usage: The total time used by the user.

o Pkts In/ Pkts Out: The total number of packets received and sent by the user.

o Bytes In/ Bytes Out: The total number of bytes received and sent by the user.

> Download Monthly Network Usage of Local User: Click on the Download button for

outputting the report manually to a local database.

Monthly Network Usage of Local User
Month No. of Entries Usage Data
2009-04 1 Download

A warning message will then appear. Click Save to download the record into .txt format.

File Download

? Sorme files can harm your computer. f the file information below looks
- / suspicious. oryou do not fully trust the source, do not open or save this
file.
File name: 2007-08. bt
File type:  Text Docurnent
From: 192,168.2.254

Would you like to open the file or seve ittoyour computer?

Open I ‘ Save | [ Cancel ] l tore Info
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11.2 Notification

Configure Notification, go to: Status >> E-mail & SYSLOG.

WHG-1000 can automatically send the notification of Monitor IP Report, Users Log and Session

Log to up to 3 particular e-mail addresses. A trial email is provided by the system for validation.

Secondly, the system supports recording of System Log, On-demand Users Log and Session Log

via external SYSLOG servers and sending Session Log to an external FTP server. In addition, system

Event Log of clients associated and disassociated messages appear on WMI as well.

Receiver E-mail Address(es)

Interval
SMTP Setting Test
Sender E-mail Address
SMTP Server

SMTP Auth Method

System Log
On-demand User Log

Session Log

Session Log

=

h
™
i

LA L
[
W
[T
Ly

=

h
™
[Le]

Notification E-mail Settings

Monitor IP Report User Log On-demand User Log SELSELD"
O O O O
O O O O
O O O O
1 Hour hd 1 Hour hd 1 Hour hd 1 Hour hd
MNone hd

SYSLOG Server Settings

IP Address: Port :
IP Address: Port ;
IP Address: Port :

FTP Server Settings

IP Address: Port :

Server Folder: et dir/dirz

Send Log every 1 Hour (Mote: same as "Interval of Session Log” in the Motification E-
mail Settings)

Anonymous: ®ves ONo
FTP Setting Test: [ Send Test Log ]
Event Log

8 NAM =yslog.info =syslogd started: BusyBox v1.12.4
i NAM daemon.notice ulogd[6l4]: =igterm received, exiting
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11.2.1 E-Mail

Configure Notification, go to: Status >> E-mail & SYSLOG.

. Notification E-mail Settings:
> Receiver Email Address (es): Up to 3 e-mail address can be set up to receive the notification.
These are the receiver’s e-mail addresses. There are four kinds of notification to selection --
Monitor IP Report, Users Log, On-demand Users Log and Session Log, and check which type of
notification to be sent.
> Interval: The time interval to send the e-mail report.
> SMTP Setting Test: To test the settings immediately.
> Sender Email Address: The e-mail address of the administrator in charge of the monitoring.
This will show up as the sender’s e-mail.
» SMTP Server: The IP address of the sender’s SMTP server.
> SMTP Auth Method: The system provides four authentication methods, Plain, Login,
CRAM-MD5 and NTLMv1, or “"None” to use none of the above. Depending on which
authentication method selected, enter the Account Name, Password and Domain.
o NTLMv1 is not currently available for general use.
o Plain and CRAM-MDS5 are standardized authentication mechanisms while Login and
NTLMv1 are Microsoft proprietary mechanisms. Only Plain and Login can use the
UNIX login password. Netscape uses Plain. Outlook and Outlook express use Login as
default, although they can be set to use NTLMv1.
o Pegasus uses CRAM-MD5 or Login but which method to be used can not be

configured.
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11.2.2 SYSLOG

SYSLOG Server Settings: There are 3 types of SYSLOG supported: System Log, On-demand
User Log, and Session Log. Enter the IP address and Port number to specify which and from

where the report should be sent to.

SYSLOG Server Settings

System Log IP Address: Port :
On-demand User Log IP Address: Port :
Session Log IP Address: Port :

Note:

When the number of a user’s session (TCP and UDP) reaches the session limit specified in the policy,
a record will be logged to this SYSLOG server.
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11.2.3 FTP

. FTP Server Settings:

FTP Server Settings

IP Address: Port :

Server Folder: ex: dirl/dirz

Session Log Send Log every 1 Hour ("MNote: same as "Interval of Session Log” in the MNotification E-

mail Settings)
Anonymous: ®ves ONo
FTP Setting Test: [ Send Test Log ]

. FTP Server Settings

Session Log: Log each connection created by users and track the source IP/Port and destination
IP/Port. Session Log will be sent to the FTP server automatically during every defined interval in
Session Log email notification. The maximum log file size is 128K. In addition, the log file also will be
sent to the FTP server once the file size reaches its maximum limit.

IP Address/Port: IP address and port number of FTP server.

Server Folder: The folder/directory on FTP server for upload.

Send Log every hour: The time interval for sending the log report.

Anonymous: Enter the Username and Password for accessing your FTP Server if required.

VVVYVY VY

FTP Setting Test: The system will send test log to verify the FTP settings.
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11.2.4 Event Log

Event Log: The Event Log provides the system activities records. The administrator can monitor the

system status by checking this log.

Event Log

Aug 25 19:04:41 HNAM daemon.info hostapd: athOap0: S5T4A 00:1f£:d4:00:21:07 IEEE
Aug 25 19:04:43 NAM daemon.info hostapd: athOap0: S5T4A 00:1f:d4:00:21:07 IEEE
Lug 25 19:04:47 MNAM daemon.info hostapd: athOap0: 5T4 00:1f:d4:00:21:07 IEEE

=]

.11: associated A
.11: associated
.11: associated

[=]

m oo
=]
B3 RS ORY ORI R

Aug 25 19:04:50 MAM daemon.info hostcapd: athOapO: 5TA 00:1f:d4:00:21:07 IEEE 802.11: associated
Aug 25 19:05:28 HNAM daemon.info hostapd: athOap0: 5TA 00:1f£:d4:00:21:09 IEEE E802.11:
disassociated

ug 25 19:14:43 HNAM daemon.info hostapd: athOap0: S5T4A 00:1f£:d4:00:21:07 IEEE E202.11:

disassociated

Aug 26 10:38:58 MNAM daemon.info hostapd: athOapl: 5TA 00:24:2c:a7:18:d2 IEEE 802.11: associated
Aug 26 10:45:24 MAM daemon.info hostapd: athOapl: S5TA 00:24:2c:a7:18:d2 IEEE 802.11: associated
ug 26 10:48:07 HAM daemon.info hostapd: athOapl: STA 00:24:2c:a7:18:d2 IEEE 202.11: associated
ug 26 10:48:35 NAM daemon.info hostapd: athOapO: ST4A 00:1f£:d4:00:21:0d IEEE 202.11: associated
Lug 26 10:49:00 HNAM daemon.info heostapd: athOap0: STR 00:1f:d4:00:21:0d IEEE 202.11: associated
Aug 26 10:49:03 MNAM daemon.info hostapd: athOapl: S5TA 00:1f:d4:00:21:0d IEEE 802.11: associated
Aug 26 10:459:05 MAM daemon.info hostapd: athOap0: S5TA 00:1f:d4:00:21:0d IEEE 802.11: associated
ug 26 10:49:07 HAM daemon.info hostapd: athOap0: STA 00:1f£:d4:00:21:0d IEEE 202.11: associated
ug 26 10:49:08 HNAM daemon.info hostapd: athOap0: ST4A 00:1f£f:d4:00:21:0d IEEE 202.11: associated
Lug 26 10:49:10 NAM daemon.info hostapd: athOap0: STR 00:1f:d4:00:21:0d IEEE 802.11: as=sociated
21:0d IEEE B02

Aug 26 10:459:16 NAM daemon.info hostapd: athOap0: 5TA 00:1f:d4:00:

.11: associated

In the log, normally, each line represents an event record which includes these fields:

. Date/Time: The time & date when the event happened

. Hostname: Indicate which host records this event. Note that all events in this page are local
event, so the hostname in this field are all the same.

. Process name: Indicate the event generated by the running instance.

. Description: Description of this event.
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12 Advanced Applications

12.1 Upload/Download Local Users Accounts

To Upload / Download Local Users Accounts, go to: Users >> Authentication, click Configure

button of Local. Or click Quick Links >> Local User Management from system Home page.

Upload User: Click Upload User to enter the Upload User from File interface. Click the

Browse button to select the text file for uploading user accounts, then click Upload to complete

the upload process.

Local User Database Settings

Local User List

Account Roaming Qut _O Enable © Disable ) L ) .
(Local user database will be used as authentication database for roaming out users.)

O Enable @& Disable
802.1X Authentication (Local user database will be used as internal RADIUS database for 802.1X-enabled LAN
devices, such as AP and switch.)

[ Add User ]l[ Upload User ]l[ Download User ]
Local User List
Username Password MAC Address Applied Policy Remark Del All
ul ul MNone Delete

(Total: 1/100) Eirst Prev Next Last

Note 1: The format of each line is "Username, Password, MAC Address, Applied Policy, Remark”™ without the quotes.
There must be no space between the fields and commas. The MAC field could be omitted but the trailing comma must be
retained. When adding user accounts by uploading a file, existing accounts in the embedded database that are also
defined in the data file will not be replaced by the new ones.

Note 2: Only "0~9", "A~Z", "a~z", ".", "-", and "_" are acceptable for password field.

Upload User from File

File Name

When uploading a file, any format error or duplicated username will terminate the uploading process
and no account will be uploaded. Please correct the format in the uploading file or delete the

duplicated user account in the database, and then, try again.

« Download User: Use this function to create a .txt file with all Local user account information and
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then save it on disk.

Username

ul

Username

user01

Password

ul

Password

user01

[ Add user | [ Upload User ]l[ Download User ]l
Local User List
MAC Address Applied Policy Remark
MNone

(Total: 1/100) Eirst Prev Next Last

Download User to File

MAC

Address Applied Policy

1

Download

Delete

Remark
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12.2 RADIUS Advanced Settings

Configure RADIUS Advanced Settings, go to: Users >> Authentication. Click Configure of
RADIUS.

> Complete vs. Only ID

For RADIUS authentication, there is an option to send the complete username with postfix or
username only.

Username Format: When Complete option is checked, both the username and postfix will be
transferred to the RADIUS server for authentication. On the other hand, when Only ID option is

checked, only the username will be transferred to the external RADIUS server for authentication.

> NAS Identifier

System will send this value to the external RADIUS server, if the external RADIUS server needs this.

» NAS Port Type

System will send this value to the external RADIUS server, if the external RADIUS server needs this.

> Class-Policy Mapping
This function is to assign a Policy to a RADIUS class attribute sent from the RADIUS server. When the
clients classified by RADIUS class attributes log into the system via the RADIUS server, each client will

be mapped to its assigned Policy.

RADIUS Policy Mapping - Server 2

(O Enable ® Disable

No. Class Attribute Value policyName Remark
1 Policy 1 v
E Policy 1 v
3 Policy 1 v
4 Policy 1 v
5 Policy 1 v
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12.3 Roaming Out

Configure local user Roaming Out, go to: Users >> Authentication, click configure of Local.

Under certain configurations, WHG-1000 can act as a RADIUS server for Roaming Out local user

logged from other system. The Local User database will act as the RADIUS user database.

No.

Account Roaming Out & 802.1X Authentication: When Account Roaming Out is enabled;
the link of Roaming Out & 802.1X Client Device Settings will be available to define the client

device authorized to roam by entering the IP address, Subnet Mask, and Secret Key.

Local User Database Settings

Local User List

® Enable Q Disable

Account Roaming Out ; :
(Local user database will be used as authentication database for roaming out users.)

l/_\'
@,

D Enable ® Disable
al user database will be used as internal RADIUS database for 802.1X-enabled LAN

802.1X Authentication

avices, such as AP and switch.)

Roaming Out & 802.1X Client Device Settings

Roaming Out & 802.1x Client Device Settings

Type IP Address Subnet Mask Secret Key
| Roaming Out ¥ |10.0.0.0 255.0.0.0 (/8) v ssscssee
Disable  v| 255.255.255.255 (/32) ¥
Disable v ‘ [255.255.255.255 (/32) ¥
| Disable v ' 255.255.255.255 (/32) ¥

Click the hyperlink Roaming Out & 802.1x Client Device Settings to enter the Roaming Out
& 802.1X Client Device Settings interface. Choose Roaming Out and key in the Roaming Out
client’s IP address and network mask and then click Apply to complete the settings.

In the other system, such as another WHG-1000, setup it's RADIUS server to this WHG-1000
with same postfix, then the local user in this WHG-1000 can login success from another
WHG-1000 by RADIUS authentication.
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12.4 Customizable Pages

Configure Custom Pages, go to: System >> Zone Configuration, click Configure in Public zone.

There are several user login and logout pages that can be customized by the administrator.

You can select Template Page or External Page.

Type : @ Template Page ) External Page
Color for Title Background @ |728B99 | Select (RGB values in hex mode)

Color for Title Text :  |[F3F3F3 Select (RGB values in hex mode)
Color for Page Background :  |FFFFFF Select (RGE values in hex mode)
Color for Page Text : |000000 | Select (RGE values in hex mode)

Copyright : | Copyright ©

Logo Image File : [ Preview and Edit the Image File |
Custom Pages Login Page | Configure | [ Preview |
Logout Page [ configure | [ Preview |
Redeem Page [ Configure | [ Preview |
Login Success Page [ configure | [ Preview |
Login Failed Page [ Configure | [ Preview |
Logout Success Page | Configure | [ Preview |
Logout Failed Page [ configure | [ Preview |
Disclaimer Page Status: © Enable ":3'. Disable
[ configure | [ Preview |

. Template Page:
To utilize the template user pages stored locally in the system, choose Template Page and
configure the necessary settings as follows. Click Select hyperlink to pick up a color for each item
and then fill in your copyright message. You can also upload a Logo image file for your template
with the Preview and Edit the Image File button. Click the button of Configure, the setup
page will appear for the corresponding page where you can change the text displayed as you wish.
After finishing the setting, click Preview to see the result. If you are happy with the customized
pages, click Apply to activated the changes made.

= Disclaimer Page:

. The Disclaimer Page is for the hotspot owner or MIS staff who want to display ‘terms of use” or
announcement information before the user login page. Click the button of Configure, the setup
page will appear. An unauthorized client will receive a disclaimer page once opening the web

browser. If a client select "I agree” and clicks “"Next,” then he or she will proceed to the User Login
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Page for client to login with username and password.

External Page:

Choose the External Page option if you wish to use user pages located on a designated website.
Click the button of Configure for each custom pages and enter the URL of its’ corresponding
external login page and then click Apply.

After applying the setting, the new login page can be previewed by clicking Preview button.

113



Appendix A.
Login

= Network Configuration on PC

Network Configuration on PC & User

After WHG-1000 is installed, the following configurations must be set up on the PC: Internet
Connection Setup and TCP/IP Network Setup.

¢« Internet Connection Setup
= Windows 9x/2000
1) Choose Start >> Control Panel >>

Internet Options.

2) Choose the Connections tab, and then

click Setup.

E3 Control Panel =] x|
J File Edit Wiew Favorites Tools Help ‘
| egak - = - 3| @scarch [hFolders fHstory | B8 0 X o | E-
| address I@ Control Panel =] Pe
= [ a— — pq =
i iy =
5 . i
= Aecesshilty  AddfRemove  Add/Remove Administrative  DatefTime
Control Panel Optians Hardware Programs Tools
i
Internet Options Dﬁf e % q‘
Canfigures your Internet display =
and connections settings Display  Folder Options Fonks Game
Controllers
‘windows Update ’_\
Windows 2000 Support @ s
&
Keyhoard Mouse Metwork and — Phone and — Power Options
Dialup Co...  Modem ...
® 2 -
=
Prinkers Reegional Scanners and  Scheduled Sounds and
Options Cameras Tasks Multimedia
8 %
Syskem Users and  YMware Toals s
Pacennrs =

|Cunf\gures wour Internet display and connections settings | ‘L.UJ Iy Computer

Internet Properties

General | Security I Content  Connections IPngrams I Advanced I

ficd

Use the Internet Connection YWizard to
connect your computer ko the Internet.

—Dial-up settings

Add...

Remove |
Sethings. . |
% rlever dial & conmeckion

| Dial whenever anebwork conmection is not present

| Always dial my defaulk conmection
Set Default |

Zurrent Mome

—Local Area Metwork (LAN) settings

L&M Settings. .. |

oK Cancel | Aol I
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3) Choose "I want to set up my Internet
connection manually, or I want to
connect through a local Area network
(LAN)”, and then click Next.

4) Choose "I connect through a local area
network (LAN)" and then click Next.

5) DO NOT choose any option in the
following LAN window for Internet

configuration, and just click Next.

Internet Connection Wizard

Welcome to the Internet
Connection Wizard
The Internet Connection wizard helps you connect your computer

to the Intemet. You can use this wizard to set up a new or
exigting Internet account

™ | want to tign up for a new Intemet account. [My telephone line
is connected to my modenn.]

{7 | want to transfer my existing Intemet account to this computer
[My telephane line is connected to my madam. )

| want to set up my Intemet connection manually, or | want ta
connect through & local area network [LAN]

To leave your Internet setiings unchanged, click Cancel

Tolearn more about the Intemet, click Tutorial Tutorial |

<Eack‘i Next > I’ Cancel

S ——

Internet Connection Wizard

Setting up your Internet connection

If you have an Intemet service provider account, you can use your phane line and a modem
to connect to it IF your computer iz connected to a local area network, [LAN), vou can gain
access to the Internet over the LAH

How do you connect to the Intemet?

" | connect through a phone line and a modsm

@l through a local area network [LAN)

<Back‘ I Mewt » | } Cancel

TS

Internet Connection Wizard

Local area k1

Select the method you would like to uze to configure your proxy settings. 1f you are not
sure which option to select, select automatic discovery or contact your network
administrator. Automatic configuration may override manual settings. To ensure the use
of manual settings, disable automatic configuration.

Autamatic Configuration
[~ Automatic discoveny of prowy server [recommended]

[~ Use automatic configuration script

Address:

™ Manual Prozy Server

< Back (INext ﬁl Cancel

S ——
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Internet Connection Wizard ﬂ

6) Choose “"No” and then click Next.

Set Up Your Internet Mail Account

An Internet mail pragram iz installed on your computer. Internet mail allows pau ta
receive and zend e-mail messages.

To successiully set up your Inkermet mail account, you must have already signed up for
an e-mail account with an Internet service pravider and abtained impartant connection
information. If wou are missing any information the wizard asks you to provide, contact
your Internet service provider.

Do you want to gt up an Intemet mail account now?

" Yes

<Back< I Mest » I >Eance\ |

ternet Connection Wizard x|

Completing the Internet Connection
Wizard

7) Finally, click Finish to exit the Internet

Connection Wizard. Now, the set up is

‘r'ou have successfully completed the Intermet Connection wizard,
“Y'our computer is now configured to connect to wour Internet
account,

completed.

After you close this wizard, you can connect to the
Intemet at any time by double-clicking the Internet
Ewrplorer icon on pour deskiop.

- To connect to the Intermet immediately, select this bax and then
click Finish

To close the wizard, click Finish

< B ac(IF\msml Cancel
~~—————

Windows XP
1) Choose Start >> Control Panel >> ® Control Parel ITIE\I

File Edit View Favorites Tools Help

Internet Option. o O I O [ roiders
address |G Cortrol Panel B> E
E’ Control Panel & G‘ % z) “ﬁg ;Kg 1

Accessbilty AddHardware  Addor  Administrative Date and Time
[} Switch ko Category Yiew Options Remov. .. Tools

= o A *
%“ =/ e =
Display  Folder Options  Fants
@ Windows Update Cortrallers

@) Help and 5 t .
@) Help and Suppor! J e;: E@

Kevboard Mouse Metwork. Phone and  Power Options
Connections Modem ...

e 2 2 9

Printers and  Regional and  Scanners and  Scheduled Sounds and
Faxes Language ... Cameras Tasks Audio Devices

. @ @&

Spesch Systsm  Taskbar and  User Accounts VMwars Tools ~

See Also
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2) Choose the Connections tab, and then
click Setup.

3) When the Welcome to the New
Connection Wizard window appears,
click Next.

4) Choose “Connect to the Internet” and
then click Next.

General | Securty | Privacy | Content | Eonnections Advanced

Programs

o To set up an Inkternet connection, click
Setup,

Dial-up and “irtual Private Metwork zettings

Choose Settings if wou need to configure a prosxey
server for a connection.

Local Area Metwork [LARM] zettings

LAM Settings do not apply to dial-up connections,
Choose Settings above For dial-up settings.

LaM Settings...

Cancel ]

New Connection Wizard

Welcome to the New Connection
Wizard

Thiz wizard helpz you:
* Connect to the Internet.

* Connect to a private network, such az pour workplace
rietwork.

* Set up a home or zmall office network.

To continue, click Next.

Newt> | D Cancel ]

New Connection Wizard

Metwork Connection Type
‘wihat do you want to do?

)

G)'Eonnecl to the Interne
ou cat browse the Web and read email

(O Connect to the network at my workplace
Connect to a business netwark [uzing dial-up or WPN] 20 wou can work. fram home,
a field office, or another location.

(") Set up a home or small office network
Connect to an existing home or small office network, or set up a new one,

() Set up an advanced connection

Connect directly ta another computer uzsing your serial, parallel, or infrared part, or
et up thiz computer o that other computers can connect to it

T —
[ <Eac( ” Mext » ID Cancel
—_—
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5) Choose “"Set up my connection

manually” and then click Next.

6) Choose “Connect using a broadband
connection that is always on” and then

click Next.

7) Finally, click Finish to exit the
Connection Wizard. Now, the setup is

completed.

New Connection Wizard

Getting Ready
The wizard is preparing to set up vour Intermet connection.

How do you want to connect to the Internet?

(O Choose

pternet service providers [I5Ps)

Set up my connection manually

orad Wil need your account name, password, and a
phane number for yaur ISP, For a broadband account, you won't need a phone
riurnber.

() Use the CD | got from an ISP

P ——
[ <ﬁacl( ” Mext » ]D Cancel ]
— ——

New Connection Wizard

Internet Connection
How do you want to connect ta the Intemet?

() Connect using a dial-up modem
Thiz type of connection uzes a modem and a regular or ISDM phane line.

dhand b

that

() Connect uging a b
password
This iz a high-speed connection uzsing either a DSL or cable modem. Your ISP may
refer ta this type of connection as PPPoE.

a uger name and

lwaps or

onnect using a broadband c

onnection that is al

- - o
5 T o L e, o

o B
connection. |t iz always active, and doesn't require you to sign in.

A
[ < Back (H Mest > ]) Cancel
—

New Connection Wizard

Completing the New
Connection Wizard

“Your broadband connection should already be configured
and ready to use. I your connection is not working
properly, click the fallawing link.

Learn more about

To cloze thiz wizard, click Finish.

< Back Cancel

Finish
V
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TCP/IP Network Setup

If the operating system of the PC in use is Windows 95/98/ME/2000/XP, keep the default settings
without any changes to directly start/restart the system. With the factory default settings, during
the process of starting the system, WHG-1000 with DHCP function will automatically assign an
appropriate IP address and related information for each PC. If the Windows operating system is
not a server version, the default settings of the TCP/IP will regard the PC as a DHCP client, and this
function is called “Obtain an IP address automatically”.

If checking the TCP/IP setup or using the static IP in the LAN1/LAN2 or LAN3/LAN4 section is

desired, please follow these steps:

* Check the TCP/IP Setup of Window 9x/ME

1) Choose Start >> Control Panel >> £3 Control Panel BEE
N t k J Fle Edit “ew Go Favoites Help |
etWOork. o = —
LR T 2 X .
Brack Farard Up Cut Copy Paste Unda Delete  Properties | Wiews
| Adsress [ Cantrol Panel [
:
Accessiblity  AddNew  Add/Remave  Date/Time
COI'ItI'0| Dptions Hardware Programs
Panel ») a0
- E— =
Display Fonts Game Intemet
Network Cortrollers Optians

Configures netwark

hardware and software, @ % @

Keyboard Modems Mouse Multimedia

Microsoft Home
Technical Support

ODBCData  Passwords Pawer
Sources (32bit] Management

S Y i ml - |

|Ennhgures network hardware and sol \ng My Camputer

2) Click on the Configuration tab and select Lkl 2] x|
. Configuration I |dentification I Accezs Contral I
“TCP/IP >> AMD PCNET Family
The following network. components are installed:
Ethernet Adapter (PCI‘ISA)", and then Client for Microsoft Metwaorks

. . & abD PCHET Farmily Ethermet Adaeter [FPCI-154]
click Properties. Now, you can choose to :

use DHCP or a specific IP address.

Primary Metwork Logon:
ICIient for Microzoft Metwork.s LI

File and Print Sharing. .. I

D ezcription
TCPAR iz the protocol you uze to connect ta the Internet and
wide-area nebwork.s.

(m] Cancel I
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3) Using DHCP: If you want to use DHCP,

Bindinas | Advanced | MetBIOS |

click on the IP Address tab and choose DMS Caonfiguration I G ateway I WINS Configuration P Address

w = = ”
Obtaln an IP address aUtomatlca"y ’ A I[P address can be automatically assigned to this computer.
If your netwark does not automatically azzign IP addrezzes. azk
and then C“Ck OK Th is is aISO the default your hetvsork, adminiztrator for an addrezs, and then tppe it in

the zpace below.

@ an I[P address automatim
—

" Speciy an [P address:

setting of Windows. Then, reboot the PC to

make sure an IP address is obtained from
WHG-1000.

|F Addiess: | : : : |

Subret Mashks | B B B |

4) Using Specific IP Address: If you want to use a specific IP address, acquire the following
information from the network administrator: the IP Address, Subnet Mask and DNS Server
address provided by your ISP and the Gateway address of WHG-1000.

Caution:
If your PC has been set up completely, please inform the network administrator before proceeding to
the following steps.

4]_) Click on the IP Address tab and choose
. Bindings | Advanced | NetBIDS |
“SpeC|fy an IP address”. Enter the IP DNS Configuration | Gateway | WINS Configuration |P Address
Address, Subnet Mask and then click An IP address can be automatically assigned to this computer.
If your network does not automatically assign IP addresses, ask
OK your network administrator for an address. and then type it in

the space below.

1P Address: I | . . . |

Subnet M ask: I 5 g 0 I

—
C o D conen |
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4.2) Click on the Gateway tab. Enter the
gateway address of WHG-1000 in the
"New gateway” field and click Add.
Then, click OK.

4.3) Click on DNS Configuration tab. If the
DNS Server field is empty, select
“Enable DNS"” and enter DNS Server
address. Click Add, and then click OK

to complete the configuration.

Check the TCP/IP Setup of Window
2000
1) Select Start >> Control Panel >>

Network and Dial-up Connections.

TCFP/IF Properties 2]

Auvanced | MetBI0S
Gateway I WAMS Configuration I IP &ddress

Bindings |
DMS Configuration

T he firzt gateway in the Installed Gateway list will be the default.
The address order in the list will be the order in which these
machines are used.

HMew gateway:
(1. . . @

Inztalled gateweaps:

Hemowve |

TCP/IF Froperties 7|

Bindings | Advanced | MetBIOS ]
DHS Configuration I G ateweay I WIS Configuration I IP Asddrezs

Host: I L omain: I
DMS Server Search Order
p— e

] - . P s D
Eemovel

Cromain Suffis Search Order

| el

I Hemove I

= P

Cancel I

ol

J File Edit iew Favorites Tools Help ‘

J 4=Back - = - | Chsearch [ Folders  #History ‘ IS x w | EE

JAeresS I Control Panel j @Gﬂ
1 e | Drate/Time Display Falder Cptions Fonts ;I
-
Control Panel % %f @ '@
Game Internet Kevboard Mouse
MNetwork and Dial-up Controllers Options

Connections
Connects to other computers,
networks, and the Internst

Printers

3w

Phone and  Power Options

Windows Update
Modem ...

Windows 2000 Support

-
= =
2 e
Sy
Regional Scanners and  Scheduled Sounds and
Cptions Cameras Tasks Multimedia
System Users and  %Mware Tools

N{EL]

Connects to other computers, networks, and the Internet | |Q‘ My Computer
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B4 Network and Dial-up Connections: = x|

JF\\e Edit View Favortes Tools Advanced  Help |

J EBack ~ = - | Qisearch  [yFolders < BHistory “E X @& ‘ -

2) Rightclick on the Local Area Connection

icon and select “Properties”.

J Address I Metwark and Dial-up Connections j a0
=1 [ -
(== 4
U EIE
- Make New a
Network and Dial- Connection
up Connections Disable
Status
Local Area Connection Create Shorkeut
Type: LAN Connectian Delete
R
Status: Enabled

AMD PCHET Family PCT Ethernet
Adapter

{5 Displays the properties of the selected connection.

3) Select “Internet Protocol (TCP/IP)” Sl

and then click Properties. Now, you can General |

choose to use DHCP or a specific IP Connect using:
I BE AMD PCHET Family PCl Ethernet Adapter

address.

Components checked are uzed by this connection:

Client for bicrozoft Mebwork s
= E; = L Microsoft Metwarks

ol Wrinsial [ Propenies ]

— Description
Transmizzion Control Protocal/lnternet Pratocal. The default
wide area network protocal that provides communication
across diverse inkerconnected networks.

[ Show icon in taskbar when connected

Ok I Cancel

[

4) Using DHCP: If you want to use DHCP, x4

General I

w ]

choose “"Obtain an IP address
Yow can get P settings assigned automatically if pour network suppoarts
this capability. Otherwize, you need to ask pour network administrator for

automatically”, and then click OK. This [ ErpepiEe [P St
is also the default setting of Windows. & bt a I A Bomalca

— Uge the following IP address:

Then, reboot the PC to make sure an IP

1P address: |
address is obtained from WHG-1000. Subriet mask: I
Liefault gatewan: |

{* Obtain DN server address automatically

—1{ Usze the following DMS server addresses:
Ereferred DS serven I

ALlternate DS semvern: I

Advanced... |

Ok Cancel I
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5) Using Specific IP Address: If you want to use a specific IP address, acquire the following
information from the network administrator: the IP Address, Subnet Mask and DNS Server
address provided by your ISP and the Gateway address of WHG-1000.

Caution:

If your PC has been set up completely, please inform the network administrator before proceeding to
the following steps.

5.1) Choose “Use the following IP 21

General I

address” and enter the IP address,
You can get IP settings assigned automatically if your network supports

S u b net mas k If th e DN S S erver fl eI d iS :E:: ;:E:jlgi:ii!.aviqu:g;i;eggou need to ask your network administrator for

empty, select “"Using the following ¢ Obtai utomatically
DNS server addresses” and enter the (;:j:[::m"m"g'p i l
DNS Server address. Then, click OK. Subnet mask: [
5.2) Click Advanced to enter the Advanced e !
TCP/IP Settings window. f il esraras st sianpu

£+ Use the following DNS server addresses;

Preferred Server.

Alternate DNS server: |

oK I Cancel |
20|
5.3) Click on the IP Settings tab and click IP Settings | DNS | wiNS | Options |
Add below the “Default gateways” - IF addresses
IF addrezs | Subnet mazk
column and the TCP/IP Gateway DHCP Enabled
Address window will appear.
sdd.. | Edi... Femove |
— Default gateways:
G atewway | b etric |
Add... Edit... Femove
L
Interface metric: I'I
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5.4) Enter the gateway address of
WHG-1000 in the "Gateway"” field, and
then click Add. After back to the IP
Settings tab, click OK to complete the

configuration.

Check the TCP/IP Setup of Window XP
1) Select Start >> Control Panel >>

Network Connection.

2) Rightclick on the Local Area Connection

icon and select “Properties”.

TCP/IP Gateway Address V

Gateway:

v Automatic metric

M etric:

21|

B Control Panel

Q= - @

File Edit V¥iew Favortes Tools Help

(T O seach [ Foktes [7)-

Address G’ Control Panel

E‘I Control Panel

@ Switch to Category Yiew

See Also

‘ Windows Update
@) Help and Support

" Network Connections

File Edit Wiew Favorites

@Back @ ‘L)

v|Gu

Tools  Advanced  Help

I.I: psaarch H_:‘ Folders v

! § = . 9 ~
Accesshility  Add Hardware Add or Administrative Date and Time
Options Remav... Toals
~a A . -
Display Folder Cptions Fonts Game Inkernet
Contrallers Options
%
& O L %
Keyhoard Mouse Phone and ~ Power Options
Modem ...
L @ 5 @
o !
== b4 = 2
Printers and  Regional and  Scanmers and  Scheduled  Sounds and
Faxes Language ... Cameras Tasks Audio Devices
¥ 9 4 2 8
Spesch System  Taskbar and User Accounts Mware Tools ~
(=6

fiddress | & Mebwork Connections

Network Tasks

[5] create anew
connection

) Setup a home or small
office netwark

@ Disable this network

device

R Repair this connection
]l Rename this connection

&) Wiew status of this
connection

Change settings of this
connection

Other Places =

@ control Panel
&3 My Network Places
My Documents

#_LAN or High-Speed Internet

Disable
Status
Repair

Btidge Connections

Create Shorbout
Delets
Ref

Propertios
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3) Click on the General tab and choose -4 Local Area Connection Properties
\\Internet PI‘OtOCOl (TCP/IP)", and General |Authenticati0n Advanced

Connect using:

‘ E@ AMD PCMET Family PCI Ethernet Adapter |

choose to use DHCP or a specific IP

Thiz connection uses the following items:
address.

% Client for Microzaoft Hetworks
@ File and Printer Sharing for Microsoft Metworks

then click Properties. Now, you can

 Internet Protocol [TCRAF] I

Insztall... ( Froperties )

P ————
D' ezcription

Tranzmizsion Control Protocal/lnternet Protocol. The default
wide area network. protocal that provides communication
acrozs diverse interconnected networks.

[ Show icon in notification area when connected

Ok ] [ Cancel ]

4) Using DHCP: If you want to use DHCP,

choose “"Obtain an IP address

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

automatica"y" and click OK. This is also Yo can get |P settings assigned automatically if your netwaork. supports

thiz capability. Othemwize, you need to ask your netwark, administrator for

the default setting of Windows. Then, TS QT CRIEES I et

O btai IF add ¥ ticall
reboot the PC to make sure an IP address
s the Tollowinig address:

is obtained from WHG-1000. | |
| |
| |

(&) Dbtain DNS server address automatically
5) Using Specific IP Address: If you wa nt () Use the following DMS server addresses:

| |
following information from the network
Advanced...
administrator: the IP Address, Subnet

Mask and DNS Server address provided by L_oc J[ cencel ]
your ISP and the Gateway address of WHG-1000.

to use a specific IP address, acquire the

Caution:
If your PC has been set up completely, please inform the network administrator before proceeding to
the following steps.
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5.1)Choose “Use the following IP
address” and enter the IP address,
SUbnet maSk- If the DN S Server fleld iS You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for

empty, select “Using the following the:aperopnale | setings;
O Obtain an

Internet Protocol (TCP/IP) Properties @

General {

automatically

DNS server addresses” and enter the
DNS Server address. Then, click OK. IP addiess:

5.2)Click Advanced to enter the Advanced :i::: :::ay: { ;
TCP/IP Settings window.

(&) Use the following DNS server addresses:

Preferred Server.

Alternate DNS server: [_ - 7J
[ 0K ] [ Cancel ]
5.3)Click on the IP Settings tab and click e
Add below the “Default gateways” “IP Settings | DNS || NS || Dptions|
column and the TCP/IP Gateway 1P erlpsese
) ) IF address Subnet mask
Address window will appear. DHCF Enabled
Add. . Edit... Remowe
Drefault gatewayps:
G atevsay kA etric
Add. . Edit... Remove
Automatic metric
[ 1
—
(DK ]D Cancel ]
N —

5.4)Enter the gateway address of WHG-1000 RESHEREEIEEVE T2 @@
in the "Gateway” field, and then click @ Help
Gateway:
Add. After back to the IP Settings tab,

Automatic metric

’
o Cal lcel

click OK to finish the configuration.
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Appendix B. Policy Priority

= Global Policy, Authentication Policy and User Policy

WHG-1000 supports multiple Policies, including one Global Policy and 5 individual Policy can be
assign to different Authentication Server. Global Policy is the system’s universal policy and
applied to all clients, while other individual Policy can be selected and defined to be applied to any
Authentication Server. For some authentication, such as Local and RADIUS, user can be assigned to
different Policy individually. So one user may be applied different policy at the same time. Which policy

is actually applied to this user?
The Policy Priority are enforced as follows:

User Policy >> Authentication Policy >> Global Policy

Now, let us discus different user policy type:

»  For Local and RADIUS, the users can be assigned to different Policy individually. For example, a
Local user, user01, is assigned to Policyl and the Local Authentication is assigned to Policy2.
Then user01 login to Public Zone will get Policyl. This is a common case for users that can assign
Policy individually.

»  For Local and RADIUS, if these users are not assigned any User Policy individually, they will be the
same as other users within the same authentication server. For example, a Local user, user01,
the Local Authentication is assigned to Policy3. Then user01 login to Public Zone will get Policy3.
This is another common case for users that is assigned Policy by the authentication server.

» If User is not assigned a Policy individually and the authentication server is also not assigned a
Policy, then the users will be applied the Global Policy. For example, a Local user, user01, is
assigned to None Policy and the Local Authentication is also assigned to None Policy in User list.

Then user01 logging to Public Zone will be applied with the Global Policy.

As a conclusion, the Global Policy has the lowest policy priority; on the other hand, the User Policy has

the highest one.
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Appendix C. WDS Management

The Public Zone of WHG-1000 supports up to 2 WDS links. WDS (Wireless Distribution System) is a
function used to connect APs (Access Points) wirelessly to extend wireless coverage. The WDS
management function of the system can help administrators to setup two WDS links.

Configure WDS, go to: System >> Zone Configuration, click Configure in Public zone.

] 33 @ & /

Users Network Utilities Status

General | WAN Configuration | WAN Traffic | Zone Configuration

Zone Settings
Name ESSID Wireless Security Default Authen Option Details
Private Wi1110-1 Mone N/A
Public Ww1110-2 None Server 1

WDS (Wireless Distribution System) is a function used to connect APs (Access Points) wirelessly. The

WDS management function of the system can help administrators to setup two WDS links.

WDS1 Settings : Public
WDS Status _'Enable @ Disable
Basic
MAC Address of Remote AP :
Security Security Type : None E|
WDS2 Settings : Public
WDS Status : _Enable @ Disable
Basic
MAC Address of Remote AP :
Security Security Type : MNone E|

¢ WDS Status: Select Enable to active this WDS link.

¢« MAC Address of Remote AP: Enter the MAC of the remote AP that create WDS link with
WHG-1000.

e Security Type:
. WEP: WEP Key Length may be 64 bits, 128 bits or 152 bits; and WEP Key Format can be
ASCII or HEX. Lastly, enter the WEP Key.

. WPA-PSK: Select the preferred ciphering method, TKIP or AES and enter the PSK /
Pass-phrase.
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Appendix D. @ RADIUS Accounting

This section will briefly introduce the basic configuration of RADIUS server to work with VSA for
the purpose to control the maximum client volume usage (upload; download or upload +

download traffic).

This VSA will be sent from RADIUS server to gateway along with an Access-Accept packet. In
other words, when the external RADIUS server accepts the request, it will reply not only an
Access-Accept but also a maximum value in bytes each user is allowed to transfer. This value
can be the maximum upload traffic, the maximum download traffic, or the sum of the download
and upload traffics in bytes per user. Gateway will check this value every minute; if the user
traffics reach this value, gateway will stop the session of this user and send a “Stop” to RADIUS

server.

1. Description

VSA is designed to allow vendors to support their own extended Attributes not covered in

common attributes. It MUST not affect the operation of the RADIUS protocol.

The Attribute Type of VSA is“26"” and the "Vendor ID"” should be determined before proceeding
to RADIUS configuration; in this example; the Vendor ID is "21920". “"Attribute Number” and

“Attribute Value” can then be designed to provide additional control over RADIUS.

Attribute Name Attribute Attribute Value
Number

WHG-1000-Byte-Amount 10 To be defined by administrator for
different user group

WHG-1000-MaxByteln 11 To be defined by administrator for
different user group

WHG-1000-MaxByteOut 12 To be defined by administrator for
different user group

WHG-1000-Byte-Amount-4GB 20 To be defined by administrator for
different user group

WHG-1000-MaxByteln-4GB 21 To be defined by administrator for
different user group

WHG-1000-MaxByteOut-4GB 22 To be defined by administrator for

different user group
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If the amount of traffics is larger than 4 GB, the attributes of "XXXX-4GB"” will be used. For
example, if the amount is 5 GB, the following settings should be set: *“WHG-1000-Byte-Amount =
1048576"” and "WHG-1000-Byte-Amount-4GB = 1".

On the other hand, when the administrator fills in all attributes, the user will be kicked out from
system if any condition is reached. For example, if the administrator sets

“"WHG-1000-Byte-Amount = 1048576"; “WHG-1000 - MaxByteln = 1048576"” and “WHG-1000-
MaxByteOut = 1048576", the user will be kicked out from system when the downlink, uplink, or

total traffic exceeds the limit.

2. VSA configuration in RADIUS server (IAS Server)

This section will guide you through a VSA configuration in your external RADIUS server. Before
getting started, please access your external RADIUS server'’s desktop directly or remotely from
other PC.

Step 1

Confirm the following key elements in RADIUS server: users, groups, and policies.

¢ Verify whether there are already users in RADIUS Server.

¢ Verify whether there are already Groups and assigned users belonging to these Groups
in RADIUS Server.

¢ Verify whether there are already Policies and assigned Groups belonging to these
Policies in RADIUS Server.

Step 2

Run “Internet Authentication Server” and open “"Remote Access Policies”

Select a Policy with right click and scroll down to its Properties page
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RADIUS Server Desktop

A Internet Authentication Service
File  Action Wiew Help

e OE X BB .+

?@?@ Inkernet Authentication Service (Local) Tarme I Order I
71-(Z7 RADIUS Clients E§ RADIUS-MAC 1
Remaote Access Logging stressuses_il_sl

% Remote Access Policies 2) Employee ish si2h
=} aroupl_Idie3m_SessionSm

{1 Connection Request Processing

Mave Up
Move Down

Groupd_IdleSm {MAS-ID match ciphar)
Groups (MAS-ID match other)
Connections to Microsoft Routing and F Delete
Connections to other access servers Rename

PY reoverties |

Cpens property sheet For the current selection,

Click Edit Profile and select the Advanced Tag.
Click Add to add a new Vendor-specific attribute.

Group3_Unlimited Properties

Settings |

Specify the conditions that connection requests must match. |

Policy conditions: ElLGI NN
Specify addition. FEFFT AT

21
IP bdwaltili |
Encruption 6. Advanced |
ACCESS SEIVEr

Altributes: To add an attribute to the Profile, select the attribute, and then click Add.

Add...
= ! Ui | To add an attribute that is not listed, select the Yendor-5 pecific attibute.

. Generate-Class
If connection requ Class :
azsociated profile Altribute:

Framed-Protoce —
Service-Type IM | vendor | Descriptin |
5 Edit Profile... ﬂT. rel-Tope 8 BADIUS Standard the bupneling protocols used

tary

Dial-in Constraints I
Authentication I

Unless individual ¢ LR - R e e Cisen A Par Y e
policy cantrols act Allowed-Certificate-01D Microsoft Specifies the certificate purpoze or uzage object identifiers
X Generate-Class-Attibute Microzoft Specifies whether 145 automatically generates the class al
If & eonnection re Generate-5eszion-Timeout Microsoft Specifies whether |45 automatically generates the sezsion
" Deny remate & |gnore-User-Dialin-Properties Microsoft Specifies that the uzer's diakin properties are ignored.
& Grant remate ¢ 1 I M5 -Quarantine- PFilter Microsoft Specifies the |P traffic filker that iz uzed by the Routing anc
= i M5 -Quarantine-5 ession-Timeout Microsoft Specifiez the time [in seconds] that the connection can rer
Tunnel-Tag Microsoft Diescription not yet defined
USR-ACCM-Type U.5. Robatics, Inc. Drescription not yet defined
USR-AT-Cal-nput-Filker U.5. Robotics, Inc. Description not yet defined
USR-AT-Call-Output-Filker U.5. Robatics, Inc. Drescription not yet defined
USR-4T-Input-Filker LS. Robotics, Inc. Description not yet defined
USR-AT-Output-Filker U.5. Robatics, Inc. Drescription not yet defined
USR-AT-RTMP-Input-Filker U.5. Robatics, Inc. Drescription not yet defined
USR-AT-RTMP-Output-Filter U.5. Robatics, Inc. Drescription not yet defined
UISF!-AT-ZiD-InDut-FiIter L.5. Robotics, Ilnc:. Description not vet defined _ILI
4 3
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Step 4

Add a new attribute under Vendor-specific

Set “"Vendor Code = 21920".

Check Yes to conform to the RADIUS RFC.
Click Configure Attribute to proceed.

Set “Vendor-assigned attribute number = 10”

Select “Attribute format = Hexadecimal”
Set “Attribute Value = 1000000"”

Mudtivaliod A8t rmstie lefurimatson B3
Alfatute name:
[Vorsder Spache
Altstute runber
]25
x
At nasve
e Sonctyy
Smchy netwiad, 50053 terve vand _-I""" =
€ Setect om bat [Faris Stwdsd B I T
XM | & EnavVendoctose 1 1[2000 | | 81 10
[T 14 || S cbets i s pmdms 9 PADK'S YV waatundos b
Db e - Ee ]
|Heracmcmd 15 Zl] "———R Yephoupen 1 2
; T — | T Yo It doss ol condoma.
100 1 6 I | Comiguniiiin | 3 ot |
|7ox|w| |gox|c-u|
= =,
Step 5

KE;
= 2]
B Ll prolocol: used
e st o propead sy NAS beabaes -
the Coco AV Par Vil

he conhosle ADOSO Of USEge oDpct dendhers
whathetr WAS SOl osly) gener s Se clais o
whattenn AS s onal caby erer e B serson
Hhat B uoe's dal i propeties me noned

e 1P gaiic ey 93t 1 used by e Routng onc
he 1ne Jn seconds| that #e cornecon can iy
s e ot Sebewed]
bn mot et defned
po not et delned
b oot pet deteed
o oot ol delond
b et got dalend
b ok pet detned
b nck pet detond
pox ek gt dalewed

o
[9.es || ome |

Confirm whether the Vendor-specific Attribute has been added successfully
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Multivalued Attribute Information K3 E3 |edit Dial-in Profile K E3

Allribete name: Diskin Constrants | P | Mt
[VendorSpectic Auhentication | Enciypbon Advarced
Attrdese rambet: Specily additionsl connection altibutes 1o be retuened to the Remote
3 Access server.
I Attributes:
Athibute fomat | Name | Vendor | Value
: Generate-Class Altnbule Mictosoft False
[OctetStng Class RADIUS Standard  Class03
Fi d Protocol RADIUS Standard  PPP

'ééhhnvdun: 5:‘:3:,.1“,,“ RADIUS. Standard. Framed.

Vendor [ Vaue Movelp | | IS RADIUS Standard 100000 |

Vendorcode: Z1SZC 100000

Max download + upload add
traffic is 1 M Bytes e

4] | »

L21_| 20

Step 6

Follow the same steps to create other Vendor-specific Attribute if needed.
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3. VSA configuration in RADIUS server (FreeRADIUS)

This section will guide you through VSA configuration with FreeRADIUS v1.0.5 running on “Fedora”.
Before getting started, open the shell of RADIUS server; for example, use Putty to access the Linux
host:

ZX PuTTY Configuration

Categony:
= Sezsian B azic options for your PuT T seszion
T L.nglglng Specify the destination you want to connect to
Simins Host Mame [or IP address] Puort
K.epboard
Bell 10.2.3.217 22
Features Connection pe:
= W indio () Raw (O Telnet (O Rlogin & 55H O Senal
A
ppea.rann:e Load, zave or delete a stored seszion
B ehaviour
Translation Saved Sessionz
Selection
Colours :
Drefault Settings
= Connection
Data B
Prioy
Rlogin
+- 55H
Beral Cloze window on exit:
O dhways () Newver (%) Only on clean exit
o [ e

Step 1
Confirm the following key elements in RADIUS server: users, groups
¢  Verify whether there are already users in RADIUS Server.

¢ Verify whether there are already Groups and assigned users belonging to these Groups in
RADIUS Server.

Step 2

Log in the Linux host of the RADIUS server.

fra . -
2 vivian@linux: -

Step 3

Create a file “dictionary. WHG-1000" under the “freeradius” folder.

[wiwianflinux ~]§ wi fusr/share/freeradiua/dictionary.
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Step 4

Edit and save the contents of the file “dictionary. WHG-1000" as follows:

attribute

ATTERIEUTE -Byte-Lmount interger

Administrator can also add other attributes as the table stated in Section 2 with the same format.

VEIDOE,

#
## Standard attribute
M

ATTRIEUTE -Eyte-Amount interoer
ATTRIEUTE vteIn interger
LTTRIBUTE _ - .
LTTRIEUTE ] Irmount— ] interger
ALTTRIETTE TaxEByteIn—4GE interoer
LTTRIETUTE g iyteIn-4GE oo interger

Step 5

Edit the file “dictionary” under the folder “freeradius”.

[vivianflinux ~]% wi fusr/share/ adius/dictionary

135



Step 6

To include “dictionary.WHG-1000" in the dictionary of RADIUS server, insert it in an incremental

position as follows.

SINCLUDE dictionary.:
§INCLUDE
§INCLUDE

cabletron

a3 the altiga dictionary.

Step 7

Open the “radius” database.

[iwianflinux ~]3% wyagl -u root —-p radius

Enter p Tl
Feading table information for

completion of table and column nates
turn off thisz feature to get a quicker =

Tou can tartup with -4

e loome nonitor. Comtrahds end with ;@ or b

Tour My30L connection id is 98 to serwver wversion: 5.0.

Type 'help:' or '“h' for help. Type '“o' to clear the buffer.

L RTE=] s
——

Step 8

Insert VSA into RADIUS response. In this example, the maximum download and upload traffics in

bytes for group03 users is 1MBytes.
groupreply [(Grouplstne, Attribute,op,Values)
1 1

,
nerium-Eyte—Amount' ' i=', ' 1045576 )

; 1 row affected (0.00 sec):

exit
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Step 9

Restart RADIUS daemon to get your settings activated.

init.d/radiu=d re

1

[
Thu Oct 30 14:26:41 2005 @ Info: Jtarting - reading conf

]
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Appendix E. On-demand Account types & Billing Plan

This section explains the parameters as well as the different account types provided when editing billing
plans in On-demand authentication.

o Usage-time with Expiration Time: Can access internet as long as account valid with
remaining quota (usable time). Need to activate the purchased account within a given time
period by logging in for the first time. Ideal for short term usage. For example in coffee
shops, airport terminals etc. Only deducts quota while using, however the count down to
Expiration Time is continuous regardless of logging in or out. Account expires when Valid
Period has been used up or quota depleted.

* Quota is the total period of time (xx days yy hrs zz mins), during which On-demand
users are allowed to access the network. The total maximum quota is "364Days 23hrs
59mins 59secs” even after redeeming.

= Account Activation is the time period for which the user must execute a first login.
Failure to do so in the time period set in Account Activation, the account will expire.

= Valid Period is the valid time period for using. After this time period, even with
remaining quota the account will still expire.

= Price is the unit price of this plan.

= Group will be the applied Group to users created from this plan.

» Reference field allows administrator to input additional information.

Editing Billing Plan

Plan 2
Account Type Lsage-time v:
Expiration Time (& With Expiration Time ' W Expiration Time
1 |[day(s) |2 |hris) 3 |min(s)
Ql.ll!tﬂ *| Range of day(s] : 0 ~ 364; Range of hour(s I =~ 23 Rangs
of minfs) : 0 = 59 they cannot all be zera )
L. First time login must be dane within [4 dayis) |3
Account Activation pq 5y
[ Ramge of hour(2) ¢ 0 ~ 23; they cannot bath be zara )
valid Period After activation, account will be expired in & | dayis)
¥ Muszt be larger than 0]
. 7 (%)
Price [ Range : 0 = 100000, including two digits after decimal poirt;
e.g. 1,99
Group Group 1
Referance

TIF:

It the Account Type is "Usage Time", Customaear can access intemet as long as the account
iz walid with remaining quots (connecdion time) and within the valid period
Customar alse nesds to achvate the issued acoount within 2 given time pariod by logging
in for thae first tirna
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Usage-time (With Expiration Time) account lifespan

E 3 " 3
»
<:'.é’=l=l=l=l=l=l=l=l=l=ll=ll=ll=ll:ll:ll:ll:ll:l I:IQ}
. -~
Quota up (QU)
Activation Time Elapsed Time
(AT)
Creation Time Delet‘is%ﬂme
€T)
- Invalid
- Valid
Usage-time (With Expiration Time) account lifespan
A ry A
e_;’:% ===================== 3‘, |
Quota Up (QU)
Activation Time Elapsed Time
(AT}
Creation Time Qajation. Tima
(CT)
-Invalid
- Valid

Usage-time with No Expiration Time: Can access internet as long as account has

remaining quota (usable time). Need to activate the purchased account within a given time

period by logging in for the first time. Ideal for short term usage. For example in coffee

shops, airport terminals etc. Only deducts quota while using. Account expires only when

quota depleted.

= Quota is the total period of time (xx days yy hrs zz mins), during which On-demand
users are allowed to access the network. The total maximum quota is "364Days 23hrs
59mins 59secs” even after redeem.

= Account Activation is the time period for which the user must execute a first login.
Failure to do so in the time period set in Account Activation, the account will expire.

* Price is the unit price of this plan.

= Group will be the applied Group to users created from this plan.

» Reference field allows administrator to input additional information.
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Editing Billing Plan

Plan 3

Account Type | Lsage-time V|

Expiration Time () With Expiration Time &) No Expiration Time

2 |dayis) |3 hrs) |4 |min(s)
Quota *#[ Range of day(s) : 0 ~ 364; Range of hour(s) : 0 ~ 23; Rangs
of min(s) + 0 = 59; they cannot all be zera )

.. Firsttime login must be done within |3 day(s) |ﬁ_‘
Account Activation g ,r(s)

* Range of hour(z) ¢

7 ()

0~ 23; they cannot both be zero )

Price *#( Range : 0 ~ 100000, induding two digits after decrnal point:
g, 1.9% )
Group Group 1w
Reference |
TIP:

If the Accourt Type is "Usage Timme", Custornar can access intermet as long as the account
iz valid with remaining guota {connedion tirme) and within the valid period.
Customer alse needs to activate the issued account within a given timme period by logging
im for the first tirne,

( apply W Cancel |

Usage-time (No Expiration) account lifespan

P— E—

D RPN =

Activation Time Quota up (QU)
Creation Time D8|8t(iS%Time
(CT)
[0 - Invalid
- Valid
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Hotel Cut-off-time: Hotel Cut-off-time is the clock time (normally check-out time) at
which the on-demand account is cut off (made expired) by the system on the following
day or many days later. On the account creation UI of this plan, operator can enter a Unit
value which is the number of days to Cut-off-time according to customer stay time. For
example: Unit = 2 days, Cut-off Time = 13:00 then account will expire on 13:00 two
days later. Grace Period is an additional, short period of time after the account is cut off
that allows user to continue to use the on-demand account to access the Internet
without paying additional fee. Unit Price is a daily price of this billing plan. Mainly used
in hostel venues to provide internet service according to guests’ stay time. Group will be

the applied Group to users created from this plan. Reference field allows administrator

to input additional information.

Editing Billing Plan
Plan 5

Account Type Hotel Cut-off-time
Hotel Cut-off Time : #[ HHiMM; range : 00:00 ~ 23:59 )

Grace Period Account remains usable for hour(s) after cut-off.

60 perday($)

Unit Price #( Ranmge ! 0~ 100000, including twa digits after decimal paint:
e.g. 1.99 ]

TIF:

The "Hotel Cut-off-time" Account Type is designed for hotel applications and conforms to
check-infout scenario, For cut-off applications within one day (for example, the account
expires upon bookstore's closing hour -11FPM) pleasze select "Duration Time".
One-day-stay in Hotel terms is counted from a custormer s check-in time to the check-out
tire on the following day, When a tenant checks in for one or multiple days, the operator
can generate an account ticket based on the nurmber of the cver-night stay, The account
will be cut-off on the specified cut-off-time (normally the hotel’ s check-out-time) after the
number of nights specified, Since guests may hang around in the lobby for a shark while
after checking out, the hotel may want to specify 2 “Grace pericd” for their tenants.

Hotel Cut-off-time account lifespan (3 night stay example

A A
24:00 PM 24:00 PM 24:00 PM
Cut-off Time
(Check out time)
Creation Time Deletion Time (DT)

(Check in time)

-Invalid
- Valid
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Hotel Cut-off-time account lifespan (3 night stay example with Grace Period)

24:00 PM 24:00 PM 24:00 PM

Grace Period

< o

Cut-off Time
(Check out time)

Creation Time Deletion Time (DT)
(Check in time)

-Invalid
- Valid

Volume: Can access internet as long as account valid with remaining quota (traffic volume).

Account expires when Valid Period has been used up or quota depleted. Ideal for small

quantity applications such as sending/receiving mail, transferring a file etc. Count down of

Valid Period is continuous regardless of logging in or out.

= Quota is the total Mbytes (1~2000), during which On-demand users are allowed to
access the network.

= Account Activation is the time period for which the user must execute a first login.
Failure to do so in the time period set in Account Activation, the account will expire.

» Valid Period is the valid time period for using. After this time period, even with
remaining quota the account will still expire.

= Price is the unit price of this plan.

= Group will be the applied Group to users created from this plan.

= Reference field allows administrator to input additional information.
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Editing Billing Plan

Plan 4

Account Type |VOIume V|

Quota 500 Mbyi| Mbyte(s)

*[ Range : 1~ 2000

First time login must be done within day(s)

Account Activation hour(s)
*( Range of hour(s) : 0 = 23; they cannot both be zero )

After activation, account will be expired in EI day(s)

Valid Period
*[ Must be larger than 0 )
. 7 s
Price #[ Range : 0 = 100000, including two digits after decimal point;
e.g. 1.99 ]
Group Group 1 %
Reference |

TIF:
If the Account Type is “Wolurne” , Custorner can access internet as long as the account is
valid [within the valid period) with rermaining quota (traffic valurme),
Custorner also needs to activate the issued account within 2 given time period by logging
in for the first time,

Volume account lifespan

A ¥
Quota up (QU)
Activation Time Expiration Time
(AT ()
Creation Time Delet(lDo_rII_)Tlme
(CT)
-Invalid
- Valid
Volume account lifespan
A A
Quota Up (QU)
Activation Time Expiration Time
(AT) (ET)
Creation Time DE|Et('S_’I‘,)T'me
(CT)
- Invalid
- Valid

Duration-time with Elapsed Time: Account activated upon the account creation time.
Count down begins immediately after account created and is continuous regardless of

logging in or out. Account expires once the Elapsed Time has been reached. Ideal for
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providing internet service immediately after account creation throughout a specific period of

time.

o

Begin Time is the time that the account will be activated for use. It is set to account

creation time.

Elapsed Time is the time interval for which the account is valid for internet access (xx
hrs yy mins).

Price is the unit price of this plan.

Group will be the applied Group to users created from this plan.

Reference field allows administrator to input additional information.

Editing Billing Plan
Plan 7
Account Type Duration-time v
Counting Method & Elapsed Time O Begin-and-end Time O Cut-off Time
Begin Time Upon Account Creation

. 8 |dayi(s) |2 |hr(s) 0 |minis)
Elapsed Time #[ Range of dayl(s) : 0 ~ 264; Range of hour(s) 1 0 ~ 23; Range
of rmin(s) : 0 ~ 59; they cannot all be zera )

. 47 %)
Price *[ Range : 0 ~ 100000, including twa digits after decimal paoint;
2., 1.99 ]
Group Group 1 |

Reference

TIR:
wihen the Account Type is Duration-tirme, three Counting Methods may be used to decide
when the account expires,
1. “Elapzed Time” specifies the time duration from account creation for which the account
is walid.
2. “cCut-off Time” specifies the next cut-off time point for which the account becomes
inwalid,
2, “Begin and End Date Tirme” specifies that the account iz valid between the two tirme
points,

Duration-time (Elapsed Time) account lifespan

< >

Elapsed Time (ET)

Creation Time (CT) Deletion Time (DT)

- Invalid
- Valid

Duration-time with Cut-off Time: Cut-off Time is the clock time at which the
on-demand account is cut off (made expired) by the system on that day. For example a

shopping mall closing hour is 23:00, operators selling on-demand tickets can create use this
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plan to create ticket set to be Cut-off on 23:00. If an account of this kind is created after the
Cut-off Time, the account will automatically expire.
= Begin Time is the time that the account will be activated for use. It is set to account
creation time.
» Cut-off Time is the clock time when the account will expire.
* Price is the unit price of this plan.
= Group will be the applied Group to users created from this plan.
= Reference field allows administrator to input additional information.
Editing Billing Plan
Plan 1
Account Type Duration-time v

Counting Method (O Elapsed Time O Begin-and-end Time & Cut-off Time

Begin Time Upon Account Creation
Cut-off Time 0] ;[oo
#[HH:MM; range : 00:00 ~ 23:59 ]
. 4 LF)
Price *[ Range : 0~ 100000, including twa digits after decirmal point;
2.g. 1,99 )
Group Group 1 %
Reference 5
TIF:

When the Account Type is Duration-time, three Counting Methaods may be used to decide
when the account expires,
1. “Elapzed Time" specifies the tirme duration frorm account creation for which the account

iz valid,

2. “Cut-off Time” =zpecfies the newxt cut-off time point for which the account becornes
inwalid,

2. “Begin and End Date Time” specifies that the account is valid between the two time
points,

Duration-time (Cut-off Time) account lifespan (exapmle showing Cut-off on 23:00)

< >

Cut-off Time

Creation Time (CT) Deletion Time (DT)

-Invalid
- Valid

o Duration-time with Begin-and End Time: Define explicitly the Begin Time and End Time
of the account. Count down begins immediately after account activation and expires when

the End Time has been reached. Ideal for providing internet service throughout a specific
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period of time. For example during exhibition events or large conventions such as Computex
where each registered participant will get an internet account valid from 8:00 AM Jun 1 to
5:00 PM Jun 5 created in batch like coupons.
= Begin Time is the time that the account will be activated for use, defined explicitly by

the operator.
* End Time is the time that the account will become expired and not able to use any more,

defined explicitly by the operator.
* Price is the unit price of this plan.
» Group will be the applied Group to users created from this plan.
= Reference field allows administrator to input additional information.

Editing Billing Plan
Plan il
Account Type Duration-time hd
Counting Method (O Elapsed Time @ Begin-and-end Time O Cut-off Time

Begin Time 00 » | . |01 » Jan v (01 % | | 2010 »

Il

End Time 03 %|: |03 |, [Jun | [10 %] |2014
. 000 |(%)
Price #[ Range : 0 ~ 100000, incuding twae digits after decirmal point:
=g, 1,99 ]
Group Group 1 %
Reference
TIR:

When the Account Type is Duration-tirme, three Counting Methods ray be used to decide
when the account expires.
1. “Elapsed Time” :specifies the tirme duration from account creation for which the account

is walid,

2, “Cut-off Time” specfies the next cut-off time point for which the account becormnes
invalid,

3, “Begin and End Date Time” specifies that the account is valid between the two tirme
points.

Duration-time (Begin-and-end Time) account lifespan

< >

Begin Time End Time
Creation Time Delﬂ(llg_rll)Tlme
(CT)
-Invalid
- Valid
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Appendix F. External Payment Gateways

This section is to show independent Hotspot owners how to configure related settings in order to accept
payments via Authorize.net, PayPal, SecurePay or WorlPay, making the Hotspot an e-commerce
environment for end users to pay for and obtain Internet access with credit cards.

1. Payments via Authorize.Net

Configure Payments via Authorize.Net, go to:
Users >> Authentication >> On-demand User >> External Payment Gateway >>

Authorize.Net.

Before setting up “Authorize.Net”, it is required that the merchant owners have a valid

Authorize.Net account.

> Authorize.Net Payment Page Configuration

External Payment Gateway

® authorize.Net O Paypal (O securePay O worldPay (O Disable

Authorize.Net Payment Page Configuration
Merchant Login ID
Merchant Transaction Key
Payment Gateway URL https://secure.authorize.net/gateway/transact.dlll =

& Enable O Disable

Verify SSL Certificate
fv [ Trusted CA Management ]
Test Mode (O Enable @ Disable :
MD5 Hash ('Enable & Disable

Merchant ID: This is the “Login ID” that comes with the Authorize.Net account

Merchant Transaction Key: The merchant transaction key is similar to a password and is used
by Authorize.Net to authenticate transactions.

Payment Gateway URL: This is the default website address to post all transaction data.
Verify SSL Certificate: This is to help protect the system from accessing a website other than
Authorize.Net.

Test Mode: In this mode, merchants can post test transactions for free to check if the
payment function works properly.

MD5 Hash: If transaction responses need to be encrypted by the Payment Gateway, enter and
confirm a MD5 Hash Value and select a reactive mode. The MD5 Hash security feature enables
merchants to verify that the results of a transaction, or transaction response, received by their

server were actually sent from the Authorize.Net.
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> Service Disclaimer Content/ Choose Billing Plan for Authorize.Net Payment

Page/Client’s Purchasing Record

Service Disclaimer Content

We may collect and store the following personal Al
information: |
email address, physical contact information, credit card
numbers and transactional information based on your

activities on the Internet service provided by us.

Choose Billing Plan for Authorize.Net Payment Page

Plan Enable/Disable Quota Price
1 Enable Disable 5 hr(s) 5 min(s) 0
2 Enable Disable
3 OEnable @® Disable 10 hr(s) 6 min(s) 9000
4 Enable Disable
5 Enable Disable until 18:30 88
6 Enable Disable
7 OEnable @® Disable 20.73 Mbyte(s) 0.59
8 Enable Disable
9 Enable Disable
10 (O Enable ® Disable 600 Mbyte(s) 6.99

Client's Purchasing Record

Starting Invoice Number - | = [J change the Number
Description (Item Name) Internet Access ‘
E-mail Header Enjoy Online!

Service Disclaimer Content
View service agreements and fees for the standard payment gateway services here
as well as adding new or editing services disclaimer.

Choose Billing Plan for Authorize.Net Payment Page
These 10 plans are the plans configured in Billing Plans page, and all previously
enabled plans can be further enabled or disabled here, as needed.

Client’s Purchasing Record

o  Starting Invoice Number: An invoice humber may be provided as additional
information with a transaction. The number will be incremented automatically for
each following transaction. Click the "Change the Number” checkbox to change it.

o Description (Item Name): This is the item information to describe the product
(for example, Internet Access).

o Email Header: Enter the information that should appear in the header of the

invoice.

148



> Authorize.Net Payment Page Fields Configuration/ Authorize.Net Payment Page

Remark Content

Authorize.Net Payment Page Fields Configuration

Item Displayed Text Required
Credit Card Number Credit Card Number
Credit Card Expiration Date Credit Card Expiration Date
First Name First Name
Last Name Last Name
Card Type
Card Type Visa American Express
Master Card [¥]Discover
Card Code Card Code
E-mail E-mail O
[J customer ID Room Number O
Company Company 0O
Address Address O
City City O]
State State O
Zip Zip O
Country Country O
Phone Phone O
Fax Fax O

“Displayed text fileds must be filled.

Authorizie.Net Payment Page Remark Content

You must fill in the correct credit card number and 4
expiration date. Card code is the last 3 digits of the
security code located on the back of your credit card. If ~|

Authorize.Net Payment Page Fields Configuration

o Item: Check the box to show this item on the customer’s payment interface.

o Displayed Text: Enter what needs to be shown for this field.

o Required: Check the box to indicate this item as a required field.

o Credit Card Number: Credit card number of the customer. The Payment Gateway will only
accept card numbers that correspond to the listed card types.

o Credit Card Expiration Date: Expiration date of the credit card. This should be entered in
the format of MMYY. For example, an expiration date of July September 2009 should be
entered as 0709.

o Card Type: This value indicates the level of match between the Card Code entered on a
transaction and the value that is on file with a customer’s credit card company. A code and
narrative description are provided indicating the results returned by the processor.

o Card Code: The three- or four-digit code assigned to a customer’s credit card number (at
the end of the credit card number found either on the front of the card or on the back of the

card).
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o E-mail: An email address may be provided along with the billing information of a

transaction. This is the
customer’s email address and should contain an @ symbol.

o Customer ID: This is an internal identifier for a customer that may be associated with the
billing information of a transaction. This field may contain any format of information.

o First Name: The first name of a customer associated with the billing or shipping address of
a transaction. In the case when John Doe places an order, enter John in the First Name field
indicating this customer’s name.

o Last Name: The last name of a customer associated with the billing or shipping address of
a transaction. In the case when John Doe places an order, enter Doe in the Last Name field
indicating this customer’s name.

o Company: The name of the company associated with the billing or shipping information
entered on a given transaction.

o Address: The address entered either in the billing or shipping information of a given
transaction.

o City: The city is associated with either the billing address or shipping address of a
transaction.

o State: A state is associated with both the billing and shipping address of a transaction. This
may be entered as either a two-character abbreviation or the full text name of the state.

o Zip: The ZIP code represents the five or nine digit postal code associated with the billing or
shipping address of a transaction. This may be entered as five digits, nine digits, or five
digits and four digits.

o Country: The country is associated with both the billing and shipping address of a
transaction. This may be entered as either an abbreviation or full name.

o Phone: A phone number is associated with both a billing and shipping address of a
transaction. Phone number information may be entered as all number or it may include
parentheses or dashes to separate the area code and number.

o Fax: A fax number may be associated with the billing information of a transaction. This
number may be entered as all number or contain parentheses and dashes to separate the

area code and number.

Authorizie.Net Payment Page Remark Content
Enter additional details for the transaction such as Tax, Freight and Duty Amounts, Tax Exempt

status, and a Purchase Order Number, if applicable.
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2. Payments via PayPal

Configure Payments via PayPal, go to:
User >> Authentication >> On-demand User >> External Payment Gateway >> PayPal.

|\\

Before setting up “PayPal”, it is required that the hotspot owners have a valid PayPal “"Business
Account”.
After opening a PayPal Business Account, the hotspot owners should find the “Identity Token” of

this PayPal account to continue “PayPal Payment Page Configuration”.

> External Payment Gateway / PayPal Payment Page Configuration

External Payment Gateway

O Authorize.Net & PayPal ) SecurePay O worldPay O Disable

PayPal Payment Page Configuration

Business Account

Payment Gateway URL https://www.paypal.com/cgi-bin/webscr
Identity Token

. - @ Enable O Disable
Verify SSL Certificate [ Trusted CA Management ]
Currency UsSD (.5, Dollar) LE

o Business Account: The “Login ID” (an email address) that is associated with the PayPal
Business Account.

o Payment Gateway URL: The default website address to post all transaction data.

o Identity Token: This is the key used by PayPal to validate all the transactions.

o Verify SSL Certificate: This is to help protect the system from accessing a website other
than PayPal

o Currency: The currency to be used for the payment transactions.
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Service Disclaimer Content / Choose Billing Plan for PayPal Payment Page

Service Disclaimer Content

We may collect and store the following personal N
information:

email address, physical contact information, credit card
numbers and transactional information based on your
activities on the Internet service provided by us.

If the information you provide cannot be verified, we may ¥

Choose Billing Plan for PayPal Payment Page

Plan Enable/Disable Quota Price
1 Enable Disable 5 hr(s) 5 min(s) 0
2 Enable Disable
3 OEnable @® Disable 10 hr(s) 6 min(s) 9000
4 Enable Disable
5 Enable Disable Until 18:30 88
6 Enable Disable
7 O Enable ® Disable 20.73 Mbyte(s) 0.59
8 Enable Disable
9 Enable Disable

10 OEnable @® Disable 600 Mbyte(s) 6.99

o Service Disclaimer Content: View the service agreement and fees for the standard
payment gateway services as well as add or edit the service disclaimer content here.
o Choose Billing Plan for PayPal Payment Page: These 10 plans are the plans in Billing

Configuration, and the desired plan(s) can be enabled.

Client’s Purchasing Record / PayPal Payment Page Remark Content

Client's Purchasing Record

Starting Invoice Number = []Change the Number
Description (Item Name) Internet Access
Title for Message to Seller Special Note to Seller

PayPal Payment Page Remark Content

( A )Payment is accepted via PayPal. PayPal enables you to o
send payments securely online using PayPal account, a
credit card or bank account. Clicking on "Buy Now" button, v

Client’s Purchasing Record:

o Starting Invoice Number: An invoice humber may be provided as additional information
against a transaction. This is a reference field that may contain any kind of information.

o Description: Enter the product/service description (e.g. wireless access service).

o Title for Message to Seller: Enter the information that will appear in the header of the

PayPal payment page.

PayPal Payment Page Remark Content: The message content will be displayed as a special
notice to end customers in the page of "Rate Plan”. For example, it can describe the cautions for

making a payment via PayPal.
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3. Payments via SecurePay

Configure Payments via SecurePay, go to: Users >> Authentication >> On-demand User>>

External Payment Gateway >> SecurePay.

Before setting up “SecurePay”, it is required that the hotspot owners have a valid SecurePay

“Merchant Account” from its official website.

External Payment Gateway

O Authorize. Net QO payPal ® SecurePay O worldPay () Disable

SecurePay Payment Page Configuration
Merchant ID

Merchant Password

Payment Gateway URL https://www.securepay.com.au/xmlapi/payment
@ Enable O Disable
Verify S5L Certificate
fv [ Trusted CA Management ]

Currency AUD (Australian Dollar) W [

Service Disclaimer Content

We may collect and store the following personal -

in At
hysical act information, credit card numbers and
information based on your activities on the
Internet szervice provided by us.

-
Choose Billing Plan for SecurePay Payment Page
Plan Enable/Disable Quota Price
1 Enable Disable
2 Enable Disable
3 Enable Disable
4 Enable Disable
5 Enable Disable
6 Enable Disable
7 Enable Disable
8 Enable Disable
9 Enable Disable
10 Enable Disable
SecurePay Payment Page Remark Content
ill in the correct credit card number and ~
. Card code is the last 35 digits of the
located on the back of your credit card. bt
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> SecurePay Page Configuration
Merchant ID: The ID that is associated with the Merchant Account.
Merchant Password: This is the key used by Secure Pay to validate all the transactions.
Payment Gateway URL: The default website address to post all transaction data.
Verify SSL Certificate: This is to help protect the system from accessing a website other
than Secure Pay.
Currency: The currency to be used for the payment transactions.

> Service Disclaimer Content
View the service agreement and fees for the standard payment gateway services as well as
add or edit the service disclaimer content here.

> Choose Billing Plan for SecurePay Payment Page
These 10 plans are the plans in Billing Configuration, and the desired plan(s) can be
enabled.

> SecurePay Payment Page Remark Content

The message content will be displayed as a special notice to end customers.

154



4. Payments via World Pay

Configure Payments via WorldPay, go to:

Users >> Authentication >> On-demand User >> External Payment Gateway >>

WorldPay.
WorldPayPaymentConfiguration
WorldPayInstallationID =
Payment Gateway URL https://select.wp3.rbsworldpay.com/wecc/purchase| =
Currency GBP (Pound Sterling) E|"
Service Disclaimer Content
We may collect and s=tore the following personal information: #
physical contact information, credit card numbers and E
transactional information based on yvour activities on the
Internet service provided by us.
€| 1 P e
WorldPayBillingConfiguration
Plan Enable/Disable Quota Price
1 ) Enable @ Disable 15 min(s) connection time guota with expiration 10.91
2 ) Enable @ Disable 11 min(s) connection time quota 1
3 "1 Enable @ Disable Valid until 12:00 the following day 5
4 ) Enable @ Disable Valid from 2010/07/14 12:00:00 till 2010/07/14 23:59:00 1
5 Enable @ Disable
6 Enable (@ Disable
7 Enable @ Disable
8 Enable @ Disable
9 Enable @ Disable
10 Enable @ Disable
WorldPayNoteContent

You mu=t £fill in the correct credit card number and expiration
date. Card code i=s the last 3 digits of the =ecurity code
located on the back of your credit card. P

> WorldPay Payment Configuration

WorldPayInstallation ID: The ID of the associated Merchant Account.

Payment Gateway URL: The default website of posting all transaction data.

Currency: The currency to be used for the payment transactions.

> Service Disclaimer Content
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View the service agreement and fees for the standard payment gateway services as well as
add or edit the service disclaimer content here.

WorldPay Billing Configuration

These 10 plans are the plans in Billing Configuration, and the desired plan(s) can be
enabled.

WorldPay Note Content

The message content will be displayed as a special notice to end customers.

Before setting up “"WorldPay”, it is required that the hotspot owners have a valid WorldPay “Merchant

Account” from its official website: RBS WorldPay: Merchant Services & Payment Processing, going to

rbsworldpay.com >> support center >> account login.

STEP@. Log in to the Merchant Interface.

>

>

>

>

>

Login url: www.rbsworldpay.com/support/index.php?page=login&c=WW

Select Business Gateway - Formerly WorldPay

Click Merchant Interface

Username: user2009

Password: user2009

STEP®. Select Installations from the left hand navigation

STEP®). Choose an installation and select the Integration Setup button for the specific environment.

>

Installation ID: 239xxx
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../../wira.wang/Desktop/WHG301V3%20F/www.rbsworldpay.com/support/index.php%3fpage=login&c=WW
https://secure-test.wp3.rbsworldpay.com/merchant/common/start.html

STEP®@.

STEP®.

STEP®.

Check the Enable Payment Response checkbox.
Enter the Payment Response URL.
» URL : <wpdisplay item=MC_callback>

Check the Enable the Shopper Response.
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Cunnnd Bk Installation 1D: 230TEST

Risk Management Administration Code: TEST

User Management TEST

User Profile SAPRY P wvewi.invest.com

Dats cunent up to
Marchud Select Junior(60)

MERCHANTLOTAM]

Swiitch to Production

Copynght © RBS plc 2009

wpdisplay temsMC_callback> = |

e mammPmeRegone [

STEP(®. Select the Save Changes button
STEP®. Input Installation ID and Payment Gateway URL in gateway UI.
» Installation ID: 2009test

» URL : https://select.wp3.rbsworldpay.com/wcc/purchase

External Payment Gateway

O Authorize.Net O PayPal (0 SecurePay ® worldPay (O Disable

WorldPay Payment Page Configuration

Installation ID 239--—- ®
Payment Gateway URL |https:,n’,’selec:t.wp3.rbsworldpay.com,a'wcc,’purchasz =
Currency | GBP (Pound Sterling) |-

Note: The WAN IP of gateway must be real IP.
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