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Default Settings

IP Address DHCP
User Name administrator
Password null (no password)

General Public License

This product incorporates open source code into the software and therefore falls under the guidelines governed by the
General Public License (GPL) agreement.

Adhering to the GPL requirements, the open source code and open source license for the source code are available
for free download at http://global.levell.com.

If you would like a copy of the GPL or other open source code in this software on a physical CD medium, LevelOne
(Digital Data Communications) offers to mail this CD to you upon request, for a price of US$9.99 plus the cost of
shipping.



Chapter 1

Introduction

This Chapter provides details of the FCS-0040/WQ&3B features, components and capabilities.

Overview

The FCS-0040/WCS-0040 has an Integrated Microcoengartd a high quality Mega Pixel Omni Vision CMO&nSor, enabling
it to display high quality live streaming video ow®ur wired LAN, the Internet, and for the FCS-004/CS-0040, an 802.11N
Wireless LAN.

Using enhanced H.264 technologies, the FCS-0040A8@IB is able to stream high quality video and autiiectly to your PC.
The high compression capabilities of H.264 redwsevark bandwidth requirements to amazingly low Isve

A convenient and user-friendly Windows programrisvided for both viewing and recording video. Itessary, you can even
view video using your Web Browser, on a varietoftware platforms.

Features

» Standalone Design. The FCS-0040/WCS-0040 is a standalone systembwithin CPU and Video encoder. It requires
only a power source and a connection to your LANMireless LAN.

» Triple Video Support. The FCS-0040/WCS-0040 can support H.264, MPEGAWIHEPG video for different image
compression.

» Stream Live Video to Multiple Users. The video encoder and HTTP/HTTPS server buitt the camera generate a
ready-to-view video stream. Just connect to theecamsing your Web browser or the provided Windatilgy to view live
video.

« Suitablefor Home, Business or Public Facilities. Whether for Home, Business or Public Facilityvgillance, or just
for entertainment and fun, the FCS-0040/WCS-0040tha features you need.

«  Multi-Protocol Support. Supporting TCP/IP networking, SMTP (E-mail), HT@Rd other Internet related protocols, the
FCS-0040/WCS-0040 can be easily integrated inta ggisting network.

» Easy Configuration. A Windows-based Wizard is provided for initiatige. Subsequent administration and management
can be performed using a standard web browseradihénistrator can configure and manage the FCS/083-0040 via
the LAN or Internet.

« Viewing/Recording Utility. A user-friendly Windows utility is provided foiewing live video. For periods when you are
absent, or for scheduled recording, this applicadilso allows you to export video to your PC. Téeorded files are in a
standard Windows Media format, and thus usable Wida variety of programs if required.

» Motion Detection. This feature can detect motion in the field &wi The FCS-0040/WCS-0040 will compare consecutive
frames to detect changes caused by the moveméargefobjects. This function only works indoors doi¢he sensitivity of
the CMOS sensor. When motion is detection, an H-abait can be sent, or some other action mayiggered.

» Flexible Scheduling. You can limit access to the video stream to sigectimes using a flexible scheduling system. The
Motion Detection feature can also have its own dale so it is active only when required.

» Sydog Support. If you have a Syslog Server, the FCS-0040/WC30&xh send its log data to your Syslog Server.

« Audio Support. You can listen as well as look! Audio is encodéth the video if desired. You can use the built-in
microphone.

Internet Features

e User-definable HTTP/HTTPS port number. This allows Internet Gateways to use "port magpso the FCS-
0040/WCS-0040 and a Web Server can share the sderedt IP address.

« DDNS Support. In order to view video over the Internet, usersstrknow the Internet IP address of the gatewag hge
the FCS-0040/WCS-0040. But if the Gateway has anhyo IP address, DDNS (Dynamic DNS) is requiredc8imany
existing Gateways do not support DDNS, this funti®incorporated into the FCS-0040/WCS-0040.

«  NTP (Network-Time-Protocol) Support. NTP allows the FCS-0040/WCS-0040 to calibraténitsrnal clock from an
Internet Time-Server. This ensures that the tirmepton Video from the FCS-0040/WCS-0040 will bereot.



Security Features
« User Authentication. If desired, access to live video can be restlitdeknown users. Users will have to enter their
username and password before being able to viewidlee stream.

» Password-Protected Configuration. Configuration data can be password protectethatdt only can be changed by the
FCS-0040/WCS-0040 Administrator.



Wireless Features (WCS-0040 Only)

Supports 11n Wireless Stations. The WCS-0040 802.11n Draft standard providedb&mkward compatibility with the
802.11b standard, so 802.11n, 802.11b and 802.liflejeAs
stations can be used simultaneously.

Wired and Wireless Network Support. The FCS-0040/WCS-0040 supports either wired orlegetransmission.
WEP Support. Full WEP support (64/128 Bit) on the Wirelesteiface is provided.

WPA/WPAZ2 Support. The WPA Personal/WPA2 Personal standard issalpported, allowing advanced encryption of
wireless data.

WPS Support. WPS (Wi-Fi Protected Setup) can simplify the pescef connecting any device to the wireless netvegrk
using the push button configuration (PBC) on thealéss Access Point, or entering a PIN code ifetharo button.



Physical Details - FCS-0040/WCS-0040

-

1. Built-in Mic

-IIIIIIIIIIIIII‘ 2_ Reset
3. Audio Our

A A A | 4. Stand Socket
5. Network
- |
"'oi of 6. Power
2345 6

Front - FCS-0040/WCS-0040

Microphone

Power LED
(Green)

Active LED
(Green)

Network LED
(Green, Amber)

The built-in microphone is mounted on the front.
On - Power on.
Off - No power.

Blinking - ThePowerLED will blink during start up. This will take
15 to 20 seconds.

Off - No user is viewing the camera.
Blinking - User(s) is viewing the camera.
On (Green)- Wireless or LAN connection is available.

Off - Wireless or LAN is not connected or camera is no
sending/receiving data.

Blinking (Green)- Data is being transmitted or received via the
LAN or Wireless connection.

On (Amber) - If the LED is on, the WPS is not processing
successfully.

Blinking (Amber) - WPS function is being processed.

Rear - FCS-0040/WCS-0040

Antenna
(Only WCS-0040)
Speaker out

Power Input

LAN port

Attach the supplied antenna here. The antenngustable; best
results are usually obtained with the antenna jpositl vertically.

If required, an external speaker can be pluggduia.

Connect the supplied 12V power adapter here. Das®bther
power adapters; doing so may damage the camera.

Use a standard LAN cable to connect your FCS-004€38v08040 to
a 10/100BaseT hub or switch.

Note:
* Plugging in the LAN cable will disable the Wireldagerface.
Only 1 interface can be active at any time.

e The LAN cable should only be connected or discotettwhen
the camera is powered OFF. Attaching or detachiad AN
cable while the camera is powered on does NOT buiite
interface between wired and wireless.



Reset+WPS Button This is 2-in-1 button for WCS-0040 only,

(WCS-0040 Only) 1. push the WPS button on the device and on your ethietess
device to perform WPS function that easily creates
encryption-secured wireless connection automaticall

*  WPS PBC Mode When pressed and released (less then 3
seconds), the FCS-0040/WCS-0040 will be in the WBE
mode (Auto link mode).

e WPS Pin Code Mode When pressed and held for over 3
seconds, the FCS-0040/WCS-0040 will be in the WihSCBde
mode.

2. This button is recessed; you need a pin or pajgecah be used
to depress it. It can be activated at any timecmaera is in the
"ready" mode.

» Reset to manufacturer default valued and rebooervwessed
and held over 10 seconds, the settings of FCS-9088+0040
will be set to their default values.

Note:

After this procedure is completed, the Power LED ®link three
times to confirm that the reset was completed sssfady.

Reset Button This button is recessed; you need a pin or pajgecah be used to
depress it. It can be activated at any time theetans in the
(FCS-0040) "ready" mode.

» Reset to manufacturer default valued and rebooeressed
and held over 10 seconds, the settings of FCS-9088+0040
will be set to their default values.

Note:

After this procedure is completed, the Power LED link three
times to confirm that the reset was completed ssfadly.

Package Contents

The following items should be included: If any bése items are damaged or missing, please comtactgaler immediately.

FCS-0040/WCS-0040
Camera Stand

Antenna (WCS-0040 Only)
Power adapter

Installation CD-ROM
Quick Installation Guide

o0 krwdNPE



Chapter 2

Basic Setup

This Chapter provides details of installing and figaring the FCS-0040/WCS-0040.

System Requirements

e To use the wired LAN interface, a standard 10/1@&@Bahub or switch and network cable is required.

* To use the Wireless interface on the WCS-0040,rdtfiecless devices must be compliant with the IEEE&1b,
IEEEB02.119g or IEEE 802.11n specifications. All @l@ss stations must use compatible settings.

’@ The default Wireless settings are:
\ Mode: Infrastructure
Notel  sgip: ANy
Wireless Security: Disabled

Domain: USA
Channel No.: Auto

Installation - FCS-0040/WCS-0040

1. Assemble the Camera
On the WCS-0040, screw the supplied antenna tenthunting point on the rear.
2. Connect the LAN Cable
Connect the FCS-0040/WCS-0040 to a 10/100BaseTohatitch, using a standard LAN cable.

For the WCS-0040, this will disable the Wireless Interface. The
,@ Wireless and LAN interfaces cannot be used simultaneously.
MNotel Using the LAN interface is recommended for initial
configuration. After the Wireless settings are correct, the
Wireless interface can be used.

The first time you connect to the camera, you should connect
the LAN cable and configure the FCS-0040/WCS-0040 with
appropriate settings. Then you can unplug the LAN cable and
power off the camera. The FCS-0040/WCS-0040 will be in
wireless interface when you power on the camera again.

3. Power Up

Connect the supplied 12Vpower adapter to the FCB®QUCS-0040 and power up. Use only the power adapteided.
Using a different one may cause hardware damage.

4. Check the LEDs

e ThePowerLED will turn on briefly, then start blinking. Will blink during startup, which takes 15 to 20 sads. After
startup is completed, tHeowerLED should remain ON.

*  TheNetworkLED should be ON.
For more information, refer tBhysical Details - FCS-0040/WCS-00#h0Chapter 1.



Setup using the Windows Wizard

Initial setup should be performed using the supipiéindows-based setup Wizard. This program cartéoitee FCS-0040/WCS-
0040 even if its IP address is invalid for younmatk. You can then configure the FCS-0040/WCS-0@#h appropriate TCP/IP
settings for your LAN.

Subsequent administration can be performed with Yéelb browser, as explained@hapter 5 - Web-based Management.

Setup Procedure

1. Insert the supplied CD-ROM into your drive. If thetup program does not start automatically, sgt@at CD-ROM drive
manually to open the set up page.
2. Select ‘Camera Wizard™->"Setup Camera” to initiate the installation.

one world onebrand one level

Welcome !

Thanks for choosing this Network Camera!

3.  The screen will list all the FCS-0040/WCS-00404tm LAN. Select the desired camera from the listhanleft. The
settings for the camera will be displayed on tigétithen clickm.



Selecte Camera

Selected Camera Current Setting

] 5 "
FCSO00402E0DBL Sviasmame DDCEC01E

FCS00202B0600 IF Address 192.168.0.28
FCS0010
s Subnet b ask 255.255.255.0
Wsoo10 Default Gatway  192,168,0,1
WCS00202B0666

Local Date 10/21/2010

Local Time 13:39:05

[(»]

4.  You will be prompted to enter the Administrator Naand Administrator Password, as shown below. Enter

“administrator ” for the name, and leave the password blank. @tiser enter the Administrator Name and Administrato
Password set on tiMaintenance screen.

Administrator Mame: | |

Administrator Password: | |

The default administrator name is "administrator and
password is blank. You will use this passward later to
accessthe Weh-Based Litility. For enhanced security,
change the administrator name and passward through
the Wehb-Based Utility's Passward page.

s eae ]

5.  This screen allows you to enter a suitabiscription, and set the correime Zone, Date, andTime. Make any desired
changes, then clicm to continue.

Camera Settings

Selectad Camera Camera Settings

Wesnoan Device Narne | WCS0040

Dascription (home: camera

—
Tirne Zone | (GMT+08:00) Taipei

Ldcal Date w | !

Local Time




6. On the followinglP Address Settingsscreen, shown below, choose Fixed IP Address, Binl Address or PPPoOE.

Change Seftings

Selected Camera IP Address Settings
WCS00408C0 138

-:‘ Fixed IP Address
@ DynamicIP Addrass

) PPPoE (PPP over Ethernef t)

[« [»]

Figure 1: Fixed or Dynamic IP Selection

» Fixed IP Addresss recommended, and can always be used.
* Dynamic IP Addressan only be used if your LAN has a DCHP Server.
 PPPoE (PPP over Etherndt the most common login method, widely used wiLDnodems.

Click E to continue.
7. If you choserixed IP Addressthe followingTCP/IP Settingssteps.

TCPIIP Settings

Selected Camera Current Smings
WCS00408CD 188

IP Address 192 |, 168 ,

Subnet Mask . 255

Default Gateway
Primary DNS

Secondary DNS

-

» Enter an unusellP Addressfrom within the address range used on your LAN.
» TheSubnet MaskandDefault Gatewayfields must match the values used by PCs on y&iN.L

e ThePrimary DNS address is required in order to use the E-mait aleDynamic DNS features. Enter the DNS (Domain
Name Server) address recommended by your ISP.

» TheSecondary DNSis optional. If provided, it will be used if theifary DNS is unavailable.

Click E to continue.



8.

10.

11.

12.

If you chosePPPoE, the followingPPPOE Settingssteps.

PPPoE Settings

Selected Camera Current Settings

WCS00408CD 135

User Mams:

Password:

» Enter theUser Nameprovided by your ISP.

» Enter thePasswordfor the user name above.

Click E to continue.

The screen displays all details of the FCS-0040/Y0G4&0. Clickm if the settings are correct, or clim to modify any

incorrect values.

Camera Settings

Selected Camera New Smings

WCS00408CD188
Device Names WCS00408CD18B

IP Address 192,168.0,29
Subnet 255,255.255.0
Default Gateway  192.168.0.1
Lacal Date 11/08/2010

Local Tims 15:32:31

o B

Click OK to save the new settings. Or click Cancel to cancel your changes,.

o

e

Your are about to change the settings.
L 2 Press "0k to save new settings.
"{f) FPress "Cancel” if yvou want keep
current setting.

ok | [conce

i)

The configurations have been saved. Click OK to quit the program.

Clicking thelnstall Utility button will install the Viewing/Recording utilitgescribed irChapter 6 - Windows

Viewing/Recording Utility.
Click Exit to end the Wizard.
Setup is now complete.

o

L5

Configuration have saved successfully!

v
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Chapter 3

Viewing Live Video

This Chapter provides basic information about vigyive video.

Overview

After finishing setup via the Windows-based Wizaali LAN users can view live video using Internedqpiorer on Windows.
This Chapter has details of viewing live video gsinternet Explorer.

But many other powerful features and options aeglable:

* To view multiple cameras simultaneously, or recdt#o (either interactively or by schedule), yoowsld install the
Windows Viewing/Recording utility. Refer ©hapter 6 - Windows Viewing/Recording Utility for details on installing and
using this program.

e The camera administrator can also adjust the Vi#tesam, and restrict access to the video stredmadan users by
requiring viewers to supply a username and passv@weChapter 4 - Advanced Viewing Setup for details.

« To make Live Video from the camera available via lthternet, your Internet Gateway or Router mustdogfigured correctly.
SeeMaking Video available from the InternetChapter 4 - Advanced Viewing Setup for detalils.

Requirements

To view the live video stream generated by the PO&3/WCS-0040, you need to meet the following resquents:
e Windows XP, 32-bit Windows Vista/Windows 7.
e Internet Explorer 6 or later, Firefox 3.0 or later.

Connecting to a Camera on your LAN

To establish a connection from your PC to the FO&0WCS-0040:

1. Use the Windows utility to get the IP address ef RCS-0040/WCS-0040.

Start Internet Explorer.

In the Address box, enter "HTTP://" and the IP Asldr of the FCS-0040/WCS-0040.
When you connect, the following screen will be thged.

oD

WCS-0040 11b/g/n Wireless |P Network Camera

6. If the Administrator has restricted access to knaxsers, you will then be prompted for a usernantepassword.
Enter the name and password assigned to you ByG8e0040/WCS-0040 administrator.

7. The first time you connect to the camera, you kéllprompted to install an ActiveX component (OCXC#B file), as in the
example below.

5. Click View Video

11



You must install this ActiveX component (OCX or CABfile) in order to view the Video stream in Interndg Explorer.
Click the "Yes" button to install the ActiveX component.

Intarmel Explorer. - Securily Warnimng

1oy want Bo it all Hhis solteesre?
Hane: Eatideoiiew 1o
Pubdsher:

[F] morer e [ nstal H_rpm\mu |

Wit Nt From e Bbornat can b ussful, B Fin Byps can pobentially hirn
your computer, Cindy el sl softwears From publabeans potr tnoek, What's the o

8. Video will start playing automatically. There mag & delay of a few seconds while the video strelouffered.

12



Connecting to a Camera via the Internet

You can NOT connect to a camera via the Internet unless the camera Administrator has configured both the
camera and the Internet Gateway/Router used by the camera.

SeeMaking Video available from the InternietChapter 4 - Advanced Viewing Setup for details of the required configuration.

Also, you need a broadband Internet connectionew video effectively. Dial-up connections are N&dpported.

To establish a connection from your PC to the FO&0WCS-0040 via the Internet:

1.

Obtain the following information from the Adminiator of the camera you wish to connect to:
* Internet IP Address or Domain Name of the camera.

*  Port number for HTTP connections.

* Login (username, password) if required.

Start Internet Explorer.

In the Address box, enter the following:

HTTP: / /| nt er net _Addr ess: port _nunber

Wherel nt er net _Addr ess is the Internet IP address or Domain Name of #reera, anghort _nunber is the port
number used for HTTP (Web) connections to the camer

Examples using an IP address:

HTTP: //203. 70. 212. 52: 1024
Where the Internet IP addres2i33. 70. 212. 52 and the HTTP port numberi19©24.
Example using a Domain Name:

HTTP: / / mycamer a. dyndns. tv: 1024

Where the Domain name (using DDNS in this examigley caner a. dyndns. t v and the HTTP port number1924.
When you connect, the following screen will be thged.

Viow Voo | Administration

WCS-0040 11big/n Wireless IP Network Camera

Click View Video
If the Administrator has restricted access to knosers, you will then be prompted for a usernantepassword.
Enter the name and password assigned to you ByG8e0040/WCS-0040 administrator.

The first time you connect to the camera, you béallprompted to install an ActiveX component (OCXC#B file), as in the
example below.

You must install this ActiveX component (OCX or CABfile) in order to view the Video stream in Interng Explorer.
Click the "Yes" button to install the ActiveX component.

13



Imtarnel Explorer. - Smcurily Warning

Doy s waank Ba indtall this software?

Har= Aatideoiiew cah
Pubdsher:

[ ore cptmen [ et || ontieal |

‘Wit Tt P the Bt it £ B Lneful, B Tl Evpss s potentialy haen
Yol comgaiter, Condy iret sl softvests from pubinbers: you tnost, What's the gk

8. Video will start playing automatically. There mag & delay of a few seconds while the video stresbuifered.

14



Viewing Live Video

After installing the ActiveX component, you will lzdle to view the live video stream in its own womd as shown below.

HEEE sgacms «

There are a number of options available on thisesgraccessed by select list, button or icon. [$=éable below for details.

Note: The options can only be configured while usingptBwser. Other browsers can just view the videberathan

configuration.

General Options

These options are always available, regardledsedtyjpe of camera you are connected to.

1. MJPEG A

Streaming. Use this drop-down list to select the desiredastiing.

]

Full Size.When using high-resolution mode (1280*960), clicist
button to see the full size of the image.

Use this icon to start/stop viewing.

Use this icon to make the image back to origireg si

Zoom Out. A digital zoom out feature is available. To zoout the
window, click this icon.

Zoom In. A digital zoom in feature is available. To zoamthe
window, click this icon.

B| ®| O |fk| =

Snapshot. Click this to take a single JPEG "snapshot" imafhe
current video.

Speaker On/Off. Use this button to turn the PC's speaker on or off

Microphone On/Off. Use this button to toggle the microphone on or
off.

R

Setup. Select the desired folder to save the file.

15



Chapter 4

Advanced Viewing Setup

This Chapter provides information about the optiosettings and features for viewing video via tiegS-
0040/WCS-0040. This Chapter is for the Camera Aidinator only.

Introduction

This chapter describes some additional settingsatidns for viewing live Video:
e Adjusting the video image

e Controlling user access to the live video stream

* Making video available from the Internet

e Using theMotion Detectiorfeature

Adjusting the Video Image

If necessary, the FCS-0040/WCS-0040 Administrasor @djust the Video image.

To Adjust the Video Image:

1. Connect to the Web-based interface of the FCS-0U@E-0040. (Se€hapter 5 - Web-based Management for details.)
2. SelectAdministration thenStreamingsYou will see a screen like the example below.

Homs | View Video | Logout

WCS-0040 11b/g/n Wireless |P Network Camera

EST  Video Mode Options

System & High Resclution Mods (up to 15fps)
Hetvork High Frame Rate Mode (up 1o 30fps)
Wirelass
DONS Default Streaming Channel
Lt Straaming Channel Streaming 3 ~
Video & Audio
Streaming 1 Settings (MJPEG)
Streamings
Vidéo & Audio Video Format: MJPEG
Video Access Resolubon 1280960 -

User Databass

Fix Video Quality MNormal -
Event [ —
Motion Detection
Augio Detection Streaming 2 Settings
EMan Video Format MPEG4 -
FTP
HTTR Resolution 6407480 -
SMBICIFS Client Videa Quality Control:
Event Trimner Constant i Rate:
m B FixVigeo Quaity Hosmal -
Maintenance S ; 5
Eratus. GOV Lengil (1-150)
Log Max Frame Rate 15 - Ips
User Defined URE:
Streaming 3 Settings
Vides Format: H 264 -
Rasolution 1280960 -
Video Quality Control
Constant Bit Rate:
9 Fix Video Quality. Mormal -
GOV Langth 30 {1-150)
Was Frame Rats 15 . fos

Usar Defined URL.

|Sa~m: Cancel | | H‘aip_

Figure 2: Streamings Screen

16



3. Make the required adjustments, as explained bedad,save your changes.

Video Mode
Options

Select eithetHigh Resolution Modeor "High Frame Rate Mode

Default Streaming
Channel

Select the default channel for streaming from ttopedown list.

Streaming 1 Settings (MJPEG)

Video Format

This displays the default format.

Resolution Select the desired video resolution format. THauleresolution is
set to 1280*960.

Fixed Video Select the desired option. The default fix qualtget to Normal.

Quality

Max. Frame Rate

Select the desired Maximum frame rate for the visteeam.
The default value i45.

Streaming 2/3 Setti

ngs

Video Format

Select the desired format from the list.

Resolution Select the desired video resolution format.

Video Quality » Constant Bit Rate: Select the desired bit rate.
Control » Fixed Quality: Select the desired option.
GOV Length Enter the desired value between 1 and 150.

Max. Frame Rate

Select the desired Maximum frame rate for the visteeam.
The default value i45.

User Defined URI

You may enter the URI up to 32 characters longafaressing the
live video from camera through cell phone connetctio
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Controlling User Access to the Video Stream

By default, anyone can connect to the FCS-0040/\MB@4&3 and view live Video at any time.

If desired, you can limit access to scheduled tjraed also restrict access to known users.

To Control User Access to Live Video:

1. Connect to the Web-based interface of the FCS-0B@F-0040. (Se€hapter 5 - Web-based Management for details.)
2. SelectAdministration thenVideo Access.
3. Set the desired options fAccess

Access

Select the desired option as required:

e If the User Accesss enabled, users will be prompted for a usernanaepassword when they connect to the camera for
viewing video.

* When Video Access is enabled, viewing video is @ugilable during the scheduled periods, and ufehlaiat other times.
If this option is selected, you need to definelzeskle; otherwise it is always disabled.

However, viewing video is still possible by loggim as the Administrator.

User Access: [[] Enable Security Checking

Video Access: Enable Scheduled Video Access

SeeChapter 5 - Web-based Management for further details about using tMideo AccesandUser Databasescreens.
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Making Video available from the Internet

If your LAN is connected to the Internet, typically a Broadband Gateway/Router and Broadband moglsuincan make the
FCS-0040/WCS-0040 available via the Internet. Ydurnveed to configure your Router or Gateway t@wailconnections from
the Internet to the camera.

Router/Gateway Setup

Your Router or Gateway must be configured to passming TCP (HTTP) connections (from Internet Vies)do the FCS-
0040/WCS-0040. The Router/Gateway usedii Numberto determine which incoming connections are inéehfibr the FCS-
0040/WCS-0040.

This feature is normally calldélort Forwardingor Virtual Serversand is illustrated below. The Port ForwardingtVal Server
entry tells the Router/Gateway that incoming TCRnaztions on port 1024 should be passed to the@8/AWCS-0040. If
necessary, check the user manual for your Routex¥@sgy for further details.

‘ "2 ~
]

"‘p Camera Server I 192.158.01 Port Forwarding / Virtual Server
192.168.0.124) [LAM 1P Aciciress) * =
/ 1 Name  Protocol | Port | LANIP
! 5 Router/Gateway | s Comera| TCP 1024 | 192.168.0.124
203.70.212.52
finfemed P Address)
Cable/DSL
Modem
Internet
, )
Remote PC Remote PC
htip //203.70.212 52:1024) (htp//203.70.212.52:1024)

The "Port" for the Port Forwarding / Virtual Server entry
above is the " Secondary Port" number specified on the
Notel Network screen of the FCS-0040/WCS-0040.
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Network Camera Setup

The FCS-0040/WCS-0040 configuration does NOT haveltanged, unless:
¢ You wish to change the port number from the defaailte.
e You wish to use the DDNS (Dynamic DNS) featurehaf FCS-0040/WCS-0040.

HTTPS Port Configuration

Normally, HTTP (Web) connections use port 80. SitheeFCS-0040/WCS-0040 uses HTTP, but port 8kéylito be used by a
Web Server, you can use a different port for th&B040/WCS-0040. This port is called Becondary Port

The defaulHTTP/HTTPS Secondary Past1024/1025. If you prefer to use a differenttpamber, you can specify the port
number on the FCS-0040/WCS-0048&twork screen, as shown below.

HTTRHTTPS: Administrator: HTTP & HTTPS -
Viewer: HTTP
[C] HTTP Secondary Port 024 | {1024-65535)
[T HTTPS Secondary Port | ~7<° | (1024-65535)

SeeChapter 5 - Web-based Management for further details on using théetwork screen.

Viewers need to know this port number in order to connect
and view live Video, so you must inform viewers of the
MNotel correct port number.

DDNS (Dynamic DNS)

Many internet connections use a "Dynamic IP addregsere the Internet IP address is allocated whenthe Internet
connection is established.

This means that other Internet users don't knowRreddress, so can't establish a connection.

DDNS is designed to solve this problem, by allowirsgrs to connect to your LAN using a domain namatber than an IP
address.

To use DDNS:
1. Register for the DDNS service with a supported DB¥e&ice provider. You can then apply for, and lkecated, a Domain
Name.

2. Enter and save the correct DDNS settings ortbalS screen of the FCS-0040/WCS-0040.
3. Both Router and Camera should use the same potierior DDNS service.

leveal Home | View Video | Logout

E1 wcs-0040 11big/in Wireless IP Network Gamera

Setup | Enabie DDNS
System Senice Pravider, DynONS org | web Site_|
Domain (Host) heame:

DONS ACCOUNE-Madl

Video & Audio

Streamings

Video & Audio startngat | 12 | Houris) Mimusteis)
Video Accass

User Database

Motion Detection
Audio Datection
E-Mail

TP

HTTP

SMEBICIFS Chent
Event Tnigger

Maintanance
Status
Log

Fasswordtey

Check WAN IP Address:

| Bawva| | Cancel | |He||:||
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4. Operation is then automatic:

* The FCS-0040/WCS-0040 will automatically contaet BDNS server whenever it detects that the Intdieiddress
has changed, and inform the DDNS server of the IReaddress.

» Internet users can then connect to the camera tl#ngomain Name allocated by the DDNS service igev
Example:HTTP: / / nycaner a. dyndns. tv: 1024
mycamera.dyndns.tv is domain host name. 1024ipdint number.
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Viewing Live Video via the Internet

Clients (viewers) will also need a broadband cotioerdial-up connections are NOT recommended.

Viewing Live Video Using your Web Browser

If using your Web browser, you need to know theinet IP address (or the Domain name) of the cdsnRruter/Gateway, and
the correct port number.
Enter the Internet address of the Router/Gatewayjta port number, in th&ddresgor Location) field of your Browser.
Example - IP address:

HTTP: // 203. 70. 212. 52: 1024

Where the Router/Gateway's Internet IP addre863s 70. 212. 52 and the "Secondary Port" number on the FCS-004@WC
0040 is1024.

Example - Domain Name:

HTTP: / / mycamer a. dyndns. tv: 1024

Where the Router/Gateway's Domain nammsyisaner a. dyndns. t v and the "Secondary Port" number on the FCS-
0040/WCS-0040 i4024.
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Motion Detection Alerts

TheMotion Detectiorfeature can generate an Alert when motion is dedec
The FCS-0040/WCS-0040 will compare consecutive émto detect changes caused by the movement efddbijgcts.

But the motion detector can also be triggered by:
e Sudden changes in the level of available light
* Movement of the camera itself.

Try to avoid these situations. The motion detecteatiure works best in locations where there isdggieady illumination, and the
camera is mounted securely. It cannot be used orgdhie to the sensitivity of the CMOS sensor.

Note: The Motion Detection settings can only be confeggliwhile using IE browser.

To Use Motion Detection Alerts

Using the Web-based interface on the FCS-0040/W@®-(select th#lotion Detectiorscreen, then configure this screen as
described below.

Homo | View Video | Logout

E1 wcs-0040 11bigin Wireless IP Netwerk Camera

Set Detection Areas

Sysiem
Nebwork
Wirsless
DOMNE

Indicator

Threshald !I

IP Filter

Video & Audia = 2

Streamings
Video & Audio

Video Access
User Database

Motion Detecion
Audi Detection

Ihdecatof

'
Threshaold &

Indicator
1 -
Threshod &

E-Btail

P

HTTP

SMEBCIFS Chent
Event Trigger

Maintenance
Stalus
Log

| Save Cancel | Help

1. Enable theMotion Detectiorfeature.

2. Setthe area or areas of the video image to beiardnfor movement. You can define up to 4 aread,s@t the motion
threshold individually for each area.

3. If using a schedule, define the desired schedutesént Triggerscreen.
4. Save your changes.

P

Mote!

If the Motion Detection feature is enabled, but the related
options in the Event Trigger screen are not enabled, then the
only action when motion is detected is to log this event in the
system log.
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Chapter 5

Web-based Management

This Chapter provides Setup details of the FCS-00@5-0040's Web-based Interface. This Chapterithf
Camera Administrator only.

Introduction

The FCS-0040/WCS-0040 can be configured using VWeip Browser. The FCS-0040/WCS-0040 must have amtlPess which
is compatible with your PC.

The recommended method to ensure this is to ussauti@ied Windows-based Wizard, as describethapter 2 - Basic Setup.

Connecting to Network Camera

< If using only your Web Browser, use the followingppedure to establish a connection from your Pthed=CS-0040/WCS-
0040:

* Once connected, you can add the FCS-0040/WCS-@0véur Browser's-avoritesor Bookmarks

Connecting using your Web Browser

1. Use the Windows utility to get the IP address ef RCS-0040/WCS-0040.

Start your WEB browser.

In the Address box, enter "HTTP://" and the IP Askdrof the FCS-0040/WCS-0040.

You will then be prompted for a username and passwo

» If using the default values, entedni ni st r at or for the name, and leave the password blank.

WD

»  Otherwise, enter th&dministrator IDandAdministrator Passwordet on théVlaintenance screen.



Welcome Screen

When you connect, the following screen will be thypd.

Wiaw Video | Atministration

WCS-0040 11b/g/n Wireless IP Network Camera

The menu options available from this screen are:
* View Video - View live Video using your Web Browser. S€bapter 3 - Viewing Live Video for details.
¢ Administration - Access the Administration menu.
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Administration Menu

Clicking onAdministration on the menu provides access to all the settingghéFCS-0040/WCS-0040.
The Administration menu contains the following options:

Setup
e System
*  Network
*  Wireless (WCS-0040 Only)
« DDNS
* IP Filter
Video & Audio

e  Streaming

* Video & Audio
* Video Access
e User Database

* Motion Detection
e Audio Detection

e E-Mall
« FTP
e HTTP

e SMB/CIFS Client
e Event Trigger

Administration
* Maintenance
» Status
* Log
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System Screen

After clicking Administrationon the main menu, or selectiBgsterron theAdministrationmenu, you will see a screen like the

example below.

Home | View Vidoo | Logout

WCS-0040 11b/gin Wireless IP Network Camera

ngzm
2 R
“§§;i
@

IP Fater

Video & Audio

Streamings

Video & Audio
Video ACCRSS
User Datakase

Motion Detection
Audio Detection
E-Mail

FTP

HTTP

SMBICIFS Chent

System Settings
Diewice D

Camera Mame
Descrphon:

Date & Time
Diate Format
Current Date & Time

Time Zong:

Metwork Time Protocol:

MNTP Senver Address

Options
LED Operation

DOCBCOD18B
WCS00408CD166

MMDDYYYY -

111042010 155710 | Change

(GMWT=08:00) Talpe =
Adjust for daylight saving

¥ Enable

clock via nat

Upaate Every Day =gt 00 = . 00 = (hhmm)

¥ Enable

Event Trigger

Administration

Maintenance
Status

PE | Save | | Cancel || Help

Data - System Screen

System Settings

Device ID

This displays the ID for the FCS-0040/WCS-0040.

Camera Name

Enter the desired name for the FCS-0040/WCS-0040.

Description

This field is used for entering a description, sastthe location of the
FCS-0040/WCS-0040.

Date & Time

Date Format

Select the desired date format, it will also bedusedisplay the date
and time as an overlay on the video image.

The abbreviations used to predefine the date fariaua list as follows:
*  YYYY-MM-DD = Year-Month-Day, e.g. 2006-01-31
«  MM/DD/YYYY = Month/Day/Year, e.g. 01/31/2006
« DD/MM/YYYY = Day/Month/Year, e.g. 31/01/2006

Current This displays the current date and time on the came

Date & Time If it's not correct, click th&€hangebutton to modify the date/time
settings. This button will open a sub-screen wlyerehave 2 options:
e Set the camera's date and time to match your PC.
e Enter the correct date and time.

Time Zone Choose the Time Zone for your location from thepddown list.

If your location is currently using Daylight Savingease enable the
Adjust for daylight saving checkbox.
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Network Time

Enable or disable the Time Server feature as reduir

Protocol If Enabled, the FCS-0040/WCS-0040 will contact aviek Time
Server at regular intervals and update its intetingr.

NTP Server Enter the address for the desired NTP server.

Address

Update The Schedule determines how often the FCS-0040/\M@!®- contacts

the NTP Server.
Select the desired options.

LED Operation

Enable this if you want to use this function.
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Network Screen

This screen is displayed when tietworkoption is clicked.

Homa | view visee | Logoist

WCS-0040 11b/g/n Wireless IP Network Camera

m Intemet Connedion Type:

DMS Sarver Addrass:

WINS Addrees:

Video & Audio

Slreamings
Video & Audio
Video ACcess
liser Database

Motion Detection
Audio Detection

E-Mail

FTP

HTTP

SMB/CIFS Chent
Event Trigger

Administration

Mantenance

HTTRHTTRS;

RTPRTSP

Multiczst RTPRTSP

Status
Log
UPnP:

Bonjour

Qo

Data - Network Screen

Obtain an IP address aulomatically (DHCP) -

@ Oblain DNG server address automatically
Uza the follewing DMNS server address

It takes effect only whean he "SMBACIFS" is enabled.
& Dotain WINS address autormnatically
Usa the foflowing WINS address

HTTP & HTTPFS =
HTTP

Administrator
Viewsr:
[T HTTP Secandary Port
[Z] HTTPS Secondary Part

(1024-55535)
(1024-85535)

RTSP Port 554 {554,1024-65525)

RTP Data Port (1024-65404; even values only)

Max RTP Diala Packal 1400 byvtas (400-1400)

" Enabla Mutticast

Video Address:

Video Port [1024-65534; aven values enly)
Audio Adaress

Audio Fort [1024-85534; aven values only)
Time 1o Live: (1-235)

¥ Enabla Discovery
Enabla Traversal (Port Mapping)

#| Enablz Bonour Senica
Enabla 065 Mode (for Vides and Audio)

DSCP {D-53)

-

Sava | | Cancel | |Halp |

Network

Internet Connection
Type

There are 3 connection types:

e Obtain Address Automatically (DHCP): If selected, the
FCS-0040/WCS-0040 will obtain its IP address anatee
information from a DHCP Server. Only select thisiop if
your LAN has a DHCP Server.

e Static IP Address:If selected, you must assign the following
data to the FCS-0040/WCS-0040.

* |P Address- Enter an unused IP address from the address
range used on your LAN.

*  Subnet Mask- Use the same value as PCs on your LAN.
» Default Gateway- Use the same value as PCs on your

LAN.

e PPPoE (PPP over Ethernet)This is the most common login
method, widely used with DSL modems. Normally, yt&iP
will have provided some software to connect andnloghis
software is no longer required, and should notdezu

e Username- The user name (or account name) provided by

your ISP.

e Password- Enter the password for the login name above.
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Obtain DNS server
address
automatically

If selected, the FCS-0040/WCS-0040 will use the Cxd8ress or
addresses provided by the DHPC server.

This option is only available if the IP addresdisgtis Obtain an
IP address Automatically

Use the following
DNS server address

Primary DNS server - Use the same value as PCs on your LAN.
Normally, your ISP will provide this address.

Secondary DNS server This is optional. If entered, this DNS will
be used if the Primary DNS does not respond.

WINS Address

There are 2 options:

* Obtain WINS address automatically- If selected, the FCS-
0040/WCS-0040 will obtain its IP address from DHs$&fver.

* Use the following WINS address Enter the IP address of
your WINS server.

HTTP/HTTPS

This sets the port number for HTTP/HTTPS connestionthe
Camera, whether for administration or viewing video

The HTTP (HyperText Transfer Protocol) is usedtfar standard
of transferring files (text, graphic images andeotmultimedia
files) on the World Wide Web. The default HTTP pisril024.

HTTPS (Hypertext Transfer Protocol Secure) can ipwmore
secure communication with the SSL/TLS protocol,chtsupport
data encryption to HTTP clients and servers. THauleHTTPS
port is 1025.

The Secondary port can be used for DDNS, otheicgeand when
more than 2 cameras are in use.

If enabled, you can connect using either port 8therSecondary
port. You must enter the Secondary port numbem@en 1024 to
65535) in the field provided.

Note that when using a port number which is noty®@, must
specify the port number in the URL. For exampleh& Camera's
IP address was 192.168.1.100 and the Secondarypsrt024,
you would specify the URL for the Camera as follows

http://192.168.1.100:1024

RTP/RTSP

The RTSP (Real Time Streaming Protocol), a stanftard
connected client(s) to control streaming data (MRB®@ver the
World Wide Web. Enter the RTSP Port number (betwi®td and
65535) in the field provided. The default RTSP Ro&54.

The RTP (Real Time Transport Protocol), an Intepretocol for
transmitting real-time data such as audio and video

Max RTP Data Packet field will let users limit thige of the file.
Enter the desired value between 400 and 1400.

Note: RTSP and RTP settings are for cell phone.only

Multicast RTP/RTSP

Enable Multicast

Enable the feature as required.

Video Address Enter the address of video.

Video Port Enter the desired value (between 1024 to 6553d)ariield
provided. The number you entered must be even salue

Audio Address Enter the address of the audio.

Audio Port Enter the desired value (between 1024 to 6553d)arield

provided. The number you entered must be even salue
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Time to Live Enter the desired length of time, if the packeiistéabe delivered
to their destination within. The Time to Live yontered must be
in-between 1 to 255.

UPNP

Enable Discovery

If enabled, the FCS-0040/WCS-0040 will broadcasaitailability
through UPnP. UPnP compatible systems such as \Wm&® will
then be able to detect the presence of the FCSAMIZS-0040.

Enable Traversal

If enabled, HTTP connections (from your Web Browsethe
Viewer and Recorder utility) can use secondary mstead of port
80 (the standard HTTP port) to access the camera.

Bonjour

Enable Bonjour
Service

If enabled, the FCS-0040/WCS-0040 can be accebsedlgh a
"Bonjour" enabled browser, such as Microsoft IneétiiBxplorer
(with a Bonjour plug-in) or Safari browser. You calso find other
Bonjour-enabled devices on your network.

QoS

Enable QoS Mode

If enabled, the throughput level (for Video and Aa)ds
guaranteed through QoS (Quality of Service).

DSCP

Enter the desired value of Differentiated ServiCesle Point
(DSCP). The value must be between 0 and 63.
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Wireless Screen (WCS-0040 Only)

This screen is displayed when thérelessmenu option is clicked.

Wireless Metwork

p— | Site Survey |
WSC PN Coda B2zg6E3Z
Metwark Type Infrastructure -
SSID; ANY

Video & Audio Domain UsA =

Streamings Channel No Auta -

Video & Audio

Video Access Security

User Database Security System Disabled x

Botion Detection

Audio Detection

E-Mail

FTR

HITP
SMBCIFS Client
Event Trigger

Administration

Kaintenance
Status
- |-Save | | Cancel | |Help |

Data - Wireless Screen

Wireless Network

Site Survey Click the "Site Survey" button and select fromst &f available
APs.

WSC PIN Code It displays the WSC PIN code number for the camera.

Network Type This determines the type of wireless communicatised by the

FCS-0040/WCS-0040.
e If you have an Access Point, selédrastructure
e Otherwise, selecdd-hoc

SSID This must match the value used by other deviceganwireless
LAN. The Default isANY .
Note! The SSID is case sensitive.

Domain Select your region from the drop-down list.

Channel No. « InInfrastructuremode, this setting is ignored. The FCS-
0040/WCS-0040 will use the Channel set on the Ac&ssnt.

* ForAd-hac mode, select the Channel you wish to use on your
FCS-0040/WCS-0040. Other Wireless stations shos#dtle
same setting.

» If you experience interference (shown by lost catinas
and/or slow data transfers) you may need to exgarimwith
different channels to see which one is the best.
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Security

Security System

Select the desired option, and then enter thengstfor the selected
method:

« Disabled- No security is used. Anyone using the corredDSS
can connect to your network. This is default.

« WEP - The 802.11b standard. Data is encrypted before
transmission, but the encryption system is not ettyng.

«  WPA/WPA2 Personal- Like WEP, data is encrypted before
transmission. WPA is more secure than WEP, andldHweu

used if possible. WPA Personal is the version ofAMich
does NOT require a Radius Server on your LAN.

WEP

Authentication Type

Normally this can be left at the default value Atitomatic.” If that
fails, select the appropriate value - "Open Systeni'Shared
Key." Check your wireless card's documentatiorem what
method to use.

Note: In Infrastructuremode, either setting will normally work,
since most Access Points can use both methods.

WEP Encryption

Select the WEP Encryption level:

e 64 Bit Keys (10 Hex chars)

e 128 Bit Keys (26 Hex chars)

« 64 Bit Keys (5 ASCII chars)

e 128 Bit Keys (13 ASCII chars)

Passphrase

Enter a word or group of printable characters eRlassphrase box
and click the "Generate Key" button to automaticatinfigure the
WEP Key(s). If encryption strength is set to 64-thien each of the
four key fields will be populated with key valudfsencryption
strength is set to 128-bit, then only the selettéeP key field will
be given a key value.

WEP Keys

« Use the radio buttons to select the default key.

« Enter the key value you wish to use. Other stationst have
the same key values.

* Keys must be entered in Hex. Hex characters arditits (0 ~
9) and the letters A ~ F.

e Click Clear Keygo set the Keys to be blank.

WPA/WPA2 Personal

Shared Key

Enter the key value. Data is encrypted using aderived from the
network key. Other Wireless Stations must use éineesnetwork
key. The PSK must be from 8 to 63 characters dreddcharacters
in length.
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DDNS Screen

Many Internet connections use a "Dynamic IP addredsere the Internet IP address is allocated wirenthe Internet
connection is established.

This means that other Internet users don't knowRhsddress, so can't establish a connection.

DDNS is designed to solve this problem, as follows:

e You must register for the DDNS service with a DD$&Bvice provider. The DDNS Service provider wilbahte a Domain
Name to you upon request.

e The DDNS settings on tHBDNS screen above must be correct.

e The FCS-0040/WCS-0040 will then contact the DDNi&esewhenever it detects that the Internet IP asklhas changed,
and inform the DDNS server of the new IP addréBse Check WAN IP Addrestetermines how often the FCS-0040/WCS-

0040 checks if the Internet IP address has changed.

This system allows other internet users to conteegbu using the Domain Name allocated by the DBN&ice provider.

This screen is displayed when BBNSmenu option is clicked.

Homa | View Video | Logout

WCS-0040 11b/g/n Wireless |P Network Camera

Enable DDMS

Service Prowider
Domasn (Hosi) Name

ACCIUNTE-Mal

EET
Systam

Hetwork

Wiradeas

DONS

IP Filter

Pagawordkey
Streamings
Video & Audio
Vidao Accoss
User Databasa

Maotion Detection
Audio Detection
E-Mail

FTP

HTTP

SMBICIFS Client
Event Trigger

Check WaN IP Addrass:

Administration

Mamntenance
Status
Log

Data - DDNS Screen

Startingat 1 Houmns)

Cancel | [Help |

| Web Site_|

Minute(s)

DDNS

Enable DDNS

Enable or disable the DDNS function, as required.
Only enable this feature if you have registeredlierDDNS
Service with a DDNS Server provider.

Service Provider

Choose a service provider from the list.

Web Site Button

Click this button to open a new window and conneche Web
site for the selected DDNS service provider.

Domain (Host)
Name

DDNS Server provider.

Enter the Domain Name (Host Name) allocated tolypthe

Account/E-Mail

Enter the login name for the DDNS account.

Password/Key

Enter the password for the DDNS account.
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Check WAN IP
Address

Set the schedule for checking if the Internet IBrads has
changed. If the IP address has changed, the DDN&S&ill be
notified.

NOTE: If the DDNS Service provided some softwar@éoform
this IP address update or notification, you shaN@iT use this
software. The update is performed by the camera.
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IP Filter

The IP Filter feature allows administrator to cohtfCS-0040/WCS-0040 access by filtering IP addr&sghis screen is
displayed when thiP Filter menu option is clicked.

WCS-0040 11b/g/n Wireless IP Network Camera

Homie | Vigw Video | Logout

ET
System

Netwiork

Wireiess

DONS

IP Filter

Streamings
Video & Audio
Video Access
User Database

Event

Motion Detection
Audio Detection
E-Masi

FTP

HTTP

SMBICIFS Client
Event Trigger

Maintenance
Status
Log

Data - IP Filter Screen

IP Filter: Disable

e IP &ddress
e IP &ddress
ke IP Address
Setipe IP Address
Setipe IP Address
mife IP Address
e IP Address
e IP Address
mife IP Address

mife IP Address

Save | Cancel | Help |

1t}

IP Filter

IP Filter Select the desired method to perform the IP addoessddresses)
filtering function.

Single/Range Select to perform either single IP address or geai IP addresses
that you desired.

IP Address Enter an IP address or a range of IP addressesgold like to

allow or deny.
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This screen is displayed when tBgeamingsnenu option is clicked.

If you want to view streaming via the cell phone:

1. Cell phone should be supported by 3GPP protocol.

2. Enter 554 for RTSP port number in tRetworkscreen.

3. Both MPEG-4 and H.264 format support cell phonéompt
4

Enter the following address in the URI:
RTSP:// Router IP address / User Defined URI

5. Select 15 fps for Max Frame Rate.

Note! Due to the bandwidth limitation for the cell phamsage, please set the resolution, quality andenate to lower values.

pame | imw Wisoo | Logo

WCS-0040 11big/n Wireless |P Network Camera

Video Mode Options
& g Regoiuion Mooe jup to 15408}

High Framg Raks Mode (up o 3080

Drefault Streaming Channe

Sheaming Channei:

Sireaming 3 =

Vigeo & Audio
Streaming 1 Settings (MJPEG)
Streamusgs
Videc & Andio videa Fairmal MJFEG
WVideo ACCESS Res plulion L 280950 =
P m— Fla Videa Cualfy Hormai -
L e
balin Detschon
Ausden Dednetian Streaming 2 Seftings
E-Mail WidsaFomat WPES4 =
mw
HITE Foesaiubion ] =
SMEUCE S Chieml widea Gualily Conlrad
T D Constant Bl Rats:
adminiatration [ -
LN RENGA
S SOV Lengi 30 {1150}
Log Mzt Fiame Rate 15 - s
Lizegr Cadireed LR
Streaming 3 Setlings
Widan Format H 204 -
Resojution 12807560 -
WEea Quality Conirod
Constan! B Rala
& Fux Wideo Quaiity Hormsl -
GOV Lengi 30 IRERL 1}
Kar Frame Rate 15 - fpa
LEzpr Dedmad LR
Savm || Conce || Helg |
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Data - Streamings

Screen

Video Mode
Options

Select eithetHigh Resolution Modeor "High Frame Rate Mode
The resolution of the streaming will be differentarding to the
video mode you choose.

Default Streaming
Channel

Select the default channel for streaming from ttopedown list.

Streaming 1 Settings (MJPEG)

Video Format

This displays the default format.

Resolution Select the desired video resolution format.
Fixed Video Select the desired option. The default fix qualtget to Normal.
Quality

Max. Frame Rate

Select the desired Maximum frame rate for the visteeam.
The default value i45.

Streaming 2/3 Setti

ngs

Video Format

Select the desired format from the list.

Resolution Select the desired video resolution format.
Video Quality » Constant Bit Rate: Select the desired bit rate. défault is set
Control to 1.0 MbpS
* Fixed Quality: Select the desired option. The defixuquality
is set to Normal.
GOV Length Adjust the GOV interval in frame base. 1 meangrathes are I-

frame. Enter the desired value between 1 and 150.

Max. Frame Rate

Select the desired Maximum frame rate for the visteeam.
The default value i45.

User Defined URI

You may enter the URI up to 32 characters longafaressing the
live video from camera through cell phone connetctio
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Video & Audio Screen

This screen is displayed when tHigleo & Audiomenu option is clicked.

Homa | Wiew Video | Logout

W(CS-0040 11b/g/n Wireless IP Network Camera

CT Video Adiustments

System Power Ling Frequency. G0Hz * (for Buarescan lighting)
Metwork White Balance: Agto -
Wireless Brighiness Normal =
TRELS, Sharpness HNormal
IP Filtar
Video & Audio Options

) G711 ui -
Streamings Enable Microphone Audio Type u-Law
Video & Audic |_|Enable Spaaker
Vides Access Flip | mairror
U=er Database Enable Time Stamp
Kotion Detecthon Enable Privacy Mask
Andio Detection
E-Mail
FTP
HTTP
SMEBICIFS Client
Event Trigger
Maintenance
Status
Log

Save | | Cancel | [Help

Figure 3: Video & Audio Screen

Data - Video & Audio Screen

Video Adjustment

Power Line Select the power line frequency (50Hz or 60Hz) usegbur region,

Frequency to improve the picture quality under florescenhtigg.

White Balance Select the desired option to match the currentrenment and
lighting.

Brightness If necessary, you can adjust the brightness toimbtaetter image.
For example, if the camera is facing a bright ligheé image may be
too dark. In this case, you can increase the brags.

Sharpness Select the desired option for the sharpness. Yowsekect a
Sharpness value between -3 and 3.

Options

Enable Microphone

Enable audio by checking this checkbox. Using Audibincrease
the bandwidth requirements slightly.

Audio Type

Select the desired audio type.

Enable Speaker

Enable speaker sound by checking this checkbox.
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Flip

This setting will have the image swapped top-tadrat

Mirror

This setting will have the image swapped left-whti

Enable Time Stamp

If enabled, the current time will be displayed ba Video image.

Enable Text
Display

Enable this setting if you want text to be dispthga the Video
image, and enter the desired text - up to 20 cherscThis feature
is often used to identify each camera when muliplmeras are
installed.

Enable Privacy
Mask

Enable this to place the grey square on the ard@eafurrent image
that you want to hide from others. The grey sqearebe enlarged
or shrunk as required.
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Video Access Screen

This screen is displayed when ttiigleo Accessption is clicked.

Hanie | View Video | Logout

WCS-0040 11b/g/n Wireless IP Network Camera

EIT
System

Natwiork

Wireless

DK S

IF Fillter

Video & Audio

Sireamings
Video & Audio
Video Access
User Database

Mothon Detaction
Audio Deteciion
E-Maid

FTP

HTTP

SMBICIFS Chent
Event Trigger

Administration

Maintepance
Status
Log

Liser ALcess: Enabie Security Checking

Video Access Enable Scheduled Video Accass

Access Schedule

Add New Schedule

Dy
Stan Time: thhcmims
End Time: * | (i)

[Save | | Cancal || Help
_J B

Data - Video Access Screen

User Access

Enable Security
Checking

If disabled (default) - No login required. Usersrdi have to
provide a username and password when they corméue t
camera for viewing video.

If enabled - Require login. Users will be prompfeda
username and password when they connect to theradane
viewing video. The camera administrator must use'thser
Database" menu option to create the desired users.

Video Access

Enable Scheduled
Video Access

If enabled - Viewing video is available during t&heduled
periods, and unavailable at other times. If thisavpis selected,
you need to define a schedule. If no schedulefisatt this
option is always disabled.

If disabled - The option will remain disabled untilu enable it.

Note that regardless of which setting is choses Atiministrator
can ALWAYS access the camera and view live video.

Access Schedule

Scheduled Periods

This displays all periods you have entered intod&@base. If you
have not entered any periods, this list will be gmp

Delete

Use the Delete button to delete the selected iteting list.
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Add New Schedule

Day

Choose the desired option for the period.

Start Time

Enter the start time using a 24 hr clock.

End Time

Enter the end time using a 24 hr clock.

Add

Click this button to add a new period.

Clear

Use this button to clear the input fields.
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User Database Screen

This screen is displayed when ttser Databas®ption is clicked.

Home | View Video | Logout

WCS-0040 11b/g/n Wireless IP Network Camera

EETS  Existing Users
Systam

Hatwork

Wiregless

DDHS

IP Filter

Video & Audio

Streamings

Video & Audio Edit| | Delete | | Delete All |
Video ACCass

User Database

Event [T

Motion Detection

Audio Detecton User Name:
E-Mail

TP Lizar Pagsword
HTTP

SMBICIFS Chent
Event Trigger

Administration

Maintenance
Status Save | | Cancel | |Halp |
Log -

Canfirm Password

Add | | Clear |

Figure 4: User Database Screen

Data - User Database Screen

Existing Users

User List This displays all users you have entered into therldatabase. If
you have not entered any users, this list will inpty.
The maximum number of users is 20.

Edit, Delete, Delete | Use these buttons to manage the user database.
All

User Properties

User Name Enter the name for the user here.
* Spaces, punctuation, and special characters musth¢Qised
in the name.

e The name is case insensitive (case is ignored)psaan not
have 2 names which differ only by case.

User Password The password for this user.

Confirm Password | Re-enter the password for the user, to ensuredriect.

Add Button Click this button to add a new user, using the datavn on screen.

Clear Button Use this button to clear the input fields, readgadd a new user.
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Motion Detection Screen

This screen is displayed when tWetion Detectioroption on théeventmenu is clicked.

Bl  Wcs-0040 11bigin Wireless [P Network Camera

Systam
MNebaork
Wireless
DOHE
IF Filter

Video & Audio

Streamings
Video & Audio
Video Access
User Database

Motion Detection
Audie Detection
E-Bail

FTP

HTTPR

SMBLCIFS Chient
Event Trigger

Maintenance
Stalus
Liog

Set Detection Areas

Indicater

i =
Threghily [E—

Indecaid

Data - Motion Detection Screen

Homa | View Vides | Logout

| Save Cancel | Help

Motion Detection

Set Detection
Areas

You can set the full screen or selected areaseofitteo image to be

examined.

Note: Motion detection can be triggered by rapidraies in lighting
condition, as well as by moving objects. For tleigson, it should only

be used indoors.

Indicator/
Threshold

Administrator needs to adjust the relation betwiedicator and
threshold for each area.
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Audio Detection Screen

This screen is displayed when thedio Detectioroption on théeventmenu is clicked.

Data - Audio Detection Screen

WCS-0040 11b/g/n Wireless IP Network Camera

Systam
Hetwork
Wiredaasa
DONS

IP Filter

Sireamings
Video & Audio
Video ACCass
User Database

Event

Mothon Detection
Audio Detection
[ LR

FTP

HTTP

SMBICIF S Client
Event Trigger

Maintenance
Status
Log

Set Detection Volume
Current Volume:

Triggered Yolume:

Triggerad \When!

Low to high

Save || Cancel | [Help|

Hotie [ View Video | Logout

Audio Detection

Current It displays the current volume of the environment.
Volume

Triggered Drag the bar to set the volume for triggering.

Volume

Triggered Choose the desired situation for triggering thei@detection.
When
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E-Mail Screen

This screen is displayed when théviail option on theeventmenu is clicked.

Home | View Video | Logout

WCS-0040 11b/g/n Wireless |IP Network Camera

TIT
m%%;

IP Filter

Video & Audio

Sireamings
Video & Audio
Video ACCass
User Database

Motion Detection
Audio Detection

E-Mail

FTP

HTTP

SMBICIFS Clent

Event Trigger

Maintepance
Status
Log

Data - E-Mail Screen

Primary SMTP Server

SMTP Senver Address: Paort- 25
Authenfication Mane b

SMTPF Login name

SMTF Fassword:

POP sener name

Show From™ a5; (E-Mail Addrass)

Secondary SMTP Server
71 Sacondary SMTP (enable this if the camera can not connadl to the primary SMTP)

SHTP Server Address: Port 26
Authenfication:

SMTP Login name

SMTP Password

POP sanvaf name

Shaw From™as: (E-Mazil Address)

E-Mail Setup

| E-Mail Address £1

| E-Mall Address £2:
1 E-Mail Address £3:
Subject MD from 0040

[Save] [ Cancel | [Help

Primary/Secondary SMTP Server

SMTP Server
Address

Enter the address of the SMTP (Simple Mail TranspPootocol)
Server to be used to send E-Mail.

Authentication

Select the desired Authentication type for the SNEEPver.

SMTP Login name

Enter your login name for the SMTP Server.

SMTP Password

Enter your password for the SMTP Server.

POP server name

Enter the name for the POP Server.

Show "From" as

Enter the E-Mail address to be shown in the "Fréieiti when the
E-Mail is received.

Test the Server

Click this button to test the server connection.

Secondary SMTP

Check the box to upload to the Secondary SMT Peiiclimera can
not connect to the primary SMTP.
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E-Mail Setup

E-mail Address

Enter at least one (1) E-Mail address; the 2nd3addaddresses are
optional. The E-Mail alert will be sent to the E-iMaddress or
addresses specified here.

With Attachment

Enable the checkbox if you want to attaché fileth®E-mail.

Subject

Enter the desired text to be shown as the "Subjecthe E-Mail
when it is received. Subject can not exceed 48aaipimeric
characters.
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FTP Screen

This screen is displayed when fREP option on the&eventmenu is clicked.

CITEN  Primary FTP

Systam FTP Server Part 21
Natwork

FTP Login Mame
Wireless
DONS FTP Passwaord
IP Filter =

| Enabla Passive Mods

Video & Audio

Fite Piath Mame
Streamings
Video & Audio
Video Accass Secondary FTP
User Database Sacondary FTP (enable s o INe carmera can nol conned to e primary FTP)
Event [ Part
oo ety FTP Login Name
Audio Detection
E-Mail FTP Passward
FTP

Enable Pazsive Mode

HTTP
SMEVCIFS Cignt File Path Mama:
Event Trigger
Administration
Malntenance
Status
Log (Save | [ Cancel | [Help

Figure 5: FTP Screen

Data - FTP Screen
Primary/Secondary FTP

FTP Server Enter the address of the FTP Server.

Port Enter the Port of the FTP Server to be connected.

Login name Enter your login name for the FTP Server.

Password Enter your password for the FTP Server.

Enaclible Passive Check the box to enable the Passive mode featutediTP.
Mode

File Path Name Enter the file path/name of the FTP.

Secondary FTP Check the box to upload to the Secondary FTP itHrmera can not
connect to the primary FTP.

Test the Server Click this button to test the server connection.
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HTTP Screen

This screen is displayed when tH& TP option on thé&eventmenu is clicked.

‘Honie [ View Video | Logout

WCS-0040 11b/g/n Wireless |P Network Camera

CXTIM  HTTP Notification
Systam LFRL:
Natwark
Usar Name:
Wireiess
DS Passward:
IP Filter
Framy Server Hame (optional}
Video & Audio
St Promy Liser Mame: {opticnal)
Video & Audio Froxy Password: {optienal)
Video Accass
Fraxy Port Mumber: a0
User Database
Event [ - LTI
Mot Detaction
Audio Detecton
E-Mail
Fp
HTTR
SMBICIFS Clieni
Event Trigger
Maintenance
Status
Log Save || Cancel || Help |
Data - HTTP Screen
HTTP Notification
URL Enter the URL of your HTTP notification server.
User Name Enter the user name of your HTTP server.
Password Enter the password to match the user name above.
Proxy Server Specify the proxy server name in the provided fietle camera
Name needs to pass through a Proxy Server to do the HibiiRcation.

Proxy User Name | Enter the user name for the proxy server.

Proxy Password Enter the password for the proxy server.

Proxy Port Enter the port number for the proxy server.
Number

Method Select the desired method of form data encoding.

e Get - It should be used if and only if the form gessing is
independent, which typically means a pure quergnfor
Generally it is advisable to do so.

* Post - If there are problems related to long URtd aon-ASCI|
character repertoires, which can make it neceseauge
"POST" even for independent processing.
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IP Filter

Video & Audio

Streamings
Video & Audio
Video Acceass
User Datahase

Motion Delection
Audio Detection

E-Mas

FTP

HTTP

SMBICIFS Clent

Event Trigger

Administration

Malntenance
Status

SMBICIFS Client

Browse SMB/CIFS Servar Birowse J
Server Hame

File Path:

User hame:

Passward:

Test the Server

Save || Cancal || Help |

SMB/CIFS Client Screen

This screen is displayed when tB®IB/CIFS Clienbption on théeventmenu is clicked.

Log

Data - SMB/CIFS Client Screen

SMB/CIFS Client

Browse SMB/CIFS
Server

Click Browsebutton to select the desired SMB/CIFS server.

Server Name

Enter the name of your SMB/CIFS server.

File Path Enter the file path of your SMB/CIFS server.
User Name Enter the user name for the SMB/CIFS client account
Password Enter the password for the SMB/CIFS client account.

Test the Server

Click this button to test the server connection.
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Event Trigger Screen

This screen is displayed when theent Triggeroption on théeventmenu is clicked.

Homa | View Video | Logout

WCS-0040 11b/g/n Wireless |P Network Camera

Event Schedule

Sysiem
Hetwork
Wireless
DONS

IP Filtar

Video & Audio

Slreamings
Video & Audio
Viden ACcess
liser Database

Motion Detection
Audio Detection
E-Mail

FTP

HTTR

SMBACIFS Chent
Event Trigger

Maintenance
Siatus
Log

Data - Event Trigger Screen

| Dedate |

Mew Schedule

Effecive Time Frame
Start Time

End Time

Trigger Event

Triggered by
Audio Detaclon
+ Mofion Detaction

Every day "
00 = QO = (hemm)

080 = 00 = (haemmy
[Add| [ Claar |

Disable

@ Detection Intenal 2
Action(s)

E-Mail Ee HTTF
¢ E-Mail FTP [C] HTTP

Aachment Type. JPEG Imaga -
Streaming Channegl: Streaming 1(MIPEG)

Frame Rala:
Fre-Caplure Length

- Ips

]
& = sacondis)

Post-Caplure Langln. 5 ~ Sacondis)

Send snapshol by

Baguenlial snapshd  Interal. | =
SMBICIFS

E-Man FrP

| Save || Cancel || Help |

* Minuteis) befare detecting the next event.

SMBIGIFS
1] SMBICIFS

" | Becond(s)

Event Schedule

Schedule List

The Event Schedule shows all of the event type®ntly
configured in the FCS-0040/WCS-0040, along withioas
information about their configuration, as listeddve:

* Name - the descriptive event name set by the user.

« Effective Time Frame - shows when the event at arse will
be triggered.

e Trigger by - shows what kind trigger activate ther.

* Action - shows what kind of the actions will belisgl when the
event been triggered

New Schedule

Effective Time
Frame

Choose the desired option for the period.

Start Time

Choose the desired start time using a 24 hr clock.
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End Time

Choose the desired end time using a 24 hr clock.

Trigger Event

Enable Check to perform all of the event(s) that were @ped and

scheduled.

Interval Select the desired option for the events intei¥al0" = No Delay)

Trigger by » Audio Detection - The sound detection can be useddger
events.

* Motion Detection - Movement in a motion detectiomaow
can be used to trigger events.

Actions * E-Mail - If checked, an E-Mail (with "Attachmentjill be
delivered to the SMTP server. (SMTP Server must be
configured on the E-Mail page.)

e FTP - If checked, an FTP upload will be activatedhie FTP
server. (FTP servers must be configured on the paige.)

e HTTP - If checked, a HTTP CGI command will be detied to
the HTTP server.

* SMBJ/CIFS - If checked, JPEG image(s) or video filélt be
uploaded to the SMB server. (SMB must first be édhiand
configured on the SMB Client page.)

Attachment Type |°* JPEG Image:

Frame Rate- Select the desired capture rate for the JPEG
image(s) here.

Pre/Post Capture- Select the desired length. The snapshot(s)eof th
JPEG image depends on this setting, and alsoléhsife and degree
of compression.

e Video:

Video Format - Select the desired type for the video fitee/Post

Capture - Select the desired length. The size of thed@dpends on
this setting, and also the Video size and degremwipression.

Send Snapshot By

Network Camera will send snapshots at the spedifitetivals
to the external server using the method selectexbe
e E-Mail - If checked, an E-Mail (with "Attachmenthill be

delivered to the SMTP server. (SMTP Server must be
configured on the E-Mail page.)

e« FTP - If checked, an FTP upload will be activatedhie FTP
server. (FTP servers must be configured on the paige.)

e SMBJ/CIFS - If checked, JPEG image(s) or video filéls be
uploaded to the SMB server. (SMB must first be éadhbnd
configured on the SMB Client page.)
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Maintenance Screen

Homa | View Vide | Logout

WCS-0040 11b/g/n Wireless IP Network Camera

m Administrator Login

System Administrator ID: administrator
Hetwork
VWireless Administrator Passward: ITILI L]
DO S Varify Passwird TTIIIT]
IP Filter
. Sawe | | Cancel |
Video & Audio .
Sireamings
video & Audio Firmware Upﬂl’idﬂ
Videa Access Upgrade Fila: Browse..
User Database
ErT— ] i
Moticn Detection
Audio Detection Backup & Restore
E-Mail Backup Configuration File Backup
i Restore Configuration File:
estore Configuration File Browse_. |
SMEUCIFS Client Restora ||  Clear Fila Name |
Event Trigger
Restors Faclory Defaufls: Defaults
Maintenance Festan Camera: Restan
Status B
Log
Licensa | | Help__
Data - Maintenance Screen

Administrator Login

Administrator Enter the name for the Administrator here.

ID . . .
Spaces, punctuation, and special characters mustheQised in the
name.

Administrator The password for the Administrator.

Password

Verify Password | Re-enter the password for the Administrator, taiem# is correct.

Firmware Upgrade

Upgrade File Click the "Browse" button and browse to the locatim your PC
where you stored the Firmware file. Select this. fil

Start Click this button to start the Firmware. When tipgrade is finished,
the FCS-0040/WCS-0040 will restart, and this manssgg connection
will be unavailable during the restart.

Clear File Name | This does NOT stop the Upgrade process if it hagest. It only clears
the input for the "Upgrade File" field.

53



Backup & Restore

Backup Click Backupbutton to save the current configuration informatio a

Configuration text file.

File It is suggested to backup the configuration fiepider to restore the
camera easily.

Restore Click Restorebutton to reinitialize the camera to load the nedated

Configuration software. Do this after loading the upgrade file.

File

Clear File Name

This does NOT stop the Restore process if it heagest. It only clears
the input for the "Restore Configuration File" fel

Restore Factory
Defaults

Click Defaultsbutton to reloads all default settings on the game

Restart Camera

Click Restartbutton to restarts the camera.
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Status Screen

Video & Audio
SEraamings
Wideo & Amdio
Widea Secens
Usar Database

SMBCIFS Clinnd
Evend Trigged

Data - Status Screen

WCS-0040 11bigin Wirelass IP Network Camera

System
Carmera Nams
Diascnplinn

FIf warsn

Netweork

HAC ADITEES

ragmat Connaction Typa
hlebwork Mask

Galeway

WINE addrags

Wirsless
WSC PiN Code
Hatwark Tre
350

Channal
Senufy

Signal Strengin

Srreaming 1
videe Format
Rasouficmn
Vides Caaaldy
Frame Rate

Streaming 2
video Format
Hezondon
Vitea Cuakiy
Frame Raje

Streaming 3
videa Forfma
Raaahilion
videg Qualty

Frame Raie

Hiome | Yimw Vigoo | Logout

WOSI0BCD 108

W10

[E Rl i1
192 1658.0. 25
253852980
182 160.0.1

G22peax2
Infrastucturs
&Y

[
Leaniod
Fis

WIPEG
1280° 960
Hammai

12

MFEG4
Braus
Moimal

15

M
1280850
HNormal
15

| Pstrash _' {Help

System

Device Name

This shows the name of the FCS-0040/WCS-0040.

Description This shows the description of the FCS-0040/WCS-0846h as
location.

F/W version The version of the current firmware installed.

Network

MAC Address The current IP address of the FCS-0040/WCS-0040.

IP Address The IP Address of the FCS-0040/WCS-0040.

Network Mask

The network mask associated with the |IP addresseabo

Gateway

above.

The IP Address of the remote Gateway associatddtiét IP Address
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WINS Address

The IP Address of the WINS server.

Wireless (WCS-0

040 Only)

WSC PIN Dode | It displays the current WSC PIN code.

Network Type This shows the Network Type currently in use (Ad:-loo
Infrastructure).

SSID This displays the wireless SSID.

Channel This shows the wireless channel currently used.

Security The current security setting for Wireless connetgio

Signal Strength

This shows the strength of the signal.

Streaming (1~3)

Video Format

It displays the current format of video.

Resolution The image size of the video stream.

Video Quality This displays the image quality of the video stream
Frame Rate This displays the frame rate of the video stream.
Buttons

Refresh Update the log and any other data on screen.
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This screen displays a log of system activity.

Home | View Video | Logowt

WCS-0040 11b/a/n Wireless |P Network Camera

m 11/94/72010 1E:22:-08 HITP: Btremming end (HITP: 152 _1€8.0.123, sdmnistrator). =
5:33 L1

= "
117042010 15:3 3. 1F,

05 HITP: Streamlng start (HIIF: 15ZF_163.
Systam pdminiscrazoc) . -
Hetwork IL/04/2000 15:03109 SMTP: Band E-m=all o "winsoniddoasla.com. cw™ OF By SHIS -
server [host: msa_ hinet_met].
Wireleas 11/04/3010 15:01:17 Alart: Detected metion
DoHS 11/04/2010 14:-58:40 EMIP: Error during the comnection or timeocut [host:
=ad . hinat . pat] .
IP Filter 11/04/2010 14:58:10 WTP: Synchronization OK.

11./04,2010 J8:57:39 KIP: Synshronlzaclon OF.

Video & Audio 1170372010 22:563:14 Alert: Decected mosion.

1170372010 2F:50:327 SMIP: Error during the connaction or timecutr [hest

Sireamings mas_ hinet_net] .
Video & Audio I1L703/3010 3Z2:4T:1F Rlerc: Dectecred monion
11 /33,2010 Z2:4€:14 ETITP: Streaming end (HTTE: 192 _1E2.0.12, sdministratoc).
Video ACCass 117037010 2Z:-47:19 SHTP: Send E-mail 1o "winponddde=asis.com. ™
User Dalabase successfully.

11./733/2010 33:39:56 Alert: Decacted monion

Event 11 /703/2010 22:38:24 EMTP: Bend E=mai1l o "winsoniddcasis.com. cw®

rucsessfully
Motian Detection 1149372010 22:38:28 Alertc: Detected moticon.
1170379010 2333047 SMTP: Errsr during the connaction or timssur [host:
Audio Detection ma=_hinet_net] .
E-Mail 117033010 32:37:536 Rlarc: Detected mation
11 /68,2010 23-27:-25% ETTP: Bcreaming =tert (HITE- 1%2_1&£8 86 312,
FTP adminiarratar] .
HTTP 11 /08,2010 22:27:18 BMTF: Failed to send E-mail to ®*winsonfddcasis_ com_tw.
117052010 33:36:47 HITP: Breeaming and (HITF: 152.56E.0.12, adminiasreazos). ™
SMBTIFS Clent
Event Trigger
i Refresh | | Clear Log
Administration
Maintenance #| Enable Syslog Service
Siatus Sysiog Server Address 192.168.0.12
Log

Save || Cancel ||Help |

Data - Log Screen

Log

System Log This is a log of system activity.

Refresh Click this to update the data shown on screen.
Button

Clear Log Click this button to restart the log.

Enable Syslog Check the box to enable the System Log Serverrieatu
Service

Syslog Server Enter the address of the Syslog Server.
Address
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Chapter 6

Troubleshooting

This chapter covers the most likely problems asdt $olutions.

Overview

This chapter covers some common problems that rmanbountered while using the FCS-0040/WCS-004Gante possible
solutions to them. If you follow the suggested stapd the FCS-0040/WCS-0040 still does not fungi@perly, contact your
dealer for further advice.

Problems
Problem 1: | can't connect to the FCS-0040/WCS-0040 with my WeBrowser to
configure it.
Solution 1: It is possible that your PC's IP address is notpadible with the IP

address of the FCS-0040/WCS-0040.
Use the Windows utility to configure the FCS-004@®B+0040 with a
valid IP address.

Problem 2: The Windows utility doesn't list any FCS-0040/WC33040s.
Solution 2: Check the following:

* The FCS-0040/WCS-0040 is installed, LAN connectiaresOK, it is
powered ON and startup is complete.

e Ensure that your PC and the FCS-0040/WCS-0040ratkeosame
network segment. (If you don't have a router, thisst be the case.)

« Ensure that your PC has the TCP/IP network protioaaled. In
Windows, this is done by usir@ontrol Panel-Network

» Ifan entry for TCP/IP -> Network card is not lidfeiseAdd -
Protocol - Microsoft - TCP/IRo add it.

* You then need to select the new entry (TCP/IP -twNEk card),
click Properties and configure théP Addresgab.

e If your LAN has a DHCP Server, you can select "Qbgm IP
Address automatically”. Otherwise, you must s€l8gtecify an
IP Address", and enter values férAddressSubnet Maskand
Gateway All devices on your LAN must use compatible value
Remember that each device needsigue IP Address, and the
sameSubnet Mask.

Problem 3 When | try to connect to the FCS-0040/WCS-0040, leg prompted for
a user name and password.

Solution 3 You SHOULD be prompted for a user name and passifitngng to
access théddministrationmenu.
Enter theAdministrator IDandAdministrator Passwordet on the
Maintenancescreen.

If you are just trying to view Video, the User Nafassword prompt
indicates that the Administrator has restrictedeasdo specified users.
Ask the Administrator for your User Name and Pagsiwo

Problem 4 | can't connect to the FCS-0040/WCS-0040 using a Véiess
connection.



Solution 4

Problem 5

Solution 5

Problem 6

Solution 6

Problem 7

Solution 7

Problem 8

Solution 8

Problem 9

Solution 9

1) If a LAN cable is connected to the LAN port, théreless interface is
disabled. Only one interface can be active.

2) Check that your PC and the FCS-0040/WCS-004€ hawmpatible
Wireless settings.

e Mode (Infrastructure or Ad-hoc) must be correct.

* ESSID must match.

*  WEP settings must match.

* In Ad-hoc mode, the Channel should match, althabghis often not
required.

Video quality may suddenly deteriorate.

This can happen when an additional viewer conrtedise FCS-
0040/WCS-0040, overloading the camera or the availbandwidth. The
image size and quality can be adjusted to catehforequired number of
viewers and the available bandwidth.

The motion detection feature doesn't send me any Eail.

It may be that the SMTP (Simple Mail Transport Boot) server used by
the camera to send the E-Mail will not accept n@ihis is to prevent span
being sent from the server.). Try using a diffef@RTP server, or contact
your ISP to see if SMTP access is being blocked.

Using the motion detection feature, | receive E-Mds which don't show
any moving objects.

The motion detection feature doesn't actually detextion. It compares
frames to see if they are different. Major differes between frames are
assumed to be caused by moving objects.

But the motion detector can also be triggered by:
e Sudden changes in the level of available light
e Movement of the camera itself.

Try to avoid these situations. The motion detecteature works best in
locations where there is good steady illuminatamg the camera is
mounted securely. This feature can NOT be usdeitamera is outdoors.

The image is blurry.

Try cleaning the lens, or adjusting tfieleo Quality Controketting on the
Streamings screen. Video created by the lower settings wititain less
detail; this is the trade-off for using less bandhvi

When isthe best time to press WPS button?

If there is no cable connected, you can press tR&\Wutton after the
PowerLED starts blinking.
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Appendix A

Specifications

FCS-0040/WCS-0040

Model

Dimensions

Operating Temperature
Storage Temperature

Network Protocols

Network Interface

Wireless interface
(WCS-0040 Only)

LEDs

Power Adapter

FCS-0040/WCS-0040

114.3mm (W) x 141.6mm (H) x 41.4mm (D)
0°Cto40C

-20°Cto 70 C

TCP/IP, HTTP, HTTPS, DHCP, SMTP, FTP, UPnP, DDNS,
NTP, RTP, RTCP, RTSP, SMB

1 Ethernet 10/100BaseT (RJ45) LAN connection

IEEE 802.11n/802.11b/802.11g compatible, InfrastmezAd-
hoc mode, WEP/WPA Personal/WPA2 Personal security
support, roaming support

4
12V/1A, 100~240 VAC/60Hz

Regulatory Approvals

CE Approvals

The FCS-0040/WCS-0040 and the Ethernet FCS-0040AD038 meet the guidelines of the European Unioncamaply with
the 99/5/EEC and RTTE 99/5EG directives, includimg following standards:

* EN60950

« EN300 328-2
 EN301489-1
 EN301 489-17

This is a Class B product. In a domestic envirorintiigis product may cause radio interference in Witiase the user may be
required to take adequate measures.
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