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Manufacturer's Disclaimer Statement

The information in this document is subject to change without notice and does not
represent a commitment on the part of the vendor. No warranty or representation,
either expressed or implied, is made with respect to the quality, accuracy or fitness for
any particular purpose of this document. The manufacturer reserves the right to
make changes to the content of this document and/or the products associated with it at
any time without obligation to notify any person or organization of such changes. In
no event will the manufacturer be liable for direct, indirect, special, incidental or
consequential damages arising out of the use or inability to use this product or
documentation, even if advised of the possibility of such damages. This document
contains materias protected by copyright. All rights are reserved. No part of this
manua may be reproduced or transmitted in any form, by any means or for any
purpose without expressed written consent of its authors. Product names appearing
in this document are mentioned for identification purchases only. All trademarks,
product names or brand names appearing in this document are registered praperty of
their respective owners.

FCC STATEMENT

This product has been tested and complies with the specifications for a Class B digital device, pursuant
to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
hamful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used according to the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that interference will not occur
in a particular installation. If this equipment does cause harmful interferenceto radio or television
reception, which isfound by turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

° Reorient or relocate the receiving antenna

° Increase the separation between the equipment or devices

° Connect the equipment to an outlet other than the receiver's

° Consult a dealer or an experienced radio/TV technician for assistance

FCC Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with minimum distance 20cm between the radiator

and your body.
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INTRODUCTION

The LevelOne WAP-0002 Wireless Access Point deliversenhanced |EEE 802.1b
high performance for up to 22Mbps, which is double of that offered by most of the
Access Points in the current market.

The 22Mbps high date rate is made possible by utilizing advanced Tl technology,
which incorporates the new PBCC for modulation method. Unlike the ordinary CCK
modulation, not only the new PBCC modulation method offers double data rate for up
to 22Mbps, but also it gives 20% more distance coverage.

The LevelOne WAP-0002 is fully compatible with other 11Mbps wireless devices.
The easy-to-use web based configuration utility is independent of operation systems,
and can be accessed through most of the web browsers that are Javascript enabled.

The enhanced functions offered by the Wireless Access Point, e.g., DHCP server and
4 different operation modes, allow the users to share resources and information, e.g.,
files and printers, and enjoy the freedom of networking wirelessly.

The LevelOne WAP-0002 is an ideal wireless device for SOHO and small office,
which can dso be integrated to large networks as well. Please take a moment to read
through this manual and get acquaintedwith our 22mpbs Wireless Access Point.

Product Features

! Fully compatible with IEEE 802.11b standard for wireless and 802.3 for LAN
connection.
| Interoperatable with existing |EEE 802.11b standard devices.
I Supports new data modulation PBCC technology from Text Instrument, which
allows high data with double speed of right up to 22Mbps.
I 20% more transmitting and receiving coverage supported by PBCC modulation.
: Supports auto data rate fallback under noisy environment or longer distance.
| Enhanced security on WEP encryption from 64, 128 to a maximum of 256 bits.
| Built-in DHCP server
| 4 AP operating modes available to fulfill your needs:

1. AP



2. APClient

3. AP Bridge (Point-to-Point and Multi-Point)

4. Repester

Easy setup andinstallation with web-based configuration utility.

AP management utility running on PC to make it easy to manage and configure

al the AP in the same network.

System Requirements

I Windows 95, 98, 98SE, Millennium, NT, 2000 and XP computers
! Internet Explorer 5.5 or higher

| One CD-ROM drive

| At least one RJ-45 Ethernet network adapter installed



GETTING STARTED

Getting To Know The LevelOne WAP-0002

WIRELESS ACCESS POINT’S PORTs

»  Power Receptor

Reset Button

MDII R} 45 Ethernet Port

- Straight-Through cable is required to connect with router or switch.
- Cross-Over cableisrequired to connect to computer directly

Y VY

WIRELESS ACCESS POINT'S LEDs

» Power LED
ON when the unit is powered up
» LANLED

ON indicates LAN connection; blink indicates LAN activity
» WLAN LED

ON indicates WLAN connection; blink indicates wireless activity

Connecting The Wireless Access Point

I nter net

Wireless

Wireless Station Networ k
e

ADSL/Cabje Modem

Wireless Stationi o

29M bp! SOHO Router
Mcc&s Point

Mobile PDA



In order to setup an Infrastructure of a wireless network such as the example shown
above, you will need the following:

1. A broadband Internet connection.

2. ADSL or Cable modem provided by your ISP as part of the broadband connection
installation.

3. A Router that connects to the ADSL/Cable modem for internet connection sharing.

4. An Access Point to connect with the Router to form a wireless infrastructure
network.

5. Wireessclients equippedwith wireless networking devices such as wireless PC
Card for wireless connection.



CONFIGURING YOUR LevelOne WAP-0002

The web-based configuration menu provides user friendly graphic design for easy
configuration. Please go through the following check list before you consider using
the configuration menu.

1. Youwill need a JavaScript enabled web browser such as Internet Explorer v5.5
or higher and Netscape v4.0 or higher.

2. The Ethernet network adapter must be working properly. Please refer to
Troubleshooting section for details

3. If you are connecting the Access Point through a router or alocal area network,
which has DHCP server enabled, you will not need to assign a static |P address
to the computer that you are using to configurethe Access Point. Pleasegoto
check item no. 6

4. If you are not connecting the Access Point through a router or alocal area
network, which has DHCP server enabled, you will need to assign a static IP
address to the computer that you are using to configure the Access Point.

5. TheIP address assigned to the computer that you are using to configure the
Access Point must be in the same I P address range as Access Point's.  Please
refer to Networking Basis section to learn more about assigning | P address.

6. The power jack must be properly inserted to make sure that the Access Point is
powered.

The Default Settings of the 22Mbps A ccess Point:

IPAddress 192.168.1.1
User Name admin
Password admin
ESSID wireless
Channel 6

WEP disabled




CONFIGURATION MENU

Y ou can access the configuration menu anytime by opening up an web browser
window, and type in the IP address of the Access Point. The default |P address of the

Access Point is shown below.

<23 index - Microsoft Internet Explorer |Z||E|

Open web browser —— ,

File Edit ‘Wiew Favortes Tools  Help a’
Wi ndGN @ Back * | ) _:j /_J Search \533 Favarites e Media {‘} <] = .;,_r..
Typein IP address Adch hetp:jj152. 168,11 Go Jlinks *
Press “Enter” or

“ GO”

INote: The IP address shown above is the default |P address for the Access Point.

Use this | P address when connecting to a network consisting of Access Points set to
default settings. If the IP address of the Access Point is being changed to comply
with the network, then type in the IP address in the Address field of the web browser,
instead of the default |P address.

Typein “user name” Connect to 192.168.1.1
Typein “password’ @
o
)
Click “OK™”
AP04245C
Lser nare: |ﬂ admin v|
Passward: | seases |

[ Jremember my password

kK Cancel

INote: The default username is “admin” and the default password is aso “admin”.



The configuration menu will appear. You can configure and get information about
the Access Point by going through each tab. Here Status pageis displayed.

2 index - Microsoft Internet Explorer
Fle Edt Miew Faworites Tools  Help F

Qe - 0 [x] [B] €0 D sewen oot @ meda £ (2 L

Acdress 4] http:/192.168.1.1{5tatus.hkm v[Be s

| Basic Setting | IP Setting | Advanced Setting | Security | 802.1x | Tools|

Firmware Version  02.00.0f

LAN MAC:00-03-2F-04-24-5C

IP Address: 192.168.1.1

Subnet Mask: 255.255.255.0

Gateway: 0.0.0.0

Send: 240

Receive: 138

Wireless MAC:00-03-2F-04-1F-4C

ESSID: AREAS1

Encryption Function : Disable

&) || 4 Intermet

A index - Microsoft Internet Explorer

File Edi wiew Favarites Tools Help o

@Back - z!) B @ @ psearch *Favomtes @ eda £2) 8' %

iddress (] http:if192,168. 1. 1/Status.hm B> R

Gateway: 0.0.0.0 bal
Send: 240
Receive: 138
Wireless MAC:00-03-2F-04-1F-4C
ESSID: AREAS1
Encryption Function : Disable
Channel: 6
Send: 130

Receive: 9

Connection Time Wireless Station

| | Internet ]
& ® "




Status Page

This page displays the following information.

Firmware Version: Showsthe current firmware version

L AN: Showsthe Mac address, |P address (default: 192.168.1.1), Subnet Mask,
Gateway Address. The current LAN traffic calculated in terms of number of packets
sent and received by AP throughwired connection is aso displayed.

Wireless: Shows the Mac address, current ESSID, the status of Encryption Function
(Enable or Disable). the current using channel. The current wireless traffic calculated
in terms of number of packets sent and received by AP through wireless
communication is also displayed.

View Log: Upon clicked, the page will change to log page. The log page records
every event and the time that it happens.

2 status - Microsoft Internet Explorer

Time Message

Fri, 02 Aug 2002 084534 AP mode start. Channel=6 SSID:AREAS]
Fri, 02 Aug 2002 08:49.34 System started =

b

& | 3

You may clear the entries recorded in the log by clicking the “Clear Log” button, and
refresh the screen to show the latest log entries by clicking the “Refresh” button.
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Basic Setting

Thisis the page where you can change the basic settings of the Access Point with the
minimum amount of effort to adjust a secure wireless network.

A status - Microsoft Internet Explorer

File Edit Wew Favortes Tools  Help :['

oﬂack - Q @ @ ;h psearch *Favnrltas @ redia ) D/Q- ;

auddess (€] hitp{192.168.1.1fbasic,heml v Beo ks *

| status | | 1P Setting | Advanced Setting | Security | 802.1x | Tools |

AP Nome AP0 ]

Channel (Domain: USA)

WEP Key C Disable & 64bits O 128bits O 256bits
Mm:le

@ 1.

O3, |

|
Oz | |
|
Q4 |

® Internet

AP Name: Name of the AP, which can be used to identify the Access Point among the
al the Access Points in the wireless network.

SSID: Service Set Identifier, which is a unique name shared among al clients and
nodesin awireless network. The SSID must be identical for each clients and nodes in
the wireless network.

Channd: The value of channel that AP will operate in. You can select the channel
range of 1 to 11 for North America (FCC) domain, 1 to 13 for European (ETSI)
domain and 1 to 14 for Japanese domain.

WEP Key: To disable WEP security, click on the “Disable” option. To enable WEP
security, there are 3 type of WEP keys to choose from, 64bits, 128bits and 256hits.
When one of the 3 WEP key options is selected, you must enter the value of one of

the four Keysin ASCII or HEX format. Y ou can aso enter the values for al four WEP
keys, and select one to use.

Note! When AP’s WEP security is enabled, al the wireless clients that wish to
connect to the Access Point must also have WEP enabled with the identical WEP Key
value entered.
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For the changes made to any of the items above to be effective, click “Apply”.

A http://192.168.1.1/basic_ascii.cgi - Microsoft Internet Explorer

File Edit Vew Favorites Tools Help

;'r
eﬁack -Q E |§] :_h pSearch \i‘z*Fawrites @ redia L2 E’R- ; =

Address |:Q http:f/192.168. 1.1 hasic_ascilcgi

v/ B Lnks *

Save settings succeed
The device is restarting,..

Back

&] Done

B Internet

The new settings are now been saved to Access Point and will be effective once the
Access Point restarts.

Click “Back” to go back to Basic Setting page.
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IP Setting

Thisis the page where you configure the |P and DHCP settings of the Access Point.

A index - Microsoft Internet Explorer

File Edt Yiew Favorites Tools  Help ?,.'

@Back W = | @ @ :h pSearch *Favurites eMedia @ &é- :\,‘.

ddress [ http:/f152.168.1. fip bt vIB e ks
-~

LAN IP C Obtain IP Automatically
@ Fixed IP
Address 192 [188] . [1 | [1 |
Subnet Mask , , o]
cateway [0 |.[0 |0 ][0 | |
DHCP Server ® oOn
O off
pusserver [0 | o | o .o ]

[ Ay ][ Cancel ][ Help ]

[

< |
&] Done ® Internet

[

The default |P address of the Access Point is 192.168.1.1 with the Subnet Mask of
255.255.255.0.  You cantype in other values for IP Address, Subnet Mask and
Gateway and click “Apply” button for the changes to be effective.

Y ou can also set the Access Point to obtain the IP from a DHCP server, but it is not
recommended. Once s&t, it will be difficult to determine the dynamic IP assigned to
the Access Point. Select the option “Obtain IP Automatically” and click “Apply’
button for the changes to be effective.

DHCP Server:

It's not recommended to enable the DHCP server if you have a DHCP server running
in your LAN network, for it will cause possible IP assignment conflict.

Enable the DHCP server function by selecting the option “On’, and enter the IP range.

14



3 index - Microsoft Internet Explorer

File Edit “iew Favorites Toals  Help #
@ Back - -\_) B @ L{h p Search * Favorites e‘ Media @ @ - ,i_;
address |@ http: /1192, 168.1. 1jip.html ‘v;| Go  Links *

LAN IP (3 Obtain IP Automatically

Microsoft Internet Explorer, |z|

O Fized

o . _!3 il disable DHCP
Subnet Mask )
Gateway [0 |0 |.[o |.[o |

DHCP Server &) On

O off
te range 152 [150]. (1 .[2_|eo162] [1s0].[1_|.[1o7]
DNS Server EEE'E'

[ Apply ][ Cancel ][ Help ]

<0 I ]
| | | | Internet "
& ° B |

Click “OK ™ to close pop-up box. Click “Apply’ for the changes to be effective.

3 http:ff192.168.1.1/basic_ascii.cgi - Microsoft Internet Explorar ‘EHEHX‘
File Edt View Favorites Took  Help w
@ Back O B @ -:h p Search * Favorites (@Y Media @ 8 - ,i} =

address | &] http:/{192.168.1,1/basic_ascil cqi v\ Go  Links ?
Save settings succeed
The device is restatting,..
Back

g Dane D Internet B |

The new settings are now been saved to Access Point and will be effective once the
Access Point restarts. Click “Back” to go back to Basic Setting page.



Advanced Setting

This page contains configurations for advanced users, which the change will reflect
the wireless performance and operating modes.

2l status - Microsoft Internet Explorer

Fle Edit “iew Favorites
S

Taoks  Help

22 Mbps -

| status | Basic Setting | IP Setting |

AP Mode & AP

O &P client Remote APBSSTID | |
O wireless Bridge Remote Bridge MACl:l
O Multiple Bridge
Beacon Interval (msec, range: 1~1000, default: 100)
RTS Threshold (range: 256~2432, default: 2432)
Frag_ﬁiz:ﬂ?s‘ (range: 256~2346, default: 2346, even number only)
DTIM Interval (range: 1~BE535, default:3)
Authentication Type O Open System O Shared Key & Both
Preamble Type O short Preamble @ Long Preamble
BasicRate O 1-2(Mbps) O 1-2-5.5-11(Mbps) ® 1-2-5.11-22(Mbps)
Antenna Selection @ Left Antenna O Right Antenna O Diversity Antenna

SSID broadcast & Enable O Disable

[ Apply H Cancal H Help ]

£

A8 Trternet

AP Mode:

Select one of the AP operating modes for different application of Access Point.

1. AP-Thenorma Access Point operating mode whichforms awireless ESS
networkwith its wirelessclients.

2. AP Client— Acts as an Ethernet-to-Wireless Bridge, which allowsaLAN or a
single computer station to join awireless ESS network through it.

3. WirdlessBridge — A pair of APs operating under Bridge mode to act as the bridge
that connects two Ethernet networks or Ethernet enabled clients together. The
“Remote Bridge MAC” is where you enter the MAC address of the other AP that
you connect to setup the wireless bridge.

4. Multiple Bridge — A group of APswhich consists of two or more APs operating
under Multiple Bridge mode, that can connect two or more Ethernet networks or
Ethernet enabled clients together. The way that multiple bridge setup is based on

16



the topology of AdHoc mode.

Beacon Interval: To set the period of time in milliseconds that AP sends out a
beacon. Default is 100 milliseconds.

RTS Threashold: To set the size of RTS/CTS packet size. Default is 2432 bytes.

Fragmentation Threashold: To set the the number of bytes used for the
fragmentation boundary for directed messages. Default is 2436 bytes.

DTIM Interval: Thisvaueindicates the interval of the Delivery Traffic Indication
Message (DTIM). A DTIM field is a countdown field informing clients of the next
window for listening to broadcast and multicast messages. When the Access Point has
buffered broadcast or multicast messages for associated clients, it sends the next
DTIM withaDTIM Interval value. Access Point Clients hear the beacons and awaken
to receive the broadcast and multicast messages.

Authentication Type: TheA uthentication Type default is set to Open System, and
you may want to set to Shared Key when the clients and AP in the same wireless
network enable the WEP encryption. All the nodes and hosts on the network must use
the same authentication type. It’s recanmend that you use the default setting.

Preamble Type: Preamble is a sequence of bits transmitted at 1Mbps that alows
the PHY circuitry to reach steady-state demodulation and synchronization of bit clock
and frame start. Two different preambles and headers are defined: the mandatory
supported Long Preamble and header, which interoperates with the 1 Mbit/s and 2
Mbit/s DSSS specification (as described in IEEE Std 802.11), and an optional Short
Preamble and header (as described in IEEE Std 802.11b). At the receiver, the
Preamble and header are processed to aid in demodulation and delivery of the PSDU.
The Short Preamble and header may be used to minimize overhead and, thus,
maximize the network data throughput. However, the Short Preamble is supported
only from the IEEE 802.11b (HighRate) standard and not from the original |EEE
802.11. That means that stations using ShortPreamble cannot communicate with
stations implementing the original version of the protocol.

BasicRate: The basic transfer rate is set depending on the speed of your wireless

network. For example, you set 2 (Mbps) if you have older 802.11 compliant
device in your network, which supports 1 ~ 2 Mbps data rate. This setting does not

17



limit the basic transfer rates of the faster 802.11 compliant network devices.

Antenna Selection: To set the antenna for transmitting data. The default setting is
Diversity Antenna, which is better for reception.

SSID Broadcast: While SSID Broadcast is enabled, all wireless clients will be able
to communicate with the Access Point. For security purpose, you may want to
disable SSID Broadcast to alow only those wireless clients with the AP's SSID to
communicate with the Access Point.

18



Security

This page is where you configure the security features supported by this Access Point.

3 status - Microsoft Internet Explorer

Flle Edit ‘Wiew Favorites Toaols Help #

Qe - © - ¥ B & por= 57 Favories @ vedia 7 =2 Dﬁ

aeldress [ @] httpeif192.168 1. securly bt

22 Mbps >

| Status | Basic Setting | IP Setting | Advanced Setting |

Ap Password New:

[ Apply ][ Canceal ][He\p ]

MAC Filter O Enabled & Disabled ‘»
) Only deny PCs with MAC listed below to access device
@ only allow PCs with MAC listed below to access device
wact []-J-CJ-CJ-C -]
wacz [ |- - J-[J-[J-[]
waca []-[-[J-CJ-C0-[]
wacs - J-[J-[J-J-[]

48 Internet

Password:

Allows you to change the new login password. Here are the necessary steps:
1. Enter the new password in the “AP Password New:” field.

2. Enter the new password again in the “Confirm” field.

3. Click “Apply”

I Note: The wireless clients will not be able to recognize the Access Point using Site

Survey utilities, such as zero configuration utility provided in Windows XP.

19



N

@O Enabled @ Disabled

© orly deny PCs with MAC listed below to access device
® Only allow PCs with MAC listed below to access device

wor [

S s e Y e S P

waco [ o[-

S B e e S M

wacs |-l

waos [ ([

e Y P e M e S

waco [ o[ o[-l L]

e B e e S M

macio |10 [ [l ]

[(Apply | [ Cancel | [ Help |

MAC Filter
MAC Filter function controls the MAC of the netwak devices that are listed in this
table for access authorization or denial. When MAC Filter is enabled, by selecting the
“Enabled’ radio box, select one of two choices:

»  Only deny PCs with MAC listed below to access device, or

» Only alow PCswith MAC listed below to access device

MAC Filter O Enabled ©® Disabled
& Only deny PCs with MAC listed below to access dewice

@ only allow PCs with MAC listed below to access device

UL
OO OO
UL
Jnoooonooan

!
OO I

Apply H Cancel H Help ]

20



The maximum number of MAC addresses that can be stored in Access Pint is50. You

can browse through the MAC address saved by selecting the drop-down box.

23 http://192.168.1.1/security.cgi - Microsoft Internet Explorer,

For any changes made in the security pagg, click “Apply’ for the changes to be

File Edit  View Favorites

@ Back -

Tools  Help

\J \ﬂ @ }J /:jSearch

‘-Sn\? Farvarites @Medla @

»\5_—,}

Address |@ httpiff192,168.1,1/security. cai

v| Go  Links

Save sethings succeed

Back

& Internst

effective. When the above page will appear. Click “Back” to go back to the previous

page.
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Tools

Three functions are provided in this page, Backup/Restore Settings, Restore default
settings and Firmware Upgrade.

3 tools - Microsoft Internet Explorer

Flle Edit ‘Wiew Favorites Toaols  Help :ﬂ'
Qo - () %] [E] (0 D merch Slpraries @reda € (- L
aeldress [ @] hetpii[192.168. 1, jtools bt D= B

| Status | Basic Setting | IP Setting | Advanced Setting | Security | 802.1x |

Backup Settings

Restore Settings

|[ Browse..

Restore to default settings| Default

Firmware Upgrade ‘ |[ Browse

| &1 B Tnternet

Backup Settings:
Click on “Backup” button, which will open a FileSave Diaog box, where you get to
save dl the current settings and configurations to afile.

Restore Settings:

Click onthe “Browse” button to open a FileOpen Dialog box, where you get to select
the file, which you save previous settings and configurations, to be opened.

Upon selecting the saved file, click “Restore” and complete the restore process when
the Access Point re-operates after it restarts.

Restoreto default settings:

Click on “Default” button to restore the Access Point back to it's manufacture default
Settings.

22



Firmwar e Upgrade:

Click onthe “Browse” button to open a FileOpen Diaog box, where you get to select
the firmware file, which you download from the web for the latest version.

Upon selecting the firmware file, click “Upgrade” and complete the firmware
upgrade process when the Access Point re-operates after it restarts.

23



USING AP 22M UTILITY FOR MANAGEMENT

Installing AP 22M Utility

The AP 22M Utility is a program that runs on your PC, which offers easy
management for al existing 22Mbps Access Points in the same network domain.
Please follow the steps below for installation and refer to “Manage and Configure AP
with AP 22M Utility” session Access point configuration

INote: The installation demonstrated is based on Windows X P operating system. The
other Windows operation system will have very similar installation.

1. Turnonyour PC

2. After Windows starts up, insert the 22Mbps A ccess Point Product CD into the CD
tray of the CD-ROM

3. Thefollowing screen would appear.

r LevelOne 22Mbps WLAN Installation

Install  Uninstall ~ User Manual ~ CD Contents

WAP-0002

WPC-0200

WNC-0200

24



4. Select menu option, “Access Point’, on the left side of screen.

r LevelOne 22Mbps WLAN Installation

Install  Uninstall ~ User Manual  CD Contents

WAP-0002

WPC-0200

WNC-0200

5. Click “Ingtall” on the menu bar to proceed with 22M APinstallation

Install  Uninstall ~ User Manual  CD Contents

WAP-0002

WPC-0200

WNC-0200

25



6. The22M AP Utility loads the Install wizard for installation.

Click “Next” to start
installation.

Click “Next” to
ingtal in default
folder or Click
“Browse” to ingall
in a different folder.

InstallShield Wizard

220 AP Utility Setup iz preparing the InstallShigld® ‘wizard,
i+ which will guide you through the rest of the zetup process. Pleaze
wait,

ENENRNNNENEEN Cancel

InstallShield Wizard X

Welcome to the InstallShield Wizard for 22M AP
- Utility

The InstallS hield® wizard will install 22k AP Utility on gour
computer. To continue, click Next.

m Cancel |

InstallShield Wizard

Choose Destination Location
Select falder where Setup will install files.

Setup will install 220 AP Utility in the following folder.

To install ta this folder, click Mexst. Toinstall to a different folder, click Browse and select
another folder,

[ estination Folder

C:\Program Filesh22h AP Ltility Browse...

<Bacm Cancel |

\—Z
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Installation wizard copies the utility program filesin your PC.

InstallShield Wizard
Setup Status

220 AP Utility Setup iz performing the requested operations.

025

Cancel

7. Click “Finish” to completethe installation.

InstallShield Wizard

InstallS hield Wizard Complete
]

Setup haz finizhed instaling 22k AP Ublity on wour computer.

S
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8. The 22M AP Utility icon would then appear on your desktop for easy access.

Manage and Configure AP with AP 22M Utility

The AP 22M Utility can be useful in away that alows you to configure one AP to
another to save the trouble of logging into the web configuration utility of each AP.
However, all the Access Points that you wish to configure using AP 22M Utility must
be in the same network domain as your PCs

Y ou may aso check the existence with the Access Point by pinging the IP of the
Access Point, for example, 192.168.1.1, in the command prompt window.

AWINNT\System32\command.com

Microsof t (R> Windows DOS
{C)Copyright Microszoft Corp 1998-20001 .

C:“\DOCUME™~1~ADMINI"1>ping 192.168.1.1

Pinging 192.168.1.1 with 32 bytes of data:

Reply from 192.168.1.1: bytes=32 time=1ims ITL=38
192.168.1.1: bytes=32 time{ims TTL=30

192.168.1.1: hytes=32 time<ims TTL=30
Reply from 192.168.1.1: bhytes=32 time<ims TTL=38

Ping statistics for 192.168.1.1:

Packets: S8ent = 4, Received = 4, Lost = B (Bx loss>,
Approximate round trip times in milli-seconds:

Minimum = Bms, Maximum = 1ms, Average = Bms

C:S\DOCUME™1~ADMINI™1 >
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Link Information

This is the default page when AP 22M Utility starts up.

@ Wireless AP 22M Utility A=1.3
. . Status 1
Link Information
AP Marme o APD4ZASTC
AP Settings
ESSID C APD42AAC
IP Settings
IP Address 192.168.1 .1

WEP Settings
Mac Address

Domain

Channel

00-03-2F-04-24-5C

FCC

. B WEF Security

Dizable

Available AP

AP Mame
APD42450

Mac Address

00-03-2F-04-24-50C

APD4Z45M0

Copyright 2002
Wireless Access Point Configuration Lility
wersion 1.1e

Apply Refresh

Close

e Status — displays the basic settings of the selected Access Point.

o Available AP - lists all the 22mpbs Access Point of the same network domain
detected on the network. You can select a particular Access Point from the list
to view and change its configuration.
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AP Setting

Thisis the page that alows you to change the settings of the Access Point.

I8 Wireless AP 22M Utility

Link |I|fﬂllll-'ltiﬂI|°Basm Settings
ESSID APO4245C

AP Settings
Channel 5 -

IP Settings AP Narme |AF'E|42450

WEP Settings o-l'ulode Setting
¢ Access Paint

" Access Point Client |
" Yyireless Bridge

" Multiple Bridge e Advanced Setting

—Available AP

AP Mame Mac Address S5ID Wep
APD42450C 00-03-2F-04-24-5C (APD4249 Mo
Siuu 3
Copyright 2002
:-"“grr:iloersu? ﬁ\:cess Pairt Configuration Liilitsy Apply - —. Close

O Basic Settings— allows you to enter the new values for ESSID, Channel and AP

Name of the Access Point.

o Mode Settings — alows you to change the operating mode of the Access Point.

There are 4 modes that you can choose: (1) Access Point, (2) Access Point
Client, (3) Wireless Bridge and (4) Multiple Bridge. Please refer to Appendix
C, Glossary for the functionalities and definitions of these operating modes.

e Advanced Settings — recommended for advanced users who are familiar with
wireless networks, and it’s where you set additional parameters and settings of
the AccessPoint. Please refer to Appendix C, Glossary for the definitions of
these values and function.

For any changes made to be effective, click “Apply’ button
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/€ Login Management IZH@[E

The utility program will now prompt you
for user name and password as part of

—Login
the login and security protection to make Userlamme
sure you have the right authorization. |

Passward
|

Ok | Cancel |

B Login Management =9
Enter “UserName”
and “Password’ far —Login
the Access Point UserMame
|admin
Click “OK” button Password
1

0K Cancel

INote: The default username is “admin” and the default password is also “admin”.

The Access Point @ Wireless AP 22M Utility A=l
restartsitself, and —Status
. Link Information
the screen will o AP Name  : APO42450
. ettings
switch back to . .  AREAE]
startup page — Link IP Settings
. IP Add c192.168.1.1
Information fese
WEP Settings
Mac Address ; 00-03-2F-04-24-5C
Domain . FCC
Channel . B WEF Security @ Disable
—Available AP
AP Mame Mar Address s3I0 ET]
00-03-2F-04-24-5C | AREAST (MO
& b
Copyright 2002
:-"“n;ﬁrr:iloeﬁﬁ ﬁ\gcess Point Configuration Liility f’-\pply Refresh Cloze




IP Setting

This is the page where you configure the I P settings for the Access Point.

>f3“ Fixed IP Address)]HCF' Client

—IP Address Setting

00-03-2F-04-24-5C [AREAST |Mao

IP Address 2 jes fi AL
fetMask [255  [gs  f255 o
Gateway |D ) |D ) |D . |D
—Available AP
AP Mame Mac Address 5510 Wep

I

Sdect “Fixed IP & Wireless AP 22M Utility
Address” and enter
the I P address of the Link Information
Access Point and AP Settings
Gatenay. IP Settings
WEP Settings

% &t “ D H C P
Client” if thereisa
DHCP sarver
assigning |P L7
addresses on the
network.

Please also refer to

Appendix B to learn

Copryright 2002

more about Network
and | P address.

Click “Apply” button for any changes made to be effective.

Wireless Access Point Configuration Liility

wersion 1.1e

Apply | Refresh |

Close ‘

The utility program will

prompt you for user name ard password for security protection.
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WEP Setting

Thisis the page that allows you to configure the WEP settings for the Access Point.

Enable WEP Key
security by clicking
“Data Encryption’

& Wireless AP 22M Utility

FoX

LCIITR AT OTTRTAneeaT >,_ Data Enl:ryptlcln
Auth. Mode [Auto Switch -
AP Settings J
—WEFP Key Setting
IP Settings ol i
WEP Settings . | | =
. |
o |
% |
—Available AP
AP Mame Mac Address SEID Wep
00-03-2F-04-24-5C | AREAST (MO
& >
Copyright 2002
Wireless & Paint Configuration il
Ve:gioegﬁj:cess oint Configuration Liility Refresh | Close ‘

Sdlect the “Auth.
Mode” and the
“Key Length”

I8 Wireless AP 22M Utility

Lo

Link Information

W Data Encryption

Fill at least on of the
4the Web Key
fieldswith Hex or
ASCII values.

———— P> auth. Mode [Anto Switch j
AP SEmmme
- — Ve P=eayniatting
IP Settings & Hex  ASCH == ey Length
b & Key 1 [00_00_00_00_00 |64 bits |

¢ Key 2 [00_00_00_00_00

¢ Key 3 |00_00_00_00_00

¢ Key 4 |00_00_00_00_00

—Available AP

Copyright 2002

wersion 1.1e

Wireless Access Point Configuration Liility

AP Mame Mac Address SEID Wep
00-03-2F-04-24-5C [AREAST |Mo
=l e
Apply Refresh Cloze




APPENDIX A: TROUBLESHOOTING

This chapter provides solutions to frequently encountered problems that can occur
during the installation and operation of the Wireless Access Point. Please read through
the following to solve your problems.

1. Thecomputer connected to the Wireless Access Point through Ethernet
network cannot access the configuration menu.

»  Check that the Ethernet Adapter is working properly. Make sure that the
drivers for the network adapters are instaled properly.

»  Check that the Ethernet cable is connect to the Wireless Access Point
properly, and the Ethernet LED of the Wireless Access Point is ON.

»  Check that the IP address of the computer is in the same IP range and subnet
asthat of the Wireless Access Point. Please refer to the Networking Basis
in APPENDIX B in this manual for more information if necessary.

INote: The default IP Address of the Wireless Access Point is 192.168.1.1. All the
computers on the network must have a unique IP address in the same range, e.g.,
192.168.1.xxx, and they must al have the same subnet mask, e.g., 255.255.255.0.

»  Check the connection of computer and Wireless Access Point by doing a
simple Ping test.

» Go to Start>Run>Type “command’ > Type “ping 192.168.1.1". A successful
ping will show responses from the Wireless Access Point.

ot CAWINNT\System32\command.com

Microsof t{(R> Windows DOS
(Cr>Copyright Microsoft Corp 1990-2081.

C:\DOCUME™1~ADMINI 1 >ping 192.168.1.1
FPinging 192.168.1.1 with 32 bhytes of data:

Reply from 192.168.1.1: hytes=32 time=1ms TIL=38
Reply from 192 _168.1.1: bytes=32 timedims TTL=38
Reply from 192.168.1.1: hytes=32 time<ims TIL=38
Reply from 192 _168.1.1: bhytes=32 time<ims TTL=38

Ping statistics for 192_168.1.1:

Packets: Sent = 4. Received = 4. Lost = @ (B2 loss>.
fpproximate round trip times in milli-seconds:

Minimum = Bmz, Maximum = 1ims. Average = Bms

C=\DOCUME™1~ADMINI ~1>




2. Thewirédessclientscannot accessthe network in theinfrastructure mode.

»  Check that the wireless network device is being installed and working

properly.

Goto “Start” >
Right mouse click
on “My Computer”
> “Properties’

Goto “Hardware”

f Internet
Internat Explarer
ﬁr‘- E-mail

2 Qutlook Express

-
ASLISUpdate ¥3,26.03

v MSh Explorer

® Windows Media Plaver
"n

@ Windows Movie Maker
'.@ Tour Windows =P

= Files and Settings Transfer
Wizard

All Programs p

System Properties

‘ |'| '_ ;| Administrator

I_‘b My Recent Documents #

_f} My Pictures

J My Music

_;_} My Documents

'..- © My Computel Open

Explore
B’ Contral Panel Search...
Manage
(= Printers and Fa Map Nstwark Drive...
. Disconnect Metwork Drive. .
Help and Suppe
@) v Show on Desktop

Rename

Suystern Restore ||

Automatic Updates ||

Remote

General |

Computer Mame

Hardware || Advanced

Swyaten:

Microzaft Windows XP
Professional
Version 2002

Regiztered to;

TinGin

55274-337-5433834-22933

Computer:

|ntel Celeron processor
701 MHz
112 MB of Rk

(1]9

l [ Cancel Apply
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Goto “Device
Manager”

Right mouse click
on the network
adapter which you
connect RJ45 cable
with.

System Properties

| System Restore || Automatic | pdates Remate

Add Hardweare wizard
% The Add Hardware “Wizard helps you install hardware.

Add Hardware Wizard

Device Manager

The Device Manager lists all the hardware devices installed
on vour computer, Uge the Device Manager to change the
properties of any device.

| General || Computer Mame | Hardware Advanced

Hardware Profiles

Hardware profiles provide a way for pou to set up and store
different hardware configurations.

l Hardware Profiles ]

e —

| DiiverSigning  f——DeviceManager | —

Ok ][ Cancel ]

£ Device Manager

File  Action ‘Wiew Help

mEES 2 A =sRa

EEX

== rm
+- iy Computer
+) age Disk drives
¥ § Display adapters
+Uok DVDICD-ROM drives
+ Floppy disk contrallers
+ 5 Floppy disk drives
+-{=% IDE ATAMATAPT controllers
+-z Keyboards
+-1") Mice and other pointing devices
¥ § Monitars

- 20| ink DFE-S CIF.
HE 5iS 900 PCI Fast Etharne

+- 5 Porks (COM &LPT)

+ ﬂ Processors

+-%), Sound, video and game contrallers

+- b System devices
+ Universal Serial Bus controllers

st Ethernet Adapter (r
Bdapter
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Goto “Properties’

£ Device Manager

File  Action ‘Wiew Help

mES 2 A =R

Bss]

2]

=N

 Computer

“go Disk drives

§ Displary adapters

2L DVD/CD-ROM drives

{2 Floppy disk contrallers

5 Floppy disk drives

(= IDE ATAJATAPT contrallers

“z Keyboards

"y Mice and other pointing devices

% Monitors

—|-E8 Metwork adapters
- D-Link DFE:
& 5i5 900 PCI Fast Ethernet Adapter

+- 5 Ports (COM & LPT)

+ ﬂ Processars

+-8), sound, video and game cortrollers

+)- b System devices
+ Universal Serial Bus controllers

I 0 e O o R R

I Fast Ethernaabee

Update Driver...
Disable
Uninstall

Properties

Opens property sheet For the current selection.

Check and make
sure that the
network adapter is
working properly

D-Link DEE-530TX PCI Fast Ethernet Adapter (rev.B) ... |

General |Advanced Driver | Resources | Power Management

#2

Dewvice type:
tanufacturer:

Location:

Device status

D-Link DFE-R30Tx PCI Fast Ethernet Adapter [rev B)

Metwork adapters
D-Link
PCI Slot 1 [PCI bus 0, device 13, function 0]

< hiz device is wnrking@
——

skart the troubleshooter,

If wou are having problems with this device, click Troubleshoot ta

Device uzage:

Troublezhoat... I

|Jse thiz device [enable]

Qg ][ Cancel ]
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3. Resetting the Wireless Access Point to Factory Default Setting.
Y ou may choose to Reset the Wireless Access Point by doing the following:
»  Locate the Reset button on the back of the Wireless Access Point
» Useapaper clip to press the Reset button
» Hold the reset button for at least 5 seconds before you release
»  Wait till the Wireless Access Point reboots itself (it may take afew
minutes), thenthe configuration will be set back to factory default values.

4. What arethe operation modes supported by the Wir eless Access Point?
The Wireless Access Point supports 4 operation modes:
- Access Point:
Forms awireless network and works as a bridge to communicate with
Ethernet LAN network.
- APClient:
Acts as an wireless client which allows the computers that are connected to
the AP to communicatewith other wireless clients.
- Point-to-Point Bridge:
Connects two independent Ethernet LAN networks or computers wirelessly.
- Multi-point Bridge:
Connects more than two independent Ethernet LAN networks or computers
wirelessly.

5. What isthe difference between 22M bps and 11M bpswir eless products?

What'’s the benefit of L evelOne WAP-0002?
The 22Mbps is made possible by the new modulation method called PBCC

developed by TI, which is different from the current CCK modulation method
for 11Mbps. The LevelOne WAP-0002 offers double data rate than that of
11Mbps with 20% more distance coverage. The 22Mbps wireless products also
operate in the 2.4GHz I1SM band and they are backward compatible with
11Mbps wireless products.

6. What isRoaming?
Roaming is the ability of portable computers, e.g., Packet PC and notebook, to
have consistent and continuous data transmission/reception throughout an area
covered by more than one Wireless Access Point. In order to achieve seamless
connectivity, all the wireless clients and Access Points must be set to use the
same SSID. When a user walked out of the coverage area of one AP into
another, the wireless client network device will automatically reestablish
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10.

connection with the new AP.

What isaMAC Address?

The Media Access Control (MAC) address is a unique number assigned by the
manufacturer to any Ethernet networking devices, e.g. a network adapter, that
alows the network to identify it at the hardware level. Unlike IP addresses,
which can be changed or dynamically assigned by the network, the MAC
address of a networking device is permanent.

What isWEP?

Wired Equivalent Privacy (WEP) is atype of data encryption mechanism
described in the IEEE 802.11 standard. The LevelOne WAP-0002 supports
64/128/256 bit shared key for WEP.

Would theinformation be transmitted securely in the air ?

WLAN offers two layers of protection for security. First layer is on the hardware
level. Aswith Direct Sequence Spread Spectrum (DSSS) technology, it has the
inherent security feature of scrambling. Second of all, on the software level, the
security control is made possible by Wired Equivalent Privacy (WEP) for access
control.

What is|SM band?
The FCC and their counterparts outside of the U.S. have set aside bandwidth for
unlicensed use in the ISM (Industrial, Scientific and Medical) band. The 2.4GHz
unlicensed ISM band is available worldwide, which presents the opportunity for
the global market of 802.11b high speed wireless products.
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APPENDIX B: NETWORKING BASIS

This chapter will help you learn the basics of home networking.

Using the Windows XP Network Setup Wizard

Goto Start menu > Network Setup Wizand

Control Panel> Welcome to the Network Setup
Networ k Connections % Wizard

Thiz wizard will help you set up thiz computer o rn on your
network. "With a network, you can;

In the menu on the left
side of the window,
select “Set up a home
or small office

network ”

* Share an Internet connection

+ Set up Internet Connection Firewall
+ Share files and folders

+ Share a printer

Click “Next” to
procced

To continue, click Mest.

[ Mewt> [) Cancel ]

Click “Next” to Network Setup Wizand
continue Before you continue...

Before you continue, review the thecklst for creating a network.

Then, complete the following steps:

+ Install the netwark cards, modems, and cables.
+ Turn on all computers, printers, and extemal modems.
+ Connect to the [ntemet.

When you click Mest, the wizard will search for & shared Intemnet connection on your network,

[ <Eac|<( H Mewt » l Cancel
Zz

N
_—




Sdlect the option Network Setup Wizard

that best describes Select a connection method. %
how you connect

your computer to the
Internet.

Select the ztatement that best describes thiz computer:

() This computer connects directly to the Internet. The ather computers on my network connect
ta the Internet throuagh this computer.

. Yiew an example.

In the case of using

(5)iThis computer connects ta the Intemet through another computer on my netwark or through

router in the i regidential gateway,
Wiew an example.
network, choose the
. () Other
second option.
Click “Next” to Learn more about home or zmall office network configurations.
continue. o
< Back (” Mest > ] D Cahcel
\ /
1. Enter a short Network Setup Wizard
deg:ription for your Give this computer a descrnption and name. %
computer.

2. Enter aname for
your computer to be

Computer description: ‘#’-‘«HE.& 51 STATION Mo. B |

Examples: Family Room Computer or Monica's Computer

recognize d among Computer narme: ‘.-’-‘«LIENT |
the network. Exarnples: FAMILY or FOMICA

3. Click “Next” to The current computer name iz M.

continue.

Learn more about computer names and descriptions.

< Back g MHext > >[ Cancel
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Enter “Workgroup
name” for your
home network.
Click “Next” to
continue”

Click “Next” and
wait for thewizard
to apply the settings.

Metwork Setup Wizard
Mame your network. %

Marme paur netwark, by specifying a workgroup name below. All computers on your network,
should have the zame workgroup name.

‘Wworkgraup name: AREART
Examples: HOME or OFFICE

< Back < MHest > >[ Cancel

Network Setup Wizard
Ready to apply network zettings... %

The wizard will apply the following settings. This process may take a few minutes bo complete
and cannot be interrupted.

Settings:
|ntermet connection settings: ~

Caonnecting through anather device or computer.

Metwork, gettings:

Computer description; AREA ST STATION Mo, B
Camputer name: ALIENT
Workgroup name: AREADT

To apply these settings, click Mest.

< Back g MHext > >[ Cancel
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Y ou may cregte a
network setup disk
whichsaves you the
trouble of having to
configure every PCs
inyour network.

Select the first
choice, and insert a
floppy disk into
your disk drive

Click “Next” to
continue.

Nebtwork Setup Wizard
Please wait._. %

Pleasze wait while the wizard configures this computer far home or zmall office netwarking. This
process may take a few minutes.

== = i
I'g :l-"g Lo -

Network Setup Wizard
You're almost done... %

®  Youneed to rwn the Metwork Setup 'wizard once on each of the computers on your
“5) netwark. To mn the wizard on compubers that are nat minning Windows =P, gou can use
the Windows P CD or a Metwork Setup Disk.

What do you want to da?

(=)iCreate a Netwark Setup Diski

() Use the Metwark, Setup Disk | already have
(1 Usze my wWindows <P CD

) Just finish the wizard; | don't need ta run the wizard on ather computers




Click “Format
Disk” if you wish to
format the disk.

Click “Next” to

copy the necessary
filesto the disk.

Hetwork Setup Wizand
Insert the disk you want to use. %

Inzert a dizk the inta the following dizk drive, and then click Nest.

3% Floppy [&:]

o format the digk, click Format Disk.

Farrmat Dizk,

Click “Next” to
continue with the
Network Setup
Wizard

Copying... r§|

A -~

Please wait while the wizard copies files, .,

( ) Cancel

Network Setup Wizard
To run the wizard with the Network Setup Disk._ .. %

i Complete the wizard and restart this computer. Then, use the Metwork Setup Disk to un
\\) the Metwark, Setup YWizard once o each of the ather computers on your network.,

Here's how:

1. Inzert the Hetwork, Setup Digk into the nest computer you want to network,
2. Open My Computer and then open the Metwork, Setup Dizgk,
3. Double-click "netzetup."

< Back




INote: Now you may use the Network Setup Disk you just created in any PCsin your
network that you wish to setup. Simply insert the Network Setup Disk into the disk
drive of a PC, and open to browse the content of the disk with “My Computer” or
“Windows File Manager”. Double-click and run the file “netsetup” for the program

to handle the rest.

Click “Finish’ to
complete the
Network Setup
Wizard.

Metwork Setup Wizard

Completing the Network Setup

% Wizard
You have successfully set up this computer for home or zmall

office netwarking.

Far help with home or small office networking, see the
following topics in Help and Support Center:

+ Using the Shared D ocuments folder

= Ghanng flex and folders

To see other computers on your network, click Start, and then
click by Network Places.

To cloze thiz wizard, click Finish,

| <Back (]| Finish

System will now
have to restart in
order for the new
settings to be
effective.

Click “Yes” to
restart the computer

System Settings Change

b ] ‘fou must restart wour computer before the news settings will take effect.

[ wou wank ko restart your computer now?




Checking I P Addressof Your Computer In Windows XP

Sometimes you will need to know the IP address of the computer that you are using.
For example, when you want to make sure that your computer is in the same network
domain as that of your Access Point for you can configure and access the AP.

Goto Start menu > Run @@
Run > type
o . — == Type the name of a program, Folder, documnent, or
command ' Inkernet resource, and Windows will open it For wou,
e Open: e
Click “OK

(] O } Cancel ][ Browwse, .,

When the command prompt window appears, type command “ipconfig/all” and press
Enter. This command will display the IP addresses of al the network adapters in
your computer.

o+ Command Prompt

F:~Documents and Settingsxlab4>ipconfig ~all
Windows IP Configuration

Host Mame
Primary Dns Suffix
Node Type
IP Routing Enahbled
WINS Proxy Enabled

Ethernet adapter Wirelezs Metwork Connection:
Connection—specific DHS Suffix

Description : D-Link Air DWL-658 Wireless Cardbhus
Adapter

Physical fAddress. . . . . . . . . - BA-B6-25-53-85-31
Dhcp Enabled. . : Mo

IP Address. . . - 192.168.8.23
Subnet Mask . . . H
Default Gateway
DNS EBervers

192.152.81.1

F:“Documents and Settings:lahd4>

In this case, the |P address of your network adapter is 192.168.0.23, which means
your Access Point must have an | P address of 192.1680.xxx in order for you to be
able to accessiit.

If the IP address is assigned by DHCP server on the network, there are chances you

might have to release the IP and acquire it from DHCP server again. Here is how
you do it.
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Goto Start menu > Run @E}
Run > type

= Type the name of a program, folder, document, ar

“command” 3 Internet resource, and \Windows will open it for you,
o S 3
Click “OK

<] Ik 2 Cancel ][ Browse, .,

Type command, “ipconfig /renew” in the command prompt window and press Enter.
This command rel eases the current |P address and acquire it from the network, i.e.
DHCP server, once more.

ommand Prompt jﬂﬂ_ﬂ

Microsoft Windows XP [Uersion 5.1.268681]
¢G> Copyright 1985-2881 Microsoft Corp.

F:“Documents and Settingsslab4>ipconfig ~renew_

Adapter
Physical Address. . . - . - « - . = BB-B6—25-53-85-31
: N

Dhcp Enabled o
EP:Addyesss il miamianmnmimrnmrminir =198t i me 23
Subnet Mask : 255.255.255.8
Default Gateway : 192.168.8.1
DNS Servers : 18.18.108.44
192.152_81 .1

In this case, the |P address that we acquired is the same as previous one, 192.
168.0.23. However, it's often that the acquired |P address of the network adapter
might would not be the same.

Note: To renew IP under Windows 98 and Windows ME, you will have to go to the
Start menu > Run > type winipcfg and click “OK”. The Windows IP Configuration
Menu window would appear, where you first click “releasé’ button to release the
current |P address, followed by clicking of “Renew” to acquire a new IP address from
network.

If the above methods for IP renew fail, you will have to try and restart the computer,
which will reinitializes the network adapter settings during startup including renewing
IP address. If you still have problems getting an |P address after computer restarts,
you will have to consult with your MIS in your office or call computer and network
technicians.
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Dynamic|P AddressV.S. Static | P Address

By definition Dynamic | P addresses are the | P addresses that are being automatically
assigned to a network device on the network. These Dynamically assigned IP
addresseswill expire and may be changed over time.

Static |P addresses are the | P addresses that users manually enter for each of the
network adapters.

Go to Start menu > Control
Panel > Network
Connections > Right-click on

% Network Connections |Z| |E|E|
File Edit ‘iew Fawvorites Tools  Advanced Help .".',.

@Back @ \_) lj: /_\-'Search 0= Folders v

Address 6__, Network Connections V| [es]
#| LAN or High-Speed Internet

the active L ocal Area

connection > Sdlect Metwork Tasks
Tresle 8 mE - Local &rea Connection 2
‘ [ , = : Disabled
Properties connection _‘—/:r_'n D-Link DFE-530T% PCI Fast Et...

ﬂ Set up a home or small
" office netwark

'ﬂ; Disable this network, Disable

device (l: -5 500 PR
% Repair this connection )
Repair

Iim Renarne this connection

& Wiew status of this
conneckion

EBridge Connections

Create Shortout

Change settings of this
conneckion

Rename

Other Places

[ contral Panel
3y Metwork Places B

My Documents
d [y Computer

»

Details

INote: There might be two or more Local Area Connection to choose from. Y ou must
select the one that you will use to connect to the network.



The Loca AreaConnection - Local Area Connection Properties
Properties would appear. General '| Authertication | Advanced

Connect uzing:
Select “Internet Protocol BE Si5 900 PO Fast Ethemet Adapter

(TCPAP)” and Click
“Properties’ to continue.

Thiz connection uses the following items:

glilient for Microsoft Metwarks
i = hadig for Microsoft Metworks
ol [TCPAF) B

= |rternet Prato

A
Ingtall... Froperties 3
Dezcription

Tranzmizzion Contral Protocol/Internet Pratocol. The default
wide area netwark, protocol that provides communication
acrozs diverze interconnected networks.

Show icon in notification area when connected

(] ] ’ Cancel

Dynamically Assigned | P Address

Internet Protocol (TCPSIP) Properties

The TCP/IP Properties window
appears.

General | Alternate Configuration

rou can get [P settings azzigned automatically if your network, supports
thiz capability. Otherwize, you need to ask vour network, administrator for
the appropriate P zettings.

Sdlect “Obtain an | P address

automatically’ if you are on a »dé; Obtain an IP address automatically >

DHCP enabled network. | |
| |

Click “OK ™ to close the window | |
with the changes made

=) Obtain DNS server address automatically
{3 Use the follawing DMS server addresses:

‘ (]S ’ Cancel

—
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Static |P Address

Sdect “Use the followi nglP Internet Protocol (TCPJIP) Properties
address” General
Enter thel P address and subnet r'ou can get 1P zettings azsigned autormatically if your network. supports
. thiz capability. Otherwize, you need to ask your network. adminiztrator for
mask fields. the appropriate P settings.
tically
Enter the | P address of the Router™ (%) Use the following IF'al:Id&
in the Default gateway field. IP address: 132 1688 . 1 . 2
Subnet mazk: [PEE 285 . 255 . 0
Enter the IP address of the Router Dl ZRlEnE

in the DNS ser ver field
%) Usze the following DMS server g
Click “Ok™ to close the window Prefened DMS server

Alernate DNS server

ak Cancel
-

Note: The IP address must be within the same range as the wireless route or Access
Point.

Wireess Network in Windows 2000

Goto Start menu > Settings > Local Area Connection 5 Properties i
Network and Dial-up General | Sharng |
Connections > Double-click on Connect using:
the L ocal Area Connection L
LConfigure |
Select “I nternet Protocol Components checked are used by this connection:
(TCP/NIP)” and click Cliert for Microzoft Metworks
“Properties [ = Metwark Load Balancing N

Install... | Wrirstall K Properties }

— D'ezcription

Transmizzion Control Pratocal/internet Protocaol. The default
wide area network pratocol that provides communication
across diverze interconnected nebworks,

[T Show icon in taskbar when connected

Ok Cancel




The TCP/IP Properties window
appears.

Select “Obtain an | P address
automatically’ if you are on a
DHCP enabled network.

Click “OK™ to close the window
with the changes made

Internet Protocol {TCP/IP) Properties

General

“'ou can get [P gettings agzigned automatically if pour network, supports
thiz capability, Othenwize, pou need to azk your network, adminiztrator for
the appropriate P settings.

" Dbtain an |P address aut@

(=545

|F address: I

Subret mazk: I

Default gatewan: |

' Obtain DMS server address automatically

—{ Use the fallowing DMG server addresses;

Erefermed DHE senven I

glternate NS serven |

Advanced. . |

Ok ) Cancel |

Select “Usethefollowing I P
address”

Enter the | P address and subnet
mask fields.

Enter the IP address of the Router
in the Default gateway field.

Enter the | P address of the Router
in the DNS ser ver field

Click “Ok™ to close the window

Internet Protocol (TCP/IF) Properties

General I

You can get 1P settings assigned automatically if your network, supparts
thiz capability. Othenwize, you need to azk your network adminiztrator for
the appropriate [P zethngs.

Mﬂlw
= Use the following IP address:

21x]

IF address: | 192 168 . 0 . 51
Subnet mazk: I 2R 25RO 25RO
Default gateway: |

7 [btain DNE serwver address automatically

—1% Use the following DNS server agrmes

[ 192 .152. 81 . 1

Preferred DMS zerver

Alternate DMS server: I

Advanced... |

T

Cancel |
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Wireess Networ k In Windows 98 and Windows M E

- CrT— I
Go to Start menu > Settings > : x|
Control Panel > Double-click on Configuratian | Identificatiunl BoCess Enntru:ull

Networ k The fallowing network, components are installed:

Select TCP/IP of the network
device

N TCPAP -» DialUp Adapter -
4| | »

Click “Properties’ to continue

Add. | Remove

Primary Metwork, Logaon:
Client for Microzoft Metwork.s j

File and Print Sharing... |

Dezcription

TCP/IP iz the protocol you uze to connect to the Internet and
wide-area networks,

P
< ]4 i > Cancel |

o TCF/IP Properties " 7| x
The TCP/IP Properties window = — x|
appears. Bindingz | Advanced |

DS Configuration | Gateway | WIMS Configurati IP &ddress J)
Sdlect “Obtain an | P address An P address can be automatically assigned o this computer.
. . If wour network, does nat automatically azsign IP addresses, ask

automatically’ if you are on a wour network, administratar for an address, and then type it in

the space below.

DHCP enabled network.

Click “OK” to close the window

—" Specify an |P address:

with the changes made

B &ddress: | i I i |

Subnet i ast: | . H i |

¥ Detect connection to network, media

(] I Cancel
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Sedlect “Usethefollowing I P
address”

Enter thel P address and subnet
mask fields.

Enter the | P address of the Router
in the Default gateway field.

Enter the | P address of the Router
in the DNS ser ver field

Click “Ok™ to close the window

TCPAIP Properhes

f wvanced I
DMS Configuration I Gateway INS Configuidion  IP Address

An P addrezs can be automatically aszigned to thiz computer.
[F waur network, daes nat automatically azzign IF addresses, ask
waur hetwork, adminiztrator for an address, and then type it in
the space below.

A 4

" Obtain an IF address automatically

< —{% Specify an IP address:‘,

IPAddess: | [192.168. 0 . 51 |

Subnet Mask: | [255.255.255. 0 |

v Detect connection o netwark media

Ok Cancel
V%
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APPENDIX C: GLOSSARY

Access Point ? An internetworking device that seamlessly connects wired and
wireless networks.

Ad-Hoc ? An independent wireless LAN network formed by a group of computers,
each with an network adapter.

AP Client — One of the additional AP operating modes offered by 22Mbps Access
Point, which allows the Access Point to act as an Ethernet-to-Wireless Bridge, thus a
LAN or asingle computer station can join awireless ESS network through it.

Authentication Type ? Indication of an authentication algorithm which can be
supported by the Access Point:
1 Open System : Open System authentication is the ssimplest of the available
authentication algorithms. Essentially it is a null authentication algorithm.
Any station that requests authentication with this algorithm may become
authenticated if 802. 11 Authentication Type at the recipient station is set to
Open System authentication.
2 Shared Key : Shared Key authentication supports authentication of stations
as either amember of those who know sa shared secret key or a member of
those who does not.

Backbone ? The core infrastructure of a network, which transports information from
one central location to another where the information is unloaded into a local system.

Bandwidth ? The transmission capacity of a device, which is calculated by how
much data the device can transmit in a fixed amount of time expressed in bits per
second (bps).

BasicRate ? the fixed transmitted and receiving datarate allowed by the AP with
the value 1,2,5.5 11 and 22 Mbps for selection.

Beacon ? A beacon is a packet broadcast by the Access Point to keep the network
synchronized. Included in a beacon are information such as wireless LAN service
area, the AP address, the Broadcast destination addresses, time stamp, Delivery
Traffic Indicator Maps, and the Traffic Indicator Message (TIM).

Bit ? A binary digit, which iseither -0 or -1 for value, is the smallest unit for data.



Bridge ? An internetworking function that incorporates the lowest 2 layers of the
OSI network protocol model.

Browser ? An application program that enables one to read the content and interact
in the World Wide Web or Intranet.

BSS ? BSS stands for “Basic Service Set”. It is an Access Point and all the LAN
PCs that associated with it.

Channel? The bandwidth which wireless Radio operatesis divided into several
segments which we cal them “Channels’. AP and theclient stations that it
associated work in one of the channels.

CSMA/CA ? In loca area networking, this is the CSMA technique that combines
dotted time-divison multiplexing with carrier sense multiple access/collision
detection (CSMA/CD) to avoid having collisions occur a second time. This works
best if the time alocated is short compared to packet length and if the number of
Situations is small.

CSMA/CD ? Carrier Sense Multiple Access/Collision Detection, which is a LAN
access method used in Ethernet. When a device wants to gain access to the network,
it checks to see if the network is quiet (senses the carrier). If it is not, it waits a
random amount of time before retrying. If the network is quiet and two devices
access the line at exactly the same time, their signals collide. When the collision is
detected, they both back off and wait a random amount of time before retrying.

DHCP ? Dynamic Host Configuration Protocol, which is a protocol that lets
network administrators manage and alocate Internet Protocol (IP) addresses in a
network. Every computer has to have an IP address in order to communicate with
each other in a TCP/IP based infrastructure network. Without DHCP, each computer
must be entered in manualy the IP addresss DHCP enables the network
administratorsto assign the IP from a central location and each computer receives an
I P address upon plugged with the Ethernet caldle everywhere on the network

DSSS ? Direct Sequence Spread Spectrum. DSSS generates a redundant bit pattern
for each hit to be transmitted. This bit pattern is called a chip (or chipping code). The
longer the chip, the greater the probability that the original data can be recovered.
Even if one or more hits in the chip are damaged during transmission, statistical
techniques embedded in the radio can recover the original data without the need for
retransmission. To an unintended receiver, DSSS appears as low power wideband
noise and is rejected (ignored) by most narrowband receivers.

Dynamic IP Address ? An IP address that is assigned automatically to a client
station in a TCP/IP network by a DHCP server.

Encryption ? A security method that uses a specific agorithm to ater the data
transmitted, thus prevent others from knowing the information transmitted.
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ESS? ESS stands for “Extended Service Set”. More than one BSS is configured to
become Extended Service Set. LAN mobile users can roam between different BSSsin
an ESS.

ESSID ? The unique identifier that identifies the ESS. In infrastructure
association , the stations use the same ESSID as AP's to get connected.

Ethernet? A popular local area data communications network, originally developed
by Xerox Corp., that accepts transmission from computers and terminals. Ethernet
operates on a 10100 Mbps base transmission rate, using a shielded coaxial cable or
over shielded twisted pair telephone wire.

Fragmentation ? When transmitting a packet over a network medium, sometimes
the packet is broken into severa segments, if the size of packet exceeds that allowed
by the network medium.

Fragmentation Threshold — The Fragmentation Threshold defines the number of
bytes used for the fragmentation boundary for directed messages. The purpose of
"Fragmentation Threshold" is to increase the transfer reliability thru cutting a MAC
Service Data Unit (MSDU) into several MAC Protocol Data Units (MPDU) in smaller
size. The RF transmission can not alow to transmit too big frame size due to the

heavy interference caused by the big size of transmission frame. But if the frame size
istoo small, it will create the overhead during the transmission.

Gateway ? a device that interconnects networks with different, incompatible
communication protocols.

I[EEE ? The Ingtitute of Electrical and Electronics Engineers, which is the largest
technical professional society that promotes the development and application of
electrotechnology and allied sciences for the benefit of humanity, the advancement of
the profession. The IEEE fosters the development of standards that often become
national and international standards.

Infrastructure ? An infrastructure network is a wireless network or other smal
network in which the wireless network devices are made a part of the network through
the Access Point which connects them to the rest of the network.

ISM Band ? The FCC and their counterparts outside of the U.S. have set aside
bandwidth for unlicensed use in the ISM (Industrial, Scientific and Medical) band.
Spectrum in the vicinity of 2.4GHz, in particular, is being made available worldwide.
MAC Address? Media Access Control Address is a unique hex number assigned
by the manufacturer to any Ethernet networking device, such as a network adapter,
that allows the network to identify it at the hardware level.

Multicasting? Sending data to a group of nodes instead of a single destination.

M ultiple Bridge— One of the additional AP operating modes offered by 22Mbps
Access Point, which allows a group of APsthat consists of two or more APsto
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connect two or more Ethernet networks or Ethernet enabled clients together. The
way that multiple bridge setup is based on the topology of Ad-Hoc mode.

Node? A networkjunction or connection point, typically a computer or workstation.
Packet ? A unit of data routed between an origin and a destination in a network.
PLCP ? Physica layer convergence protocol

PPDU ? PLCP protocol data unit

Preamble Type ? During transmission, the PSDU shall be appended to a PLCP
preamble and header to create the PPDU. Two different preambles and headers are
defined as the mandatory supported long preamble and header which interoperates
with the current 1 and 2 Mbit/s DSSS specification as described in IEEE Std
802.11-1999, and an optiona short preamble and header. At the receiver, the PLCP
preamble and header are processed to aid in demodulation and delivery of the PSDU.
The optional short preamble and header is intended for application where maximum
throughput is desired and interoperability with legacy and non-short-preamble capable
equipment is not consideration. That is, it is expected to be used only in networks of
like equipment that can all handle the optional mode. (IEEE 802.11b standard)

PSDU ? PLCP service data unit

Roaming ? A LAN mobile user moves around an ESS and enjoys a continuous
connection to an Infrastructure network.

RTS ? Request To Send. An RS232 signa sent from the transmitting station to
the receiving station requesting permission to transmit.

RTS Threshold ? Transmitters contending for the medium may not be aware of
each other. RTS/CTS mechanism can solve this “Hidden Node Problem”. If the
packet size is smaller than the preset RTS Threshold size, the RTS/CTS mechanism
will NOT be enabled.

SSID ? Service Set Identifier, which is a unique name shared among all clients and

nodes in a wireless network. The SSID must be identical for each clients and nodes
in the wireless network.

Subnet Mask ? The method used for splitting IP networks into a series of
sub-groups, or subnets. The mask is a binary pattern that is matched up with the IP
address to turn part of the host ID address field into a field for subnets.

TCP/IP ? Transmisson Control Protocol/ Internet Protocol. The basc

communication language or protocol of the Internet. It can aso be used as a
communications protocol in a private network, i.e. intranet or internet. When you
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are set up with direct access to the Internet, your computer is provided with a copy of
the TCP/IP program just as every other computer that you may send messages to or
get information from also has a copy of TCP/IP.

Throughput ? The amount of data transferred successfully from one point to
another in a given period of time.

WEP ? Wired Equivalent Privacy (WEP) is an encryption scheme used to protect
wireless data communication. To enable the icon will prevent other stations without
the same WEP key from linking with the AP.

WirelessBridge— One of the additional AP operating modes offeredby 22mpbs
Access Point, which allows a pair of APsto act as the bridge that connects two
Ethernet networks or Ethernet enabled clients together.
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APPENDIX D: TECHNICAL SPECIFICATION

Standard
Data Rate

Emission Type
Data Modulation

RF Frequency

Operating Channel

RF O utput Power
Sensitivity

Security
Antenna Type
Memory

Dimension
Power Consumption

Power Supply

802.11b compliant (wireless)

802.3, 802.3u for LAN

1/2/55/11/22 Mbps

Direct Sequence Spread Spectrum (DSSS)

1 Mbps— BPSK

2 Mbps— QPSK

5.5/ 11 Mbps— CCK

55/11/22 Mbps-PBCC

2400 MHz — 2497 MHz (Japan)

2400 MHz — 2483.5 MHz (North America, Europe)
2446.5 MHz — 2483.5 MHz (France)

11 Channels (North America)

13 Channels (Europe)

14 Channels (Japan)

16 ~ 18 dBm (typical)

22MHz PBCC  -80 dBm (Typicaly @25? +5? )
1IMHz PBCC  -85dBm(Typicdly @25? +5? )
1IMHz CCK - 82dBm (Typicdly @25? +5? )
Wired Equivalent Privacy (WEP) 64 / 128 / 256 bit
Dipole Antennawith Diversity, 2dBi Antenna Gain
SDRAM 8 Mbyte

FLASH 1Mbyte

198 x 150 x 61.5 mm

Operation max. 1.2 A

600mA + 50mA

DC 5 Valt + 5%, AC Adapter AC 100V - 240V
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