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SYSTEMREQUIREMENT
Tc:rfr::g:: & 1200~600 600~480 480~240 240~120 120~0
Intel Core | Intel Core In.’rel intel P4 2.8 | Intel P4 2.8
CPU 2 Quad 2 Duo Pentium D GHz GHz
Q6600 E6400 930
RAM 2 GB 1 GB 1 GB 512 MB 512 MB
Mother- Intel 945, 965 chip or above, Intel Chipset and ASUS Vender
board recommended
Disbla ATi Radeon 2200 , nVIDIA GeForce FX-5200 , Intel 945G /265G
piay or above (ATirecommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard Disk 80 GB or above
oS MS Windows 2000 / XP pro sp2 / 2003/Vista

Parameter definition:
For IP network camera

M: parameter of resolution of camera. 1 Mega-pixel : M=10VGA or D1 resolution : M=5CIF
resolution : M=1
N: FPS of Camera

For analog camera (FCS-8004 capture card) P = 60

S=M*N+P For example: 16 channel system a) 1 camera at 1 Mega-pixel resolution with 10FPS b)
2 cameras at D1 resolution with 15FPS c) 5 cameras at CIF resolution with 30FPS d) 8 cameras
with 2pcs FCS-8004

a) M=10; N=10, $=10*10=100 b) M=5; N=15, $=5*15=75 c) M=1; N=30,

S=1*30=30 d) P=60 S of All Cam.=1*100+2*75+5*30+2*60=520 Therefore, the

Minimum Hardware Requirement is D level.
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INSTALLATION

Install IP camera(s)

Step 1: Set up the IP camera referring to the quick installation guide provided.
Step 2: Check the network between the IP camera and the system.

Step 3: Add the IP camera to the system. See details on later pages.

Install capture card(s)

Stepl: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to the connector in
the same color.

Step 2: Turn on your PC and start Windows.
Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run InstallDrv.exe from the CD-ROM driver/ directory to install the
Capture Card driver.

Step 5: After driver being installed, restart your PC.
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INSTALLATION

The Installation CD contains the software you need to run the complete system. If you are installing the
system on multiple PCs, install the appropriate software for each PC:

o LevelOne Network Camera (AN ]

level

omne

LevelOne -

- Server Application: All functions of IP CamSecure systems including MainConsole, Playback, Remote Live
Viewer, Backup, and Verification Tool.

- Remote Desktop Tool: The tool to access main console and setup configuration remotely.
- PDA Client: Client application in PDA device.
- Smart Phone Client: Client application in smart phone device.

- Related Link: To gather more information, such as User Manual, Installation guide and Hardware
Requirement.

The following section describes the installation of each element of the Intelligent Surveillance System.
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Server Application Installation

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly to start the installation.

=3 LevelOne Network Camera (AN ]

LevelOne
Metwo

Step 2: The setup page should be loaded automatically. If it does not, please select your CD-ROM drive
manually to open the setup page. Click “IP CamSecure” to inifiate the installation.

Step 3: Select the language for installation from the choices below

re

Choose Setup Language

Select the language for the installation fram the choices below..

Chiriege {Simplified) Loy
Chinese [Traditional] [
[ anizh

Efiglish

French [Standard)
German

Greek

Italian

Japanese

FKorean
Fortuguese [Brazilian]
Portuguese [Standard)
Ruszszian

Slovak

Cnanith

|nafall S Hieid

| cBack [ Mews | [ Concel |

Note: if you want to install Farsi or Hebrew, please select English for language.
After installation is finished, run LangPackFAR.exe for Farsi or LangPackHEB.exe for Hebrew from the
language pack folder in CD-ROM directory to install.
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Step 4: Select Next to continue.

‘Welcome to the InstallShield Wizard for IP
CamSecure

The InstallS hield® Wizard will install IP CamSecure on pour
computer. To continue, click Next.

Step 5: Check the option | accept the terms of the license agreement, select Next to continue.
i Eamecure - instalSeid Wizard =

License Agreement

Please read the fullwing license agresment carefuly.

End User License Agreement (EULAT) &

Do net install or use the software until you have read and accepted all of the license
terms. Permission to use the software is conditional upon your agreeing to the license
terms. Instaliation or use of the software by you will be deemed to be acceptance of
ithe license terms. Acceptance will bind you to the ficense terms in a legally enforceable
contract with Digital Data Communications Asia Co: Ltd

= SOFTWARE LICENSE AND LIMITED VARRANTY

This is an agreement between you, the end user, and Digital Data Communications Asia

Co. Lid. ("DDCA). By using this software, you agree to become bound by the terms of
.

o

aceept the terms of the license agreement

) | do nat accept the tems of the license agreement

< Back ] Mext > [ Cancel ]

Step 6: Enter the appropriate information, select Next to continue.
1P ComSecure - InstaliShield Wizard =]
Customer Information \
Flease enter your infarmation.

Plsase snter your nste shd the name of the company for which you work.

User Nams:

John

Compatiy Name:

LevelOne

stallEhisld

<Back || Mews | [ Caneel

Step 7: Choose Complete or Custom setup type
U Camecine - TnstaliSridd Wisard =

Setup Type 1

Select the setup type to install

Please select a setup type.

@ Complete
@ All program features will be installed. (R equires the mast disk space.]

) Custam

Select which program features you want installed. Rrecommended for
advanced users.

shalS kil
hield

< Back ‘E et » 1[ Cancel

-10 -

LevelOne
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[COMPLETE SETUP TYPE

Installs all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [COMPLETE SETUP
requires the most disk space.]

ICUSTOM SETUP TYPE

Allows you to install the system to a preferred directory and select whichever program feature(s) to
install. [Recommended for advanced users]

Check Custom, and then select Next.

Select Change if you wish to modify the installation directory.

Select the feature(s) for setup to install, select Next.

[P Cambecure - InstaliShield Wizard 1P CamSecure - InstallShield Wizard =

Choose Destination Location ‘,ﬂﬁi Select Features ¢ “TH'=
Select folder where setup will instal files. X | A ﬁ =
R - Select the features setup will install. =

Select the features pou want to install, and deselect the features pou da not want to install.

feis Install IP CamSecure to:

u C:Program FilestLevelD neMPCamS ecure Change... Eissoriion
) Playback The main control console of
o LiveView the IP CamS ecure
v Backup
 Veification

220.83 MB of space required on the C drive
2237.00 MB of space available on the C drive

< Back H Mext > ]{ Cancel

< Back ‘[ Next > ]{ Cancel
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Step 8: Select Install to start the installation.

Readp to Install the Program
The wizard is ready ta begin installation

Click Ingtall to begl‘n the installation.

If yau want to review or change any of yaur installation settings, click Back. Click Cancel to exit

the wizard.

Step 9: Select Finish, installation c

cBack |

CamSecy sk,

InstallShield Wizard Complete

The InztalShield Wizard has successfully installed [P
CamSecure. Chick Finish to exit the wizard,

; < Back

-12 -

LevelOne



IP CamSecure

LevelOne

Remote Desktop Tool

Remote Desktop Tool allow user remote to access Main Console System and setup configuration.

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly (LevelOne-Pro-1.xx.x
/RemoteDesktopViewer) to start the installation.

Step 2: Select Remote Deskiop Tool.

Step 3: In the InstallShield Wizard dialog box, click Next to continuous.

Welcome to the InstallShield Wizard for
Remote Desktop Viewer

The InstalS hield Wizard wil install Femate Dieskiop
Wiewer on your computer. To continue, click Next

] Cenesl |

P Camfecnre - InstallShield Wizard

Step 4: Check the opftion | accept the terms of the license agreement. Select Next.
T

License Agreement
Please read the following lisense agresment carefully

End Uiser License Agreemert ("EULA") =

Do not install or wse the software until you have read and accepted all of the licenss
teris. Permission to use the software is condtional upon your agresing to the lisense
terims. Installation or uss of the softvware by you will be desmed to be acceptance of
the license terms. Acceptance wil bind you to the license terms in & legally enforceskle
conlract with comparty.

* SOFTWARE LICENSE AND LIMITED WARRANTY

This is an agresment betwesn you, the end ussr, and company. By using this
softwars, you agres to becoms bound by the terms of this agrsemsnt

L acoept the terms of the licenss agrsemnant Bint

+ 85 Tt ansent e Bims of the lemes aetesmant t

< Back Caneel

Step 5: Enter your information, select Next.

P CamSecure - InstallShield Wizard
Customer Information

Please enter your information

Please enter your name: and the name: of the campany for which you wark.

User Mame:

LCompany Mame:

Test Camputer

< Back Mext = Cancel

13-
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Setup Type

Select the setup type to install

Please select a salup typs;

Al program features will be installed. (Requires the maost disk space.)

) Cugtom

i

Select which program features vou want installed. Recommended far
advanced users.

<Back [ Mew> | [ Cancel

ICOMPLETE SETUP TYPE|

Install all program features into the default directory.

Check Complete, and then select Next. All program features will be installed. [Requires the most
disk space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Select program feature(s) to install.
advanced users]

Check the option Custom, select Next.
Select Change to select folder setup will install files.
Select the features setup will install.

[Recommended for

Remote Desktop Viewer - InstallShield Wizard

Choose Destination Location
Select folder where satup will instal filss.

i i Install Remote Deskiop Viewer to:
C:\Program Files\nion_branded\RmtD skiiswer

[ cBack JI mew> § [ cancel

Step 7: Select Install to start the installation.

Remote Desktop Viewer - InstallShield Wizard

Select Features
Select the festures setup will install.

Select the featues you want o install, and deselsct the features you do not want to install,

Descuption

381 MB of space required on the C drive
336865 MB of space avalable on the C dive

[ cBack J| Mew> ] [ cancel

Remote Desktop Viewer - InstallShield Wizard

Ready to Install the Progiam
The wizard is ready to begin installation:

Click Install to begin the nstallation,

If yiou want to review of change any of your installation settings, click Back. Click Cancel to et

the wizard

[ cBack JI s ] [ cancel

-14-
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Step 8: Select Finish after installing the system completely.

Remote Desktop Viewer - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed Remate
Desktop Viewer. Click Finish to exit the wizard

cgack f Finish | Caneel

-15-
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PDA Client Installation

Step 1: Connect PDA device to the PC.

Step 2: Insert the installation CD, click PDA Client Installation from the CD-ROM directly (LevelOne-Pro-1.xx.x
/PDA_Client) to automatically install the client application in device.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “*Cannot find
ActiveSync, install ActiveSync and run installation again™.

Step 3: Check that the client application is installed completely in PDA device.

ot £ 2:46 ok

PDA Client .CAB was successfully
installed on your device.

If you need more storage space, youl
can remove instaled programs.

16 -
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Smart Phone Client Installation

Step 1: Connect Smart Phone device to the PC.
Step 2: Insert the installation CD, click Smart Phone Client Installation from the CD-ROM directly
(LevelOne-Pro-1.xx.x /SP_Client)to automatically install the client application in device.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannoft find
ActiveSync. Please reinstall ActiveSync and then run this installation again.”

Step 3: Check the client application is installed completely in smart phone device.

Installation XYl
successfully installed on your
device.

If you need maore storage space,
you can remove installed
programs.

-17 -
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iPhone Client Installation
Requirements: Compatible with iPhone, iPod touch, and iPad. Requires iOS 3.0 or later

Main console
Step 1: To see live view on your iPhone, you must enable live streaming service in main console.

1.) Go to network services
Setking

User Account Sefking

B b B

License Manager
SavefLoad Configuration k

Widen Source

Counking Application
@& POS Application
E Lag Yiewer
=]

Backup

[ Metwork Service ]

Help

Abouk MainConsole, .,

2.) Start Live Streaming
Network Service - 192.168.1.25

. in | Black/Wihite List | Performance |

 Live Client Count B Kill [ [ wmar |
Streaming

State 1P Camera Bitrate {Khp=)

Remote
Playback

2GEP —Semice-
Service Server Status: Stopped Btof
L : _
E! ~Options -
Remote Part [ 5150 Default

Dieskto :
i Maxitnum Cannections: 128

W Use Default Weh Server

Central Part: 8080
Managernent
Y ¥ Save Log LiveServer.log B

W Enable Audio

(7o (X coral]

3.) Besides the two points above, please also make sure in stream profiles, the lowest and the minimum
profiles are both Mjpeg. The 1x1 grid layout uses profile Low and the 3x2 uses profile Minimum

18-
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Firoam Profile Ssiting

Camara 1

ﬁ.rrr:rn Profis Forruat
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Crplicns
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o
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LevelOne
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iPhone
Please go to iTunes store (AppStore on iphone) to download Levell iCamSecure
1.) Open AppStore 2.) Search for iCamSecure
L DEEE 2 16:21 9 55% M
‘ I icamsecure I i
FReE >

iTunes Store Terms and Conditions...

Lo -

Contacts Messages Phone Safari Search

9 520 ET

Levelone

Server Address

LevelOne iCamSecure is a totally free app that
enables you to monitor remotely live video camera

through LevelOne IP CamSecure Surveillance Pro 192.168.6.4
Mega Systems. Easily view multiple cameras via
3G or Wi-Fi. Snapshots, touch screen P/T/Z control

and /O device management are also supported. Server Port
Main Features:
1. 6 channels live view display at QCIF resolution 5150
2. Single channel live view display at CIF resalution
3. Snapshots
4. Touch Screen P{T/Z Control Username
5. Supports Preset Point
B. Supports Digital Input/Output
admin
Supported Systems:
Compatible with LevelOne IP CamSecure Pro
Password
O : esee

Search

-20 -
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iPhone Screenshots

Airport

s : ey
Security

" SnapShot

Notes: if use free bundle IP CamSecure software, it only support 1-CH remote live view, if you want to select
different cannel, it must to change the server’s setting.,
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Quick Start

Execute Main Console

LevelOne

Step 1: Go to Start > All Programs > LEVELONE Surveillance System > LEVELONE Main Console to execute Main

Console.

Step 2: Enter your own password into the edit box, enter it again for double confirm and then click on OK.

b DBTool:

2 Loslone
—

Activate IP Camera License(s)

] Backup System
Main Console
 Playback System.
2] Remote Live Viewer
2} Uninstll [P CamiSecurs |

) Dser Marmal

Flease enter user name and password

fladmin

User Mamea:

Password:

X Cancel

Step 1: Open License Manager Tool in Config menu.

Step 2: Select Activate tab, check the PC in On line network environment.

Step 3: Insert the SN, SN file or dongle to activate license.

Step 4: After software license is activated successfully, please restart Main Console.
Note: Please refer page 113 for advanced settings.

i
&t Setting
£ User sccount Setting
[ License Manager
SavefLoad Configuration 4

Counting Application
@& POS application

B Log Viewer

i B Backup

Metwaork Service

Schedule  Guard About ManConsole...

**|P CamSecure Lite is free

bundled with LevelOne IP camera

and Capture Card.

Step2

Step 3

4

<

Lit:nnse Management Tool
Activate |Traﬂsfer|
SN Channel | Product Statug
\ Activate type:
 Enling
" Offling
SM type:
 Input SN I
7 - ot s |
7 Activate from dongle
" Import license filg:

** |P CamSecure professional version is available upon purchase. While using IP CamSecure Pro
Mega v1.20 or later, please input the serial number as a license key to register on internet.
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Install IP camera(s)

Step 1: Setup the IP camera(s) by referring to the user manual provided by the IP camera manufacturer.
Step 2: Make sure you can access this camera through IE browser.

Step 3: Add the IP camera(s) to the system by following the steps below.

Add IP camera(s) .

103
Step 1: Execute MainConsole. & User Account Setting w
License Manager

SavejLoad Configuration St e p 3
i Counting Application

POS Application

Log Wiewer

Step 2: Type in user name and password and log in fo the system.

Backup

Step 3: In Main Console, go to Config and select Setting to obtain the
SeTTlng pOne| MNetwork Service

Schedule  Guard About MainConsale..,

Step 4: Go to Camera tab. 2 A lA
Search IP Cameras
Nofte: If the IP camera supports UPnP, follow step 5. Otherwise, follow
STep 8. g‘léz,'mg.l.m VL:::;m ges‘qn zx\j@mmﬂs 8
Dl oo D he ‘
[0192.168.1.97 Levelone WCS-2010 00-11-6B-80-44-F1 i
Step 5: Click on Search o find out the IP cameras at this local area Dibiwi Lo fSon  wiewsm |

[J192.168.1.93 Levelone FCS-3000 00-11-68-80-3A-05
. 00-11-68-8047-01

Levelone FCS-1040
Levelone WCs-2030

network (LAN). e
Note: Search function only available when the IP cameras g 2R

- IP Gamera Option

SU p pOI’T U Pn P . CameraName: [LevelOne FCS-5011(192.188.1.131)
User Name:
Password:

Step é: Select one of the IP cameras that are available and enter the
username and password. 7o

Step 7: Click OK to add the camera. Step 4

Step 8: Click Insert to insert the IP cameras.

Step 9: Enter the IP address or domain name (check the Use DNS
option), Http Port, Username, and Password.

Step 10: Select Auto Detect.

Step 11: Select OK to add the camera.

Step 12: Select OK to exit.

Metwark

Marre ||—
Step 9 /_) IP Address: ™ Use DNS

AN .
> Hitp Port: a0
User Name:

Password

Protocol & TCP CUDP € HIIP
Step 10
~Device
“endar: [acTi 2 Autn Detect
Step 11 Camera Model: [SED2100 =
Camera: Gy oo Fd

ISR G 7

-~ Descrigtion
ideo Codec:MPEG4
Audio Codec: M
Camera:1, D1:2, DO:2

\/ 0K ‘ X cancel
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Set Schedule

Step 1: Execute Main Console.
Step 2: Type in user name and password.
Step 3: Select Schedule.

Step 4: The default schedule is *always record' when a camera is newly
inserted.

Step 5: Choose a camera and then select Configure or just double click
on the schedule bar to modify the recording mode.

Step 6: Select OK to update the recording schedule.

Step 7: Select OK to go back to Main Console.

Set Smart Guard

Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.
Step 3: Click on Guard.

Step 4: Select a camera and then click on Insert Event.

Step 5: Take “General Motion” for example, select General Motion as the
event type and then click on OK.

Step 6: In Alarm Event Configuration panel, define your own detection
zone, sensitivity and interval. After that, click on OK to save the
configuration.

Step 7: Click OK to go back to Main Console.

~04 -

LevelOne

_!

- Glelelal

[Configue Setedul Systn)

Step4 Step 5

Glalelaln)

| onfigure Sart Guard Systr

b
e
E
:
=
.

EIES
Hl5
X

i+ G Cawo1 7003
& @ Camoz AXIS 207

[+ G CAMO Vivotek v Seeet Eveat

 CaMDS Levelone V| [Event Ty Descrption
£ @ CanO7 Levelo

@ camio

TOD B TEE
BEHd 0000664
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Start Recording & Smart Guard
Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.

Step 3: Click on Start. Start Woritar a1

Start Recording Schedule

Step 4: Click on Start Recoding Schedule and Start Smart Guard System
to enable the two functions.

Playback
Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.

Step 3: Click on Playback.

Step 4: In Playback, click on Open Record.

Step 5: Select a specific day from the calendar and click on Show Records to make sure the video is
available, left click on mouse and drag to select a video clip to replay; user can also select multiple

channels to replay at the same time.

Step 6: The recorded files are now ready to view.

5 DateTime Seazch Dislog [Local Machine]
one
oz - Date Time Feriod - Videa Preview
oA _ ) 53 I IP CamSecure
'\fb @ =3 e @ @ = =1 | @ Enable Preview  32009/07/08 20:15:11
Start Time: 2008 7/ 8 = |20:15:00 = —N
“ +A 2009 » = =l
End Time: 2009 7 § = |z0:36:00 =
2090 1 2 3 4 o =1
5678 901011 !
12 13[14 15 16 17 18 |
192021222324 25 | Calor EventType
|27 28293031 1 General Motian il r—]
g 3 O Fareign Ohject H E’—‘&i
O Missing Ohject []T_"'
LT =l
I~ show Records - Faes Lost -
[ 3] Camera Block
I~ Show Event Log | i Signal Lost = | ©
= mml: s v w e n e w w 1w
o
A Q1755 (
g e
E=r— sl [»[7]
e Record Always
———— Record on Mation Emw
——— Record on Event - J
[
— L}
7N
(@) A
a 9 0)

Step 5 Step 4
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This is the main operating system - to activate schedule recording, setup smart guard and
configure system setting.



Shut down the Surveillance System or log out current user.

Minimize the Main Console window.

Allocate the sub-screen display by clicking on the desired layout icon.

To swiftch to single camera

display, double click on a particular sub-screen. Double click on the screen again fo regain previous

screen division layout.

Divide into 1
screen(s)

Divide into
10

]| Divide into
13 screen(s)

Divide into 4
screen(s)

D

Divide into
17 screen(s)

X

Divide into 6
screen(s)

Divide into
16 screen(s)

Switch to
Full screen

N|

S

Divide into 9
screen(s)

Divide into N
screen(s)

Rotate all
screens

Indicate the working status of the system. Gray — at rest, Blue - recording, and Red - events detected.
When the crystal ball is red, click it to open the event report then cancel the event(s).

Display date, fime, free Disk space, IP Camera Bit rate customized text and Further information like

Temperature, Fan speed, System Resource and Network Utilization.
To customize Information about window's setting, go to Config - Setting - General - Status Display.

Select Advanced Setting for further information like Temperature, Fan speed, System Resource and

Network Utilization.



Start Monitar Al

Start Recording Schedule
Start Smart Guard System
Start Counting Application

Enable Secondary Display

Cpen Bvent Report

Cpen E-Map

Open Resource Repart

Open IO Control Panel

Lock Swstern

Click on the Start icon and select from the drop down menu to activate/ deactivate: (a) Recording
Schedule System, (b) Smart Guard System, or (c) Counting Application. Or select Start/Stop Monitor All to
activate/ deactivate all the functions at once.

The Start menu also include the option to Enable Secondary Display, and open monitor tools, such as open
event report to monitor smart guard event; open E-map window to monitor all devices with map indicator;
open Resource Report to check system status; open IO Control panel to monitor the DI/DO status and
manual friggering the DO devices; or lock the system here. See page 77 for more details about secondary
display.

1. When activating any of the monitor functions of Smart Guard, system would consider the current
screen status as normal. Therefore, if you want o, for example, detect Missing Object, be sure the
object needed to be protected is in its position at the moment you click Start button.

2. To automatically activate the Recording Schedule System, Smart Guard System and Counting
Application, at the Main Console go to Config; Setting; General; Startup to setup the auto-startup
functions.

3. Asfor Secondary Display, open event report, open E-map window, open Resource Report and
open IO controls panel, Main Console will keep the behaviors as the latest status when exiting the
system.

Click on the icon to get Playback Console. You can watch recorded video, search recorded video, adjust
image of the stored data, save video/ pictures, print images, check log information and event records, and
set up recording function configuration. See Playback on page 34 for detail.

Organize recording time schedule and setup recorder configuration. See Schedule on page 48 for detail.

Add/edit type(s) of events that you want to detect; setup action(s) responding to events. See Guard on
page 55 for detail.

Select from the drop down menu to modify the general settings, user account settings, save/ load
configuration seftings, open License Manager, edit counting application and POS application, access log
viewer and backup files, or setup network services. See Config on page 67 for detail.

User account and License manager could only be enabled for users with administrator privilege.



Control the movement of PTZ cameras. With cameras that support PTZ confrol, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click on the Set icon and set up the view as the preset point
01. Adjust the camera view again and set up the preset point 02. Repeat the process until finish setting up all
preset points. You can enter any names you want instead of the preset point 01, preset point 02, preset point
03..., click on the Go icon and view the result of your setting.
For the speed settings of PTZ camera, go to Config — Setting - PTZ Config to setup the advanced
settings.

Click on the + and =signs to zoom in and zoom out the view.

You can select to have the camera focused near or far. To focus near means objects that are closer will be
clearer than the objects that are further away. On contrast, to focus far means objects that are further will be
clearer than the objects that are closer. Click on the Focus icon and select auto focus if you want the system
to decide the focus point for you.

Go to Patrol - Set Patrol to obtain the Patrol Setup dialog. From the left window, select the cameras that you
would like to have in the patrol group. Align the cameras in order in the right window and adjust the time.
Rename the group name if you want. After completing the setup, check the Active option, and then click
OK.
You can setup up to four groups of auto patrol. To start or stop, click on the Patrol icon in the
Main Console, and select Start Patrol or Stop Patrol.



IP CamSecure

LevelOne
rl’umlSehrp ‘
Group 1 ]Gmup 2] Group 3‘ Gmup4|
Group Mame : | Group 1
Period: - 58ec
|~ Active
v o
1.3 On Screen Menu
Right click on the camera screen and get the On Screen Menu, from which you (@] Enable Move
can quickly adjust the setting of camera. [i] Enable Talk
1.3.1 Enable Move/Area Zoom
With cameras that support PT function, click the Enable Move function to adjust X pisconnect
. . . . . a4
the current camera’s view by clicking on the display screen. To cancel this
function, right click on the screen and select Disable Move. Shove Camera 3
With cameras that support Area Zoom function, click the Enable Move/Area .
. . . . Duplicate Carnera *
Zoom function to adjust the current camera’s view by dragging a rectangle on
the display screen. To cancel this function, right click on the screen and select Delete Camera
Disable Move/Area Zoom. Enable Digital PTZ

1.3.2 Enable Talk Fix Aspect Ratio

With cameras that support two-way audio, select enable talk to utilize the Instant Playback *
function.

Snapshok
1.3.3 Connect/ Disconnect Manual Record

Right click on the display screen and select Connect/ Disconnect to modify the T
: ogale Fullscreen
connecting status of the camera.
1.3.4 Show Camera
Select the camera from the Show Camera Menu to display video on selected screen.
Note:
1. The camera list of show camera menu shows as the one in the right column of monitor display
panel.
2. The change of displayed screen is only applied to the current display divisions.

1.3.5 Duplicate Camera
Select the camera from the Duplicate Camera Menu to duplicate camera video to selected screen.
Note:
1. The duplicated camera would add to the camera list of duplicate camera menu shows as the one
in the right column of monitor display panel.
2. The change of display list will apply to all divisions and also the right column of monitor display.

1.3.6 Delete Camera
Click on Delete Camera to remove a camera from the display screen of the display screen.
Note:
1. The camera list of delete camera menu shows as the one in the right column of monitor display
panel.
2. The settings will apply to all divisions and also the right column of monitor display.
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1.3.7 Enable Digital PTZ
To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or click on
the + and —signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.
The square flashing on the video grid indicate the correspondent view ratio of the camera.

1.3.8 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to view original ratio video, or disable
this option to stretch 3:4 to fit window.

1.3.9 Instant Playback
To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. Refer to 1.5 Instant Playback section for detail.

1.3.10 Snapshot

Select the snapshot function to capture a specific video image
frame immediately. You have the options to copy the image to
clipboard or to save it. For further settings, select OSD option and CAMAT Camg
POS option to export the image with date/time, camera
number/name and POS text. If the digital PTZ function is enabled in
display view, you can also decide Full Size or Selected Region as
your snapshot region.

o miEeE Regian:lSelectedregion vl
1.3.11 Manual Record

Start recording video by selecting manual record. smelmage | Copytociphoard | X close |

1.3.12 Toggle Full screen
Select to view a specific channel with full screen. Press “ESC” to go back to original window.
1.4 Live Display

LEVELONE Live display is flexible; you may change channels and screen divisions. Each screen division has
the same display list, but has a different sequence.

Such like, when using Show/Duplicate/Delete Camera function to edit camera list, the operator will apply to
all of the different screen divisions.

Note: The camera list of all divisions is the same as the right column of monitor display talb on Config/Setting
window; it means two monitors could have two different lists.

Action C'u.rr'en’r Other division
division
Show camera 1 1
(add cam 1) add to first free channel
Duplicate camera 12 142
(duplicate cam 2) 2 add to first free channel
Delete camera 12 12
(delete cam 2") remove cam 2 and keep channel free

When using mouse to drag camera channel, the sequence change would only apply to original division.

Original Action Current division Other division
1|2 4|2 123
3| 4 Drag cam 1 to cam 4 301
Note change of sequence
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Right click on the camera screen and get the On Screen Menu, from which you can quickly adjust the
setting of camera.

1.5 Instant Playback

LEVELONE Instant Playback function allows you to play the last few minutes of any live video channel. Simply
right click on Live Channel and select Instant Playback to open the recorded video.

1.5.1 Instant Playback window overview

I Instant Playback Window
i~ Plavhack Mavigation

9, 24,/2009

9:52:35 AM

s [

[«J[a][»][»] [@][2]-]
Playhack Period
Q5235 AM - 25335 Al

Export Period
95241 Ak - 35335 Al

Information Window: will show correct date time of video.
Playback Period: indicates the available play period; the system will open Tmin, 3 min, or 5 min of video.
Export Period: indicates the period of export video function; default is set as available play period.

Tool: @Adjus’r to original video resolution button: to adjust the video to original video resolution.
Audio button: to turn on / turn off the audio.

POS button: foenable / disable POS transaction data overlay.

1.5.2 The navigation of Instant Playback

The Instant Playback window allows you to browse recorded video, snapshot image and export video with
audio and POS fransaction data.

To browse recorded video:
Simply click timeline to view the video, or use below navigation tools to control the player.

E @ E - Play / Pause / Stop
E - Speed up/down control

E @ - play Forward/Reverse [frame by frame]

E @ - play Previous / Next minute video
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To take snapshot of video clip:

Pause the video in image which you want to export and click snapshot buT‘ron. The snapshot is displayed

and can be saved or copied to clipboard.

To export recorded video:
Select export period and click export bu‘r‘ron@, and setup the options of export video.
The default export video period is as playback period. To customize period, select start/end time and click
on Cue In/Out from drop-down list of button, the export period will show on the left-down corner of
window.
Export Formats includes:

* ASF — More efficient than AVI format. [Recommended format]

* AVI (Microsoft Videol) — Supports Windows Media Player with Vista & XP, the quality may be
poorer than recorded video by franscode.

* AVI (Original Format) — faster export process, better quality on the recorded video but the export
file uses VLC Player to play. (For Windows Media Player, please install additional FFDShow
codec).

Note:
* The restrictions of AVI format.
i~ The maximum size of an AV file is limited to 1.8 GB.
h Variation of frame rate will cause the resulting video to play slower or faster.

* If the selected video sequence uses mulfiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format(MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.
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Watch the recorded video, view and/or search for unusual events and recorded system
information.



Minimize the Playback console.
Shut down the Playback console.
Indicates the status of the playing video; drag it to where you want to review.
Display date and fime, video status, cue in/ out points’ time, and speed.
Adjust the sound level.
Allocate the sub-screen display by clicking on the desired layout icon. To switch o
single camera display, double click on a particular sub-screen. Double click on the screen again

to go to previous screen division layout. To view in the full screen mode, right click on the screen
to trigger Toggle Full screen function.

I :I E n = , and the video.

- Customize the speed on Seftings panel.

Forward/reverse frame by frame.

When playing video, click on the Cue In/ Cue
Out icon at where you want to set as the
starting/ ending point of a saved video clip.
The Cue In and Cue Out time will be displayed
on the Playback Information Window once
they are set.

‘mi} Control the speed of the playing video.
@ Zoom in and zoom out.
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2.2 Open Record
Click on Open Record button to access the Date-Time Panel and withdraw the video record that you want
fo review.

2.2.1 Date Time Panel
B DateTime Search Dialog, [Local Machine]

” e Diate Time Petiod ~iden Praviaw-
©-#2UE 00 :
= | stenTime: [2000 7ns — [ononon I | | ¥ Bnable Preview
1 £H zong ] :
— EnaTime:  [2009¢ 715 = fo000.00
5 21 1z 34
5 6 7 & 91011 I
12 13 141816 17 18 ~ —
119 20 21 22 23 24 25 | Colar Everd Type e |
|25 28_ - 30\ 3 __ o | .leenera\ Mation
: s ' Forelgn Object
Missing Ohject
e Focus Lost
< Camera Block |
¥ Show Event Log gignal Lost Lj
[F= omsls s w0 w w T 1 wm @ m gl
B camera 1 Ll — 1 _.‘_J
Hcamera 2 = 1
Hcamera 3 ol — ] i
| Camera 4 == |
Ecameras == i
Ecameraa = - — i
Hcamera 7 | ol — ] i
[Bcamera g g== | =
Pyl B
Record &lways
Record on Motion [‘/ oK ] l X cancel ]
Record on Event

2.2.2 Record Display Window

The record display window shows the information of the available video

clips. It may show in calendar or list control view. For further details about dj - ﬁ i : ,,,a, @ @
e -

how to modify the record display window view, see page 46.

Local Machine
é "R te S Site: O R te Plavback Site M i Fecent List b
emorte serversite: Vpen kemorte riayoac ITe Managemen elect Folder.

to access local machine or set up remote playback server. Select

Eemote PC 1 {192.168.1.100)
Folder option to directly access recorded data folder or use Recent Remote PC 2 (102.168.1.101)
List to access previously recorded folders. Remote PC 3 (192.168.1.103)

Note: Select Folder function requires password of MainConsole. e

N ﬁ Refresh: refresh display window “& Log Viewer: Accesses Log
Viewer Tool & To access POS Search Tool @ Previous Days: Show recording of previous dcn’re@

Next Days: To show recorded of next recording date

2.2.3 Date Time Period
Select the start and end time points that indicate the fime period you would like to view.

2.2.4 Video Preview
Check the enable preview opftion to view the selected video.

2.2.5 Event Type

There are 6 event types; see Chapter 4 Guard for details. You may set up different colors for different event
types to help you select events.

-36 -



IP CamSecure

2.2.6 Time Table

o Utilize the + icon to select all channels; also utilize the

the scale bar w4 kiras

Show
Records

112 14 19{E3 16 17 14

LevelOne

icon to deselect all channels. Finally, utilize

| to modify the scale of the time table.
. Selecting "Show Records” makes Time Table show the period of recording data like below:

ilg 20021 22 23 24 25 Colar Event Type :
Ez? 2? 28‘ 2? 32 3{ General Motion
c ) Foreign Object
Missing Object
Focus Lost
Es Camera Blaock bt
I~ Showe Event Log Signal Lost _vj
= oiasls i 2 s 4 s e g R
|iEcame
(B camera 2
|E camera 3
[ camera 4
|Ecamera 5
[Ecamera &
|B camera 7
[Ecameras
B Al

. Selecting Show Event Log makes Time Table show the time of event detection like below:

Color Event Twpe

General Motinn
Foreign Object \
Mising Ohject
Liose Focus
Camera Block
Signal Lost

- -

q

<
/

—
/.,

2.2.7 Withdraw the Record

Show Event Log

Step 1: From the record display window, top left of the Date Time Panel, select the date you want o
withdraw the record from. The red/green/blue lines shown on the time table indicate available
recorded video records.
Note: The record display window can be shown in (a) calendar view or (b) list control view. To modify
the setting of the record display window, click on the Setting button at the right of the Playback
Console. See page 46 for more details.

Step 2: Use color bars to differentiate event types from each other. This will help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and dragging the time period. You may
also utilize the Start Time and End Time in Date Time Period Section. In addition, modify the scale of
the time table with the + and - signs on the bottom left.

Step 4: Check the Enable Preview option to get the preview of the video you select.
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Step 5: Click the camera name to increase or decrease cameras you want to playback.

Step 6: Click OK when completing the setfing.

2.3 Search Mode
Click on the Search Mode icon to obtain the Inteligent Search Tool panel. You can setup unusual events
here to in order to detect abnormality during the recorded period.

. Infelligent Search Tool Panel: Click on the Search Mode icon to open the Intelligent Search Tool. Set up
unusual events here to detect abnormality that occurred during the recorded period.

. 5 events: General Motion, Foreign Object, Missing Object, Lose Focus, and Camera Occlusion.

2.3.1 Unusual Event-General Motion linblligont Seaich Tool
—Alarm Event Type
«  General Mofion: Detect all movements in the defined area. S ]
Sensitivity: '—J—
< Define Detection Zone: Left click and drag to draw a detection zone. You may L
define more than one zone on the screen by repeating the process. ~ Region Definfion
+ Define detection zone
«  Sensifivity: Modify the sensitivity setting by changing the slider control. Move EElEe e
toward right will increase the sensitivity level, meaning the slightest movement will A | ctear |
trigger the alarm; in contrast, move the slider control toward left will reduce the Rectangle count: 0
sensitivity for movement detection. & Draw Region
Note: Set up an appropriate sensitivity level reduces the possibility of a false alarm. ¥ Stop when found
For instance, you can lower the sensitivity to avoid the alarm being triggered seach | o |

by a swinging tree in the breeze.

Interval: Move the slider control to the right to increase time interval so that the alarm will only be
triggered when the movement lasts longer. Move to the left to reduce the time interval.

. Stop When Found: Check the option to have the video stop where motion was detected. Uncheck the
option to have video kepft rolling, and all detected events will show on the list in search result box. Click
on the listed event in the box to jump to the point in the video where a motion is detected.

2.3.2 Unusual Event-Foreign Object

. Foreign Object: Alarm is set off when any additional object appears in the defined ent §
area on the screen. -~ Alarm Event Type

IForeign Object j
- Define detection zone: Before detecting foreign object, it is required to define a SRR T =
detection area. In order to do so, left click and drag on the screen. Alarm will be menval T
triggered when any additional object appears in the detection zone. ~Region Defnition

& Define detection zone

«  Define object size: Drag and draw on the screen to define the size of a foreign £ Gefine oectske

ObjeCT. All Clear

Rectangle count 0

. Sensitivity: Modify the sensitivity setting by changing the slider control. Move [ Draw Region
toward right will increase the sensitivity level, which means a slight movement will 7 Stop when found
trigger the alarm; in confrast, move the slider control toward left will reduce the gearch | oo |

sensitivity for movement detection.

. Interval: Click and move the slider control to the right to increase time interval so that the alarm will only
be triggered when the object has been removed from the area for longer. Move to the left to reduce
the fime interval.

Note: Setting up an appropriate Interval value will reduce the chance of false alarms. For example, you
can lower the Interval to avoid the alarm being triggered by a pedestrian.
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2.3.3 Unusual Event-Missing Object

. Missing Object: Alarm is set off when the selected object is removed from the
defined area on the screen.

. Define defection zone: Before detecting missing object, it is required to define a
detection zone. Left click and drag to draw a detection zone. Alarm will be
triggered when the defined object is removed from the detection zone.

. Sensitivity: Modify the sensitivity setting by changing the slider control. Move
toward right will increase the sensitivity level and a relatively small movement will
trigger the alarm; in contrast, move the slider control toward left will reduce the
sensitivity for movement detection.

. Intferval: Click and move the slider control to the right to increase time interval so
that the alarm will only be triggered when the movement lasts longer. Move to the
left to reduce the time interval.

2.3.4 Unusual Event- Focus Lost / Camera Occlusion

. Focus Lost: System will inform you when the camera(s) lose focus.
. Camera Occlusion: Alarms when any of the cameral(s) are blocked.

2.4 Enhancement
2.4.1 General Setting

Check the option and chose whether you want to apply the setting to all the channels or
only to those currently shown on the screen.

2.4.2 Filter Setting

° Visibility: adjust the gamma value of the image to enhance the image and make it
cleaner.

. Sharpen: activate the function. Move the slider control to the right to sharpen the
image, to the left to soften it.

. Brightness: activate the function. Move the slider control to the right to make the
image brighter.

. Confrast: activate the function. Move the slider conftrol to the right to increase
contrast.

. Grey Scale: show the record in grey scale mode so the image displays in black and
white.

2.5 Save Video

LevelOne

—Alarm Event Type

Missing Object j
Sensitivity. ——— F——
Interval: ——

—Region Definition
« Define detection zone
) Defife nhiectisize

Al Clear

Rectangle count: 0

¥ Draw Region
¥ stopwhen found

Search Sl

Post Processing Tool

Gene

 Hpgly
" Apply all channels
Filter Setting

[ wisibility

[~ Bharpen

[ Brightness

[~ Caontract

[~ GreyScale

Step 1: Click on the display screen to choose the camera display that you want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time will show on the information

window.

17:16:28

Cueln Cue Out
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Step 3: Click Save Video icon, choose the folder where you want to save the file at, enter the file name and

click SAVE.
Step 4: Set the Export Format (ASF recommend) and set the Use Profile. B SR
* ASF - more efficient than AVI format. [Recommended format] Export File Palh
| w
* AVI (Microsoft Video 1) — Supports Windows Media Player with Export Format
Vista & XP, quality may be poorer than recorded video by [f;mme: =l
TrO nSCOde process. |Wmd0ws Media Video & for Local Area Metwork (384ﬂ
* AVI (Original Format) - Faster export process with high quality video, | = SR
End Time 200870617 11:42:55

but the export files can only be viewed using VLC Player to play. - otauo
(For Windows Media Player, please install additional FFDShow ™ Export 08D
COdeC) . [~ Export POS Transaction

Note:

[ ok [x Cancel

* The restrictions of AVI format:

']~ The maximum size of an AVI file is limited to 4 GB.
- Variation of frame rate will cause the resulting video to play slower or faster.

* If the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format (MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.

Step 5: Select to export (i.e. save) the recorded video with Audio, OSD and PQOS, or export video only.

Step 6: Click OK to save the video.

2.6 Save Image
Step 1: Click on the display screen to choose the camera display from which you want to save pictures.

Step 2: Click Save Image bufton when the image you want is shown on the screen. You may click Pause to
freeze the video, use Step Forward/ Step Backward function to find the picture(s) that you want to
save.

Step 3: Select OSD option and POS option to export the image with date/time, camera number/name and
POS text. If the digital PTZ function is enabled in display view, you can also decide either Full size or
Selected Region as your image region.

Step 4: You have the options to copy the image to clipboard or to save it. To save image just choose the
folder and the format of image (BMP or JPEG) you prefer and then click save.
Note: You may skip step 3 by pre-setting a folder and format that you want to save the images (refer
the section automatically save the image file at page 46.)
[P napshot (x|

| CAMIZ (Cam2) (90w 74)

CAM13 Cam2

FOSD [T P05 Region: |Selected region vi

Save Image | ‘Copy o Cliphoard ‘ X Close |
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2.7 Print
Print the current image of the video you choose.

= Print Setup

— Print Content

Page Setting:

Set to print the image with original size or fit the page. Set
Align image to Top, Center, or Bottom.

Print Content:

 Printall channels inthe current view

Print the image from currently selected channel or all the - Page Sefting
channels shown on the screen. = Original siza
" Fitto page
Align lmage: Top -
[‘/ Print ] [ X Cancel ]
2.8 Backup

Different from Save Video, the Backup function saves everything from the Playback panel, including log
information.

You can start a full function Playback Console and load the backup files into it on any PC with Windows
operating system. This means you may monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the Open Record to select data and press Backup.

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data including CDROM, DVD or Hard Disk.

Step 6: Check the log you want to backup.

Step 7: Press the Backup to start backing up.

L& Backup Dialog

- Date Time Period Sfep 2
StartTime: [200%/ 421 = [17:29:00

L ElE:

EndTime: [200sr 421 = [17:29:02

~Select Cameraig)
116 |17-32| 33-48) 2064

Step3 | Xa|xa|xs|xa|xs[xe|xi|[x38]
bk PERE N e R R E

Step 4 —ee Calculate Size Select Al | Deselect All ‘

~edia
& Backup using COROM Sfep 5
" Backup using DVD

i Backup on HardDisk

| LS
— Optinn
Step 6 F—== ¢ Backup Event Log
¥ Backup System Log
™ Backup Counter Log
™ Backup POS Trangaction
Step 7 s/ Backup ‘ X cancel |
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2.9 Log Viewer

2.9.1 Unusual Event
View the unusual event history that had been detected by the Smart Guard System.

- [o&3

' Log Yiewer

Unusual Evant ] Systern Log | Counting Application | Counting Application (Diagrary | POS Log |

|_Lag Type Al -

LsChannel

| Date: (]

\

Step1

All -

Expaort to

| DateTime

Step2

[~ 2000108100 20415 ~

$ o [[v z00m07i08 2025 ~ =

Search >

Ewent Time
2002/07/06 19:28:21
2002/07/06 19:28:49
2002/07/06 19:28:52
2002/07/06 19:28:56
2009/07/06 19:20:10
2009/07,/06 19:29:12
2009/07,/06 19:29:18
2009/07/06 19:29:20
2009/07/06 19:30:04
2009/07/06 19:30:07
2009/07/06 19:30:17
2009/07/06 19:30:21
2002/07/06 19:20:27
2002/07/06 19:20:29
2002/07/06 19:20:42
2009/07/06 19:31:12
2009/07,/06 19:31:14
2009/07,/06 19:31:16
2009/07,/06 19:31:30
2009/07/06 19:31:36

Step 3

Event Type
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Motion
General Motion
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Motion

Camera | Description

!A

™ step 4

]

Step1: Choose the type of events you wish to view or select “All” from the drop-down menu to view all types
of events. The types of Unusual Event include General Motion, Foreign Object, Missing Object, Focus
Lost, Camera Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual and Digital Input
Triggered.

Step 2: Choose the camera channel you wish to view or select All for all the channels available.

Step 3: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the specific date and time.

Step 4: Click Search.
Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time mode, start from the
beginning to the end of the record, which is the default sefting of the system.
2. Alink (B®) will appear right next to each event time. By clicking on the link, the video will jump to
the point where the unusual event takes place.

2.9.2 System Log

Step 1 Unusual Event  System Log | Counting Application | Counting Application (Diagram)l POS Loy |
Log Type: IAII j
Date: |[+] 2009i05/05 = 2] S
Step 2 DateTime: ||_ 20080505 14:45 [5] Sto ||_ 20090505 14:55 [ =) Search j—
Event Time | Event Type | Description | - \ St 3
2009/05/05 09:54:47  Main Corsole Startup ep
2009/05/05 09:56:22 Main Console Shutdown
2009/05/05 12:29:02 Main Console Startup
2009f05/05 13:29:04 User Login admin
2009/05/05 12:29:10 Start Schedule 1.
20090505 13:29:15 Start Smart Guard
2009/05/05 13:47:56 Modify Configuration
2009/05/05 123:42:31 Modify Configuration
2009/05/05 13:49:46 Modify Configuration
2009/05/05 12:50:56 Modify Configuration
20090505 13:51:35 Modify Configuration j
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Select Log Type from the drop-down menu. There are total 31 types of log types, including:

User Login

Start Schedule
Stop Schedule

AN N N N N N Y N N O N N N

Main Console Startup
Main Console Shutdown

User Login Failed

Execute Recycle
Enable Channel
Disable Channel
Start Smart Guard
Stop Smart Guard
Modify Smart Guard
Modify Schedule
Modify Configuration
Start Live Streaming Server

AN N NN Y N N U U N N N NN

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

Step1: Choose the type of event you want to check or select “All” from the drop-down menu for all types of

events.

Step 2: View the events that happened on a particular date or during a given tfime period by selecting

search period.

For a particular date: check the Date box and indicate the date.
For a period: check the DateTime and then enter specific date and fime.

Step 3: Click Search.

2.9.3 Counting Application

Display the history of Counting Application during a given time period.

~ Log Yiewer

EIx]

Date&Time ||—

B

Unusual Evenﬂ Systern Log  Counting Application ]Cnunting Application (Diagram POS Log 1

Channel: |All -
Date: | -

Expomo:

Event Time

2007/07/25 19:00:00
2007/07/23 12:30:00
2007/07/23 12:32:42
2007/07/27 11:30:00
2007/07/27 12:00:00
2007/07/27 12:30:00
2007/07/27 12:32:15
2007/09/25 13:29:49

Chaninel

Camera 3
Camnera 3
Camnera 3
Camnera 3
Camera 3
Camera 3
Camera 3
Camera 1

In

(== T, = e}

out

(== W= N

Search
}ep 4

Step1: Select the channel you want to check or select All from the drop-down menu for all channels.

Step 2: Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.

Step 4: Press the button Export to.

Step 5: Type the file name and choose the file format (.xIs or .txt).
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Display the Counting Application data in diagram format.
(0]

Unusual Eventl System Lng| Counter Application - Counter Application (Diagram) i POS Lngl

Channel: [CAMERA 1 =] Perod [one Dy ¢|  Dater [p0SMovnD « 3

Expontta.

Search

2005f11710  In

12345678 91l]1l121314151617131920217222324

Select the channel you want to check or select All from the drop-down menu for all channels.

From the drop-down menu, set up how you would like the diagram to be displayed. You have the
opftions of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.
Click Search.
Press the button Export to.

Type the file name and the file will save as BMP files.

View the POS Log history that has been detected by the Smart Guard System.

Unu Eml System Log I Counting Application | Counting Application (Diagram) POS Log I

Log Type: ICunnecllun Lost j POS: IAII j
Date 5'.:'I ction [ost ﬂ!
U= efined Event Rule 1
DateTime: | User Defined Event Rule 2 [ zooarmsiog 16014 F12 Search
User Defined Event Rule 3
Carnera | User Defined Event Rule 4 | Event Wame | POSMame | Description
User Defined Event Rule 5
User Defined Event Rule §
User Defined Event Rule 7
User Defined Event Rule 8
User Defined Event Rule 8 _|
User Defined Event Rule 107
| | |

Choose the type of events you wish to view or select All from the drop-down menu to view all types of
events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and Special User Defined Event. Please refer the User manual of POS for detail.

Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular date: check the Date box and indicate the date.

For a period: check the DateTime and then enter a specific date and time.

Click Search.

Press the button Export to.

Type the file name and choose the file format (.xls or .txt).
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2.9.6 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

. Log Viewer

=]

Unusual Evem] System Lug} Counting ADD\ICEUUM Counting Application (Dlagram)] POS Log Exportand Backup Log ‘

Log Type: All -

Date: [+ 2010m1725 = 2 Exportfo
DateTime [~ -H o T = Search
Event Time Event Type Surcess Username  Start Time End Time Length Camera Index | File Path DB Audio

20104/01/25 18:35:05  Export Video  Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 3 C\Documents and Set... Nfa No

2010/01/25 18:35:46  Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 5 DANUUO\sw\Dorcus26... 2 NfA

2010001425 18:36:24  Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000  2,3,4,5 C\Documents and Set... 2 NfA

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of
events.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular data: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search

2.9.7 Export
You may export the file to .xls or .txt file

Unusual Event  System Log | Counting Application | Counting Application (Diagram)l POS Log |

2009/05/05 13:29:15
2009/05/0S5 13:47:56
2009/05/05 13:48:31
2009/05/05 13:49:46
2009/05/05 13:50:56

Start Smart Guard

Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration

Log Type: IAII j
o = Exportto..
Date: |[v] z009i0505 = 2

DateTime: ||_ 20080505 14558 [5] So ||_ 200905005 1 4:5¢ 7 2] Search \ Step 1
Event Time | Event Type | Description | -
2009/05/05 09,5447 Main Console Startup
2009/05/05 09:56:22 Main Console Shutdown
2009/05/05 13:29:02 Main Console Startup
2009/05/05 12:29:04 Lser Login adrnin
2009/05/05 13:29:10 Start Schedule 1.

2009/05/05 13:51:35

Modify Configuration

Step1: Select Export to.

Step2: Type the file name and choose the file format, xIs or .txt.
D1 i

A

A | B | © [ o | & |
| 1 |EventTime EventTyre Description. | 1 PB87 /8912 @8:45:41, Main Console Startup,
| 2 20070912 004541 Main Conscle Startup 2087 /89/12 BB:45:44, User Login, admin
| 3 |2007012 004544 User Login admin 2807709512 81:11:18, HMain Console Shutdown,
| 4 |200709/120L:11:10  Main Censole Shutdown 20807 /89/12 B1:27:84, Main Console Startup,
| 5 200Z00A2 012704 Main Conscls Strp 2007/089/12 81:27:085, User Login, admin
|6 2007ARA20L2005  User Login it 2007/09/12 ©1:28:27, Main Console Shutdouwn,
|2 (2007092 010837 _ Main Console Shutdown 2007/09/12 15:06:51, Main Console Startup,
8 200709112 15:06:51  Main Conscle Startop . -
[ o 20070002 15:0652 | User Login addredn 2007/709512 15:86:52, Usl_ar Login, admin
110 120070012 150704 Main Consols Shutdown 2007709712 15:87 -84, Ma:!.n Console Shutdown,
(11 20070912 15:08.28 Main Conscle Startup 2007/09/12 15:088:28, Main Console Startup,
[12 |20070912 150840 Main Console Shutdown 20087/089/12 15:88:48, Main Console Shutdown,
13 20070012 15:08:54  Main Conscle Startup 20087/089/712 15:88:54, HMain Console Startup,
14 | 20070212 15:0001  Main Conscle Shutdown 20087/08912 15:89:01, HMain Console Shutdown,
|15 20070912 15:1411  Main Console Startup 2007/089/12 15:14:11, Hain Console Startup,
| 16 |200709/12 151412 Main Conscle Shutdown 2807 /09/12 15:14:12, HMain Console Shutdown,
| 17 |2007091215:14:31 | Main Conscle Startup 2087/089/12 15:14:31, HMain Console Startup,
| 18 2007092 15:15:30  Main Console Shudown 20087 /09/12 15:15:28, HMain Console Shutdown,
| 19 200700412 19:44:15  Main Conscle Startup 20087/089712 19:44:15, HMain Console Startup,
BN 200740912 19:44:58 [ Main Conscle Shudown 20087 /89712 19:44:58, HMain Console Shutdown,
| 2L 200706412 22:51:57 | Main Sonscle Startap 2007/99/12 22:51:57, Main Console Startup,
%%ﬁﬁﬁ;f? xzxzﬁz};‘ﬁ:"’“ 2807/09/12 22:51:59, Hain Console Shutdouwn,
28 20070012 22:52.18 Usex Login acdomin 2807/89/712 22:52:14, Hain [:un?ule Sté_n—tup,
(35 20070012 22:5224  Main Consols Shutdown 2007 /089/12 22:52:18, USl_er Login, admin
| 26 | 20070012 22:5319  Main Conscle Starmp 2807/89/712 22:52:24, Ma:!.n Console Shutdoun .
AN St 1 LA e D e T B R
Xls Ixt
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2.10 Setting

General |OSD | POS |

Record Display
’7 & Calendar View € List Cantral

Record Display setting:

~Play
. Calendar View: Makes the record display calendar view. e
. . . . W Auto skip when recard maotion only rode
. List Confrol: Makes the record display list view.
Mext interval: 1 _IQ min
dj = @ J ?‘; @ @ Q @ J M @ @ Previous interval: (1 _lj i
4 +A 2009 3 ~Capture Image
. 2009,/07/19 [ " Save in cliphoard
1234 B8 zo09/07/17 & Manually save the image file
12 12 1; lg 12 ]1_2 ié 2009/07 /16 = © Automatically save the image file
2009/07/15 —
[19]20 21 22 23 24 25 2009;3?;1 p | wE
26 27 2829 30 31 2008/07/13 L Rieferred lrmage forrmiat [Bmp 2]
2009,/07/12 ™

Miscellaneous
’7 ¥ Synchronize video frames ‘

Play setting: v ok | % cancel |

. Play when open: Check the option and set the system to start playing the video clip every time a
record is withdrawn.

. Auto skip when record motion only mode: Check the option to set up the system to automatically skip
to the points where there were motions recorded.

. Next inferval: Set the interval with which the video goes forward when you click on the “Next” icon on
the control panel.

. Previous interval: Set the interval with which the video goes backward when you click on the “Previous”
icon on the control panel.

Capture Image setting: Sets how you want to save the image.

. Save in clipboard: The image will be saved in the clipboard; image will be available to paste elsewhere.

. Manually save the image file: You can manually select where you want to save the image. Name the
saved file, and choose the file format you want to save as.

. Automatically save the image file: By pre-setting a path/URL and the image format, the system will
automatically save the image accordingly when you click the Save butfton in the confrol panel.

Miscellaneous

. Synchronize video frames: Select this opfion in order it to avoid the tearing problem occurring in
video display while increasing the CPU loading.

OSsD SeHing oeneral 050 |pos | General| 08D POS |
Enable Camera OSD to display video R Enable camsrs 05D @ Ensble POS averlay
information on recorded video. IR [Feresraund
R . Fort  [% Tahoma | Font | Tahoma =l
Information includes camera name, o O
camera number, date and time. User can o S
also set up OSD font; include the font, size, T —— B Beld [ Edge
font color and any font effects desired. e — EE—
Colar: I ~ Color: I ~
o Transparency, — f—————— 40 Transparency. —— pb——— 40
POS Overlay Setting . ‘ - e s
Enable POS overlay to adjust Font, Size, T — = Ay
Color, Bold, Edge in “Foreground” section, & Camera Nurber r Lastior [0 seconts
color and transparency in “Background” woste  [a00042 ]
section, and then adjust display settings in e [TFoe4sss ] = £l
“Display on Video Preview™. oot | |
v 0K | X Cancel | Vv 0K ‘ X cancel |
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2.11 Remote Server

2.11.1 Add Remote Playback Site

Press the Remote Server lcon @ to go to remote playback site management to add and setup the remote
playback site.

EA Remote Playbac

~ Server Setting

? Server Name: l—
Address: l—

Port: IS‘IﬁD—

User Name: l—
Password: l—

Save Password: [

Test Server

Add | Delete| Update|

o 0K ‘ X Cancel|

Step 1: Enter the IP address or DNS, Port, Username, and Password.
Step 2: Click Add to add the server.
Step 3: Click OK to exit the "Settings” panel.

2.11.2 Access Remote Playback Site
[N
Go to Date Time Panel and click on the icon ON the top of the display window to access the

Remote Playback Site -
O 2AE OO0

Local Machine
Recent List »
Select Folder..

Eemote PC 1 (192.168.1.100)
Eemote PC 2 (192.168.1.101)
Eemote PC 2 (192.168.1.103)
Eemota PC 4 (192.168.1.103)
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3. Schedule

# Schedule Configoration

5]

Bload [@Copy B peutt o 05 d s 8 s

a 1011 12 13 14 15 16 17 18 10 20 1 22 23 Z4m
| = &l Default i) Cameral
= 01 cameral f] Camera2
[= 02 Cameraz f] Camera3
= 03 cameraz fil] Camerad

*.[E 04 Cameras

{5 Insert iy Delete 94 Contigue

Start Time End Time | Record | FPS Quality
06130 15:45 Always

Resalution

Default | Custom
| Day Mode | | []Week Mo

1| % cancel

Click on the Schedule icon on the Main Console and set up the time duration for video
recording on the schedule configuration panel.
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3.1 Day / week Mode

# Schedule Confignration

Load Lol @Copyi -
| = [l Dsfault
01 Cameral
= 02 cameraz
Bo
04 Camerar 23
Camera / %
Channel
Day /Week Mode

5 Defautt

] Ccamerat
L] Camera2

1 Insert Jq Delete (74 Configure

Start Time ' End Time | Record | FPS
06:30 1545 Blrays

Quality  Resolution

(X canca |

LevelOne

Day Mode: Schedule the cameras to turn the recorder on and off at the same time every day
according to your setting.
Week Mode: Allows you to schedule each camera for a different day of the week, additionally, you
may assign exfra holidays in the “Week” mode

To setup the time schedule for each camera, you may

1. "Load" the preset modes or

2. "Insert” a new schedule manually or
3. "Copy to” other cameras after manual setup.

3.1.1 Load Preset Modes

The system provides six modes to quickly setup recording schedule. Simply click on the & Load for the

drop-down menu.

Refer to the below tables for the definitions of each mode in each series.

IP camera
Mode Format Time Record FPS Quality | Resolution

Regular mPJEP éci 0:00-24:00 Always mgi Max Max
Office WoPES | 8002000 | Aways (M max Max
Shop m;lféi 10:00-22:00 Always mgi Max Max
Highly Secure mPJEP éi 0:00-24:00 | Always mgi Max Max
Disk Saving mPJEng 0:00-24:00 Motion i—frcljcr)ne Max Max
Minor m;lféi 0:00-24:00 Motion i—fr05me Max Max

The Max indicates settings are same as camera settings in the config>setting>camera>camera parameter

panel.

FCS-8004,8005,8006 (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular MPEG-4 0:00-24:00 Always 30 Normal CIF
Office MPEG-4 8:00-20:00 Always 30 Normal CIF
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Shop MPEG-4 10:00-22:00 Always 30 Normal CIF
Highly Secure | MPEG-4 0:00-24:00 Always 30 Highest Max
Disk Saving MPEG-4 0:00-24:00 Motion 30 Normal CIF
Minor MPEG-4 0:00-24:00 Motion 15 Low CIF
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3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the fime table. The scheduled fime will show as a grey

bar.

# Schednle Confignration El
g5 Losd g Copy o |E Default ln 1 3 2 4 5 8 7 2 9 {0 11 12 13 14 15 18 17 18 19 20 31 23 33 24 000
=1 [Ed Default " g

EDI Cameral i Camera2
= 02 cameraz i1 Camerad
& 03 cameraa ] Camerad
&l 04 Camerad \
[~ step 1
1] Dnsert
J 1
Stgrt Time End Time | Record | FPS Quality | Resolution
 Default | Custom |
|)/ K | [X Cancel]
/ \ / .
Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular Mode, i.e. to record video during the
time period you set with 30 FPS, normal video quality, and normal resolution.

Step 3: Change the setting by clicking on the Configure icon (See page 53 for detail) or double click the
Schedule Information.

Step 4: Click OK.

3.1.3 Copy Schedule

You may set up the schedule for each channel/camera by repeating the process above, or by simply

applying the setting of a single camera to all the others by clicking the Copy To icon at the top of the display
window.

3.1.4 Holiday and Custom setting

Allows you to schedule each camera for a different day of the week, additionally, you may assign extra
holidays in the "Week” mode

&4 Schedule Confignration

dlosd @Copyo [B camems To v % o 4 5 6 7 o 5 o onomow w1 e m om w m sl
= [ Defaut il Sy
+ & 01 Cameral I Foneay
% (5 02 Camera2 fi] Tuesday
-5 03 Camera3 ] Wednesday
= = 04 Camerad ] Thursday
] Sunday ] Friday
- [ porday ] Saturday
i TLesday
[ Wiednesday
[ Thursday o
[d Friday
[ Saturday Start Time ' End Time Record  FPS Quality  Resalution

v 0K X Ccancel

Holiday Custom
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Holiday: You may assign holidays where the system will work according to the sefting for Sunday.
Note: The default Holiday setting will apply Sunday’s se’r’rinﬁs. For the Middle East region where Friday is a

holiday, please adjust setting by right clicking on = and select “Apply Holiday Schedule
From...".

Custom: You can assign a particular date(s) on which the system will work according to a special schedule(s)
different from the others.

3.2 Adjust the Scheduled Setting:

You can manually change the setfting at any time after you insert or load a schedule.

. Option 1: Move the cursor to the “Time Bar” and change the length or move the bar sideways to
change the start and end points.

. Option 2: Click on the Configure icon or double click on “Schedule Information” from the list to obtain
the "Encoding Option” panel (next page) and select the desired setting.

% Schedule Configuration X
Time Bar — Lo @Oy B camerat Jo 7 5 5 4 5 & 7 & 5w on oot s s o o o s o aaf]
=1 [ Default i sunday =
+ & 01 Cameral |
+ 8 02 Camera2 ) Tuesday
{5 03 Camera3 ] Wednesday
. =& 04 Camerad ] Thursday
Configure -l Surtsy T
—_—

Monday ] Saturday
- 2 -

iednesday

g ;:;:fda‘f i Tnsert P Delets A Contigurs

] saturday Start Tme End Time | Record | FPS Quality | Resolution
5 15:00 Always

Schedule
Information

“IDeteult [Foiday | Custom |

v 0K X cancel
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3.3 Encoding Option Original Video Encoded Video

Encoding Optiong:

Original Video -

- Time- ~Mode- ~Wideo Encoder
Stat Tirne: |[|[|-|]|] = & Always Recard  Keep original video farmat
_ . ~ Becordon Brent | Select Bvent ™ Adjust MJPEG videa frame rate
End Time: |23;5g = .
" Record oh Motion:
Pre-recard: |5 sec. (Max B0Y iy i ™ Keep key frame only
=il —— il : : .

P - U G (for MPEG#, H 264, MiPEG)

Postrecard: |3 | set, (Max B0) GamElnEnE = f——— 4

) & Customized encoding Setup
— it f (=i gl A SR R :
r F"Eﬂﬂrfﬁf«%ﬂ Al | e e Default

/ \ \ v 0K | X Cancel |

/Time Option \ Record Mode \ Video Encoder

3.3.1 Pre-record/ Post-record Time

The pre-record/ post-record function saves the recording data accordingly. For instance, to set up a 5
second pre-record time means the system will start saving the recording data 5 seconds before the event
happens.

Note: The maximum of pre-record/post record period is 60 seconds.

3.3.2 Record Mode

Always Record: —
Select this option to record the video continuously. i

Record on Event: ki e

Select this option to obtain the “Select Event” panel. From the Smart Guard list, 5 e

check the camera events or digital inputs to trigger the recorded action. Click OK. FILS L Ccid

Note: A prerequisite to trigger the recording schedule of camera/DI/POS event is to : ;E'Aﬁﬁgiflk"ﬁﬁﬂ"

enable “Smart Guard” function in MainConsole panel first. O General Notion

Digital Input:

Record on Motion: 5 Tr—
Select this option to start recording when motions are detected. Adjust sensitivity, E%F’ﬂﬂ; Bipuce)

. . . . . Pool Input:1
the frame interval and zone to setup motion detection. To setup single detection g%;gg; e
zone, left-click and drag the mouse to draw a rectangle. To setup more than one
detection zone, simply repeat the same process or click “All"” to select the entire
detection zone.

Note: The rectangle number cannot exceed 10. v oK

3.3.3 Encoded Options

This option sets up the quality of the recorded video. The “Original Video” window is the original sfream from
| the camera. The “Encoded Video" is preview of the recorded video corresponding with the encode settings
below.
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For IP camera

The Encode Video function will drop frame or re-encoded original streaming from IP cameras. To save Hard
Disk usage, adjust FPS with original video format or re-encode to small size by adjust FPS, resolution and

QUO“TY/B” rate. ~ideo Encoder
" Keep original video format
Keep Original Video format: ™ Adjust MIPEG video frame rate
Select this option to drop down frame rate only but not to re-encode video 1
stream to save Hard Disk usage. K
. . . eep key frame only
e  Adjust MJPEG video frame rate: Move slider to left to reduce frame (for MPEGA, H 254, MyPEG)
rate.
. . . .. . & Customized di Set
Note: The maximum FPS will be correspond with original video stream usomzsgncodng _setur_|
set up on camera conﬁguro’nor). ' —_—
° Keep key-frame only: System will only record key frames of video 4
stfreaming.

Note: The key frame interval is controlled by each camera
manufacturer and cannot be adjusted.
Customized encoding:

Yideo format:

The video stream would be decoded then re-encoded by configuration. Framerate:  ————————/ 30
Click “Setup” button to adjust “Encoder Parameter”. Resolufon:  ——)—— coFF
Note: Customized encoding function causes high CPU usage, A o

make sure the PC specification is enough (recommend Core 2
ngd) C Bitrate: = 0wps

|For Analog camera |

The Encode Video function sets Frame Rate, Quality, and Resolution that you
want to record and provides an approximate recorded time period.

Note: The capture device “FCS-800x series” required.

—Video Encader

Frame Rate ———— ) ryii 300

Cuality —J— Morrmal

Resolution | 320240
Default

Approximate: 1GB (6 hr 12 min)
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4. Guard

! Event and Action Configuration

&

: '8! General Mation

=1 CpF CAMD2 ICanT ek-iCan'iew2
- 8] General Motion

=1 G CAMD3 VIVOTEK-1Z7151
18] General Motion

" % Signal Lost

~ Event ;
sy ey it ] oK
[~ = T &l | e £
= GF CAMD1 ICanTek-iCaniiewZ Options X cancel

— B box 1
- LB connection Lost
[ Digital Tnput
[ vIvOTER-1Z7151 Inputic
= [# System
- [ Disk Space Exhausted
{1} Systerm Health Unususl

2] TI—

“Yiden Preview

LevelOne

Click on the Guard button on the Main Console to start the “"Event and Action Configuration” panel. You will
need to specify an event to be detected as well as set the appropriate action for the system when the

event occurs.
Note:
1. Event Report: When the crystal ball is
red, you can click it to obtain the
Smart Guard Event Report and
cancel the event(s).

Smart Guand Event Report i

Event Time | Event Type | Camera | Description
@.2005/11/21 15:16:14  Ganeral Motion 9
=52005/11/21 15:16:29  Missing Object 13

Gancel Event Cancel All

" Close
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4.1 Event

Event

L~

Action

v 0K

= 4 [CAMO1 Main Gate:

&, General Motion
AF CAMO2 Driveway

=1 4G CAMO3 Paol

. .13 General Motion

51 G CAMO4 Room A
&, General Motion

= G CAMOS Room B

{ 1.'@] General Motion

%1 G CAMO6 Back Door
'@, General Motion

*[# pigital Input

' [# system

Insert Event

Action

Options

Video Preview

X Cancel

There are 4 sources of events: Camera (video image), POS, Digital Input (device connected to your PC) and
System (condition of your hardware). You can assign multiple events by following the instructions below.

4.1.1 Camera Event - Assigh a Camera Event

Step 1: Select a camera and click “Insert Event” icon.

D .

e

Select Event

Event Type

W Signal Lost

"B General Motion
T Foreign Ohject
EE!EMissing Ohiject
;EELDSE Facus

&= Carnera Occlusion

Pl

Description —_

Detect video signal connection
Detection of any moverment

Detect foreign object in defined areal:
Missing/being moved of defined ohject
Carmera focus lost detector

Camera blocked or darmaged

|\/ QK | [)( Cancel l

Step 2

Step 3

/

Step 2: There are six types of events: Signal Lost, General Motion, Foreign Object, Missing Object, Lose Focus,
and Camera Occlusion. Select the event you want on the Event Type list, and then click OK.
Step 3: Configure the Event Type. See the following instructions.

4.1.2 Camera Event - Basic Setting

[Signal Lost, General Motion, Foreign Object, Missing Object,

Focus Lost, and Camera Occlusion]

Enable Event: Check the box to activate the event.

Life Cycle:
Automatically cancel event when event
alarm/action will be cancelled once the
ends.

will be nofified by the alarm.
Note: To cancel the event:

Function 1: Start > Open Event Report > Cancel All Events
Function 2 : Click the red crystal ball to obtain the Smart Guard

Manually cancel event or event continues friggered: The
alarm/action will continue until being canceled from the Main
Console. The user currently not at the seat watching the screen

Alarm Event Configuration

Basic

Life
>

disappears: the

abnormality is fixed or -

v Enable Event

" Cancel event after seconds

Activated Period
o Always activated

i Activated only in the fallowing period

Cycle

Automatic cancel eventwhen event disappear

Manual cancel event or event last triggered
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Event Report than cancel the event(s).

Enable checkbox and set the timeout seconds to cancel the

event after a specific time whether the event disappears or not.

Detect the loss of video signal from camera.

- Detect any movement in the defined detection zone.

Alarm Event Configuration

Basic Advanced

Alarm Event Option

H Sensithity, —— f——

Interval: —_——

-

Region Definition

(+ Define detection zone
D £ i =
[ ][ clear

[
I Start Simulation ‘

Video Preview

[

OK Jlx Cancel ]

Click and move the slider control to the right to increase sensitivity so that minimal movement
will frigger the alarm. Move the bar to the left to reduce the sensitivity. Setting up an appropriate
sensitivity value will minimize false alarms. For example, you can lower the sensitivity to avoid the alarm

being triggered by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval

To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All"” button to select the entire detection zone.

Click the Start Simulation button and test the function on the preview screen.



Alarm will be set off when an object appears in the defined area on the screen.
[ Afarm Event Configuration @

Baszic Advanced |

—Alarm Event Option a Video Preview

“ Sensitivity: ———

interval: < —— f——

=

(" Define object size

[/ ok ) (X camee ]
. Click and move the slider control to the right to increase sensitivity so that minimal movement

will frigger the alarm. Move the bar to the left to reduce the sensitivity of movement detected. Sefting
up an appropriate sensitivity value will minimize false alarms. For example, you can lower the sensitivity
to avoid the alarm being friggered by a swinging free in the breeze.

. Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

. To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All” button to select the entire detection zone.

. After defining the detection zone, select Define Object Size and then left-click and
drag the mouse to indicate the size of the object you want to detect.

For instance, if you want to prevent somebody from leaving a briefcase in a hallway, place a
briefcase in the hallway in view of the camera. On the screen, draw an area that fits the size of the
briefcase and define it as the object size. Remove the briefcase and then activate the Smart Guard
function on the Main Console. The system will consider everything on the screen normal when you click
Start to activate the monitor function.

Click the Start Simulation button and test the function on the preview screen.

Alarm friggers when an object disappears in the defined area on the screen.

Alarm Event Confizuration @

Basic Advanced |

Alarm Event Option Video Preview

” Sensitivity, —— F——

Interval —

-
Region Definition

(+ Define detection zone

| All | Clear

[
I Start Simulation ‘

Iv/ 0K | X cancel I
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Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that minimal movement
will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement. Setting up the
appropriate sensitivity value will reduce the chance of false alarms. For example, you can lower the
sensitivity to avoid the alarm being friggered by a swinging free in the breeze.

. Inferval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

Region Definition:

. Define defection zone: To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All” button to select the entire detection zone.
Note: For instance, if you want to prevent somebody from removing the computer monitor on the desk,

draw an area that fits the size of the monitor on the screen.
Alarm Event Configuration '

Basic Advanced |

-~ Alarm Event Option - 1 Video Preview-

Sensitivity. —— F——

Interval: —_—f—
[T laroe Lghting Change

 Region Definition
(* Define detection zone

' Defne oliecteze

Start Simulation ]

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.7 Camera Event - Lose Focus
This function alarms you when any of the cameras is losing focus and has blur image.

Alarm Event Configuration

Basic Advanced |

~ Alarm Event Option

- Wideao Preview

Sensitivity

\Sensitiviw: —)—“
Interval —__| I

Ignore nghhng = |¥* lgniote Lighting Change

Start Simulation 1t stertsimuston

[v oK ”x Cancel ]

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will frigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging free in the breeze.

. Interval: Click and move the slider control to the right to increase interval fime so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval fime.

. lgnore Lighting: Check the box to avoid alarm being set off by light changing.
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Region Definition:

. Define defection zone: To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.
4.1.8 Camera Event - Camera Occlusion

This function alarms you when any of the cameras are blocked.

Alarm Event Configuration

Basic Advanced |

— Alarm Event Option

= Video Preview

Sensitivity

\Sensitiviw: i
Interval —_— e

Ignore Lighﬁng I v lgnore Lighting Change

Start Simulation /—+ Statgimyjanon

| oK Jlx Cancel ]

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will trigger the alarm. Move the bar to the left fo reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging free in the breeze.

. Interval: Click and move the slider control to the right to increase interval fime so that the alarm will only
be triggered when the movement lasts longer. Move to the left fo reduce the interval fime.

. lgnore Lighting: Check the box to avoid alarm being set off by light changing.

Region Definition:

. Define defection zone: To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All"” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.9 POS Event - Assign a POS Event

Step 1: Select a @\POS device from the list and click W to insert event.

Note: You should insert the POS device in Config -POS Application first, and then you could set the
alarm base on it.

Step 2: There are five types of events: Transaction Start, Transaction End, Open Cash Register, Connection
Lost and User Defined. Select the event you want on the Event Type list, and then click OK.

. Transaction Start - Detect any transaction beginning.
&, Transaction End - Detect any transaction ending.
¥, Open Cash Drawer - Detect any cash drawer opening.

qp Connection Lost - Detect the connection abnormal event between POS box and Main Console.
1. User Defined - Detect any condition defined by user.
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Event Type | Description |
:@:Transaction Start A transaction starts
:@:Transaction End A transaction ends
:$:Open Cash Drawer Cash Drawer is opened
EHDECDnnection Laost Connection Lost
:!:User Defined 1 User defined event rule 1
:!:User Defined 2 User defined event rule 2
:!:User Defined 3 User defined event rule 3
:!:User Defined 4 User defined event rule 4

v 0K | X Cancel|

Step 3: Configure the sefting of the Event Type. Please refer to the POS section of the User manual.

4.1.10 Digital Input Event - Digital Input Event

A Eventand Actiion Confignration &‘l

Ewent | [ #ction -

0K

P @ o @ e W @
= CAMOL Camera 1 Action Options X Ccancel

8] General Motion

OF CAMO2 Camera 2
- CAMD3 Carnera 3
St ep -I Ok CAMO4 Camera 4 Select Digital Input Module
-G

[#] cardi nput:n 1/0 Waodule: Input Pin H
-[2] Systern ;rél/ 1 (gwitch)
el 2 (nput 2)
cardl 3 (Input 3)
cardl 4 (Input 4)
cardl 5 (Input 5)

cardl 6 (Input 6)
Sfep 2 / card1 7 (Input 7)

Step 1: Click and highlight Digital Input on the event type list, and then click the L Insert Event icon.
Step 2: Select the device that is connected to your system, that is, the PC you are working with.

4.1.11 System Event - Assign a System Event

Ak Eventend fotion Confignmstion x|
- Event ~Action

P e SEEer v

B GF CAMO1 namel Action |0ptlnns X cancel

¢ @) General Motion
£ G CAMOZ narme2

. ) General Motion [ERAREORAN
Step ] £ G CAMO3 name3

. 28] General MpHBn
= CAMO4 pafned
i@ atneral Mation
- GPTAMOS narmes
< 2] Digital Input

U] System

Event Type | Description |
Disk Space Exhausted Disk space is exhausted

Systern Health Unusual High CPU ternperature of low fa...
Resource Depleted CPU or mernory is depleted
MNetwiork Congestion MNetwork bandwidth is overloading

Step 2

v 0K | X Cancel|

Step 1: Click and highlight System on the event type list, and click the O Insert Event icon.
Step 2: There are four events, select the event you want fo detect.
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4.1.12 System Event - Disk Space Exhausted
This function alarms you when disk space is exhausted.

4.1.13 System Event - System Health Unusual
This function alarms you when high CPU temperature or low fan speeds exist.

Current Status: Show you the current CPU temperature, Motherboard Temperature, Fan Speed and Power

fan speed.
Options: Check the Temperature Format Celsius or Fahrenheit; adjust the High (Motherboard) Temperature
Alarm at what temperature degrees and Low (Power) Fan Speed Alarm af what RPM (revolutions per

minute).

4.1.14 System Event — Resource Depleted
This function alarms you when CPU or memory is depleted.
Current Status: Shows you the current Total CPU Loading and Total Memory Usage.
Options: Check the High CPU Loading Alarm and High Memory Usage Alarm at what Percentage.

4.1.15 System Event — Network Congestion
This function alarms you when network bandwidth is overloading.

Current Status: Show you the current Total Upload Bit rate and Total Download Bit rate.
Options: Check the High Upload Bif rate Alarm and High Download Bit rate Alarm at what Kbps (kilobits per
second).

System Health Unusual Resource Depleted Network Congestion

(¥

-
N
<
N
=
L
<
N
<
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4.2 Action

4.2.1 Action - Assign a action type

LevelOne

&

- Event - Action -
PRomle — il
Sk CAMDL Camera 1 AR SUfwi Cancel
Step ] 1B General Motion
- [%] Digital Tnput Action Type | Description I
[ system [L]on screen Display On Screen Display
(g play Sound Play Sound
/ Bsend - Send E-Mai
Phone Cal Phone Call
+5+PTZ Preset Go PTZ Preset Go
& DIDO [ fjse}
Sfep 2 Bdsend a SMS message  Send a SMS message
Bdsend to Central Server  Send to Central Server
e FTP Send snapshot to FTP
\ 2™ popun E-Map on Event Popup E-Man on Event
v 0K | X Cancel ‘

To insert a new action:

Step 1: Choose an event and click the insert action icon&l.

ot |

Step 2: There are 10 types of actions, select the action you want on list and then click OK.

1. On Screen Display 6. DI/DO

2. Play Sound 7. Send a SMS Message

3. Send E-mail 8. Send to Cenfral Server
4. Phone Call 9. Send snapshot to FTP

5. PTZ Preset Go 10. Popup E-Map on event.

Step 3: Configure the setting of the Action Type if needed.

4.2.2 Action Type - On Screen display
A red warning will be flashing on the screen of Main
Console, indicating which type of unusual event is
detected.

Step 1: Select the “On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera.
Click the “On Screen display” indicator to modify the
setting.

Camera: Display the camera applied to this action.

Auto popup: Click the Auto popup column and select the
expected monitor for popping up the event.

Displayed text: You can follow the default setting to show

the event type, or enable “Customized Text” to define the
text as your preference.

4.2.3 Action Type - Play Sound

Camera Ao popup |
I camol Caml

—Displayed Text

i+ Missing Ohject
 Custornized Text

W 0K | x Cancel|

Sound alarm - the system will play the sound as alarm when an unusual event is detected.

Step 1: Select the “Play Sound” action and then click OK.

Step 2: The responding window will popup to choose a Wave file (.wav). Click the “Play Sound” indicator to

modify the setting.
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4.2.4 Action Type - Send E-mail ¥ Select Contactor X

The system will send an E-mail immediately to given
accounts indicating the type of event, the time, and
attaching a picture taken while the eventis
detected.

Step 1: Select the “Send E-mail” action and then click OK.

Step 2: The responding window will popup to Select Contact,
type the message to append. (You can choose more
contacts).

Edit Address Book: Insert the contact information here.
Note: To give the system the E-mail accounts, go to
Config > Setup > Hotline. See Configuration at page 76
for detail.

4.2.5 Action Type - Phone Call
The system will call a given phone number when an
unusual event is detected.

Step 1: Select the Phone Call action and then click OK.

Contactor: ’ Edit Address Book ]

MNarme

ME User 1
HE User 2
FE User 3

E-Mail Address

user 1@mail.com
user2@rmail.corn
user3@mail.corn

Customized message content:

Motioh deteaction alarm of camera A, please do the below S0P,

’/ oK ] ’)( Cancel ]

Step 2: The responding window will popup to Select Contactor and key-in the message which want to
append on SMS content. (You can choose one more contact at once).
Note: To setup the phone number and make an audio record for the phone call, go to Config - Setup

- Hotline. See Configuration on page 74l.

4.2.6 Action Type - PTZ Preset Go
The PTZ (pan/tilt/zoom) camera will go to a preset
point or auto patfrol when an unusual event is
detected.

Step 1: Select the “PTZ Preset Go" action and then click OK.

Step 2: The responding window will pop up to PTZ Camera Preset
Go. Click the "PTZ Preset Go" indicator to modify the
setting.

Step 3: Set the action of cameras which you want to frigger by
events.

For example: Please follow below steps to setup this function.
. Set the action of camera 1:
1. Choose camera 1.
2. Set the start, end preset points.
3. Select the Life Cycle.
4. Click on Add.
J Set the action of camera 2:
5. Choose camera 2.
6. Set the start patrol and end patrol.
7. Select the Life cycle
8. Click on Add.
9. Finally click on Ok fo save all setting of cameras.

P'I"Z Camera Preset Go
i
Camera: ICAMM (camera 3) - I IP Camera
— Slart
2 & Preset  Patrol
1 = | I~
37Life Cycle

| ' Stop PTZ action when event disappear

" Keep FTZ action I secand

2 —End
(¢ Preset " Patrol

[ ol =l

The end preset go will take | second

[ as0 ][ clar |

Camera | Start: | Life Cycle | End | End Preset Go |

v

OK ] [x Cancel ]

Note: Configure your PTZ camera before using this function. See Config on page 74 for PTZ camera

configuration.
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4.2.7 Action Type - DI/DO
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To frigger Digital input/output devices those connect to the system, such as alarm lights and sirens.

Select Digital Input Module

Digital output to signal:

IO Module | Input Pin
Levelone WiCS-20,., 0 (Input 0)
2XIS 214 (192,16... O (Input 0) @
Input 0
®
Input 0

A 4

¥ #utomatically popup IO control panek

Qutput 0

Qutput 0

v 0K | X Cancel|

Step 1: Select the “DI/DO" action and then click OK.

Step 2: The responding window will prompt user to Select Digital Input Module. Click the “DI/DO” indicator to

modify the setting.

Step 3: Select the device that is connected fo your system, that is, the PC you are working with. You can
enable the Automatically Popup I/O Control Panel check box to obtain the correspondent panel to

monitor the 1/O status.

Note: You should adjust the setfting of I/O device in Config>Setting>l/O Device first, the I/O control
panel will display the device status based on it. You can also adjust the size of the panel by dragging

a mouse or click the

4.2.8 Action Type -Send a SMS message
The system will send a SMS message immediately to
given accounts indicating the type and time of
event.

Step 1: Select the “Send a SMS message” action and then click
OK.

Step 2: The responding windows will popup to Select Contactor
(You can choose one or more contacts). Click the
“Send a SMS message” indicator fo modify the setting.
Note: To give the system the GSM modem, go to Config
- Setup - Hotline. See Configuration at page 74l.

4.2.9 Action Type - Send to Central Server
The system will send an Event to Central Server.

on the right top of the display window.

%8 Select Contactor,

Contactor:

X

l

Edit Address Book |

MNarme

ME User 1
FE User 2
ME User 3

Phione Murnber
111-1111-1111
222-2222-2222
333-3333-3333

Customized message content:

customized message of each alarml

(v

oK ] ’)( Cancel ]

Step 1: Select the “Send to Central Server” action and then
click OK.

Note: The detail please refers the user manual of Central Management System.

4.2.10 Action Type - Send snapshot to FTP
The system will upload a snapshot immediately to FTP site.

Step 1: Select the “Send snapshot to FTP" action and then click OK.

Note:

2. For Digital Input Event, this warning action will send the snapshot of first camera which selected

on “On Screen Display” warning action.
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3. To give the system the FTP server, go to Config > Setup > Hoftline. See Configuration at page 76 for
detail.

4.2.11 Action Type - Popup E-Map on Event
The system will auto popup E-Map window and show the
assigned map and indicator.

Map Layer, IFIower j
Step 1: Select the “Popup E-Map on Event” action and then click OK. incicstor. [Carn =
Step 2: The responding window will popup to Popup e-map on event.
Click the “Popup E-Map on Event” indicator fo modify the sefting. v 0K | X Cancel |

Step 3: Select the Map Layer and Indicator, and then click OK.
Note: To edit E-Map, see Configuration at page 88.
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5. Configuration
2007/04/10
02:58:02
3 setting
& User Account Setting
I
W
B Log viewer
B Backup I
Network Service \ j
Click on the Config icon, select from the drop-down .
i ) X s} Setting
menu and open the Configuration panel. Modify the _
sefting and access License Manager, Counting & User Account Setting
application, POS application, Log viewer, Backup, B License Manager
Network Services. Select Save/Load Configuration to .
SavefLoad Configuration [

save/load all the settings.

ElE Counting Application
@& POS Application

B Log Viewer

B Backup

* Video Source function available only with MPEG-4
software compression captures devices.

Metwiork Service

About MainConsale, .
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5.1 Setting - General
Storage

Status Display

de-Saiting
Startup _ : _ — .
Efar mera] 10 Device | PTZ Conﬂg] Hutlme] Address Book 0n|turD|spIay] Joysnck]
Startup Starage Status Display
Iv Main Console v Current Date
_ Location EEE® || ”
[v Schedule Recording Systermn Fi\VIDED W Current Time
[~ Smart Guard System v Free Disk Space
[~ Counting Application [~ IF Camera Bitrate
[~ Live Streaming Server [~ User Defined Text 1
[~ Remote Playhack Server Autamnatic Recycle: I—
+ Recycle when disk space is
[~ 3GPF Server
[~ User Defined Text 2
less than k] %
[~ Remote Deskiop Server I—
[~ Central Management Service
~ ]
— Full Screen Only keep video for days
Miscellan eOHw~ ’ Log Recyeling ] Advanced Setting
Miscellaneou Audia Preview uto Rehoot
™ Automatically popup event repart Default Channel (Mot Uged) - [~ Enable Auto Reboot
e Minimize to system tray I Enzble Audio an Active Channel Every
[ Synchronize video frames
Wolume at
- 5 -l
DDMS Service
/ / v ok | ’ X Cancel ]
[ T

Audio Preview Avuto Reboot

5.1.1 Startup

Check the MainConsole box to execute Main Console system when windows startup.

Check the following 3 main functions and 5 network services to auto activate functions when Main Console
system is executing, including Schedule Recording System, Smart Guard System, Counting Application, Live
Streaming Server, Remote Desktop Server, 3GPP Server, Remote Desktop Server and Central Management
Service. Checking other options can setup the startup status as Full screen or allow system to auto login with

the preset account.

Setup Auto login: Enable “Auto login” and click the Setup button to obtain
the Auto Login Setup panel, insert the User Account and Password to login
automatically when the system starts. Enable the Minimize after login to
minimize the MainConsole window after login.

User Account:

|
Password: I
Fassword Confirm: I

5.1.2 Storage

Location: Assign the default folder (you can setup several directories for
storage) for the system to store all data files. Recommend not to save in
system HD (C :\) to avoid PC efficiency drop when free storage is low.

Automatic Recycle: The system will automatically delete out-dated data
to save storage space.
. Recycle when disk space is: Set the standard limit to let the system
recycle automatically.
Less than _ %: The system will start to recycle if the disk space is less
than the indicated percentage(default is 10%).
Note:

1. The system will detect the storage space of default location firstly,
if the default storage space is exhausted, the video will be stored
to the next directory.

If all the status of locations exceeds the storage rule, the system
will start recycling in an hour progress.

- Event Log

K ithin interval of videa files

ly— days

~System Log
i Keep systern log within interval ofvideo files

|14 days

i+ Keep system log for

~ Counting
i Keep counting log within interval of video files

Igo— days

& Keep counting log for

P08 Transaction
" Keep POS transaction within interval ofvideo files

= Keep POS transactioin for IQU days

~Resource Report
" Keep resource repor within interval of video files
i+ Keep resource repor for IBD days

& 0K | X Cancel ‘
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. Only keep video for: Delete the video records that are older than the number of days set.

Note: If the default storage spaces exhausted (disc space is less than 3%), the system will start to recycle

by hourly period.
. Log Recycling: Click the button to obtain the Advanced Recycle Setfting panel. Set the days that you

want to keep the event or Keep all event logs within interval of video files.

Event Log: Delete the event log data that is older than the number of days seft.

System Log: Delete the system log data that is older than the number of days set.

Counting: Delete the counting application data that is older than the number of days set.

POS Transaction: Delete the POS transaction data that is older than the number of days set.

Resource Report: Delete the Resource report data that is older than the number of days set.

5.1.3 Status Display
Check the boxes of the information that you wish to see in the information display window in the Main

Console.

1| 2007/01/22

| 18:15:23

Free:1.9GB
—Temperature
¥ CGPU Temperature
. . . . . & Celsius Degree
. Status Display: Select the information like Current Date, Current Time, € FahrenheitDegree
Free Disk Space, IP Camera Bit rate and User Defined Text. ¥ Wetherboard Temperature

& Eeisius Denree

€ Fahrenheit Degree

. Advanced Setting: Click the button to obtain the Advanced Setting —
Panel to select Temperature, Fan Speed, System Resource and ¥ GPU Fan Spesd
Network Utilization information you wish to display. ¥ Power Fan Speed

~ Bystem Resource

¥ Total CPU Loading
¥ Total Memory Usage

5.1.4 Miscellaneous

i~ Metwork Utilization

¥ Total Upload Bitrate

Automatically Popup Event Report: Event report dialog automatically ¥ Total Download Bitrate
popup when events been detected. Make sure to stop Smart Guard System
before you modify the setting, otherwise the modification will not take
place.

0K | X Cancel ‘

Minimize to system tray: Enable the Option to minimize the Main console to be anicon in notification area of
windows task bar when pressing the minimize button.

Minimize

Nofe: Insert the username and password of MainConsole again when clicking the minimized
MainConsole icon in noftification area of windows task bar to start monitoring.

Synchronize video frames: Select it to avoid the tearing problem occurring in video display while increasing
the CPU loading.
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‘Dynamic DNS Setup %

. DDNS Service: Dynamic Domain Name Server (DDNS) function allows
you to use Live View or Web View to connect to the Main Console
through Internet event if you have a dynamic IP address.

Provider {DtoNs ~|

User name I

Click on the DDNS button to obtain the Dynamic DNS Setup panel. Password |
Set up the DDNS function by selecting the provider type, filing with Hostname |
user name, password and hostname, and adjust the update period.

Update period ———— 16 minutes

’\/ oK ] ’x Cancel ]

5.1.5 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in “Default Channel”.

Enable Audio on Active Channel: Select the “"Enable Audio on Active Channel” option to hear the audio
from selected video channel (selected by mouse) on each video grid of Main Console. The default channel
plays if the video channel isn't selected.

Volume: Adjust the volume with the “volume bar.”

System plays the audio of System plays the audio of left-top
"default channel” “selected channel”

5.1.6 Auto Reboot

Check the option of “Enable Auto Reboot” so that you can reboot the system Startup

on the time you select. | T Wiain Cansole l
[~ Schedule Recording System

Step 1: Check the option of “Enable Auto Reboot.” "~ Grnan Guard System

. [ Counting Application
Step 2: Select the fime you want to reboof.

[ Live Streaming Server

Note: Enable “Main Console”, “Auto Login”, “Setup login account” and |_IFemata FlaatlSanzn

check other status in Startup section so when PC reboots the system will run | SCIFF S
normolly. [~ Remaote Desktop Server

[~ Central Management Service
Auto Reboot

% [~ Full Screen
[~ Enahle Auto Reboot

I [~ Auto Login I
Every
at DDNS Service
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5.2 Setting - Camera

e Sesach 4 Lot ‘Eu/:h'e_lepe-| 1+ Contig

& cane Cami
M0z VIVOAEK-FD7131
F CAMO3 YIYOTEK-127151

/ [ & cAMDd X
45 CAMDS D-Link DCS-6100 (192,168
Insert - ]

15 CAMDI VIVOTEK-TF7135

8 CAM10 LevelOne WCS-2040 (192,
& CAM11 LevelOne WCS-2060 (192,
I8 CAMI2 AXIS 214 (192.168.2.24)
&, CAM13 D-Link DCS-5610 (192,168

Config

Search ‘Gengral - Camara |IIO D&\?ice" PTZ Canfig Hotlinel Use_rAccount| Address Buukl Manitor Displa\,rl .Joy_stick'

Delete 25 CAM14 CAMEZ

4] |

~Carmera Parameter - 030 Setting
|C*“*rIJ12 v Enahle
[~ Date
Go toWeb Interface [~ Time

Camera Settings

video Parameter
] Stream Profile

[ Bitrate

|EDDQID4ISU “I
IAM11:1 5:00 'I

¥ Camera Murnber

¥ Camera Mame Font

Apply All

v 0K | X Cance[|

5.2.1 Add Camera

LevelOne

Four function buttons will be included in the Setting/Camera panel if you have our Hybrid Surveillance

System license for IP camera.

Search: Click on the Search icon to obtain the Search IP Camera panel. The system will start scanning
automatically once the panel is opened; feel free to stop scanning by clicking on the Stop Scan button.

‘Search IP Cameras
P Vendor Model MAC |
1821681131 Leveione FC8-5011 00-40-25-00-00-06
[192.168.1.43 Panasonic BL-C10 00-80-f0-56-d6-ad
[J192.168.1.130 LevelDne FC5-4000 00-40-25-00-00-13 =
[J1%2.168.1.97 LevelOne WCs-2010 00-11-6B-80-44-F1 I
[O192.168.1.50 LevelOne FC5-1010 00-11-68-80-44-BD ‘
[O192.168.1.60 AXIS 207 00-40-8C-7247-B5
[J192.168.1.93 LevelOne FC5-3000 00-11-68-80-3A-05
[J192.168.1.98 LevelOne FC5-1040 00-11-6B-80-47-01
[192.168.1.92 Levelone WCS-2030 00-11-68-80-32-2B

[d192.168.1.54 LevelOne FC5-1030

00-11-68-80-36-FD =

~IP Camera Option

Camera Name: [LevelOne FCS-5011 (192.168.1.131)

User Name:
Password:

7ok ] (R _coa]

Fill in the user name and password for each IP camera found and click OK to add it to the camera list.

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel and add IP cameras to the list. See
following part (IP Camera/Video Server Setting panel) for detail.

Delete: Click on the Delete button to remove the selected IP camera(s) from the system. Click OK to finalize

the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting panel. You can modify the IP
camera seftings with the Setting panel. See following part (IP Camera / Video Server Setting panel)

for detail.
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5.2.2 IP Camera / Video Server Setting panel

\zNetwork

Mame: I

Network

IP Addrass: f . . . [ Use DNS

Hitp Port: |an

User Mame: I

Password: I

Device Pratocol: ~ TCP © UDP 5 HTTP

\

~Device

Wendor: { 'I Auto Detect

Carnera Model: {

CENmEEL 2l e !

Description Fs Ms My I's
\

“Description
Video Codec:MIPEG
Audio Codec:MiA

Carmera:1, DI:0, DO:0

W  OK | X Cancel |

Network: Fill up the Network field (including Name, IP Address, Http Port, User Name, Password and Protocol)
referring to the instruction provided by the camera manufacturer. Check “Use DNS” to use domain
name instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu. Click on *Auto Detect” and the
model name will show in the box.

Description: Shows information for the IP camera.

5.2.3 Camera Parameter

General Camera | (e DENICE'I PTZ Config | Hotline I UserA\:cUumI-Address Book | Monitor Display Juyslltkl

\ESES:E}\ = Insext P Delete | (o Contig
L& & camol caml

45 CAMO2 YIVOTEK-FD7 131

Camera List

4B CAMD3 WIVOTEK-IZ7 151

45 CaMOq AXIS 2104 (192.168.2.22)
45 CAMOS D-Link DCS-6100 (192,168
&5 CAMDE Wivotek FD7141 (192,168,
&5 CAMO7 vivoiek FD7132 (192,168
45 CAMOB AXIS 2104 (192,168.2,22)
&5 CAMDZ WIVOTEK-IF7135

£E CAM10 LevelOne WCS-2040 (192,
45 CAM11 LevelOne WCS-2060 (192,
JE CaM12 AXIS 214 (192.168.2.24)
&5 CAM13 D-Link DCS-5610 (192,165

{5 CAM14 CAMZ
i Camera Parameter ——————— Q50 Setting
|C"le ¥ Enahle
I~ Date 2008/04130 v[
G toWeh Interface: I Time AM11:15:00 'I
Camera Seftings v Camera Mumber:
Widan Parameter ¥ Camera Name Font
 eweamevons || | [ B Apply Al
4] | 0|

« oK | X cancel ‘

Camera List: The camera(s) connected to the system will show on the panel, click the name of the camera
to adjust the setting.

Camera Parameter:
Camera Name: Name the camera for your convenience.
Go tfo Web Inferface: Go to Website inferface to configure the camera setting (optional).
Camera Seftings: Set the camera parameter offered by camera vendor.
Video Parameter: Adjusts the video's brightness, contrast, saturation, and color hue values.
Stream Profile: Stream profiles are pre-defined to preferred settings which will respond from the query
of the remote live view function. Each profile has different Format, Frame, Resolution, Quality and Bit
rate (Kbps) settings.
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Stream Profile -

/]

Options

LevelOne
Vivotek PZE1%2 (192.165.2.240)
~| Stream Profile | Format | Frame Rate | Resclution | Quality | Bitrate (Kbps) |
Original - -
""" - i e &
Marmal CIF Mormal
Loy CIF Ly
Minirnurn MPEG4 3 QCIF Loy
/» Qptiohs
Yideo format: |MPEG4 vi
Frame tate: T
Resolution; . J o
& Qualty. T}/ High
CoBitrate: S 200 khps
[ Default l ’ Real Size ]
Copyio... ’./ fo]'e ] [ X Cancel ]

Note:

The types of stream profile and options will different with stream sources.

° IP camera:

5 profiles with Original (only can drop frame rate), High, Normal, Low and Minimum (for PDA/Smart

Phone Client).
[ J

Analog camera with FCS-800x series:

4 profiles with High, Normal, Low and Minimum (for PDA/Smart Phone Client).

Note:
1.

Use Copy to option could apply the setfting of a single camera to all the others.

2. To choose stream profile of remote live view, see Live view setting at page 99 for detail.

5.2.4 OSD Setting

Select the information that you wish to see in the on-screen display, or the sub-screen of the camera. And
then, click the Font button to setup the font style.

5.3 Setting - 1/O Device

I/O Device Setting

List of devices

Input Monitor

Output Monitor

Choose Font <]

Font T Tahoma |

size: s B

color: [ ¥

v Bold W Edge

coior: N (v]

Transparency — 0
Default

Device Setting

) Sefting m
General | Camera V'O Device |PTZCnm'|g| Hnnma| Address Bnnk| Monitor Di; Iayl Jnystmkl
[ 110 Device Setting Digital ilputoutput pins of selected 10 module
Add
—— | Modle S Q1755 (192.169.082) Namal  [inputo e [wo <]
Modify
Device: SCB-C24 =
R Pm‘ MNarme: \ Signal Type \
compot  [com o] DI input & s} ]
1 Input 1 [ITie}
(o] Addr00 - Moz Input 2 [{le]
Mo Input 3 N/O
Eooo  cutput 0 [lie]
Module | Device D Dm Cutput 1 O
§ AXIS QL. P Camera FDo2  Output 2 N/O
- Digital Input Monitor ~ Digital Output Sirmulatic
—o -
/ o 1 2 3 0 1 2
7
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I/O Device Setting:
. Module Sefting: Name the module device and ID that has been connecting the digital input/output
device(s) to your system.

. Device: This column displays the device(s) already installed to the system.

. ID: Select the number of the I/O port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is red. By triggering the digital input device, the related
icon will light up. This is used to check that the device is correctly connected.

Output Monitor: The device(s) is furned on if the dot is in red. By clicking on the icon, you may trigger the
digital device connecting to the system. This can be used to test if the output device is correctly
connected.

Device Setting
*  Name: Insert the name of the device (input and output).
*  Type: Select the device type from the drop-down menu.
1. N/O: Normal Open.
2. N/C: Normal Close.

5.4 Setting - PTZ Config

#} Setting. El
B asic Set“ n g General I Camera} 0 Device  PTZ Config IHmIine I uaerAcmum} Address Bnnkl Monitar Display] Jnystick]
—

\

0O & camol Camera 1

O & camoz Camera 2 Camera Model: ’m
O & caM03 Camera 3
FJcarng Carera 4 Com Port [comt h
Baud Rate: | 2400 M
Address:  |Addroo

Basic Setting

Advanced Setting

Advanced Setting

Pan Speed: 7)7 Medium

Tilt Speed —)— Medium

Zoom Speed —J— Medium
PR A

P

Miscellaneaus

Miscellaneous —1

[ Patoioroun | [ UserDefine Preset |

[\/ 0K ] IX Cancel]

Install PTZ cameras and follow the instructions of the camera manufacturer. A PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ camera.
Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ camera.

Note: If the camera model is IP PTZ camera, you can work PTZ function directly without the com port,
baud rate, and address setftings.

Advanced Setting: You may setup the pan speed, filt speed, zoom speed and auto pan speed. Adjust the
settings by dragging the bars.

Miscellaneous:

. Patrol Group: You can setup the Patrol Group, please see page 29 for detail.

° Default PTZ Preset: Enable this function, the PTZ camera would auto back to the preset point if no users
control PTZ function via MainConsole System. To enable opftion, simple check Back to PTZ preset after
idle and setup idle period and preset point.
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X

Default PTZ Preset Tool

PTZ preset default setting

W Backto PTZ preset after idle

Time interval of idle timeout: a0 Sec.
Backto preset paoint after idle: PTZ hame -

’J Ok ] ’ X Cancel ]

. User-Define Preset: User-Define Preset for the analog speed dome can tfrigger the extra-function of the
speed dome itself such as auto-tracking, login menu of camera...efc. You can refer the detail
description of each analog speed dome on its user manual.

User-Defined Preset Dialog

 Configuratian

Presat Marria: J| Step1: Type the Preset Name.
Freset Mumber:

Freset Type: (" SetPreset

Step 2: Type the Preset Number.

{+ GotoPreset

Step 3: Select the Preset Type.

i Deiete U

Step 4: Pressure the buttons to Add, Delete, or Update preset

ID | Name. Preset | Type | . setup.
1 point 17 g0 Set
2 function 1 99 Set
3 function 2 a5 Gao
4 function 3 65 Ga

[,/ Ok ] ’x Cancel l
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5.5 Setting — Hotline

Generall Cameral [lls] Devicel PTZ Config Hotline |UserAccuunl Address ElElElKl Monitor Display Juystickl

— E-Mail —Telephone
TSMTP Server: I “Fort: I25 Moderm: IMotorola SMEE Speakerphone Moderm j
“E-Mail Sender: | wave File: | -
E-Mail Subject: I Automatic hangup after ISD sec
Body Content: ;I Test
Make test phone call to: |
I~ SMTP server needs authentication = 551 e | fiana) g
UserAccount:I _ GeM rmodern
Eas sy I Send Test Mail Fort: INone vl
“FTP Haud Rate: |115200 =
*Server: I *Port |21 Fil Code: I
*Login 1D I [t el |1 mifuies
*Password: | Test
Upload directory: I; Send atestmessage to:l
I Fassive mode Upload TestFile TEST

v DK | X Cancel |

Configure the settings of hotlines, including E-mail, FTP, GSM modem and Telephone calls, once an unusual
event is detected.

E-mail: Input the following information: Server, Port, and Sender’'s E-mail address, E-mail’s subject title, Body
content and SSL opftion for encrypted fransmission. Click on the Send Test Mail button to test the setftings.
Note: * indicates mandatory areas
FTP: Input the following information: server, Port, Login ID, Password, and Upload directory, according to your
FTP type to enable/disable Passive mode. You may click on the Upload Test File button to test the settings.
Note: * indicates mandatory areas
Telephone: Select the modem that the system is going to dial the info call with, and then insert the phone
number you want to dial to. (A modem is required for voice fransition.)
Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the phone to alarm the person who picks
up the phone call.
GSM modem: Set the Port and Baud Rate of the GSM modem device, and then enter PIN code. You can
setup the interval of send SMS message. You may click on Test to send test SMS message.
Note: The interval is set to restrict the period of two SMS. If you set as 60 min, the SMS between 60 min
would be deleted and didn't send to user.
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5.6 Setting - Address Book
Manage the address book from which you may send out a phone call or an E-mail when an unusual event is
detected. , ]

" Setting

General] Camerai /0 Device | PTZ Conﬂg] Hotline] User Account  Address Boak ] Monitor Display

5.7 Setting — Monitor Display

Please input the name and contact information

Name: |Michael

Phaone: [555-1123125

E-tiail: [mike@notline com

Description: %
[ Add ] [ Clear ] [ moamy | [ Remove
Contact persons
Marme Phqne E-Mail Description
& wichael 555-1123125 mike@hotline.com

Generall Cameral WO Device

Run Playback on Manitor |1

Playback Option

Primary | econgary |

RIfZ Config | Hotline |4%5er Account | Addfess Book  Wonitor Display | Joystick |

Cameras List

@01 Caml @01 Caml_1 ~Auta Scan Auto Scan
@02 VIVOTEK-FD7131 @02 VIVOTEK-FD7131_1 l—_l
01 cami_1
g 03 VIVOTEK-1Z7151 @03 VIVOTEK-IZ7151_1 [PUeELRy A ami_1 B
E04 AXIS 2104 (192,168.2.2 MEF04 AXIS 2104 (192,168.2.2 Secondary Channel |07 vivotek FT vl
@05 D-Link DCS-6100 (192.1 @05 D-Link DCS-6100 (192.1
gOG Yivotek FD7141 (192,16 igH06 Vivotek FD7141 (192,16 Auto-scan Interval |1 SEC
07 Vivatek FD7132 (192,16 | @07 Vivotek FD7132 (192,16
EH08 AXIS 2104 (192,168.2.2 = {EH08 AXIS 2104 (192,168,2.2 Lavout
~Layout
@09 VIVOTEK-IP7135 @09 VIVOTEK-IP7135_1 S \4
i@ 10 LevelOne WCS-2040 (18 i@ 10 LevelOne WCS-2040 (18 N Type: [ =
i@ 11 LevelOne WCS-2060 (18 i@ 11 LevelOne WCS-2060 (18
i@ 12 AXIS 214 (192.168.2.24 i@ 12 AXIS 214 (192.168.2.24
@ 13 D-Link DCS-5610 {192.1 @ 13 D-Link DCS-5610 {192.1

« OK | X Cancel ‘

Playback Option: Execute Playback on the secondary monitor by checking the box. Make sure to adjust the
display setting of your computer in advance to avoid system error.
Cameras List: The left side displays a list of all cameras; modify the cameras shown on primary/ secondary
monitor in the right window.
Auto Scan: Activate auto scan to rotate the channels/ cameras on the display screen.
For instance, you may select to show only 4 sub-screens on the main console while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by furns. You can set up a primary channel that will always be on the screen and a secondary

channel that has secondary priority.
Layout: Choose the number of divisions for NxN division on the Main Console screen.
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: : Function Parameter
5.8 Setting — Joystick / /
fD‘ Setting
Gemeral] Camera} Ira Dewce] PT. unﬁg} Hotllne] UserAccoum] Address Bo, ] Manitor Display Joystick I
Active Joystick: ‘CH PF%CTS IP DESKTOPR COMNTROLLER / j
Button Function ¢ Parameter ¢
Button 1 Goto Preset Point 1
Button 2 Goto Preset Point 2
Button 3 Goto Preset Point 3
Buttan 4 Goto Preset Point 4
Button 5 Goto Previous Camera
Button &  Goto MNext Camera
Button 7 Toggle Single Camera Yiew
Button 8 Toggle Full Screen
Button @ Switch Screen Layout
Button 10 Switch Active Monitar
Button 11 PTZ Speed Down
Button 12 PTZ Speed Up
[ / Import ] [ ’ Export I [ \ Default ]
Import Export Default
l/ 0K ] [)( Cancel ]

Function: You can choose the function from the drop-down menu for the button of the joystick.

fB‘ Setting

General] Camera] I10] Device] FTZ Conﬂg] Hntline] UserAcwunt] Address Bnnk] h

Active Joystick: |CH PRODUCTS IP DESKTOP CONTROLLER j
Button Function Parameter
Button 1 |Goto Preset Point =L
Button 2 i 2
gﬂﬁgg 2 5ot Preset Paoint 2
Goto Camera
BULton S |Gata previous Camera
Button & | Gotn Mext Camera
Button 7 |Switch Screen Lavout
Button 2 [Toggle Single Camera Wiew
Button 9 | Togale Full Screen
Button 10 (Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down
Zoom Wide
Zoom Tele
Start/Stop Patral
Switch Active Monitor
Impart l [ Export ] [ Default

Note: Following is a complete list of all log types:

N/A

Goto Preset Point

Goto Camera

Goto Previous Camera
Goto Next Camera

Switch Screen Layout
Toggle Single Camera View
. Toggle Full Screen

ONOO AWM~

9. Start/Stop Auto Scan

10. PTZ Speed Up
11. PTZ Speed Down
12. Zoom Wide

13. Zoom Tele

14. Start/Stop Patrol

15. Switch Active Monitor

Parameter: You can choose the parameter of the function from the drop-down menu.
Default: You can set the default setting for the joystick.
Export: You can export the setting of the joystick.
Import: You can import the setting of the joystick.
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5.9 User Account Setting

Only default admin account could manage the user accounts here. From the list on this tab, highlight each
account and modify the privilege setting.

There are 3 default privilege profiles of account groups:

. Admin: Have privileges of all system functions and devices, except add/delete/update privileges of
other users.

. Power User: Have limited privileges of system functions and complete privileges of assigned devices.

. User: All the privileges of system functions are forbidden, user could only manage assigned devices.

User account Setting Privifege

Mame | Group \ | Description | AT

& admin Admin Admiristrator B[] Function o
& can't exdt m... User Login Main System

Exit Main System
configure Main System
StartiStop Operation
StartiStop Metwork Service
Local Backup

Delete Recaorded Files
[ Remate Backup

----- Remoate Login

Weaepfecount | ] Browse Log
Narne: |admin . Login Playback
..... Minimize Main Systern
Group: IAdmin j - Device
Description: |Administrator -8 01
B Access

Password: I
Fl Remote Access
PTZ Control

) ¥ Remote PTZ Control
™| Disable UserAecaurt VIVOTEK.FDT1 3

[~ Keep remote login for |3 minutes [ Access hd
4| | »

At | Delete | Default | Update |

e
/ / | \

Add: Click it to create a AéW accoumtfHér insertindt@letdd inforriBfgie
Note: The "Add" button is only enabled when adding a new account.
Delete: Click it to delete the indicated account.

. Default: Click it fo go back to default privilege settings of related user group.

. Upgrade: Click it fo save the modifications of each account.

Password Confirm: |

User Account Setting: The admin may create and modify the content of user account here.
. Name: Insert the user name.
. Group: Assign the group for each user.

«  Description: Insert the description related to each user. User account |

. Password: Insert the password assigned to each user. —

«  Password confirm: Insert again to confirm the password. hame |Gr°”F i

. Disable User Account: Check the “Disable User Account” will gigﬂ'gg Sfen;"n Admingtrator
block this account to access system. The signal =" will & Guard1 EHECHE 2
appear after disabling the account. & Guardz eer 123
Note: Only the default admin account couldn’t be
disabled.

. Keep remote login for___minutes: Insert the duration to auto kick out account after logging in from
remote LiveViewer or Remote Playback server.
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Privilege: Check each privilege of functions and devices for each user account.
. Function: Check the settings, operation related and system configuration, and the privilege of remote
access.
. Device: Check the device privileges of camera, digital output and POS in MainConsole and client
applications.
Note: The privilege of default admin account couldn’t be edited.

5.10 License Manager

The license of the software should be registered first before operating the former version of Intelligent
Surveillance System.

Execute the License Management Tool in Config >License Manager to activate the license from dongle or
serial number allocated with the software package, or de-activate the license then bring it fo another PC
to activate it again.

Note: Please refer page 113 for the detail setting of Licensle Management tool.

Bt setting
£ User Account Setting
License Manager
SavefLoad Configuration 14

4 Counting Application
Ewdll & Pos application
Vil T B Log Viewsr

B Backup

MNetwork Service

Echedille: | Goamd Shout MainCaonsdle. .

[A)

5.11 Save/ Load Configuration

The Save/ Load Configuration function allows system users to save any specific sefting as a CFG (config)

file. You may save several different CFG files at a fime.

Save Configuration: To save a specific sefting, go fo Config - Save/Load Configuration - Save. In the popup
window, type in the file name and then save it as a CFG file.

Load Configuration: To load a specific setting, go to Config - Save/ Load Configuration - Load. In the popup
window, go to the directory that you saved the CFG files at, select any one of them and then click OK to
load the file.

Note: MainConsole will be automatically shut down after loading a new configuration. Re-start MainConsole
manually.

.
Setting i)
User Account Setting
License Manager Li L

SavefLoad Configuration H B save

i Counting Application
- =T

POS Application

Log Viewer %

Backup

MNetwark Service J

et L L Shout ManCansale. .

-80 -



IP CamSecure

LevelOne
5.12 Counting Application

ré‘y Counting

Video Preview

O B camMot (Main Gate)
O B camMoz (Driveway)
O & cAmM03 (Pool)

|08 cavos (Room A)
O = cAM0s (Room B) |

O & camo6 (Back Door)
Camera List

ho Signal

o t. Operation Options - Runtime Result
erarion
p v Define detection zones ™ Way Counting [ Show counting result I 0
7| " Define abject size & [2\Way Counting v Showlohject bounding box Qut ]

Spnsitvity —— F—— Resetevry |30 mins =

Start Simulation / [v o |[x cancel |

| \
Options Runtime

Camera List: Select which camera would enable counting application.
Operation:

Define detection zones: Defined the detection zona.

Define object size: Defined the size of the object to count.

Options: 1Way Counting will take objects going from Region 1 to Region 2 as one count. In 2Way Counting
mode, it counts either going from Region 1 to Region 2 or from Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen and/ or show object bounding box,
which draws the shape of the object that the system detects in red squares. You can choose from the
drop-down menu of how long you want to reset the counting number.

Start Simulation: Click to fest the sefting.

5.13 POS Application

Diata Source | Displav'|

Each LEVELONE Main Console system can manage fTusit J6Debsb (¥4 Contieus

up to 64 POS cash register devices. The POS o ~POS Info
Application tool is helpful to configuration POS S Name: hy
devices. Refer to the User manual for detail. Bl hy e

Serial Box SCB-C31
Tag Filter: Default

Associated Camera

5 CAMOL Caml
5 CAMDE Vivotek FD7141 (192,161
PidC 000 VIVOTER-IP7 125




IP CamSecure

LevelOne

5.14 Network Service

There are 5 types of network services:

Live streaming server, Remote playback server, 3GPP service, Remote
Desktop, and Central Management Service. From the Main Console, go to
Config - Network Service to obtain the Network Service panel.

Setting
User Account Setting

B bo &

License Manager
Savefload Configuration 4

B Counting Application

o . @ Pos Application
5.14.1 Live Streaming Server A e
B

When starting the live streaming function of computer, the system allows
remote users to log in to the specific computer and view cameras that are Netwrk Service:
connected to it. As system administrator, user could be able to monitor Schede  Guard  aboir ManConsdle...

these accounts in order to maintain the system efficiency.
! ! B waﬁ_

On Live Streaming Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the live video from the remote side.

Log Viewer
Barkup

Main | Blackwhite List | Perfarmance |

Client list
Live |CIientCount 0 Kill Client | Kill All Clients | ,_/
Streaming
State  |IF [camera | Bitrate (Khps) |
Remote
Playback

3GPP
Service

Service

—Sanice _—/

@ Server Status: Stopped Start | Stop |

Remaote -
Desktop Cptions

Options
Port: |5150 Default Maximum Connections: |16 _,/ P
—

v Use Default'eh Server  Port: ISD
Central 4 !
Managemnent ¥ Save Log IC:IDocuments and Settings\USERGEIELiveSare ...

¥ Enable Audio

v 0K | X Cancel |

Client list:

. Client Count: Show the amount of channels that are connecting fo system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and all clients are blocked from logging into your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote Live Viewer. Default port is 5150.

. Maximum Connections: Number of connections that are allowed to connect to the system. Default is 16
channels and maximum is 128, one camera video counts as one connection.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is sef to 80 by default.
Notfe: This must be checked in order to access system via IE*.

. Save Log: Save the log information at appointed folder.

. Enable Audio: Select this option to enable the audio transmission along with video stream.
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Black / White List

Live
Streaming

=]

Remote
Playback

g
=

3GPP
Service

sl

Remote
Desktop

Central
Managerment

Main BlackiWhite List | Performance

W Enable White List

¥ Enable Black List

|192.168. 2

&0 m|192.

168 . 2 . &0

Add to White List | Add to Black List | Delete |
j(n] | IP Range | Access |
0 192,168.4.39 - 192.168.4.40 Accept
1 192,168.4.50 - 192.168.4.55 Accept
2 192,168,180 - 192.168.1.90 Dery

Apply to All Metwark Servers 1/

v 0K | X Cancel|

LevelOne

Enable list

IP address

-

Black/ White
list

Apply to all

L

. White List: Check the "Enable White List” box to activate the white list filter. Only IP from the white list is
allowed to log in.

. Black List: Check the "Enable Black List” box to activate the black list filter. IP from the black list will be

blocked.

. IP Address: Enter an IP address into the IP address field on the left. To add an IP address range to the
system, enter 2 sets of IP address to indicate a series of IP(s).

. Add/Delete: Add the IP(s) onto the list or remove it from the list.

. Apply fo All Network Servers: Apply the settings to both the live streaming server and the remote

playback server.

Performance

Wetwork Service

Total bit rate

X

/

=
Central
Managernent

Main | Black / White Li

Total bitrate 195 SKbps

Performance ]

Camera 1 bitrate: § Tebp

1 P
20051205 14:56

24] User Logn agmin Accep!
] Flay CAM 1- agmin

CAM 2 admin
lay CAM £ agmin
fay CAM 2 a¢min
tay CAM 12 agmin

] Play CAM 14 acmin

/

[./ 0K ] [x Cancel ]

T

Live Streaming Server log information
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5.14.2 Remote Playback Server

When starting the remote playback function, the system allows remote users to log in to the specific
computer and withdraw data files that are stored on it. As system administrator, user could be able to
monitor the accounts logging in to maintain the system efficiency.

On Remote Playback Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the playback video from the remote side.

ce- 192.168.4.30 /192 168.1 53
Main | Black.white List | Performance |
Live |User00unt 0 Kill Client | Kill All Clients | Client list
Streaming L
IP | user | Bitrate (kbps) |
Service
Service
@ ~Senice |
Remote Server Status: Stopped Start | Stop |
Desktop
Options
Options
Port: |5160 Default Maximum Users: IS -
Central 4
Managernent
¥ Use Default'eh Server  Port: |81
¥ Save Log IRemotePIayback.log I
v OK | X Cancel |

Client list:

. User Count: Show the number of users that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logging to your system.

Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote playback server. Default port is
5160.

. Maximum Users: Number of connections that are allowed to connect to the system. Default is 8 users
and maximum is 64.
Note: One user counts as one account that is logging in fo the server.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.
Note: Must check this item for system access via IE*.

. Save Log: Save the log information at appointed folder.

|Block / White Lis‘r| and |Performonce| - Please refer Live Streaming Server section
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5.14.3 3GPP Service

When starting the 3GPP service function of your computer, the system allows remote users to log in and view
cameras that are connecting to it with 3GPP supported mobile phone. See Appendix A for more details
about 3GPP Service.

192.168.4 30 /192 168.1 53

Main I

Live Client Count a . .
Streaming | Cl|en1 I|St
State | P Camera User Agent ]
Remote
Playback

E —Service

Remaote Server Status: Stopped Start Stop |
Desktop H
e | — Service
Cel:t:al FPort: |554 Default
Management [~ Enable User Authentication
|L—Options
« OK | X cancel |
Client list:
. Client Count: Show the number of channels that are connected to system.
Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via 3GPP Service. Default port is 554.

. Enable User Authentication: User need to insert the username and password to login to the 3GPP server
and view the video stream.

5.14.4 Remote Desktop

When starfing the Remote Desktop, the system allows remote users to use LEVELONE Remote Desktop Tool to
login and configure system. See Appendix B to install and use this tool.

Live — Options

Streaming
Port: 5140 Default __/
>
Disconnectidle client after (300~3600 sac): 3600

Remote
Authenticat A
uthentication |~

Option

Playback

[~ Enable User Authentication (Use admin password)

Server Status

- Senice

Server Status Start Stap |

Central
Managernent

W 0K | X cancel |
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Options:
. Port: Assign a port for LEVELONE Desktop tool to login and configure system.

. Disconnect idle client after (300~3400 sec): Auto disconnect the on-line user who idled more than set
period.

Authentication:
Enabling this option would only allow admin account to use LEVELONE Desktop tool to login system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

5.14.5 Central Management Service

This service only supports LEVELONE Central Management System (NCS). When starting the Central

Management Service option of the system, the Main Console would send event information to NCS and

allow NCS system to control I/O device from remote side.

Note:

1. To enable this action, go Guard >Action and select “Send to Central Server” 1o enable the action
triggered by preference event.

2. Please refer the user manual of Central Management System for detail information.

Network Service - 0.0.0.0 / 192.168.0.83 / 218.167.191.175
Main |
Live Client Count 1} Kill Clignt Kill Al Clients :
Streaming ‘ [ I [ / Cllent
State IP 1
>

Rerate
Playhack

3GPP
Service

@ e - Service
b

Remote Senver Status: Stopped

Desktop

- Dptionsg

= ' ' tion

Cantral Fort: |5170 Maximun Connections: |16 /Op ons

lManagement

f 0K | [x Cancel ]

Client list:
. Client Count: Show the amount of NCS Servers that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logging to your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for NCS System to connect Main Console system. Default port is 5170.

. Number of connections from NCS Servers that are allowed to connect to the system. The default is 8
NCS Servers and maximum is 16.
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5.15 Help

Click Help to connect to FAQ of LEVELONE website http://support.LevelOne.com.

5.16 About Main Console

Go to About Main Console to view the version of your surveillance system and the hardware information.

I sSetting
L user Account Setting
[S5] License Manager

SavefLoad Configuration 3

ElE Counting Application
& POs application
=

’ MainConsole Version 1.24.0 Lite
Log viewer
| il | Copyright () 2004 -09

Backup — Digital Data Communications Asia Co. Ltd. Al rights resenved.
hittpAheewwe Jevell com
Metwark Service
Froduct Infarmation
Help Madel Type: IF Carneras

Abouk MainConsole, .,

Camera License Number: 32 {IF+)

5.17 Video Source
(For system with MPEG4 capture device only)

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.
Step 2: Adjust the maximum Video Resolution for all analog cameras.

Video Resolution Frame Rate Quality
Turbo mode Higher Lower
Standard mode Normal Normal
High Quality mode Lower Higher

Step 3: Click Sync all video signal level after pressing OK to synchronize video signal level to the optimized
display (Auto-gain confrol).

I Setting Video Source @

SavefLoad Configuration 2 ] _i
Wideo Standard: NTSC ¥
[ wideo Source —>
| : T Video Resolution; 352%240 (Turba hd
Counting Application ] (Ftho) —i
) 3682%240 (Standard) ~
ﬁ Log Wiewer I~ 8Byne allvideo signal level §640x480 (Turb o) =
E Backup B40x480 (Standard)

B40x480 (High Quality)
E T04x480 (Turba)

T04x480 (Standard)
T04x480 (High Quality)

Metwork Service

541

About MainConsole, .
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Device: and Map

E-Map:

Prexyigw

= Map
r;'|§§ Airport
£ East
L Gate

i L Bistro
o = Device

-2 Cami
@ Cam3{192.168.2219)

> Camd (1921682213
o RIS Q1755 (192.168.2]
g Cam3i193 168.2.219)-Ir E
R C 3192, 1-0
~oF Camd (192.168.2.213)-I
i Camd (192.168.2.213)-C

Cam3(192,168.2.21 G-0utput 0.(/0)
state. OFF

With E-Map, user can find out or track the actual location and alarm status easily and receive
instant response when the event happens.

The arrows and lightening icon on E-Map represent cameras and I/O devices and these icons will
turn red once they are triggered by alarms.

To launch E-Map application, simply click on Start and select Open E-Map from start menu to
open E-Map window.
There are 2 modes in E-Map application:

.."f Edit mode: Allow users to add/edit maps and indicators of devices. In Edit mode, the function
buttons on the bottom of the window will be active, and then setup the configuration before
running E-map function at the first fime.

i Operate mode: all settings will be activated in this mode.
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6.1 Edit Mode

To carry out edif function, you need to be in Edit mode.

ER
L E B Airpont

LR Cam3(182168.2 219)
Lo Camd (1921682213

Cam3f192.168.2.219)-Ir
‘' Cam3(192.168.2.219)-0
S Camd (182.168.2.213)-h

e
g ot
1] | | g "N
| Add Map i Edit bap i Uelete i |<LW"| \
Func\ﬁon button Edit mode%perqte mode

Switch button

6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected and inserted.

Step 2: Right click on the Map B& icon in device and map list to obtain the option menu to add map, or
just click "Add Map” button to obtain the "Map Config” dialog.

Map Config

Map Image File: |

Map Mame: |

fv oK | [x Cancel]

Step 3: Select the map file and insert the map name. Click OK, and then the map you added appears in
the free structure of device and map list.

Step 4: The map indicator appears on the left-up corner of parent map. Drag it o the position you want
on appointed map.

Edit E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right click on the “Map B " icon to obtain the option menu to edit map, or just click “Edit Map”
button to obtain the “Map Config” dialog.

Step 3: Modify the required details, and then click OK to save configuration.

Delete E-Map:
Step 1: Make sure being in Edit mode and all devices are connected and inserted.

Step 2: Right click on the “Map B " icon to obtain the option menu to delete map, or just click Delete
button fo remove appointed map from list.

Note: The root map can’t be deleted.
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6.1.2 Add/Rotate/Delete Device Indicator

Add Indicator:
Step 1: Make sure being in Edit mode and all devices are connected and inserted.
Step 2: Select on the icon “ B Map» which you want add device indicator to.
Step 3: Before adding indicator, ensure that the map you want is displayed. Select device from list and
directly drag a device to the desired location on the map.
Note: Different device is symbolized by different indicator.

’- Camera indicator, }{- digital Input indicator, 1fE‘l—POS indicator.

Rotate Indicator:
Step 1: Ensure being in Edit mode and all devices are inserted. Select device indicator from map or form

Device and Map list. The device indicator will be marked with a green ring L/ .
Step 2: Click Rotate button, the indicator will rotate 45 degree.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:
Step 1: Ensure being in Edit mode and all devices are inserted. Select device indicator from map or from

Device and Map list. The device indicator will be marked with a green ring L/ .
Step 2: Click Delete button, the indicator will be gone.

6.2 Operate Mode
To carry out the operation functions in E-Map, you need to be in Operate mode.

E-E Map
B Airport
=B East
L Gate
B Bistro
== Device
- Cami
.3 Cam3{192.168.2.219)
& Camd (192.168.2.213)
- AHIS Q1755 (192.168.2:0 b
. r

1B8.2.213)-I
3
o Camd (192.188.2.213)-C
4B de

& ot

Cam3t1 92.168.2.219)-0utput 0 (0]
state:OFF

Operate mode/ Edit mode

Switch button
6.2.1 Device and Map Tree list

This window wiill list all devices and map hierarchies; click device or map indicator to show related
information on E-Map windows.

= Map - Select the map you want to show on E-Map Window.

2 Camera - Select the camera you want to preview video on preview window and mark indicator on
E-map.

Hd Digital Input — Select it to highlight the device with green ring on map and show status on Information
window. If the Digital Input is from IP camera, the preview window will display live video of the camera.

o Digital Output - Select it to highlight the device with green ring on map and show status on Information
window. If the Digital Output is from IP camera, the preview window will display live video of the camera.

& POS - Select it to highlight the POS device with green ring on map and display live video of first
associated camera on preview window.
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6.2.2 E-Map picture

This window will show the map layer and indicators.
Device Indicator:

LevelOne

Select device indicator from Device and Map Tree list to show preview video and related information.

Map indicator:

Select map indicator will enter the next map layer. If you want move to upper layer, right click on the map to

select Up option or click’ri right on the map layer

6.2.3 Information and Preview window
This window will show the related information of each indicator.

= Map Info — Show map name.

2 Camera - Show camera name and connecting status.

/ Digital Input — Show Digital Input name and status (0 or 1).

v Digital Output -Show Digital Output name and status (0 or 1).

POS - Show POS device name, connecting status, first associated camera name and connecting status.

Triangular
indicator

6.3 Layout Adjustment

Device and Map
B
B E@ Airport

- Gate

:

Dievice

L Cami

L@ Cam3(192.168.2.219)
SR Camd (1921682213 | g
R NS Q1755 (192108.20 |8
27 Cam3(192.168.2.219)1
i Cam3(192.168.2.219)-0
s Camd (192.188.2.213)-1

«..,?'C. -

y
2 Y/
2000 PN ae o

Bistra (Map)

Ly Camd (192.168.2.213-C

4] i H

Add Map

Edit ktap | Dalete ‘

i) ]

W Sawe

Shrink the window:

Click * B « Triangular indicator” to hide the Device and Map/ Preview
and Information window on right and left side, click friangular indicator
again to go back to default setting.

Full screen display:
For the system with Dual- Monitor, user can view the MainConsole on
primary monitor, and view the full-size E-Map on secondary monitor.

Step 1: Click “e 4 Triangular indicator” to hide the Device and Map/
Preview and Information window on right and left side.

Step 2: Click “ " onright top of the window, and then get the full screen
mode of E-Map.

HE-Map =] B3

E-Map

o8 & -

y
- .
u ‘o0 0oa%ee o

At Map EditMap Delete Fatete

' Save
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7. Log Viewer

B8 (=1} }

- Log Viewer
Unusual Event | Systern Log I Counting Application I Counting Application (Diagram) | POS Log |

Log Type: All v
Channel: Al 2
Date: [v zo0am715 - 2 Exportto...
DateTime: ||_ 200807015 14:45 7 2] 10 ||_ 2009/07115 14:45 7| 2] ]
Ewent Time ‘ Event Type ‘ Camera | Description |
2009/07/15 14:45:46  General Motion o3
2009/07/15 14:45:51  General Motion oz

View the unusual event history that was detected by the Smart Guard System.

To launch Log Viewer and get report, simply click on Config and select Log Viewer from menu o
open Log Viewer window.
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7.1 Unusual Event

LevelOne

o Log Viewer — @
Unusual Event Isystem Log I Counting Application I Counting Application (Ciagram) | POS Log
Lag Type: All =
= Channel: All -
1 ate: |7 002I07HE * 2 Expartto...
Sfep2 DateTirme ‘r M Search |
— Step 4
_~ Event Type Camera | Description
Step3 20059/07/15 1414546 General Motion 03

2009/07/15 14:42:51  General Motion

02

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all. The
types of Unusual Event include General Motion, Foreign Object, Missing Object, Focus Lost, Camera
Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual and Digital Input Triggered.

Step 2: Choose the camera channel you wish to view or select All for all the channels available.

Step 3: View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular data: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 4: Click Search.

Note: When working with a video record,

1. Log Viewer will search for Unusual Event in the video record in Date & Time mode, start from the
beginning to the end of the record, which is the default sefting of the system.

7.2 System Log S Log Viever

Unusual Event  System Log |Cc|uming Applicaliunl Counting Application (Diagram) | FOS Lugl
Step 1 Log Type: IAII j
Date: [[+] 200805005 = =] Expartto.. / Step 3
ateTime: ||_ 20090505 14:53 E1 =0 “_ 200970505 14:53 [ = Search d’
Step 2 Event Time | Event Type | Description | -
20090505 09:54:47 Main Console Startup
2009/05/05 09:56:22 Mairn Console Shutdown
2009/05/05 13:29:02 Main Console Startup
20090505 13:29:04 Usar Login admir
2009/05/05 13:29:10 Start Schedule .
20090505 13:29:15 Start Smart Guard
2009/05/05 13:47:56 Modify Configuration
2009/05/05 13:48:31 Modify Configuration
20090505 13:49:46 Modify Configuration
2009/05/05 13:50:56 Madify Canfiguration
2009/05/05 13:51:35 Modify Configuration LI

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of
events. Select Log Type form the drop-down menu. There are total 31 types of log types, including:

User Login

User Login Failed
Start Schedule
Stop Schedule
Execute Recycle
Enable Channel
Disable Channel
Start Smart Guard
Stop Smart Guard
Modify Smart Guard
Modify Schedule

AV NI N N N N Y N N N N N N NI

Main Console Startup
Main Console Shutdown

Modify Configuration
Start Live Streaming Server

AN N N N N VA N N N N Y N N NN

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

Step 2: View the events that happened on a particular date or during a given time period by selecting

-93 -



search period.

For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.
Click Search.

Display the history of Counting Application during a given time period.

~ Log Yiewer iﬁl
Unusual Evenﬂ Systern Log  Counting Application ]Cnunting Application (Diagram POS Log |
Channel: |All -
Dats 700 B2 [ |
Date&Time ||— L= IF v Search
Event Time Chaninel In out
200707425 19:00:00 Camera 3 14 13

2007/07j25 19:30:00 Camera 3
2007/07j25 19:32:42 Camera 3
2007/07j27 11:30:00 Camera 3
2007/07/27 12:00:00 Camera 3
2007/07/27 12:30:00 Camera 3
20070727 12:32:15 Camera 3
2007/09/26 13:29:49 Camera 1

(== T, = e}
(== W= N

Select the channel you want to check or select All from the drop-down menu for all channels.
Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the DateTime and then enter the date and time.
Step 3: Click Search.

Press the button Export to.

Type the file name and choose the file format (.xls or .txt).

Display the Counting Application data in diagram format.

Unusual Event' System Lng| Counter Application - Counter Application (Diagram) i POS Lngl

JB[=1 ES

charingl: |CAMERA | =] Perod [one Dy ¢|  Dater [p0SMovnD « 3

Expontta.

Search

2005f11710  In

12345678 91l]1l121314151617131920217222324

Select the channel you want to check or select All from the drop-down menu for all channels.
From the drop-down menu, set up how you would like the diagram to be displayed. You have the
options of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.

Click Search.
Press the button Export to.
Type the file name and the file will save as BMP files.
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View the POS Log history that had been detected by the Smart Guard System.

Unusual Evem' System Lag | Counting Application | Caunting Application (Diagram) FOS Log I

Log Type: ICnnneclinn Lost

DateTime:

Camera |

4]

User Defined Event Rule 2
User Defined Event Rule 3
User Defined Event Rule 4
User Defined Event Rule 5
User Defined Event Rule B
User Defined Event Rule 7
User Defined Event Rule 8
User Defined Event Rule 9

[

POS: [Al =]
Exportto :
[ 2009808 16:14 512 Search
Fvent Narme \ POS Marne \ Description

User Defined Event Rule 10x

i =

Step 5

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all types of
events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User manual of POS for detail.

Step 2:
Step 3:
search period.

Choose the camera channel you wish to view or select All for all the channels available.
View the events that happened on a particular date or during a given time period by selecting

For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 4.
Step 5:
Step 6:

Click Search.

7.6 Export

After search the log you want, just export it to .xIs or .txt file.

)

Press the button Export to.
Type the file name and choose the file format (.xls or .ixt).

nusual Even ounting Application | Counting Application (Diagrarm oy
u | Event System Log | Counting Applicati Counting Application {Di 3| POS L

Log Type: IAII

Date: |[+] 2009i05/05 = 2]

|

~N

Exportto..

Step™1

DateTime: ||_ 20080505 14:45 [5] Sto ||_ 20090505 14:55 [ =) Search
Event Time | Event Type | Description | -

20090505 09:54:47
20090505 09:56:22
20090505 13:29:02
2009f05/05 13:29:04
20090505 13:29:10
20090505 13:29:15
2009f05/05 13:47:96
2009f05/05 13:42:31
2009f05/05 13:49:45
20090505 13:50:56
20090505 13:51:35

Main Console Startup

Main Console Shutdown

Main Console Startup
Lser Login

Start Schedule

Start Smart Guard
Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration
Modify Configuration

admin

Step1: Press the button Export to.
Step2: Type the file name and choose the file format (.xIs or .ixf).

88:45:41,

Dl M

i3

4 I

B @

[ o T E]

EventTime

20070912, 004541
200710912, 004544
20070912.01:1 1:10
2007060200 27:04
2007061200 27:05
| 20070612 01 28:27
2007061 215:06:51
200700501 2.15:06:52

=

2007061215 07-04
200700112 15.08:28
200700312 15.08:40
200700112 15.08:54
200709112.15.09:01
20070912 15:14:11
20070012 15:14:12
20070912.15:14:31
200710912.15:15:20

=

FEEE

=

=

200709112 19:44:15
20070612 19:44:58
20070012 22:51:57
20070612 22:51:59
20070612 225214
2007061 2. 225218
200706112, 22.50:04
2007000112 22:53:19

el ls[s[El]

EveniType
Main Console Startup
User Login

Main Console Shuvdown
Main Console Stastup
UserLogin

Main Console Shundown
Main Console Stastup
User Login

Main Console Shudown
Mein Console Stestup
Mzin Console Shudown
Mein Console Stestup
Main Console Shudown
Main Console Stastup
Main Console Shudown.
Main Console Startup
Main Console Shundown
Main Console Stastup
Main Console Shundown
Main Console Stastup
Main Console Shundown
Main Console Stastup
User Login

Main Console Shudown
Mein Console Stestup
TOVOIR Sememnliag /7

Descrption

admin

admin

admin

Xls

a7 /09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12

L}
)]
]
)]
]

15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
19:
19:
22:
22:
22:
22:
22:
22:
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11

:27:
127:
:28:
06 :
06 :
o7:
[iH
08:
[iH
09:
14:
1h:
14:
15:
b
44

51
51

52:
52:
52:
53:

iy,
:18,
a4,
a5,
27,
&1,
52,
oL,
28,
Lue,
5y,
a1,
11,
12,
31,
20,
15,
o8,
:57,
:59,
14,
18,
24,
19,

Hain
User
Hain
Main
User
Main
Main
User
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
User
Main
Main

Console Startup,
Login, admin

Gonsole Shutdoun,

Gonsole Startup,
Login, admin

Gonsole Shutdown
Console Startup,
Login, admin

Console
console
Console
Console
Console
Console
Console
Console
Console
Console
Console
Console
Console
Console Startup,
Login, admin

Startup,
Startup,
Startup,
Startup,
Startup,

Startup,

Shutdouwn,
Shutdouwn,
Shutdouwn,
Shutdouwn,
Shutdouwn,
Shutdouwn,

Shutdouwn,

Gonsole Shutdoun,

Console Startup,

dxt



IP CamSecure

LevelOne

8. Backup

.
: Backup Help

e —— -
\{:] i MNew Period .. Remove Period lELIEIackup lﬂDeIete

£2009/5/14 F 5~ 01:09:00 12,3, B
P2009/515 FF 10:3200  2009/%/15 4 10:46:00 1,3 111,185KE

The backup function saves recorded video and other log information. User may open
backup files on any PC with Windows Operating System and operate the full function
Playback panel on it. Follow the instructions below to obtain backup files.
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8.1 Backup Recorded file(s)

EEIE.-:l’. nwstern [Localhas

- Backup  Help

* - /MNew Period Remove Period Backup Delete
o
Step 1 /h/ 7

Date | End Date Time | Camerals) Size |
Step 2 / m;
Step 3 /

Step 1: Add (Remote) Backup Site: Press the “Remote Severfh " PR
can go to remote backup site management to add and T e
setup the backup site. sddress T
. Enter the IP address or DNS, Port, Username, and Password. For EE—
. Click Add to add the server. User Nams [
. Click OK to exit the Setting panel. — T
[~ Save Passwaord
Step 2: Access (Remote) Backup Site: Click on the ‘/-:j " icon and E—
insert the username/password of the remote server to
access the backup Site. a | [ oo || G|
Step 3: Click on New Period to obtain the Select Date/Time Period
panel. S| =

Step 4: Select the data you want to backup by highlighting the
time period. Besides the time-table, you may also set up start time an&&nd time in the Date Time
Period section.

B DateTime Search Dialog [Local Machine]

- S Date Tima Period - | vidpaPreview
¢ ®QW00 '

— | StatTime 2009/ 75 = |oo:00:00 | v Enakile Praview
1 £ A 2009 » 5 -

End Time 2009 715~ foo.0000 -
G012 3 4 = 5

5 6 7 8 91011
1617 18 S
19 20 21 22 23 24 25 | Color Ewent Type |

e SU‘ 3? 4 | General Motion

) Foreign Object

hissing Object

Focus Lost

Camera Block

Signal Lost L_I

Step 4 <

mrrrEm

¥ Show Event Log

= omsls o

12

S"ep 5 < [ camera 1 2
| tamera 2

ﬁCamera =
[ camera 4
Hcamera s
Bcameras
[Ecamera 7

=
=
5
5
=
%
o
£
=
5
E]

AL
titliliic

[ cameras -
= Al L[ ]

. RiaC0rd Aluays

e RizCorcl o Mation 7 - :
s Record on Event [‘/ {\l [ X Cance ]
N

Step 7

Step 5: Click on the camera number icon to add camera(s) or click +* = to add/delete all the channels.

Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup System panel.

Step 8: If there is any data period not wanted, click Remove Period to remove the data period on the
backup list.
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Step 8 Step 9

: Backup Help

@ L
é ;- MNew Period < ¢Remove Period @Backup x | Delete

Start Date Time End Date: Time || Camerats)
:2009/5/14 - 01:09:00 2009/5/14 F=F 01:32:00 1,2,3,4 B
_@2009."5."15 E4F 10:33:00 2009/5/15 £ 10:46:00 1.3 111,185EB

Step 9: Click the Backup icon to obtain Backup panel.

- Summary

Sfep 10 / Total backup data size: 74,434KB

:Media

Sfep 1 / {* Backup using COROM

" Backup using DWVD
¢ Backup on HardDisk

| o |

. Option

Step 12 / ¥ Backup Event Log

¥ Backup Systern Log

¥ Backup Counter Log

¥ Backup POS Transaction

v 0K | X Cancel|

Step 10: Summary: Check the summary section to see the size of the file(s).

Step 11: Media: Choose the path you want to save the file or burn the file info a CD (direct CD burning for
Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup (Event Log, System Log, Counter Log
and POS Transaction), and then click OK.
8.2 Delete Recorded file(s)

Step 1: Click on “New Period” to obtain the Select Date Time Period panel.

Step 3
@ - /.-jl\l}w Petiod Rernove Period @ Backup |ﬂ Delete
Start Date Tims” [ End Date Time [ Camerafs) ] Size |
_QZDDQR £ 11:5400 2009/5/14 F4F 12:19:00 1,2,3,4 914,584KE
jQ Si11FF 08:41:400 2009/5/11 TF4F 08:54:00 12,54 606,41 1KE

Step 1

Step 2: Follow steps 3-7 on above (backup) section to select data period which you want to delete.
Step 3: Click on the Delete icon and delete all the data in the backup list from the database.
Note: Deleted video cannot be recovered.

-98 -



| & locahost

e

S

Comn T c0)
-
B

N\ EEE| E

With the Remote Live Viewer console, remote users may watch up to 128 channels real-time video
from remote live streaming servers.
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9.1 Setting

Click General Setting to obtain sefting dialog.

General Setting

9.1.1 General Setting

Audio preview:

. Enable audio on active channel: Select it to enable the audio streaming on active channel.
Miscellaneous:

. Synchronize video frames: Select it fo avoid the tearing problem occurring in video display while
increasing the CPU loading.

9.1.2 Server setting Server List

&l localhost (localhost)

Step 1: Enter the Server Name as preference.

Step 2: Enter the Address, Port, User Name, and Password to log in the server.

Step 3: Enable the Save Password to login without entering the password again.

Step 4: Enable the Auto Login to login automatically when starting the Remote Live Viewer.

Step 5: Click on Test Server to check if the server is available.

Step é: Click Add to insert the sefting fo server list.
Note:
To change the sefting, select a server on server list and click “Update” after modify sefting.
To remove the server, select a server on server list and then click “Delete”.
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9.1.3 Group Setting
Allocate different cameras info each appointed group.

fing

Step 2 __|=EGener | sewer Groug I Camera | 05D | POS | Monitar Disniay | wiotification ] 1 4 I Step 1

S t= S5 Rename Login

;‘%mpany \_iﬁﬁ__‘ localhost
/ - [nralhnst - AXI5 Q1755 (192 [ 1
&= localhost - Caml 4 ----- B TREMDnE 192,
Step 4 Pobe B D-Link DCS-5610 (19 a

e ; .
4 ----- Bl D-Link DCS-6100 (192,168.2

1/

— Step 3

< | 2l < | ©H

v  OK | X Cancel |

Step 1: Log in to all the servers that contain the camera(s) you would like to put into the group(s).

Step 2: Click Insert to create a new group; name the group for future reference.

Step 3: From the window at the right, highlight the camera(s) that you would like to add to a group and
then click on the " <--" button. Repeat the process until satisfied with the group sefting.

Step 4: Click on the Delete and Rename button to remove or rename a specific group.

Step 5: Repeat Step 2 to 4 to adjust the group setting until safisfied.

Step 6: Click OK.

9.1.4 Camera Setting
Select the preferred stream type of each camera as default live view profile.

General | Server | Group  Camera | 08D | POS | Monitor Display | Notifcation | Jc 4| ¥

§1 Login
E|-- localhost localhost - Caml
-l Camil —Strearn Profile Info
-8 TREMDnet 312 {192.168.2
B D-Link DCS-5610 (192, 168.2 Stream prafile: |O”gi"a' =
-l D-Link DCS-6100 (192,168.2 widlem e MIPEG
E AXIS Q1755 (192.158.2.250
L Carnz Frame rate:
Resolution:
Guality;
Bitrate:
Copyta...
1] I Wl

 OK ‘ X Cancel‘

Stream profile: The list would different with video input type of server
Auto: The system will adjust the stream type automatically to fit different screen division.
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Recoded: The system will follow the stream profile set in Main Console >Schedule > Encoding Options.
High / Normal / Low/ Minimum / H.264: The system will follow the stream profile set in Main Console -
Setting - Camera - Stream Profile.
Original (IP only): The system will display the streaming directly from the IP camera and video server.
Copy fo: Select in order to copy the preferred stream profile of a channel to all of the listed channels.

9.1.5 OSD Setting
Adjust font style of Camera OSD on this panel.

zoo@insizz =)
TFF04:45:24 7]

9.1.6 POS Setting
Adjust font style of POS overlay on panel.

9.1.7 Monitor Display Setting
Activate auto scan to rotate the channels/ cameras on screen.

Note:
° For instance, you may select to show only 4 sub-screens on the live viewer while having 16

channels connected to the system. With auto scan function, you will be able to see all 16 channels

by turns.
e Each monitor supports up fo an 8x8 layout with auto scan function to show 128 channels.
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Step 1~ ceneral | server | roup | camera | 08D | Pos  Monitor Display | notiication | Jc 4]

W 0K ‘ X Cancel‘

Monitor | Resolution | I Step 2
#1 1280 800 i SEE L
-1 | Step 3
Auto scan group: |Compan\,r hd //,
1] Step 4
Primary channel:  [4415 Q1755 (192.166 7] prg
ot
Secondary channel:  |{eE]ul
Auta scan interval: |2 SEC.
Step 5
— Layaut
LA
MM type:  |5x5 -

Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate auto scan settings.

LevelOne

Step 3: Primary channel: Select appointed channel that will always be on the screen when activating

auto scan settings.

Step 4: Secondary channel: Select appointed channel that has secondary priority then primary channel on
the screen when activating auto scan seftings.

Step 5: Layout: Select the screen division of “NxN type” in Remote live viewer panel.

9.1.8 Notification Setting

thing

General I Serer I Group

— Status display

Camera I Q50D I FPOS I onitar Display

W Show recarding status
W Show camera event

¥ Show counting result

—Miscellaneous

¥ Popup system event

Motification | Jca |

v 0K

| X Cancel

Status display:

. Show recording status: Select it fo show the crystal ball with recording status on monitor display.
. Show camera event: Select it fo show the smart guard detected event appointed in Main Console on

each channel.

Note: To execute this function, need setup on screen display as an action of Smart Guard instant

response.

. Show counting result: Select it to show the counting result appointed in Main Console on each channel.

- 103 -



IP CamSecure

LevelOne
Miscellaneous:

. Popup system event: Select it to allow the System event appointed in Main Console popping up
a message to warn.

9.1.9 Joystick Setting
Switch to Joystick tab and the configuration is the same as on Main console, refer to page 78 for
details.

LiveView Setting %]

Server | Group | Camera | 05D | POS | Monitar Display | Motification  Joystick | 1 | 4

Active Joystick: IUSB Gamepad j
Button | Function | Parameter |
Button 1 Goto Preset Point 1
Button 2 Goto Preset Paint 2
Button 3 Goto Preset Point 3
Bution 4 Goto Preset Point 4

Button 5 Goto Previous Camera
Bution & Goto Mext Camera

Button 7 Toggle Single Camera Wiew
Button 8 Toggle Full Screen

Button 9 Switch Scresn Layout
Button 10 M/A

Irmport ]’ Export ]’ Default ]

’/ 0K l ’x Cancel ]
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9.2 Server/Group/Camera

Display a complete list of the server(s), group(s) and camera(s) that are added to the system.

Server View: The cameras would list beyond associated server.
Group View: The cameras would list beyond customized grouping.

Server View Group View
(] ) :
(T view [MERBOP) m S

Group 1 |¢\_‘
B cameral_l | |

B Axis 207w |

[ axIs M1031- = B> Cameraz_1
af¥ Zavio M510W_| [ cameras 1
fr ¥-cam White B Camera 4_1
dfr Levelone FC: IE Group 2

afr Levelone W | €[> Unknown

B A¥IS M1031-
nuuo

afr Cameral 1
dfr Camera2 1 |
b~ St

B> 15 zozmw |
[ axls M10z1--
@ Eroup 3

CameraS L |
s |

| £ fi,)!...:

vl

AR

9.2.1 login/logout server

Option1: Select a server on list, and then click on the LOG IN/ LOG OUT icon to
access/ leave the server.

Option2: On the server list, right click on it to obtain the menu options.

Log In/Log Out Server

9.2.2 Connect/Disconnect camera

Option1: On the server/camera list, double click on a camera to connect it.
Option2: On the server/ camera list, right click on a camera to obtain the menu

options to connect/ disconnect it. .
Connect/Disconnect Camera

Option3: Select a camera(s) from the list, and then drag it to where you want the
image to be displayed.

|

Create Multinle Wisw

ST Login Server

E-Map

LevelOne

Connect

Disconnect

Logout Server
Connect Al
Disconnect Al

Duplicate Camera
Cannect

Logout Server

Connect &)
Disconnect Al

Option4: Play / Stop/ Drop: Select a camera/ video and click on this button to play/stop/disconnect a

particular channel.

Play/ Stop Drop
9.2.3 Multiple Views:

Step1: On the server/camera list, select a camera and right click on it to obtain
the menu options.

Step2: Select Duplicate Camera and the duplicate camera with green indicator

- 1065 -
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Login Server
Logout Server
Connect Al

Disconnect Al
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will display below on camera list.
Step3: Double click on the duplicated camera to connect it and display on screen.

9.3 PTZ Control
Control the movement of PTZ cameras. With cameras that support PTZ confrol, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click on the Set icon and set up the view as the preset point 01. Adjust
the camera view again and set up the preset point 02. Repeat the process until finish setting up all preset
points. Enter any names you want instead of the preset point 01, preset point 02, preset point 03..., click on
the Go icon and view the result of your setfing.

Note: For the speed settings of PTZ camera, please setup on Main Console — Config — Setting - PTZ Config.

9.3.2Zo0m
Click on the + and =signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near means objects that are closer will be
clearer than the objects that are further away. On contrast, to focus far means objects that are further will be
clearer than the objects that are closer. Click on the Focus icon and select auto focus if you want the system
to decide the focus point for you.

9.3.4 Patrol

To control PTZ camera to patrol around pre-defined path of preset points, click on Patrol button to start/stop
paftrol.

Note: To setup patrol path, please setup on Main Console - Config — Setting - PTZ Config - Patrol.

9.4 On Screen Menu

Right click on the camera screen and get the On Screen Menu, from which you Enabls Move

can quickly adjust the setting of camera. Enable Digital PTZ

9.4.1 Enable Move / Area Zoom Stream Profile b
With cameras that support PT function, click the Enable Move function to adjust the

current camera'’s view by clicking on the display screen. To cancel this function, Instant Playhack 3
right click on the screen and select Disable Move. Enable Audio

With cameras that support Area Zoom function, click the Enable Move/Area Zoom
function to adjust the current camera’s view by dragging a rectangle on the
display screen. To cancel this function, right click on the screen and select Disable Toggle Fullscreen
Move/Area Zoom.

Snapshok

9.4.2 Enable Digital PTZ

To enable the PTZ functions of the cameraq, select the Enable digital PTZ option. Use mouse wheel or click on
the + and —signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view of the camera.

9.4.3 Stream Profile
The function helps fo change video quality quickly by switch Stream Profile.

Enable Digital PTZ

| Stream Profile >| Auto
Enable Audio Recorded
E-Map Criginal
Shapshot High
Toggle Fullscreen bl
Lo
MiirnLirn

9.4.4 Instant Playback
To open the Instant Playback window of the camera, select the Instant Playback option and choose the

- 106 -



IP CamSecure

LevelOne
period. The instant playback windows allow to browser recorded video, snapshot image and export video
with audio and POS fransaction data.

To browse recorded video
By simply clicking the fimeline you can view the video, or by using the below navigation tools to control the
player.

E @ E - Play / Pause / Stop

E - Speed up/Speed down conftrol

@ @ - play Forward/reverse frame by frame

E @ - play Previous / Next minute video

To snapshot of video clip

Pause the video in image which wants to export and click snapshot bu‘r‘ron. The snapshot is displayed
and can be saved or copied to clipboard.

To export recorded video
Select export period and click export button| % | and setup the options of export video.

Adjust to original video resolution button @is the tool to adjust the video to original video resolution.
Audio butfton help to turn on / turn off the audio.
POS button is fo enable / disable POS transaction data overlay.

9.4.5 Enable Audio

With cameras that support audio function, click the Enable Audio function to listen the current camera’s
audio by clicking on the display screen. To cancel this function, right click on the screen and de-select
Enable Audio.

9.4.6 Snapshot

The snapshoft function could copy and capture a specific video image o the clipboard or to save as bmp
file. The snapshot could customize to add OSD, POS information, and captured selected range only when
viewing video with digital zoom in.

9.4.7 Toggle Full screen

Switch to view video with full screen display. To disable the function, right click on screen and de-select
option or simply press “ESC"” to go back to original window.

9.5 Start Monitor

9.5.1 Multiple Monitor

Select Open Monitor to append monitor to view more live videos on
multiple monitors. Each appended monitor has the same list and view
control buttons as the Main monitor, with the exception of the Start,

Playback, and Setting buttons. /@ @ —
Start Monitor ' N .

Crpen Monttor
Open E-Map
Crpen I8 Control Panel

9.5.2 E-Map
Select Open E-Map to obtain the E-Map window, the GUI map help to \,
find up devices easily and have information window to show the status of
each device.
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= Map Info — Show map name.
2 Camera - Show camera name and connecting statfus.
/ Digital Input — Show Digital Input name and status (0 or 1).
v Digital Output -Show Digital Output name and status (0 or 1).
i POS - Show POS device name, connecting status, first associated camera name and connecting status.

9.5.31/0 Control

Select to obtain the I/O control panel, the panel helps to view status 14 10 Devices - o/ed
and control DO devices remotely. servers: [1ocainost | w B a
Note: Adjust the setting of I/O device in Main console — Config — ey

Setting - 1/O Device first, the I/O control panel will display the device
status based these settings.

o O

Input 0 Input 0

Do

© O

Output  Output 0

9.6 Playback
Select it to obtain the Playback panel and view video remotely.

9.6.1 Add Remote Playback Site

~ Server Setting
W Server Name:

Press the Remote Sever@ icon to go to the remote @ T
playback site management to add and sefup the remote '
ploybock. Port. |5160
Step 1: Enter the IP address or DNS, Port, Username, and Vs e

Password. Password: li
Step 2: Click Add to add the server. Save Password:
Step 3: Click OK to exit the Setting panel. ost Server

9.6.2 Access Remote Playback Site ne | o | i |

=
Go to Date/Time Panel and click on the QE icon on
the top of the display window to access the Remote v ok | x camel |
Playback Site

Local Machine

Q0

Remoke Server 1(192.168,1,51)
Remote Server 2 (192,168.1.52)

' Frey
|13 14 15 16 17 18 19

EEEI 21 22 23 24 25 26
|27 28 2030 31
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=
2k & Untifled Document Ky~ E - - M EEE® - G TEO - P

[Ritp:218 167193 22 8080 veview him T e e REST

Make sure the Live Stream Server is enabled. Check 5.14 Network Service for more detail.

Open an Internet Explorer browser and enter the IP address or DDNS “name” of the server followed by the
connecting port.
Example: http://192.168.1.16:8080/
192.168.1.16 is the IP address of the server.
8080 is the port specified in Use Default Web Server in Network Service.

Press this icon to use Remote Live Viewer which functions are the same as Remote Live Viewer. See page?%9.

Press this icon to use Remote Playback which functions the same as Playback buf remote server and
backup functions. See page 34.
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11. Utilities

License Management Tool
Resource Management Tool
DB Tool

o0®>

-110 -



IP CamSecure

LevelOne
A. Verification Tool

The Verification Tool verifies whether the data created by the system has been tampered with. It is
the process by which a digital watermark (a digital signature) is added to each recorded video
frame to ensure its authentficity.

There are 3 types of data could be verified by Verification Tool:
1. Filein (.DAT) (.264) format will be displayed as#”.

2. Filein (.LAVI) (.ASF) format will be displayed as#.

3. File in (.BMP) (.JPG) format will be displayed as.

1.1Execute Verification Tool

Step 1: Execute Verification Tool from program files.

) DreyeiSsid » ]

gEsef v ) User Msmal >

‘Finance managemant » E Backup System

) GlobalSCAPE » [ D.B.qu.ols \

) Infogrames v 8] Mam Consale

S =~

) TeIPROSst Witsless v Pleybark Sysem
& Windows Live MEM 5 i Remote Live Viewer Step 1
[/ Mictomsft Office > iﬂ Verification Tool

Step 2: Insert the Administrator Password to log in.
Step 3: The Verification Tool appears after login.

1.2 Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview

9700001, 2009/05{... 2009/05{... TREMDne... C\Docurnentsand Se
0604 _sa,., 2009/06/,.. 2009/06f,., SanyoWD.. C\Documents and Se
TwoE04_ 5., 2009/06/,., 2009/06(,., SanyovC,.. Ch\Documents and Se

ChiDocuments and S

4 | 2
Status Wty b ‘ l! .
Rurmnber of file =\_Ieriﬂ_ed Y o 'ﬂl_es Time elapsed | 0000 000
Murriber of file Passed : 0 files Tirne left: 0000000

Play Verify Pause Stop

[3 Add File: Click it fo insert the single file to list for verification.
2 Add Folder: Click it to choose the folder with multiple files to list for verification.
[& Remove File: Click it to remove indicated file(s) from list.
[} select All: Click it to select all files in list for verification.
Note:
1. Choose the file type first before selecting files. Only (.dat) (.264) (.avi) (.asf) (.omp) (jpg) are
available to open.
2. User could also drag files to the list for verification.
Video Preview: Check this column to preview indicated file in verification list. Select the button below
preview window to play?, Pausellll and S’rop. the file.
Note: Preview of (.bmp) (.jpg) format is not allowed.

-111 -



IP CamSecure

1.3 Verify Image/Video

Step 1: Select single or multiple files for verification.

Step 2: Click “verify 8 "to start verification.

Step 3: The verification result will show on watermark column.
If a file was tampered with, it will showd®.
If a file passed verification, it will show®.

Watermark

[ 4] Werification Tool

N RE k)
File Marme | Waterrnark | Start Time | End Time | Cam Mame | Path Eﬂ
@7 CO0002... 2009/05f... 2009/05/... D-link DC... CA\Docurments an
w0604 5. @ 2009/06f... 2009/06f.. Sanyo V(.. C\Documents anc
M8 0604_sa.., o 2009f/06f... 2009/06f... Sanyo¥D... C\Documents anc
97 C00001,., &2 2009/05/... 2009/05f... TREMNDne... C’\Documents anc
@7 C00001... V 2009/05/... TREMWDne... C:\Documents anc
101, Jius 2009/05/... TREMDne... CiDocuments an
@7 CO000z... 2009/05f... 2009/05/... D-linkDC... CiDocuments anc
@7 C00002... 2009/05/...  2009/05/... O-link DC..  ChDocuments and
i e e e S A . _'I_I
Status : Werify
Mumber of file Verified : T files Time elapsed : 0008 : 266
MNurnber of file Passed T files Tirne |eft: 01:49:380

N\

Video Preview

> &Il

\ Verification report

Step 4: The verification report will indicate the information related to the verification.

LevelOne
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B. License Management Tool

The license of the software should be registered first before operating the former version of Intelligent
Surveillance System.

Execute the License Management Tool to activate the license from dongle or serial number allocated
with the software package, or de-activate the license then bring it to another PC to activate it again.

Both “On line” and "Off line” status of PC environment could execute the tool to “activate” or “transfer”
the license. Below list 4 types of license management process:

- To “activate” the license with PC connected to network, follow the Activation On Line process.
- To "activate” the license with PC not connected to network, follow the Activation Off line process.

- To “de-activate/transfer” the license with PC connected to network, follow the Transfer On Line process.

- To "de-activate/transfer” the license with PC not connected to network, follow the Transfer Off line
process.

1.1 License Management Tool Overview
1.1.1 Execute License Management Tool

Step 1: Execute License Manager Tool in config menu or installation folders.
]

BE setting
User Account Setting

License Manager W ,J ,J ,J
Save/fLoad Configuration 4 Config db dump
Counting Application 2

POS application = e
Log Yiewer ,J ,J
Backup shkin WaAVE

Network Service

Start  Plagback Schedule  Guard About MainConsale. .
‘ﬁL _ﬂ_!_ra?; A Ah -
EY

Step 2: The “License Management Tool” will appear. Please refer below for the tool overview.

3 3

i) Alpha2dll Alphadll

1.1.2 License Management Tool Overview

License Management Tool *
Activate Activate tab e |Tanster|
SN Channel Product Status | )
SN status
" W,
Activate type:
Activate type CE
" Offline
fSNtype‘ \\
" Input SN: I
SN type  Import SN file: [
* Activate from dongle
\_ " Importlicense file I JJ
o BCTivat
Activate ==

L
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#] License Management Tool m
TransferTab  — 0 |
SN | Channel | Product Status )
SN status
\_ J
Transfer type: \
Transfer type
YP & 0Online
" Offline
\
Transfer —

1.2 Activate/Transfer License
1.2.1 Activate License

|Activation Online|

Step 1: Open License Manager Tool.
Step 2: Select On line as Activate type.
Step 3: Input the SN (Serial number)or Import SN file, and then click on Activate button.

Sh type:
& Input SM; k
= Import S file: | Brinise
) Activate frorm dorole
" Import license file: | Bronwwse
Activate

Step 4: Restart MainConsole if activated successfully.

|Activation Off lin€|

Step 1: Open License Manager Tool.
Step 2: Select Off line as Activate type.

Step 3: Insert the

Activate type:
i 0Online
(ol

SN, and then click on Activate button.

-4 -

S type:
[G‘ [t S J
 Import Sk file: | Browse
{ Activate from dongle
 Import license file: | Erowse
Activate
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Step 4: Save Request file, and then take it to another PC that is connected o the Internet.

ar

File Edit “ew Favorites Tools Help

Address |k'f? Ci\Documents and Settings)april\DeskkopiRequest: File |VI Go
| & LicenseTool dll
bexpat.dl ‘ﬁ, 1.0,0.1
LicenseTool Dvnamic Link Library
ngfgﬂgi.lreeq OffLineTool.exe
| KE OffLinefctivation MFC aApplica...

Step 5: Execute OffLineTooI.exe in another PC, and then click Activate to send request file to license

server. —
(] 0ff Line Tool

Infarmatian:

Activate new Sh.

Mew SN

RS S R R R R

r Activate ] |

Step 6: Save License file, and then take it to original IP CamSecure system.

Step 7: Open License Manager Tool again, select Import license file, and then click Activate button to

activate.
SN type:

= Input SK: I

 Imiport SK file: | Browyse:
 Activate from dongle

[(3' Import license file: |C:1D0cuments and Settin [ Brinase J]

_ectiete ]

Step 8: Restart MainConsole if activated successfully.

1.2.2 Transfer License

Transfer On line|

Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check On line as Transfer type.
Step 3: Select SN and click on Transfer button.

[£] License Management Tool
Activate  Transfer |

L Channel | Product Status
(BF55-6342-16D0-717F 1B Zetivated 1
Transfer tyne

@ online

~ offline

Transfer
-

Step 4: Restart MainConsole if activated successfully.
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ransfer Off line)

Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check Off Line as Transfer type.
Step 3: Select SN, and then click Transfer button to transfer SN.

[F] License Management Tool

Activate Transfer

Sk S Channel Product Status
SFSS-BEHE BT TR 16 activated
Transfer tyne:

i Online

& (O line

Step 4: Save Request file. Restart MainConsole if activated successfully.

S Request File [AEX)
.:a

File Edit  Wew Favorites Tools Help

Address |D C\Documents and SettingsiaprliDeskiopiReguest Fils |Vl Go

| g I LicenseTodl. di
V& 1.0,0.1
LicenseTool Dynaric Link Library

;I;_:F(Ilgngi.lreeq ; OFfLineTool exe
1 KE OFfLinedActivation MFC Applica...

Step 5: Copy request file to another PC
connected to internet.

Step 6: Execute OfflLineTool.exe in another PC, check Transfer SN and click Transfer to send request file to
license server.

libexpat.dil

[£] 01t Line Tool

Infarmation:

Transfer activated Sh.

Transfar Sh:

SATI-D2C-09ET-T422

—
l Transfer “| Exit

Note: User needs to copy request file to another PC and send it to license server, otherwise the SN can’t be
re-activate again!!

[£] off Line Tool
Infarmation:
Completel Transfer has finished. -~

Transfer activated M.

Transfer SM:

5A71-D23C-09E1-7422
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C. Resource Management Tool

Start Monitar Al

The Resource Management Tool detects whether the system is operational. Ston Recording Schedle
Stop Smart Guard System

Note: For further application of Resource Management Tool, please refer page 55 SO R Aot

In "Guard” chapter.

Enable Secondary Display

Open Event Report

1.1 Execute Resource Management tool ESZEE;TSEMDM
Step 1 Open [f0 Control Pangl

Step 1: Open Resource Report from start menu. Lack System

Step 2: The Resource Management Tool will appear. (@ 1 | ] E® 1 A

—

1.2 System Resource Overview

System Resource History Diagram

System Resource hemary Usage

[l Systern Health

CPU Temperature: 0°C (32 °F)
Motherboard Temperature: 0°C (32 °F)
. CPU Fan Speed: 0 RPM

.. Power Fan Speed: 0 RPM T

L. Memary Available: 580 MB
- Logical Disk Free: 15 %

L. CADocurments and Settings\USERIDE- +1N
- MNetwork Utilization

K I i

Advanced | v 0K |

Aqunced

1.2.1 System Resource

System Health: This item shows the system information, including “CPU Temperature”, “Motherboard
Temperature”, “CPU Fan Speed” and “Power Fan Speed”.

Note: User needs to install the “SpeedFan” first to gather the CPU and Motherboard temperature information.
CPU Loading: This item shows the percentage of CPU usage.

Memory Usage: This item shows the memory usage of system. “Memory Used” and "Memory Available” are
included.

Logical Disk Free: This item shows the percentage of available disk space for storage.
Note: The disk directory will be the same as the one in MainConsole — Config — Setting — Storage - Location.

Network Utilization: This item shows the total bit-rate utilization for the upload and download of the computer.
1.2.2 Instant Diagram

Click each item in the list to obtain the instant system diagram. The “system resource” will be displayed as
each variable in Vertical Axis; the unit of Horizontal Axis will be displayed as “Per Second”.
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Systemn Resource CPU Loading

[= Bystern Health

CPU Ternperature: 43 °C {108 °F)
Maotherboard Temperature: 45 °C (112 °F)
CPUFan Speed: 0 RPM

Pawer Fan Speed=a-REm

PU Loadir
= Memory Usage: 90 %

Memary Used: 1848 MB

Lo Memory Available: 198 MB

- Logical Disk Free: 8 %

L ciDocurents and SetingsWISERIEA-£1N
= Wehwork Utilization

Total Upload Bitrate: 0 bps

Total Download Bitrate: 0 bps

KN

Advanced | v oK ‘

Click the Advanced button to search and export system logs in “Search” tab and obtain the history diagram
of an specified period in “Diagram” tab.

1.3.1 Search

Search |D|Sp|ay|
Type: |cPU Loading ]==[s000 & ﬂ
|

Date: 20090603 = 5 Exportto ‘

DateTime: i | to | Search I
Start Time | End Time | Log Type A, ‘ Iin ‘ [LEES j
200900608 16:54:55  2009/06/08 156:55:10  CPU loading 0. a0.00%  100.00%
200900608 15:56:00  2009/06/08 15:56:05  CPU loading B0.51% a0.00%  100.00%
2009/06/08 15:566:15  2009/06/08 15:56:20 CPU loading B0.49% 50.00%  100.00%
200900608 15:56:40  2009/06/08 15:57:10  CPU loading B0.25% a0.00%  100.00%
200906/08 15:57:15  2009/06/08 15:57:20  CPU loading BO0.19% 50.00%  100.00%
200900608 16:57:35  2009/06/08 156:57:40  CPU loading BO.19% a0.00%  100.00%
200900608 15:57:45  2009/06/08 15:57:50  CPU loading B0.32% a0.00%  100.00%
2009/06/08 15:47:95  2009/06/08 15:58:00 CPU loading BO.27T% 50.00%  100.00%
200900608 15:58:35  2009/06/08 15:58:55  CPU loading BO11% a0.00%  100.00%
2009/06/08 15:59:25  2009/06/08 156:59:358  CPU loading BO.11% 50.00%  100.00%
200900608 16:59:40  2009/06/08 156:59:50  CPU loading B0.04% a0.00%  100.00%
200900608 15:59:55  2009/06/08 15:59:55  CPU loading G0.04% a0.00%  100.00%
2009/06/08 16:00:00  2009/06/08 16:00:18  CPU loading 51.67% 51.00% 53.00%
200900608 16:00:25  2009/06/08 16:00:50  CPU loading 52.75% a0.00%  57.00%
2009/06/08 16:00:85  2009/06/08 16:01:00 CPU loading 5378% 50.00% 62.00%
200970608 16:01:05  2009/06/08 16:01:10  CPU loading 54.00% a0.00%  BZ2.00%
200900608 16:01:40  2009/06/08 16:01:55  CPU loading 54.54% a0.00%  6Z.00%
2009/06/08 16:02:10  200906/08 16:02:18  CPU loading S5.T1% 50.00%  71.00% J
EWDQIDGJ’UE 160235 2009/08/08 16:.02:45  CPU loading a6.13% a0.00% ?1.|DD% . _|'

0K

Choose the system event type, and then select the standard percentage to search system log.

Select the Date/Time duration to search system log.
Click Search to start searching, the system logs will be listed below.
Click Export to to save the system log in (*.xIs) or (*.txt) format.

Click OK to close the report window.

A A B c D E

1 StartTime EndTime LogType Ayg Man Min
2200506008 12:2023 20000608 122028 CFU leading 54 54 54
3200906008 12:20:53 20000608 1220:58  CFU leading 65.5 54 77
4 200e0608 1221013 20090608 1221018 TP leading 6167 ] i
5 20060608 12:21:23 20000608 122128 CFU leading 65.5 54 77
6 20000608 12:21:53 20000608 1221:58  CFU leading 4.2 54 77
TOA0e0e08 122253 20080608 122258 CFU leading 6133 53 i
820000608 122348 20000608 12:23:53  CFU leading 6l.86 53 77
920000608 12:2448 20000608 1224:58  CFU leading 5944 51 77



Search Display |

Type: |cPU Loading =] I

DateTirne: 2009/06/08 16:38 = 2 Save
Period: One Day = Display

']% —'II i i i v —_
2009/06{08 00:00 2009/06{09 00:00

Maximun: 2009/06{08 15:16:25 Minimun: 2005/06/08 13:35:54

Choose the system event type.

Select the Date/Time to draft history diagram.

Setup the start time and duration for charting. User can choose “One Day”, “One Hour"” or “One
Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed at below column.

Click “Save” to save the diagram in (*.omp) format.

Click "OK" to close the report window.

0%

I L] || |]
2009{06/08 00:00 2009/06{09 00:00

Maximun: 2009{06/08 15:16:25 Minimun: 2009/06/08 13:35:54
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D. DB Tool
The DB Tool repairs database files and Export configurations.
Warning: improper use of this DB Tool may cause loss of recorded video.

Step 1: Execute DB Tool from program files.

Flasbark Systm

Step 1 : : e S
e T S Codes v B8] Remots Live Viewsr
N ) T-TIME b 18] Remote Playback Server
) Dlesd COOT 260 b2 Svstem
s Tlead: Photo Explorer 8.6 ¥ -_'\,v_:| Thser Manual
Mt i) Ulead Fhotolmpact 11 »
? | ) Ulesd Systeans »

Step 2: Enter the password of administrator fo log in.

Sfep 2 \ DBTools login
wrd for the administrator of Main Consale :

User name: |admin

FPassward: |

[ o | [ concel

1.1 Repair Database

This page has three repair method, Modify Location, Verify Only, and Repair.

For modify locatione:
LEVELONE Playback system can recognize all recording video in the folders listed on MainConsole -
Config - Sefting - General page. For some reason, user needs to use Playback system to open recording
video beyond storage location setting. For this propose, user could follow below steps to modify

location by DB tool.
Note: The default storage location is in the installation directory, (ex: C:\Program Files\LEVELONE\IP

CamSecure)

Step 1: Select Repair database.
k4 DBTools (IP version 3,1,0,0)

Repair database

Modify locations to store videao files. Please confirm locations where video
files were stored and press buttan "Modify to confirm.

datahase

Step 2: Select the repair Method as Modify Location.
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Repair databasze

Modify locations to store video files. Please confirm locations where video
files were stored and press hutton "Madify" to confirm.

Install Path: CAProgram Files\bULWSCE_IP

Method: | Modify Location -

Step 3: For add database location, please click on ;]bu’r’ron and use URL to choose location.

For remove database location, please choose location form list and click on & butfton to
remove location.

Wideo File Locations E]

DY video

Step 4: Click on Modify button to modify location. After modification, the Modify Result will show on the
panel.
Modify Result. 2 locations confirmed.

[ Open Log l[ b odify ]

Example of modify database:
In certain cases where video data needs to be transferred from one PC to another PC, user will need to
perform the following:

1. Manually copy all recorded video data from the default installation path or other user-defined storage
path of the old PC.

= C\Program Filesh P CamSecure

= TP ]
: : F ) Fl F 1 Recorded video
® (5 [EM A L’ o e data
# [ IBM ThinkVantage 20060221 200680323 manual
# [ Install3hield Installation Inf
# i Dtel -
[+ {2 Internet Explocer lﬂﬁ_)' ':1
# [ Koet
2gppdll

# [ Lenovo bt w &

2. Manually paste all recorded video data to the default installation path or other user-defined storage
path of the new PC

3. Follow previous page to add new location on new PC.
4. Oldrecorded video data can be viewed by LEVELONE playback system on the new PC.

For verify and repair proposes:
This tool is used to check and repair your database and recorded video with problem:s:
(1) If there are records in database, but no video file, use this DB Tools to delete records.

(2) If there are video files but no record in database, use this DB Tools to rearrange the database and
find these records.

Step 1: Switch to Repair database windows.
kd DBTools (IP version 3,1, 0, 0)

Repair databaze

Modify locations to store videao files. Please confirm locations where video
files were stored and press button "Modify* to confirm.

datataze
Step 2: Select the repair Method as Modify Location.
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vearifividea files stored by surveillance system. Please confirm lacations
where video files were stored and press button "Verify to check all files.
Fixing database is anly needed when verification is failed.

Install Path: CAProgram Files\WULECE_IP

Method:  [Merify Oniy |

Check the video location windows.

The system will list all video locations in table, but if there are any omit, please use '~ to insert.
Note: After inserting location, the system will show files count below table.
File Count: 41

Choose the method of *Verify Only”, and click “verify”. This method will only check the files

without modify. Verify result will show how many files broken or missing.
Werify Result: 41 files verified, 0 files hroken, O files missing.

Choose the method of “Repair (Complete)”, and click “Repair”. The Repair Result will show how

many files are fixed and inserted.
Repair Result: 2 files fixed, 41 files inserted.

The repaired new database will replace the old one and the original database will change file

names with extended repair date and time as below.
- Address |15 oWiden
Mame
lzﬂEventLug.mdh
lzﬂFileRecord.mdb
li—ﬂFileRecord.mdb_ZDDBD?14#\121358.mdb
lzﬂPosRecurd.mdb
%ﬂJSchedmeCDnﬂg.mdb
Ii—_l)lSystemLog.mdb
IzﬂSystemLug.mdh_2DDSD?14P.121358.mdb

Opén Log is a tool to record the repaired database. It will record repair method, file operation,

start fime and end time.
0 dbtool.log - Notepad E]@

Fil= Edit Format Wiew Help
e e
operation "verify only" is started at (2008/07/14 12:01:17)

File Broken: D:\Video/20080708/c00002/c00002500A20080708112323437 .dat
File Broken: D:\video/20080708/c00002/C00002500A20080708114304625.dat

41 files verified, 2 files broken, 0 files missing.

operation "'verify only” ds finished at (2008/07/14 12:01:19)

operation "verify only" is started at (2008/07/14 12:13:19)

File Broken: D: \V1deo/20080?08/(:00002/(:00002500A200807081123234:7 dat
File Broken: D:\Vvideo/20080708/c00002/c00002500A20080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

Operation "'Verify only” ds finished at (2008/07/14 12:13:20)

Operation "'Repair (Complete)” +is started at (2008/07/14 12:13:58)

File Repaired: D:\Video/20080708/c00002/C00002500A20080708112323437.dat
File Repaired: D:\Vvideo/20080708/c00002/C00002500A20080708114304625.dat
2 files fixed, 41 files -inserted.

Operation "Repair (Complete)” dis finished at (2008/07/14 12:14:07)

This tool is used when user wants to export all system configurations to backup, take to another PC for
LEVELONE technical tfrouble shooting.

Press “Export”.
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k4 DBTools (IP version 3, 1,0, 0) ]

& Export Configurations

Export Main Console canfigurations for trouble shooting. Please
provide the exported *.cfg file to the technical support .

Repair
database

Export
configuration
5

Step 2: Select the location you want to Export and type the name of the configurations.
Step 3: Press "Save” to start to import database.
Save As
Savein: [ Video -l « B erE-

(=] E} ServerConfig.cfg

[C)EMap
(SImanual
(=ymdb
) skin
1) v

G0 To Lask Folder Visited

File narme: I Save I
Save as bpe IEonhg Files [*.cfg) ~| Cancel |

A
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Appendix A - 3GPP Service

How to setup 3GPP streaming connection (using BenQ-Siemens mobile phones)

LevelOne

System Configuration

LEVELONE IP CamSecure server v1.xx

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from LEVELONE server

Step 1: Go to Config and select Network Service

2007/02/12
| 22:08:04

e Setting
SavefLoad Configuration

B Counting Applcation

Step 2: Select 3GPP Service, and then click Start
Note: In the Option item, the “port” selected here is the same port from mobile handset

2007/02/12
| 2201:50

aaaaa

eeeee

Senver Status: Stopped

o
Port: [554 Default
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1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Go to Menu, then Internet

Step 2: Select Bookmarks

Step 3: Add New Bookmark

Step 4: Configure the Adress setting as the following example.

Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of LEVELONE IP CamSecure system

Port : port specified in 3GPP Service from LEVELONE IP CamSecure system

Step 5: Save the settings and start playing

LevelOne
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1.2.2 BenQ P50

Sfep 1: Connect GPRS Mensajeria & T oof 1512 9

Conectando...
Conectando a: CHT_INTERNET

Step 2: Download and install the [PLATFORMA4] software.

Step 3: Execute the Main Console = PR ER
p . . Configuracion

Step 4: Press the [Config] = [Network Service] = [Start]

Step 5: Open [PLATFORMA4], press the button framed by red info Option

Step 6: [Open URL] enter the RTSP address of the camera
EX: rtsp://61.216.97.69/media00.3gp>channel 1

EX: rsp://61.216.97.69/media01.3gp>channel 2 “:_‘;22::‘15’- 5 &
EX: rtsp://61.216.97.69/media02.3gp>channel 3 ST

Step 7: [Setting [lchange the setfting and press “OK”
[Protocol] TCP
[Buffer Size] 60
[Connection TimeOut] 103
[Data Recept. TimeOut] 100
[Deblocking Filter] check

Step 5 Step 6 Step 7

Platformg Player Y||| =% 04:36 @ Platformg Player Y||| =% 04:34 @

Metwark Settings—— Open Ll
spnf61.216,.97.69/mediadl. 3ap

Protocaol: (@) UDP

TP
Buffer Size: E sar, [] Broadcast
Connection TimeOut: cec, |E|E|

Data Recept. TimeOut: [100 [sec. EE | LG B et |

Progressive Download

Video Settings

Deblocking Filter Dithering
Zoom and crop in Fullscreen

Open [ Settings 1] Settings 11| about

‘_:J.A
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Appendix B - PDA / Smart Phone Client

PDA / SP (Smart Phone) Client are only applied for devices with Windows Mobile 5.0 platform or above. See

the sections below to find how to install and execute PDA / SP Client.

Note:

1. The different between Smart Phone and PDA Client is navigation of operation, user can only control
client with phone buttons.

2. The resolution of PDA / SP Client is limited in 240*320 (QVGA).

1.1 Install PDA / Smart Phone Client

Step 1: Connect mobile device to the PC.
Step 2: Insert the installation CD and click on PDA Client Installation / Smart Phone Client Installation to install
application in device.
Note: If you do not have Microsoft® ActiveSync installed, a message will appear “*Cannot find
ActiveSync. Please reinstall ActiveSync and then run this installation again.”

Step 3: Check the client application is installed completely in the mobile device.

successfully installed on your
device.

If you need mare storage space,
you can remove installed
programs.

p:2.174) CAM1 o

B Setting
1.2 Execute PDA / Smart Phone Client S et Soking

License Manager
SavefLoad Configuration 4

Counting Application
POS application
Log Wigwer

1.2.1 Main Console setting

mﬁﬁug

Backup |

Step 1: Go to Config and select Network Service _

Network Service = sbout MainConsdle...

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same with the one in PDA/Smart Phone.

Network Service - 192.160.4.31 / 192.166.1.54 (X
L wain | Black fWhite List | Parfarmance |
Live Client Count 0 Kill Al
. . / Streaming
lee Si‘req mlng = State | IP Camera Bitrate (Khps)
»
Remnte
Playback
T Start
3GPP o
Service Sener Status: Stopped Stop
Lk
%) ~om
Remote Port 5180 | petaut | Port
Desktop Maximum Connections 16
¥ Use Default\eb Server
centrd Port: El
Managsment v Save Log LiveServetlog
¥ Enable Audio
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1.2.2 Execute and Login

Step 1: Make sure your PDA/Smart Phone device is connected to network, and then go to Start - Programs -
LEVELONE PDA/Smart Phone Client to execute application.

,i.. | Programs £ 42 Toa (X

£ = P

Download Ewxcel Mobile File Explorer
Agent | Hi=y

MNotes Muuo Pictures &
Live¥iewer Yideos

I3

Pocket MSN  PowerPoinkt Search
Mobile
Tasks Terminal Word Mobile [—
Servic... = s

Step 2: Insert Address, Port, Name and Password of the server and click on to login.

1.3 PDA/Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, I/O Control and System Info. Switch between
these buttons to adjust overall configuration.

Log out

Live View I/O control System Info

1.3.1 Live View
Camera List Live Video Display

e

Camera List: Display Live Video Back to Camera List

Displays all “snapshots” of channels connected to server as camera list. Click on indicated snapshot to get
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the channel information, and then click on ..B—’ro display live video.
Note: The Screen Division and Refresh option could help to quick find the channel.

Live Video Display:

Live View panel could display “live video”, control PTZ, and snapshoft. Click . fo go back camera list.
PTZ Control: Click on PT Control Panel and Zoom Out/In to control physical PTZ camera or adjust digital
PTZ under digital PTZ mode.

Note: To switch between “Digital PTZ" and "Physical PTZ"”, simply click on - button.

Zoom Out/In PT Control

bbbb
- i PresetD4 " y
| El| Presetns 12

Snapshot: Click . to take the snapshot and save it to defaulf folder.

Full Screen: Click . to toggle to the “Full Screen Mode”, right click on screen to obtain the PT control
panel and disable full screen display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.21/0 Control
Select "“1/O Conftrol” button to monitor status of DI/DO devices, and control DO devices.

1/O Device list

DI/DO Status

1/0 Control

1/0O Device list:
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Select and monitor the device connected with Server.
DI/DO status:
Monitor the DI/DO status synchronized with Server, and then click Output button to trigger the DO action.

Gray icon indicates the normal status of DI/DO devices.
! Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.
1.3.3 System Info

Display the server and client information. Server information includes address, post, and version. Client
information includes login user, count of camera and I/O device with access authority and version.
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Appendix C - I-Phone Browser

LEVELONE Live Streaming service could handle the request form I-Phone browser. Below section will guide
hot to use this feature with I-Phone device.

p:2.174) CAM1 o

1.1 Configuration from LEVELONE server =
lser Account Setting
License Manager

SavefLoad Configuration 4

Step 1: Go to "Config” and select “Network Service”

@ Counting Application
POS application

Log Wigwer

Backup

Network Service - Network Service

Start  Plagback Schedule  Guard About MainConsole...

o | £

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same as the web live view and web playback.

. . Network Service - 192.168.4.31 / 192.168.1.54 (=]
Live Streaming
Main |El\ackfv\fmte List| Performance |
Streaming
State | I Camera Bitrate (Kbps)
Remoate
Playback
s i = || Start
Service Server Status: Stopped Start —
o -
- Op
Remate Fort 5150
— Maximum Connections: 16
% Use Default Wk Server Port
or
Central Fort 81
L I Save Log LiveServer.log
[¥ Enable Audia

1.2 Connect to LEVELONE server

Step 1: Make sure the |I-phone is connected to the internet. Open Safari browser and enter the IP address or
DDNS “name” of the server followed by the connecting port. _ _
Example: http://192.168.1.16:8080/ jEad = FF3:18 =

Note: 192.168.1.16 is the IP address of the server. -

8080 is the port specified in “Use Default Web Server” in
Network Service.
Step 2: Enter user name and password to login LEVELONE
MainConsole Server, select camera to view live video.

1.3 Live Display
To view live video, select camera from list, use tfouch panel to zoom in
the video.

To switch video, please click to back to list and select another
camera to view the video.

1.4 PTZ Control

With cameras that support PTZ function, the PTZ panel will show as
picture. User can control camera to pan, file and zoom in/zoom out
manually, or move to pre-set location by select PTZ preset point from

drop down list.
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Appendix D - iPhone App
“iCamSecure”

Description

LevelOne "iCamSecure” is a totally free app for iPad, iPhone and iPod touch that enables
you to monitor remotely live video camera through LevelOne IP CamSecure Surveillance
Lite/Pro Mega Systems. Easily view multiple cameras via 3G or Wi-Fi. Snapshots, fouch screen
P/T/Z control and I/O device management are also supported.

[
|
i

Omm

om

Main Features:

1. 6 channels live view display at QCIF resolution
2. Single channel live view display at CIF resolution
3. Snapshots

4. Touch Screen P/T/Z Control

5. Supports Preset Point

6. Supports Digital Input/Output

Supported Systems:

Compatible with LevelOne IP CamSecure Lite/Pro Mega (4/8/16/25/36/64-CH) surveillance
management systems.

Screenshots:

Airport

(17) N
PISPOV o
a2

" SnapShot

Requirements:
Compatible with iPhone, iPod touch, and iPad. Requires iOS 3.0 or later

Download:
iCamSecure is available exclusively from Apple's App Store and is a free download.
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Appendix E - Device Pack

Device Pack is released to support new cameras. Always get the latest version of Device Pack to ensure your
IP CamSecure system support current implementing cameras.

You can find the Device Pack version oh the red area:

About Main Console

MainCaonsole Yersion 1.26.1 Professional | N/ Ok

- Copyright (C) 2004 -10

Digital Data Cormrmunications Asia Co. Ltd &ll rights resered.

bkt level ] com

— Product Information |

Model Type: I[P Cameras

Camera License Mumber;, 64 {IF+)
I Device PackWersion: 1.4.2'

Notice

1.) the Device Pack only available on IP CamSecure Lite/Pro 1.26.x and later version

2.) Must install IP CamSecure software before install device pack

3.) if you wants to upgrade the Device Pack version, it needs to remove first, then install it.

Download:
Device Pack is available from LevelOne's Web site hitp://www.levell.com/
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Appendix F - Remote Desktop Tool

How to install LEVELONE Remote Desktop Tool

Step 1: Insert the Installation CD.I

Step 2: Go to Remote Desktop Viewer directly and Run Setup.exe file.

How to Start LEVELONE Remote Desktop Tool

Step 1: Start - All Programs - LEVELONE Remote Desktop Viewer - Remote Desktop Viewer.

Step 2: Enter address, Port, Password of server. Enable the option to use 8 bifs color level to show steadier

screen.
Step 3: Click OK to Start Remote Desktop ]

<% Remote Desktop Yiewer

X]

Server: I

[~

Part: |514U Default |

Password: |

v Use 2 hits color level

Cancel
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