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Installation

Installation

Minimum System Requirement

CPU Intel Core 2 Intel Core 2 | Intel Pentium | Intel P4 2.8 | Intel P4 2.8
Quad Duo D 930 GHz GHz
RAM 21 GB 1GB 1GB 512 MB 512 MB
Mother-board Intel 945 or 965 chip or above, Intel Chipset and ASUS recommended
Display ATi Radeon 9200 , nVIDIA GeForce FX-5200 , Intel 945G/965G or above
(ATi recommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard Disk 80 GB or above
oS MS Windows 2000 / XP pro sp2 / 2003 / VISTA/Win7

Install IP camera(s)

Step 1: Set up the IP camera referring to the quick installation guide provided.

Step 2: Check the network between the IP camera and the system.

Step 3: Add the IP camera to the system. See details on later pages.

Install capture card(s)

Stepl: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to the connector in
the same color.

Step 2: Turn on your PC and start Windows.

Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run SetupDrv.exe from the CD-ROM driver/ directory to install the Capture Card driver.

Step 5: Run dxdiag.exe from start menu ‘Start-> Run’ to check your DirectX version. If the installed
version is less than 9.0, install DirectX 9.0 from the CD-ROM directx9/ directory.

Step 6: After driver being installed, restart your PC.
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Installation

IP CamSecure Installation

Run Setup.exe from the CD-ROM root directory and follow the onscreen instruction to complete
installation.

Level One Surveillance System - InstallShield Wizard

. Setup Type \ N . ->'
CUStom Setup Type ) Sal:ct IJ:; setup type to install. \ . : J
You may install the system to the directory of Gasereiihe doe
your preference and choose which feature O Conpiete
you Want to Insta" to the PC @ All programn features will be installed. [Fequires the most disk space.]

Select which program features pou want installed. Recommended for
advanced users.

[ < Back ” Hext > ][ Cancel

Hint: You may, for instance, install only Level One Sarveillanse System - InstallShield Wizard X
Playback and/or LiveView on the PC at e L D 4 "
. . elect the features setup will install. u

home or other remote site from which you do &
not Insta" th e Cam e ra b ut are gOIng to Watch Select the features you want to install, and deselect the features pou do not want to install,
them remotely. = Peseritor

v Playback The main control console of

- Liveliew 'tSI}itI::-KEI One Surveilance

:1.8.1 2 ME of space required on the C dive
4816 ME of space available on the C drive

< Back ” Next > }l Cancel

**|P CamSecure Lite is free bundled with LevelOne I P camera and Capture Card.

** |P CamSecure professional version is available u  pon purchase. While using IP
CamSecure Professional version, please use the SN o r the included USB dongle into USB
port as a license key.
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Main Console

2006/08/23 i
09:29:05

The main operation system. To activate schedule recording, setup smart guard and configure
system setting.
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Main Console

2006/08/23
09:29:05

Exit: Shut down the main console or log out current user.
Minimize : Minimize the Main Console.
Screen Division : Allocate the sub-screen displays of cameras by clicking on the icon of desired

layout. Quick switch to single camera display by double click the particular sub-screen. Double click
the single camera display again to regain previous screen division layout.

Divide into Divide into Divide into Divide into
1 screen(s) 4 screen(s) 1 6 screen(s) 9 screen(s)
Divide into . Divide into Divide into m Divide into
10 screen(s) ] 13 screen(s) 16 screen(s) N screen(s)
Divide into -] Divide into Switch to & || Rotate all
13 screen(s) 17 screen(s) Full screen || screens




IP CamSecure
Main Console

On Screen Menu :

(1] Enable Move Right click on the camera screen and get the On Screen Menu from
51 Enable Tak which you can Enable Move and Talk, and Connect / Disconnect the
fatie 14 camera.
Connect

Enable Move : By selecting the enable move function, you may adjust
2 Disconnect the camera’s view by clicking and dragging on the display screen. To
cancel this function, right click on the screen and select Disable Move.

Show Camnera » o

Note: You can only work on current camera after clicking enable
Snapshot move.
Marual Record Enable Talk : With cameras that support audio function, you may

Toggle Fullscreen select enable talk to utilize the function.

Connect/ Disconnect : Right click on the display screen and select Connect/ Disconnect to modify
the connecting status of the camera.

Show Camera : Select the camera to be displayed from the Show Camera Menu.

Snapshot : Select the snapshot function to capture a specific video image immediately. You have
the options to copy the image to the clipboard or to save it.

Manual Record : Start recording video by selecting manual record.

Toggle Full Screen : To view a specific channel with full screen.

2006/08/23 ||}
09:29:05

Playback : Click the icon to get Playback Console. You can watch recorded video, search, adjust
image from records data, save video pictures and print images, check log in information, event
records and setup recording function configuration. See Playback in detail on later pages.
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Main Console

2006/08/23 i
09:42:29

Start Manitar All
Start Recording Scheclule
Start Smart Guard System

Start Counting Application

Start: Click on the pull down menu to Start/Stop Schedule System, Start/Stop Smart Guard System,
Start/Stop Counting Application or click on Start/Stop Monitor All to activate/ deactivate all the
functions above. Stop alarm by clicking Open Event Report. You can also cancel all events by click
the Crystal Ball, see it in detail on later pages.

Note: The system will consider everything in the screen is normal when you click Start to activate
monitor function. Therefore, for example, if you want to detect Missing Object, be sure the object
that you want to protect is in its position when you click Start bottom.
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Main Console

2006/08/23;
09:29:05

Schedule : Schedule recording time table and setup recorder configuration. See Schedule in detail
on later pages.

Smart Guard : Add/edit type(s) of events which you want to detect; setup reaction(s) responding to
events. See Guard in detail on later pages.

Config : Setting, Save/Load Configuration, Counting Application, Log Viewer and Backup.
PTZ Camera Control : Control the movement of installed PTZ camera.

Information Window : Shows the system information including date, time, free HD space and
customized text. You can customize the setting of Information Window in Config > Setting >
General.

Crystal Ball : Indicates the working status of the system. In blue color rolling when system is

recording; in red when event detected. When the Crystal Ball is red, click it can you can cancel
event(s).

10
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Playback

Watch the recorded video, view and/or search for unusual events and recorded system information.

*There is only 1 channel displayed in Playback in1 P CamSecure Lite while there are up to 16
channels displayed in IP CamSecure Pro/Pro Plus sim  ultaneously.

11
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Playback

Scroll Bar : Quick search on the video, drag it to where you want to review.

Exit: Turn off the Playback Console.

Minimize : Minimizes the playback Console window.

Control : Play, pause and stop the video.

Cue: Set up the Cue In and Cue out points of the clip you want to save as a video clip or a back up
file with all the information recorded (including log info, events reported and so on).Cue In and Cue
Out time will show on the Playback Information display once they are set.

Speed: Controls the play back speed, speed up and down.

Zoom: Zoom in and zoom out. You can get a close up view of the recorded video and move to the
spot you want to view by dragging the screen.

12
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Playback

You can customize the

M speeds on Setting panel.

Forward/reverse frame by
frame.

Browse Mode : Play the recorded video.

Search Mode : Click on the Search Mode icon and get the Intelligent Search Tool panel. You can
setup unusual events here to detect abnormality that occurred during the video was recorded. To
setup unusual events, see this in detail on later pages.

SCREEN DIVISION: Allocate the sub-screen display by clicking on the desired layout icon. To
switch to single camera display, double click on a particular sub-screen. Double click on the screen
again to regain previous screen division layout.

INFORMATION DISPLAY WINDOW: Display video date and time, current video status, cue in/ out
points’ time, and speed.

Date Time : By clicking on Date Time bottom, you can withdraw the video record that you want to
review. As you click on the Date Time bottom, a control panel will show up. Follow the instruction on
the next page to withdraw the record.

Audio Volume Control : Adjust the sound level.
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Playback
Day-Time Panel

Step 1

=i Record Date - Date Time Period

[ 2o06/08/0 = —
Stant Time: [2006/ 8/ 1 140948 =

=ran =

End Time: [2006/ 0/ 1 H[1aasm2 =

i~ Wideo Pr

¥ Enable Praview /

~Select Camera(s]

8 |z |

X2 x| x| xs | xe|x7|xe|

%8 [ 0] 1 X 12| X sl ] e
—

[l
20060801 14:09:53

allows 5 chaninels SelectAll | DeselectAll
—
Siarm 2 T T ; — . T
| e : ] 2w n
| Camera 1 \

[ |

Record Always
Record Moving

e
K X cancel

Step 4

/
> Step 2

To withdraw the record

\ Step 5

Step 1: From the window at the top left of the Day-Time Panel, select the date you want to check,
and you will see red/green lines show on the time table implying available recorded video.

Step 2: You can select the video clip you want to review by left-clicking and dragging to highlight the
time period. Besides using the time-table, you may indicate the time period of video that you want
to see by using the Start Time and End Time in Date Time Period section.

Step 3: In Select Camera(s) section, select the camera(s)/channel(s) from which you want to see
the video. You can select all the cameras by clicking Select All bottom.

Step 4: Check the box of Enable Preview to get the preview of the video you select.

Step 5: Click OK when you are satisfied with the setting.

14
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Playback
Search Mode
Unusual Event - General Motion

Intelligent Search Tool panel

Click on the Search Mode icon and get the Intelligent Search Tool
panel. You can setup unusual events here to detect abnormality that
occurred during the video was recorded.

There are 5 types of unusual events:
General Motion

Foreign Object

Missing Object

Lose Focus

Camera Occlusion

*IP CamSecure Lite only has General Motion optioni  n Search
Mode.

General Motion : Detect any movement in the defined detection zone.

Intelligent Search Tool x|

-Alarm Event Type ————

General Motion -

Foreign Object
Missing Object
Lose Focus
Camera Occlusion

-Region Definition ————
¢ Define detection zone

€ Defiem object size

All | Clear |

Rectangle count: 0

¥ Draw Region
¥ Stop when found

Search S0y

Define detection zone : To detect General Motion, you have to define a detection zone. Left-click
and drag, and draw a detection zone. You may define more than one zone on the screen by repeat

the

{Genoml Mation

Sananty

imtenal o I s

Fegim Detnitlon
7 Dafira detuction Zone

Rectangle courd @

& Dva Rogion
I~ Srop whon found

seaith | |

Senich Redull cioar |

| Evant Teme
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Playback
Unusual Event - General Motion

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Inte [igan SEtERE, =l Stop when found : Check the box, and the video will stop at the point
e Evant Tyoa - | when a motion in the detection zone is detected. Otherwise, the video will
sencedl Masen =il | keep rolling and all the events detected will show on the list in Search Re-
Bty ————— sult box. Click on the listed event date/time, you will jump to the point in
D the video where a motion is detected.
Interval: —j—

-Region Definition
& Define detection zone

€ Defien object gize

All

Clear ‘

Rectangle count: 1

¥ Draw Region
™ Stop when found

Search ‘ Star ‘
Search Result Clear
Event Time | . .
v, (;|IC|< on ’rhg I|§Ted event do’rg/
2005/11/11 084925 time, you will jump to the point
eER b L in the video where a motion is

2005/11/11 08:58:54
detected.

16
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Playback
Unusual Event - Foreign Object

Intelligent Search Tool panel

Click on the Search Mode icon and get the Intelligent Search Tool
panel. You can setup unusual events here to detect abnormality that

occurred during the video was recorded.

Foreign Object : Alarm is set off when an object appears in the

defined area on the screen.

|| T
Alarm Event Type

Fareign Object -
P
Intenal  —— F—

Sensitty. —

Region Dedinition
1+ Dafine detection zone
" Defien object size

Al Choar

Rectangle count:

W Draw Regon
I Stap when found

Search Bty |

Intelligent Search Too

-Alarm Event Type

Foreign Object b

General Motion

Missing Object
Lose Focus
Camera Ccclusion
-Region Definition

. Define detection zone

" Defien object size

All | Clear |

FRectangle count: 0

¥ Draw Region
¥ Stop when found

Search | St |

Define detection zone : To detect Foreign Object you have to define a detection zone. Left-click
and drag, draw a detection zone. Alarm will be triggered when an object appears in the detection

zone.

Define object size : Drag and draw a square on the screen to define the size of a foreign object.
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Playback
Unusual Event - Foreign Object

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the object has been removed from the area for longer. Move to the left to
reduce the interval time. Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being triggered by a pedestrian.

18
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Playback o 2
Unusual Event - Missing Object _ Alam Event Type

Missing Object -

General Motion

. Foreign Object
Intelligent Search Tool panel : m@_

Lose Focus
—|Camera Occlusion
-Region Definition

Click on the Search Mode icon and get the Intelligent Search Tool panel.
You can setup unusual events here to detect abnormality that occurred

. . & Define detection zone
during the video was recorded.

€ [efien object size

Missing Object : Alarm is set off when the defined object is removed All
from the defined area on the screen.

Clear |

Rectangle count: 0

¥ Draw Region
¥ Stop when found

Search | Stop |

Define detection zone : To detect Missing Object you have to define a
detection zone. Left-click and drag, draw a detection zone. Alarm will be triggered when the defined
object is removed from the detection zone.

Define object size : To tell the system how big the defined object is. Drag and draw a square on the
screen, on the object that you want to protect.
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Playback
Unusual Event - Missing Object / Lose Focus / Camer  a Occlusion

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the object has been removed from the area for longer. Move to the left to
reduce the interval time.

Lose Focus : System will inform you when the camera(s) are losing focus.

Camera Occlusion : Alarms when any of the cameras is blocked.

20
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Playback
Enhancement

Enhancement Tool =]

~General Setting

+ Apply active channel General Setting : Check the circle and chose whether you want to
apply the setting to all the channels or only to those currently show
on the screen.

" Apply all channels

- Filter Setting——— Filter Setting

Visibility : Check the box and adjust the gamma value of the image,
which means, you may enhance the image and make it cleaner.

Sharpen : Check the box to activate the function. Move the control
1 bar to the right to sharpen the image, to the left to soften it.

[~ Brightness Brightness : Check the box to activate the function. Move the control
i bar to the right to make the image brighter.

J

Contrast : Check the box to activate the function. Move the control
[~ Contract bar to the right to increase contrast.

.i'I.....

Grey Scale : Check the box to show the record in grey scale mode,
[~ Grey Scale which is, in black and while.
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Playback
Save Video / Save Image

Save Video
Step 1: Choose the camera display you want to save as a video clip.

Step 2: Set up the Cue In and Cue Out points, the cue in and cue out time will show up on the
display.

Step 3: Click Save Video icon, choose the folder where you want to save the file, enter the file
name and click SAVE. You may export (save) the record with both audio and video or you can
explore the video only.

Step 4: Choose the compression format and then save the video.

Save Image

Step 1: Chose the camera display from which you want to save pictures.

Step 2: Click Save Image bottom and when the image you want is on the screen. You may click
Pause to freeze the video, use Step Forward/ Step Backward function to find the picture you want
to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you prefer and then click save.

Note: You may pre-set a folder and format that you want to save the images (see this in detail on
later pages.), thus skip Step 3.

22
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Playback
Print / Backup

Print

‘__. Print Setup

Fage Setting -
f* Original size

" Fit to page

Align Image: im v]

Print Content -
* Print active channel image

7 Print all channels in the current view

[J Print ] [x Cancel]

Page Setting : Print in original size or fit the page.
Align Image : Top,Center or Bottom
Print Content : Print the image from selected channel or all the channels shown on the screen

Backup : Different from Save Video, the Backup function saves everything from the Playback panel,
including log information.

You can open the Backup file on any PC with Windows OS and have the full function Playback
panel on it and take the backup file to elsewhere to work on the recorded video.
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Playback
Log Viewer

*IP CamSecure Lite only has System Log optionin Lo g Viewer.

Step 1

A0S 218020 ation
St 2 [T 200511011 21°41:36 e atlan 1
ep ZO05N 117 214142 i ion 1

008111 314233 Ganeral ion 1

Step 3

Unusual Event : You can check out the history of Unusual Event that had been detected by Smart
Guard System.

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: Choose from which camera you want to check the event(s) or select “All” for all the
channels available.

Step 3: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, mark the box right after “Date” and indicate the date
you want to check.

You may also point out two different time points and search for Unusual Event between them. Mark
the box in the Date &Time column and then enter the date and time.

Step 4: Click Search
Note: When you are working with a video record,
1. Log Viewer will search Unusual Event in the video record by default, that is, to search in Date

&Time mode, start from the beginning of the record and to the end of the record.

2. There will be a link icon right beside the event time; by clicking on the link icon you will jump to
the point where the Unusual Event took place.

24
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Playback
Log Viewer

Sfep 1 M Eop Viewin
@nl Ewent Systam Log |-:‘uun1:-r1m!r.=uuni Courfes Appication [Cusgram) |
Lég Ty I o |
L oue [ENovaim00s v 2]
Step 2 ——] = = -
Catesmima: |1 ba | [_Saarchy_ |
Evorit Taww Evint Tope Deacnprion
A0EIN TEFRAL Giard Live Sireaming Bones
J0GSMAN Y 383048 Stan Romoin Playback Sormr
200EN1A T 3 4050 b iy Eorrcler] ke
JOOET1H H41 15 Gt Bran Guand
A00EM1ML 304230 Eton Smart Guand
20051111 T3e0 Sid ILive Blré A Eaivdd
i ERE R B e R LR ] Siog Remole Piayback Sarmr \

Step 3

System Log : You can choose the Log Type form the pull-down menu, including:
Console Startup, Console Shutdown, User Login, User Logout, Start Schedule, Stop Schedule,
Execute Recycle, Execute Backup, Enable Channel, Disable Channel, Start Smart Guard.

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, check the box right after Date and indicate the date
you want to check. You may also point out two different time points and search for Unusual Event
between them. Mark the box in the Date &Time column and then enter the date and time.

Step 3: Click Search.
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Playback
Log Viewer - Counting Application

Counting Application :
You can see the results of Counting Application during the time period you set.

Alocvever = R _lEix
Unusual Eventl Systern Log  Counter Application ! Counter Application (Diagrarm) |
Channel: iAII i
Date: | 2005Moviin + =
Date&Tire; [ 2005 5 -
Event Time Device [ In]| Out
20051110 02:00:00 CAMERA 1 o o
20051110 03:00:00 CAMERA 1 o o
2005/11/0 04:00:00 CAMERA 1 o o
2005/11/0 05:00:00 CAMERA 1 o o
2005/11/0 06:00:00 CAMERA 1 o o
20051110 07:00:00 CAMERA 1 o o
20051170 08:00:00 CAMERA 1 o o
20051110 09:00:00 CAMERA 1 = 2
20051110 10:00:00 CAMERA 1 10 4
20051110 11:00:00 CAMERA 1 E o 13
20051110 12:00:00 CAMERA 1 8 a9
200511/ 013:00:00 CAMERA 1 = 21
20051110 14:00:00 CAMERA 1 g a
20051110 15:00:00 CAMERA 1 Z 16
20051110 16:00:00 CAMERA 1 14 B
2005111 017:00:00 CAMERA 1 z 10
20051110 18:00:00 CAMERA 1 3 13
20051110 19:00:00 CAMERA 1 2 14
2005110 20:00:00 CAMERA 1 1 2
20051110 09:00:00 CAMERA 1 o o
20051110 10:00:00 CAMERA 1 o o
20051110 11:00:00 CAMERA 1 o o =

Counting Application (Diagram)
The Counting Application result data will show in a diagram.

,.Lug Yiewer i .-_“.j.j.i(j

Unusual Eveml Systern Logl Counter Application  CounterApplication (Diagram;) i

Channel; |CAMERA 1 v| Periog [OneDay x|  Date; 200SMeviD v 2

Search

2005111110 ]

12 3 456 6 7 8 9101112131415 1617 181920 21 22 23 24
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Playback

Setting [ —

Diplsbpgp Sowrs

:" Remolo Flayback Sl
Database Source : : '
Choose from which location you are going to withdraw the record,

Play

T Play when Gobn

from the PC you are working with or to get the access a database T~ Aulo ship when recard mton onky made

via the Internet. See Config > Remote Playback Server in detail on Weinnat i3 g

later pages. i R i
Captum Image

Play Bty i clipbizard

fe Maraally o T imiage Ain

Play when open: Check the box and set the system to play the
video clip every time when you withdraw it from the database.

. Automal cally Gave B image fle

Next interval : Set the interval with which the video goes forward -
when you click Next icon on the control panel. o | [x conem |

Previous interval : Set the interval with which the video goes backward when you click Previous
icon on the control panel.

Capture Image : Setup how you want to save image.

Save in clipboard : The image will be saved in the clipboard and be able to paste on other
application software.

Manually save the image file : You can manually choose where you want to save the image, name
the saved file and which format you want to save the image.

Automatically save the image file : By giving the system a path/URL and the image format, it will
automatically save the image accordingly every time you click Save Image bottom.
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Schedule

#: Schedule Configuration g}
B8 Load (g Copyio [ ‘ﬂﬂ Default {u 12 3 4 5 8 7 8 9 0 1 12 13 14 15 16 7 18 19w 3 gz g3 a4l
= [ Default ] Camera 1 SR SRR

01 Camera 1 [ Camera 2
& 02 camera 2 i Camera3
- 03 camera 3 | camera4

=l 04 camera 4

5 Insert P Delete [ Confignrate
Start Time | End Time  Record FES Quality Resolution
0B:00 12:45 Always 30 Mormal  Mormal

" pefault [ Hoiday | Custom

| | X Cancel

Click on Schedule icon on Main Console and get the Schedule configuration panel to setup the
time schedule for video recording.
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Load —  |Fe

Camera / Channel %

Day Mode

Day Mode
Schedule the cameras on a daily basis, which means that the recorder will be on and off, at the
same time every day, according to the same schedule you setup.

To setup the time schedule for each camera, you may
1. Load the preset Modes or
2. Insert a new schedule manually.

To load preset Modes
Click on the Load icon and get a pull-down menu.

Regular Mode : Record video 24 hours a day with the setting of 30 FPS (frames per second),
Normal video quality and Normal resolution.

Office Mode : Record video from 8 am to 8 pm (08:00 — 20:00, shown as a red bar on Schedule
Configuration panel) with 30 FPS, Normal video quality and Normal resolution.

Shop Mode : Record video from 10 am to 10 pm (10:00 — 22:00) with 30 FPS, Normal video
guality and Normal resolution.

High Security Mode : Record video 24 hours a day with the setting of 30 FPS, Highest video
guality and High resolution.

Disk Saving Mode : The system will start recording only when a motion on the screen is detected,
24 hours a day (shown as a green bar on Schedule Configuration panel), with the setting of 30 FPS,
Normal quality and Normal resolution. You can adjust the sensitivity, interval and detection area of
motion detection in schedule Configure
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Minor Mode : The system will start recording only when a motion on the screen is detected, 24
hours a day (shown as a green bar on Schedule Configuration panel), with the setting of 15 FPS,
Low quality and Low resolution. You can adjust the sensitivity, interval and detection area of motion
detection in schedule Configure.

Adjust the scheduled setting : Although you have loaded the Modes by Load function, you can
still manually make some changes of it.

Option 1 : Move the cruiser to the Time Bar to change the length of it or move the bar sideway to
change the start and stop points.

Time Bar

#a Schedule Configuration

) Losd B Copy o [B Defaur 0 1 2 3 4 &8 B 7 8 8 W i1 12 13 14 15 18 17 16 10 m 21 2 2 aaff
] Camera 1 b e s e

= [&l Default
01 Carvera 1 ] Camera 2
= 02 Camera 2 ] Camera 3
B 03 camera 3 ] Camerad
04 Camera 4

9 Tnsert P9 Delete ) Configusate
Start Time: | End Time | Recond FPS Quality. Resolution
0B:00 12:45 Always 30 Mormal — Mormal

" efault | Hoiday | Custom

X cancel
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Option 2 : Click the Configure icon or double click schedule information on the screen (highlighted
in blue), to obtain the Encoding Options panel and change the setting as wished.

Note: The time schedule setting is based on 15 minutes.

BEEE[H]

Dot | Hoidlay | Gastom |

| 3 Dy bint | | (T wenk b |

Copy To: You may set up the schedule for each channel/camera by repeating the process above,
or simply apply the setting of a single camera to all the others.

Encoding Options Panel

Select Event

Smart Guard:

O CAMO2 Driveway
F =gk CAMO3 Pool
Encoding Options @ O General Motion
= GF CAMO4 Room A

O General Mation
= T CAMOS5 Room B

O General Motion
=Tk CAMO6 Back Door

O General Mation

Qriginal Video

Digital Input

(&) Main Gate Input:0
O[#]Fool nput:0
O0#]Pool Input:1
O[] Fool Input:2
[ Fool nput:3

~ 0K X Cancel

Time Mode

StartTime: | 00:00 =+ + Always Record
End Time: |2350 - (" Record on Event

" Record on Mation:
Pre-record; |5 sec. (Max 60)

Postrecord: |3 sec. (Max 60) arme Intansl — f——— “
—Audio

I” Record Audio

v OK | [x Cancel ]
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Always Record: Select this option to record the video at all time.

Record on Event: Select this option to obtain the Select Event panel. From the Smart
Guard/Digital Input list, check the box of the camera(s) that you want to trigger the recording action.
Click OK to complete the setting.

*Smart Guard is only in IP CamSecure Pro/Pro Plus.

Record on Motion: Select this option to start recording when there are motions detected. You may
adjust the sensitivity and the frame interval.

Pre-record/ Post-record Time: The pre-record/ post-record function saves the recording data

accordingly. For instance, to set up a 5 second pre-record time means the system will start saving
the recording data 5 seconds before the event happens.

To insert a new schedule manually

Step 1: Left-click and draw the length you want on time table. The scheduled time will show as a
grey bar.

# Schedule Configuration
dhloed @ Copyo |E Default D 1 2 3 4 5 8 7 8 9 W U wz\g 14 15 16 17 18 18 m 3 3 73 24 ff
| = [E Default ] camerat N
= 01 Camera 1 il Camera2
= 02 camera 2 ] Camerad
= 03 camera 3 f] Camera4

04 Camera 4

T Insext
Start e | End Time | Record \ | 7S Quliy | Resolution
£ Day Mode m
Step 2 Step 3 Step 4

Step 2: Click on the Insert icon and add a new schedule with the setting of Regular Mode, that is,
to record video during the time period you set with 30 FPS, Normal video quality and Normal
resolution.

Step 3: Change the setting if you want, by click on the Configure icon or double click the schedule
information.

Step 4: Click OK.
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Lot Copy BB Comeat To 1 3 5 4 s s 1 & s wouBwm o w o wnmononon bl
B tofait il Sunday =l
- [ 01 Camera 1 ) Monidey

5 EE 1] Tuesday
i Monday 11 viednnaday
B Toewday i Thusdmy
i Wednesday A Fricwy

1 Faturady

Borcamas || S g oo

& D4 Carnora 4 S\m!me End Tome  Record 253 Quality Resshmon
|00 2388 Aays 30 Normal  Normal

" et [Ty [ Cuktorn]| ~
I_ (-,uu1| m.ium] |
WI g i

Defqun Holldqy Week Mode Custom

Week Mode : Schedule the cameras for each day of the week differently. Besides that, you may
appoint extra holidays in Week Mode.

Default : Follow the same process to setup the schedule for every day in a week.
Holiday : You may appoint Holiday(s) on which the system will work as the setting of Sunday.

Custom : Or you can appoint a particular date(s) on which the system will work on a special
schedule different from the others.

To insert a new schedule manually

You can also setup schedules manually in Week Mode by following the same process as in Day
Mode.
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Guard

*Guard is only in IP CamSecure Pro/Pro Plus.

A\ Eventand Actiion Configuration @

Event Action -

) i 2 v 0K
EXT) ral Action Options X cancel
&, General Mation
OF CAMDZ Carnera 2
-G CAMO3 Carnera 3
O CAMD4 Camera ¢
=[] Digital Input
[E] cardl Input:0
[# System

Videa Preview

Click on the Guard bottom on the Main Console and start Event and Action Configuration panel.
You need to assign an event you want to detect and then set up an action with which the system

will react when the assigned event is detected.

. . Smari Guand Event Report L
Crystal Ball : Indicates the working status of the system. :
Event Time | Event Type | Camera | Description |

In blue color rolling when system is recording ; in red [8,2005/11/21 15:16:14  General Mation 9
. . =5 2005/11/21 15:16:29  Missing Object 13

when event detected. When the Crystal Ball is red, click

it can you can cancel event(s).

Cancel All
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Event
Event Action—
e o
Insert Event — | EFerme=ms i i —
¥, General Mation
CAMOZ Carnera 2
7| - camos Camera 3
G CAND4 Camera 4
= [#] Digital Input
[#] card1 rput:o
& system
Video Preview
Step 1

There are three sources of events: Camera (video image), Digital input (device that connected to
you PC) and System (condition of your hardware). You can assign multiple events by following the
instruction below.

Assign a Camera event
Step 1: Choose a channel from cameras and click the Insert Event icon.

Select Event @

|  Step 2

Event Type Diescription _/
EdDESignaI Lost Signal Lost
:E]:Foreign Chject Detectforeign ohjectin defined areals)
B Missing Object Missina/heing moved of defined ohject
& |ose Focus Camera focus lost detector Si'e 3
:EECamera Ccclusion Camera blocked or damaged / p
( /
v OK | | X Cancel ]

Step 2: There are 6 types of events, Signal Lost, General Motion, Foreign Object, Missing Object,
Lose Focus and Camera Occlusion. Select the event you want on Event Type list and then click
OK.

Step 3: Configure the setting of the Event Type. See the following instruction.



I[P CamSecure

Event - Signal Lost

Alarm Event Confignration

Basic

W Enable Event
Life Cycle
(+ Automatic cancel eventwhen event disappear

i Manual cancel event or event last triggered

-Activated Period -
(+ Always Activatad

T Activated only inthe following period

[ ok ] [ X cancel |

Basic
Enable Event : Check the box to activate.

Life Cycle
Automatic cancel event when event disappears : the alarm/action will be off once the

abnormality is fixed or ends.

Manual cancel event or event last triggered  : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - General Motion

Detect any movement in the defined detection zone.

Alarm Event Confignration E'

Enable Event \ Basic | Agvanced |

N~
v Enable Event
Life Cycle

Llfe CyCle @ Automatic cancel eventwhen event disappear

i Manual cancel event or event last triggered

-Activated Period -
|~ (« Ahways Activated

AC“Vated Perlod / 1 Metivated only inthe following period

]_ oo =

[vf ok Hx Cancel ]

Basic Setting
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - General Motion

S
Bes Advanced]
Alarm Event Option . Wideo Preview
Interval L
\ Sensitivity. -
[ Interval: —

[ lariore

Region Definition ———1 ¢ ionoeiniion:

+ Define detection zone

Start Simulation \ Al Clear

[ Start Simulation ]

I ok | [ K Cancel ]

Advanced setting

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition : To detect General Motion, you have to define a detection zone. Left-click and
drag, and draw a detection zone. You may define more than one zone on the screen by repeat the
process.

Start Simulation : Click Start Simulation bottom and test the function on the preview screen.
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Event - Foreign Object

Alarm will be set off when an object appears in the defined area on the screen.

Alarm Event Confignration [El

Enable Event \ ElaSICMdvanced]
\r rmera 1 - Gereral Motion

¥ Enable Event
Lifa Cycle

Llfe CyCle @ Automatic cancel event when event disappear

" Manual cancel event or event lasttriggered

-Activated Period -
|~ (= Mweays Activated

AC“Vated Perlod / 1 Activated only in the following period

[./ oK ][X Cancel ]

Basic Setting
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - Foreign Object

Sensitvty
Basic Advanced]
Alarmm Event Option | Video Preview
Interval s
Sensitivity: 7)7
™~ Interval: ——
Region Definition F loriors Ligfting
\ Region Definition -
\ + Define detection zone
Define object size  ——__ ] | © osfnzanen
All Clear
Start Simulation =~ — [ setsmuston |

I ok | [ K Cancel ]

Advanced setting

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition : Region Definition: To detect Foreign Object, you have to define a detection
zone and define the size of the object you want to detect. Left-click and drag, and draw the
detection zone (Region 1).

After defining detection zone, check the dot right beside Define object size, and then left-click and
drag and draw an area of the size of object you want to detect.
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Event - Foreign Object

Hint: For example, if you want to prevent somebody leaving a briefcase in a hallway, you may put a
briefcase in the hallway where the camera is aiming on. On the screen of the camera, draw an area
fit the size of the briefcase and define it as the object size; and then remove the briefcase before
activate Smart Guard function on Main Console. The system will consider everything in the screen
is normal when you click Start to activate monitor function.

Start Simulation : Click Start Simulation bottom and test the function on the preview screen.
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Event - Missing Object

Alarm will be set off when an object disappears in the defined area on the screen.

Alarm Event Configuration El

Enable Event \ Basic | advanced |

¥ Enable Event
Lifa Cycle

|_|fe CyCle & Automatic cancel eventwhen event disappear

° Manual cancel event or event lasttriggered

-Activated Period -

/ + Always Activated
AC“Vated Perlod /  Activated only in the following period

o = & [E5 o

[\/ QK ][X Cancel ]

Basic Setting
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered  : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - Missing Object

Alarm Event Configuration gj

Basic Advanced ]

Sensitivity

Alarm Ewent Option - Wideo Preview

Interval N BT
\ Sensitivity: 7)*

Interal: —_—f

Region Definition il
\\RegionDeﬂniﬂDn'

+ Define detection zone

Define object size ———

All Clear

Start Simulation ———f—t__smian |

I ok | [ K Cancel ]

Advanced setting

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition : Region Definition: To detect Foreign Object, you have to define a detection
zone and define the size of the object you want to detect. Left-click and drag, and draw the
detection zone (Region 1).

After defining detection zone, check the dot right beside Define object size, and then left-click and
drag and draw an area of the size of object you want to detect.
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Event - Missing Object

Hint: For example, if you want to prevent somebody remove the computer monitor on the desk;
draw an area fit the size of the monitor on the screen.

Alarm Event Configuration

X

Basic Advanced ]

i~ Alarm Event Option = ~“ideo Preview
| €
| ,
Sensitivity: ‘—j—‘
Interval: —j—“

[ lanare Llgkting Shange

i~ Region Definition

r+ Define detection zone

[ Start Simulation J

v Ok o ’ X Cancel ]

Start Simulation : Click Start Simulation bottom and test the function on the preview screen.
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Event - Lose Focus

Alarms you when any of the camera is losing focus and has blur image.

Alarm Event Configuration E'

Enable Event \ Basic | Advanced |

" [ Enable Event
Life Cycle

Llfe CyCle @ Automatic cancel event when event disappear

 hanual cancel avent or event last triggered

-Activated Pariod -
|_— f* Always Activated

AC“Vated Perlod /  Activated only in the following period

[v’ oK ][x Cancel ]

Basic Setting
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - Lose Focus

Sensitivity

T~

Interval \\

Ignore Lighting —— |

Start Simulation \

Alarm Event Configuration

Basic Advanced

Alarm Event Option

Sensitivity,  ——— J——

™= Interval. —l—
L= I lgnote Lighting Change
=
——
P Start Simulation

i Wideo Preview

[«

ok [ XK Cancel ]

Advanced setting

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the

breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Ignore Lighting : Check the box to avoid alarm being set off by light changing.

Start Simulation : Click Start Simulation bottom and test the function on the preview screen.
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Event - Camera Occlusion

Alarms you when any of the camera is blocked.

Alarm Event Configuration E'
Enable Event Basic | Advanced |
Camera 1 - Gereral Motion
NS
V¥ Enable Event
Life Cycle
Llfe CyCle @ Automatic cancel eventwhen event disappear

 hanual cancel avent or event last triggered

-Activated Pariod -
|~ & Ahways Activatad

AC“Vated Perlod /  Activated only in the following period

[v’ oK ][x Cancel ]

Basic Setting
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered  : The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period : You can set the system to react during certain time period; for example, office
hours.
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Event - Camera Occlusion

Alarm Event Configuration

SenS|t|V|ty Basic  Advanced

Alarm Event Option

T

Interval \\ Sensifivty: —— f——

Ignore Lighting —

|} Ignare Lighting Change

Start Simulation —___|

[ Start Simulation

i Wideo Preview

[«

ok [ XK Cancel ]

Advanced setting

Sensitivity : Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the

breeze.

Interval : Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Ignore Lighting : Check the box to avoid alarm being set off by light changing.

Start Simulation : Click Start Simulation bottom and test the function on the preview screen.
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Event - Digital Input Event

4k Event and Actiion Configuration @
Ewent | [ #ction - i
- v
L~ u

=Gk CAMOL Camera 1 Action

'® General Motion
OF CAMO2 Camera 2
~GF CAMOZ Camera 3
OF CAMD4 Camera 4

EaRDigital Input

_— /

Options

Select Digital Input Module

[#] cardt Inputio /0 Module
- [ System
" [rard1
cardl
cardl
cardl
Ste p 2 cardl

cardl

g;d.]/ 1 (zwitch)

Input Pin

2 (Input 23
3 (Input 33
4 (Input 43
5 (Input 5)
6 (Input 6)
7 (Input 7)

X Cancel

Step 1: Click and highlight Digital Input on the event type list and click Inset Event icon.

Step 2: Select the device that connected to your system, that is, the PC you are working.

Basic Setting
Enable Event : Check the box to activate.

Life Cycle

Automatic cancel event when event disappears

be off once the abnormality is fixed or ends.

Manual cancel event or event last triggered

: the alarm/action will

: The alarm/action will

continue until being cancel from the Main Console (Start>Open Event
Report>Cancel All). Therefore, when the user is currently not at seat
watching the screen he or she will be notified by the alarm.

Alarm Event Configuration

Bagic

¥ Enable Event
Life Cycle
 Automatic cancel eventwhen event disappear

4 Manual cancel event or event last friggered

-Activated Period
& Always Activated

© Activated only in the fallowing period

Activated Period : You can set the system to react during certain time period; for example, office

hours.
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Event - System Event

a

~Actian

0K

FOp CAMOL 2010
Ak CAMOZ wis-2060
+ [#] Digital Input
L & System

Options

Select Event

Stepl __———11

Event Type Description
Disk Space Exhausted Disk space is exhausted

/
Step 2 /

X Cancel

Step 1: Click and highlight System Event on the event type list and click Inset Event icon.

Step 2: Select the Event Type (Disk Space Exhausted) and then click OK.

Basic Setting : for Disk Space Exhausted
Enable Event : Check the box to activate.
Life Cycle

Automatic cancel event when event disappears : the alarm/
action will be off once the abnormality is fixed or ends.

Manual cancel event or event last triggered  : The
alarm/action will continue until being cancel from the Main
Console (Start>Open Event Report>Cancel All). Therefore,
when the user is currently not at seat watching the screen he
or she will be notified by the alarm.

Activated Period : You can set the system to react during
certain time period; for example, office hours.
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Basic ]

W Enable Event
Life Cycle
 Autornatic cancel event when event disappear

i+ hanual cancel event or event lasttriggered

-Activated Period -
* Always Activated

i Activated only in-the following period

[v ok | [ % Cancel ]
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Action

Insert Action : To setup actions responding to an unusual event.

Step 1

Step 2

S

Event Action - 1 =
T R | @ il I
Options

=IOk CAMOL Camera 1
'@ Gereral Motion
- CAMOZ Camera 2

gk CAMO4 Carnera 4
(& Digital Input
-~ [&] System

A3} CAMO3 Camera 3 [ABAS I T Y

Action
[Hon Screen Display

Action Type Description

S Play Sound Play Sound
S send EMail Send EMail
Phane Call Phane Call
+5¢PTZ Preset Go PTZ Preset Go

'@'Signal Digital Output Signal Digital Qutput

X Ccancel

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 6 types of actions: On Screen Display, Play Sound, Send E-mail, Send SMS
Message, PTZ Preset Go and Signal Digital Output. Select the action you want on Action Type list

and then click OK.

Step 3: Configure the setting of the Action Type if needed.
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Action - Action Type

On Screen display : A red warning will be flashing on the screen of Main Console, indicating which
type of unusual event is detected.

Play Sound : Sound alarm warning. Choose a Wave file (.wav) and the system will play the sound
as alarm when an unusual event is detected.

Send E-mail : The system will send an E-mail immediately to given accounts indicating the type of
event, the time, and attaching a picture taken while the event is detected. To give the system the
E-mail accounts, go Config > Setup > Hotline. See Config at page 62 for detail.

Phone Call : The system will call a given phone number when an unusual event is detected. To
setup the phone number and make an audio record for the phone call, go Config > Setup > Hotline.
See Config at page 57 for detalil.

PTZ Preset Go : The PTZ (pan/tilt/zoom) camera will go to a preset spot when an unusual event is
detected. Select the PTZ camera on the pop-up panel, and then, at Alarm On section, select the
Preset number with which you want the PTZ camera to go when an event is detected; and assign a
Preset configuration for Alarm Off.

Note: You need to configure your PTZ camera before PTZ Camera Preset Go
using this function. See Config at page 61 for PTZ camera
configuration Camera:  |CAMOT (Camera 1)  ~
Felco O
Alarm on: |Preset 01 =]

Alarm Off

Signal Digital Output : Triggers traditional alarming lve oe J1X oo

devices that connect to the system, such as alarm lights
and sirens.
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Configuration

js¢ Setting
Save/Load Configuration

B Log viewer
B Backup

Metwork Service

Ahout MainConsale. ..

B Setting
SavefLoad Configuration

B Log viewer
B Backup

MNetwork Service

Config

Modify the setting and access counting application, log viewer, backup, and network services.
Click on the Config icon, select from the drop-down menu and open the Configuration panel.
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Setting — General

Startup —

Panel Resolution

N

DDNS Service —~—

Automatically e
Popup Event Report

# Setting

- Startup-
[~ Main Console
|~ Bchedule Recording System
o8
e

|~ Liwe Streaming Server

Ganeral ]Camera] l16} Device] BiE Cnnﬂg| UserAccount] MunitorDispIav]

-Storage

EEND

CAProgram Files\Levelone\IPCa, ..

| Locatian

ES

Status Display

v Current Date

¥ CutrentTime
¥ Free Disk Space

v CPU Temperature

& Celsiug Degree

R ¥ Autornatic Recycle " Fahrenheit Degree
Recyele Rande |6 hours - V¥ CPU Fan Speed
[~ Auto Login ™ Keep Video days I~ User Defined Text 1
v Keep Event Log 7 days
¥ Keep Systern Log (14 days [~ User Defined Text 2
\ Fanel Resolution |Auto Fit v] ¥ Keep Counting Log |90 days
T Audio Preview
Default Channel (Mot Used) -
Miscellanies
) [~ Preview Active Channel
L | [ Automatically popup event report
Wolume ]—
[« oKk | [ * Cancel ]

Startup: Check the box and activate the functions as the system starts. You may start/stop the
function in Monitor panel on the Main Console.

Panel Resolution:

system choose the best one for you.

DDNS Service: Dynamic Domain Name Server (DDNS) function
allows you to monitor with IP cameras even if you have a

dynamic IP address.

Click on the DDNS button to obtain the Dynamic DNS Setup
panel. Set up the DDNS function by selecting the provider type,
filling in user name, password and hostname, and adjusting the

update period.

*DDNS Service is only in IP CamSecure Pro/Pro Plus.

Automatically Popup Event Report:

Set up the resolution of the control panel. You may select Auto Fit to have the

Dynamic DNS Setup

Frovider Dtons -

Password |

Hostname |

Update period F——— 16 minutes
v ok | [X cancel |

Check the box to receive popup reports when there are

events detected. Make sure to stop Smart Guard System before you modify the setting, otherwise

the modification will not
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Setting — General

-ib Setting
Ganeral ]Camera] l16} Device] BiE Cnnﬂg] UserAccount1 MunitorDisplaﬂ

— Startup- |\ Storage

[~ Main Console | Location

EEND

CAProgram Files\Levelone\IPCa, ..

|~ Bchedule Recording System

[~ Smar-Gustd Syster
r
|~ Liwe Streaming Server
I~ Ramote Plavhack Semver W Autornatic Recycle
Recycle Range m
[~ Auto Lagin I~ kKeepvideno l— days
gt ,7 v Keep Event Log {?—‘ days
¥ Keep Systern Log (14 days
Fanel Resolution ,m ¥ Keep Counting Log |90 days
Audio Preview

Default Channel (Mot Used) -

[~ Preview Active Channel

Yolume J—‘

Miscellanies -

I Autormatically popup event report

- Status Display
¥ Current Date L
M
¥ Free Disk Space
v CPU Temperature
# Celsius Degree 1|
@liE : ]
¥ CPU Fan Spaed |
17 et 1
7-/
[~ User Defined Text 2
] I
T
Log

[« oKk | [X Cancel]

Storage Location

Automatic Recycle
Keep Video

Keep Event Log

Keep System Log

Keep Counting

Storage Location : Assign the path and folder in which the system saves the files.
Automatic Recycle: The system will automatically delete the oldest file when the storage space is

low.

Automatic Recycle : The system will automatically delete out-dated data and save storage space.

Keep Video : Deletes the video records older than the number of days set.

Keep Event Log : Deletes the event log data older than the number of days set.

Keep System Log : Deletes the system log data older than the number of days set.

Keep Counting Log : Deletes the counting application data older than the number of days set.
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Setting — General

‘ Setting

General | Camera | /0 Device | PTZ Config | User Account | Manitor Display |

Starup- Storage Status Display

[~ Main Console Seaten QE@ v Current Date

[~ Schedule Recording System CProgram Files\LevelOnenIPCa, .. ¥ Current Time

o t et v Free Disk Space

I iERHGAY ¥ CPU Tempetature

I~ Live Streaming Server ¢ Celsius Degree

= ; W Automatic Recycle " Fahrenheit Degree
Recycla Range |m ¥ CPUFan Speed

I uta Login ™ Keep Videa |— days I~ User Defined Text 1

v Keep Event Log 7 days

v keep Systern Log |1 4 days I UserDefined Text 2
Panel Resolution |Auta Fit - ¥ Keep Counting Log IQD days

Audio Preview
Default Channel  |{Mot Used) j

[~ Preview Active Channel

volume b—o——

Mizcellanies

[ Automatically popup event report

[ 0K | ’X Cancell

Audio Preview : Assign the audio channel to preview and the sound volume.

Status Display : Select which information you want to show on the information-display on Main
Console.

V- N

Nov 16
20:49:40

2006/08/23
09:29:05

Frea:11 4R
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Setting - Camera

¥ Setiing

General Camera ]IIO Device] PTZ Cnnﬂg! UserAccounti MonitorDispIay!

W Seech B lnsect M Delete | o4 Confi
| |B B

Camera List

Camera Name

T~

Goto Web Interface — - Camera Parameter - OSD Setting

|wcs-zuau ¥ Enable
Camera Settings —_— [ ShowDate |20070227  +|
[ —
v Shol Time !AM1D:24:DD 'i
Goto Web Interface

Video Parameter — ¥ Show Camera Mumber

Camera Settings [~ Show Camera Name
video Parareter ¥ Tranklucent Sy Al

[./ QK ] lx CanceIJ

OSD Setting

Camera List : The camera(s) connected to the system will show on the panel, click the name of the
camera to adjust the setting.

Camera Name : Name the camera for your convenience.

Goto Web Interface : Go to Website interface to configure the camera setting.

Camera Setting: Adjust the camera parameters in the camera setting dialog.

Video Parameter : Adjusts the video’s brightness, contrast, saturation, and color hue values.

OSD Setting : Select what you want to put in the On Screen Display, showing on the sub-screen of
the camera.
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Setting - IP Camera

ﬂ.\ Setting

B4 CAMOT
Search

Insert

W5 Seach @ Inwrt Mg Delste | [ Config

Wy 51

General Camera ]IIO Device] PTZ Cnnﬂg] UserAccounti MonitorDispIayi

— Camera Parameter

]wcs-zuau

Goto Weh Interface

Camera Settings

Video Parameter

< 05D Setting -

X]

¥ Enable

[ ShowDate |20070227  +|
™ ShowTime [ami0:2400 =

¥ Show Camera Number
[~ Show Camera Name

v Translucent

[./ QK ] lx CanceIJ

Search: Click on the Search icon to obtain the Search IP

Camera panel. The system will start scanning automatically

once the panel is opened; feel free to stop scanning by

clicking on the Stop Scan button.

Fill in the user name and password for each IP camera found

and click OK to add it to the camera list.

Search [P Cameras X

IP Camera Search Completed Start Sean
P Wendor Model MAC
IP Camera Option

Camera Mame: |

User Name:

Passward:

P

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel and add IP cameras to

the list.

Delete: Click on the delete button to remove the selected IP camera(s) from the system. Click OK
to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting panel. You can modify the
IP camera settings with the Setting panel.
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Setting - IP Camera

IP/Video Server Setting panel

[P Camera / Yadeo Server Setting

/.-Netw.nrk

/ Marme:
Network P Address:

|

l
Http Port; 15|:|

|

|

[~ LUse DNS

Llzer Marre:

_ Passwiord:
Device

\ Frotocol: CTER & UDE £ HTTR

= Device

Sendor: LevelCne j Auto Detect

Camera Model: 5

Description ~] | Camer FalEe rr B
SN
Descrption-
‘ideo Codec: MIPEG MPEGS
Audio Codec: G.722.1 G.7295 ALMC
Camera: 1, D1, DO:A

Vo ] [X caea ]

Network: Fill up the Network field (including Name, IP Address, Http Port, User Name, Password
and Protocol) referring to the instruction provided by the manufacturer. Check “Use DNS” to use
domain name instead of IP address.

Device: Choose the manufacturer of the IP camera from the pull-down menu. Click on “Auto
Detect” and the model name will be shown in the box.

Description: Shows information of the IP camera.
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Setting — IP Camera

¥ Setiing

X

General Camera ]l."O Device] BTZE Conﬂg] UserAccuunti MnniturDispIayi

) B Search @ Insert P Delste | ) Config
Camera List T o

/

Camera Name

N

Goto Web Interface \\\

Camera Settings ~Camera Parameter -+ - 0SD Setting -
~

B WCS- 2060 % Enable
| howDate |20070022T  «
Video Parameter  __|
I _ howTime [am10:2400 «
Sl I how Camera Mumber

< <

<l

[~ Bhow Camera Name
[./ oK ] Ix Cancel]
OSD Setting

Camera List: The camera(s) connected to the system will show on the panel, click the name of the
camera to adjust the setting.

Camera_1 Name: Name the camera for your —— rm
convenience. ——
o lmage Quality -

Goto Web Interface: Go to website interface to
configure the camera setting. Frame Rate; —————— | 20
Camera Settings: Set the camera parameter offered by Quality. ——— = Narmal
camera vendor. :

Resolution: —— F—— 320x240

Video Parameter: Adjusts the video’s brightness,
contrast, saturation, and color hue values.

v 0K [x Cancel J

OSD Setting: Select the information that you wish to
see in the on-screen display, or the sub-screen of the

camera.
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Setting - I/O Device

Device Setting

General] Camera WO Davice ‘PTZ Cnnﬂﬂ UserAccount MnmtnrD\splav]
0 Device Sefting Digital inputfoutput ping of selécted VO module
MOdU|e Settlng / Module: 2010 . Name: woutpulu Type: ]NIO j
Madify
Device: | J " Fin Name Signal Type
Y DIo Input 0 NjO
|e] v Don Output 0 MO
List of devices —
™ [Modus | Devies L
#2010 IP Camera
~ Digital Input Monitor Digital Cuput Simulation-
. //Cg) Cu)
Input Monitor
: N

Output Monitor

Module Setting: Name the module device and ID that has been connecting the digital input/output
device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the I/O port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering the digital input device,
the related icon will light up. This is used to check if the device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on the icon, you may
trigger the digital device connecting to the system. This can be used to test if the output device is
correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu. N/O represents that the digital signal is
on in normal condition; N/C represents that the signal is off in normal condition.
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Setting - PTZ Config

General1 Camera1 1{0 Device:  FTZ Config ]Hotllne] UserAccuunt] Address Buok} MomtorDlsplay1

Bale Settlﬂg Basic Setting

& camMol 2010
& CAMOZ wes-2060 Camera Madel,  [[TEEREEREE

Cam Fort:
Baud Rate: ~
— | Address: -

\._

—Advanced Setting

Advanced Setting

Pan Speed: —J'— 3

Tilt Speed: ﬁh 3
Zoom Speed: ﬁm 0
Auto Pan Speed: —3—-— 2

Iq’ QK l [x Cancel]

Install the PTZ camera following the instruction of the manufacturer. The PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ
camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed and auto pan speed.
Adjust the settings by dragging the bars.
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Setting — Hotline

General] Camera] 114] Device] PTZ Config. Holline | UserAccount | Address Bouk] Monitor Display

—E-Mail -Telephane-

*EMTP Server: | mail LEVELONE com Moderr:  |SoMvO0 Data Fax Moderm with SmartC |

Wave File: I ERTER
Autormatic hangup atter |30 SEC

Make Test Phone Call

*E-hfail Sender Idbvid@levelone.cum

E-hail Subject I

Body Caontent:

Phone MNumbet: ]

[~ SMTP server needs authentication

,—

Send Test Mail

[J oK l lx Cance\]

*Hotline is only in IP CamSecure Pro/Pro Plus.

Configure the settings of hotlines, including E-mail and telephone calls, once an unusual event is
detected.

E-mail: Input the following information: server, sender’s E-mail address, E-mail’s subject title, and
body content. You may click on the Send Test Mail button to test the settings.

Telephone: Select the modem that the system is going to dial the info call with, and then insert the
phone number.

Note: You may select a Wave format file; it will be played in the phone to alarm the person who
picks up the phone call.

* indicates mandatory areas
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Setting - User Account

X

& Setup
General | camera | 10 Device | PTZ Confiy | Hatine  UserAccount | address Book |

-User Account Setting -

MName Group Discription

Marne: & adrmin Admin Adrministrator

Group:
Description: [ ]
FPassword:

Password Confirm: ]—

[~ Disable User Account

Privilege:

[ Main System

O Excute Main System

O schedule Start/Stop

O Smart Guard Start/Stap
O Schedule Setting

[ Smart Guard Setting
O FTz contral

O System Setting

O counting &pplication

O Live Streaming Server
[ remate Playback Server v

3

Add

[/ OK ] ’)C Cancel]

User Account : The administrator may manage the user accounts here. From the list on the right,
highlight each account and modify the privilege setting.
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Setting - Address Book

X

& Setting

General] Camerai [Ife] Device] PTZ Conﬂg] Hotline] UserAccount Address Book l

Please input the name and contact information

Name:] Phone: | E-Mail: ]

Description: ]

MName Fhone E-Mail Description
& Michael 555-1123125 mike@hatline.com

Contact persons

(Vo ] [X o]

*Address Book is only in IP CamSecure Pro/Pro Plus.

Address Book : Manage the address book from which you want to give a call or E-mail when an
unusual event is detected.
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Setting

Monitor Display

Playback Option Cameras List

01 Camera 1
02 Camera 2
03 Camera 3
04 Camera 4
“Er0S FCS-3000
E05 FCS-1050

16 FCS-1040
& 17 WCE-2040
E 18 FCS-1060
‘& 19 FCS-1070
& 20 WCS-2070

g7 FC5-1010-01
F08 FOS-1010-02
0T WIOS-2010-v2
i@ 10 FOS-1030-v1
11 WOS-2010-v1
G 12 FOS-1030-v2
& 13 WOS-2030-v L
@ 14 WCS-2030-v2
@ L5 WOS-2030-v3

i i
! W

01 camera 1
02 Camera 2
03 Camera 3
04 Camera 4
igF05 FCS-3000
{05 FCS-1050
‘gr07 FC5-1010-01
Er0g FC5-1010-02
00 WCS-2010-v2
& 10 FC5-1030-v1
11 WCS-2010-v1
5 12 FC5-1030-v2
g 13 WCS-2030-v1
g 14 WCS-2030-v2
& 15 WCS-2030-v3
g 16 FCS-1040

G 17 WCS-2040
518 FCS-1060

g 19 FC5-1070
20 WCS-2070

I

- Auto Scan-

Primaty Channel

|(NotUsedy v

Secoridary Channel |t Usedy =

Auto-scan Interval 1 2 SEC.

- Layout

Pl Type: bt}

[v

oK ] [}( Cancel]

Auto Scan

Layout

Playback Option : Execute Playback on the secondary monitor by checking the box. Make sure to
adjust the display setting of your computer in advance to avoid system error.

Cameras List : The left side displays a list of all cameras; modify the cameras shown on primary/
secondary monitor in the right window.

*The dual monitor is only in IP CamSecure Pro/Pro P

Auto Scan : Activate auto scan to rotate the channels/ cameras on the display screen.

For instance, you may select to show only 4 sub-screens on the main console while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns. You can set up a primary channel that will always be on the screen and a secondary
channel that has secondary priority.

Layout : Choose the number of divisions for NxN division on the Main Console screen.
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Save/Load Configuration

The Save/ Load Configuration function allows 1 Setting
system users to save any specific setting as a cfg
(config) file. You may save up several different cfg
files at any time.

SavefLoad Configuration E savwe
& Load

B Log viewer

Save Configuration: To save a specific setting,

go to Config > Save/ Load Configuration > Save. B Backup
In the popup window, type in the file name and Netwark Sarvice
then save it as a cfg file.

i . N _ Bbout MainConsale. ..
Load Configuration: To load a specific setting, go

to Config > Save/ Load Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load the file.

Video Source

When you use LevelOne CamCon Capture Card series , like FCS-8004, you need to set up your
video source before you start to activate schedule recording .

Faieo Soue

Yideo Standard:

Video Resolution: |E¢D:{24D -

v  OK | 4 Cann::el|

Video Standard : Select the Standard that you apply, from NTSC and PAL.

Video Resolution : Select the resolution you want, from 320 x 240, 640 x 240 and 640 x 480.
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Counting Application
SiEEIcaNn Eot o)

O & camoz (Camera 2)

O & camo3 (Camera 3)

Ste p 1 / O & camo4 (Camers 4)

Step 2

Video Preview

Step 3 Operation Options Runtime Result 1
\\ + Define detection zones 1 Wiay Counting ¥ Show counting result in ]

T Define ohject size & 2Way Counting v Bhow object bounding box Out, 1]
Clear Sensitivity —— F—— Resetevery |1 hour -
Start Slml'“atlon - ‘ \ [J Ok ] [x Cancel ]
Options Runtime

*Counting Application is only in IP CamSecure Pro/P  ro Plus.
Step 1: Check the box of the camera to apply the Counting Application on it.

Step 2: In Operation section, define the detection zones you want. Drag the cruise to draw Region
1 and Region 2

Step 3: Define the object size on the screen. Objects in the size going across these two Regions
will be counted.

Options : 1Way Counting will take objects going from Region 1 to Region 2 as one count. In 2 Way
Counting mode, it counts either going from Region 1 to Region 2 or Region 2 to Region 1.

Runtime : Check the boxes to show the counting result on the screen or/and show object bounding
box, which draws the shape of the object that the system detects in red squares. You can choose
from the full-down menu of how long you want to reset the counting number.

Start Simulation : Click to test the setting.
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Log Viewer
*IP CamSecure Lite only has System Log optionin Lo g Viewer.

Step 4

Unusua Event iS’vSmH Log : Counter Applicaton | Counier Application lD‘iUI'ﬁ‘m:‘I

Stepl o — E

¥pe Camem  * Desczipion

B
) B

20051111 21:41:21 Genesal Mation 1

0051111 3 Ganeral Motion 1

2095111 I General Mation 1

Ste p 2 005 314233 Ganersl Motion 1

Step 3

Unusual Event : You can check out the history of Unusual Event that had been detected by Smart
Guard System.

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: Choose from which camera you want to check the event(s) or select “All” for all the
channels available.

Step 3: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, mark the box right after “Date” and indicate the date
you want to check.

You may also point out two different time points and search for Unusual Event between them. Mark
the box in the Date &Time column and then enter the date and time.

Step 4: Click Search



I[P CamSecure

Log Viewer

Step 1

Step 2 ——|

M Lo Viewer

Uingegual Event Systarn Log i Coardpr -!.p_':tr.ahun; Courdgs Appication ([Dusgram) |

0GR 3304
005N 1A4 1 31 40050
J0CEMAA T 34115
00BN L 334330
20051 TR0
00801711 330001

Leg Tyne [l s |
[ s [EmaL005 ¥ ]
B B (a] e || Geanch
Evenl Tons Ewr:T:-'pl- Descnpion l
20T 2EFHAR Bta Live Sireamng Eeney

Stan Raminin Playhack Sarer
bl aosety Eorricher] (ke

Btan Bman Guard

Etop Smart Guand

Bien Live Etreaming Eenves
Stog Romole Fiaytack Sarmr

Step 3

System Log: You can choose the log type from the drop-down menu, following is a complete list of

all log types:
Main Conso

User Login

CoNoO~WNE

le Startup

Main Console Shutdown

User Login Failed
Start Schedule
Stop Schedule
Execute Recycle
Execute Backup

. Enable Channel

10.Disable Channel
11.Start Smart Guard

12.Stop Smart Guard

13.Modify Smart Guard

14. Modify Schedule

15. Modify Configuration

16. Start Live Streaming Server
17.Stop Live Streaming Server
18.Modify Live Streaming Server
19. Start Remote Playback Server
20. Stop Remote Playback Server
21.1P Camera Connection Lost

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all

types of events.

Step 2: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, check the box right after Date and indicate the date
you want to check. You may also point out two different time points and search for Unusual Event
between them. Mark the box in the Date &Time column and then enter the date and time.

Step 3: Click Search.
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Log Viewer - Counting Application

Counting Application:
Display the history of Counting Application during a given time period.

Pioeveve: = R i
Unusual Event' Systern Log  Counter Application | Counter Application (Diagrarm) |
Channel: IAII i
Date: | 2005Moviin + =
DateTimer: [ 200500y /31 0135 M [= = 10 [[7] 2005000 /31 0135 Ph v = {ERARR
Hvent Time [ Device [ In Out B
20051110 02:00:00 CAMERA 1 o o
20051110 03:00:00 CAMERA 1 1) o
20051110 04:00:00 CAMERA 1 1) o
20051110 05:00:00 CAMERA 1 1) o
20051110 06:00:00 CAMERA 1 1) o
20051110 07:00:00 CAMERA 1 1) o
20051110 08:00:00 CAMERA 1 1) o
20051110 09:00:00 CAMERA 1 5 2
200511110 10:00:00 CAMERA 1 10 4
20051110 11:00:00 CAMERA 1 17 13
200511110 12:00:00 CAMERA 1 8 a
20051110 13:00:00 CAMERA 1 5 el
20051110 14:00:00 CAMERA 1 9 a
200511110 15:00:00 CAMERA 1 T 16
200511110 16:00:00 CAMERA 1 " B
200511110 17:00:00 CAMERA 1 T 10
20051110 18:00:00 CAMERA 1 3 13
20051110 19:00:00 CAMERA 1 2 14
20051110 20:00:00 CAMERA 1 1 2
20051110 09:00:00 CAMERA 1 o o
200511110 10:00:00 CAMERA 1 1) o
20051110 11:00:00 CAMERA 1 o o =

Stepl: Select the channel you want to check or select “All” from the drop-down menu for all
channels.

Step 2: You may view events happened on a particular date or during a given time period. To
search and view unusual event happened on a particular date, mark the box right next to “Date”
and indicate the date. You may also point out two different time points and search for unusual
events happened during the period. Mark the box in the Date&Time column and then enter the date
and time.

Step 3: Click Search.
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Log Viewer - Counting Application (Diagram):

Counting Application (Diagram):
Display the Counting Application data in diagram format.

M Log Viewer ] _ o) =]
Unusual Evem] Systermn LDgI Counter Application  Counter Application (Diagram) i
Channel: |CAMERA ~| Period |0ne Day _:] Date: [2005Mov/10 + &
Search

2005/11110 In

01 2345E?B91I]l112131415]51?]819202]7222324

Stepl: Select the channel you want to check or select “All” from the drop-down menu for all
channels.

Step 2: From the drop-down menu, set up how you would like the diagram to be displayed. You
have the options of one day, one month, or one year.

Step 3: Select a specific date to make it the start point of the diagram.

Step 4: Click Search.

72



IP CamSecure

Backup

The backup function saves video record and other log information. User may open backup files

on any PC with Windows Operation System and operate the full function Playback panel on it.
Follow the instructions below to obtain backup files.

Bl %5 #4858 - Backnp
Backup  Help

—/ﬁ Mew Period 7 Remove Fero lg Backup |ﬂ Delete
/ Start Date Time End Date Time Camera(s) Size
Step 1

ﬁQDDSr’IDfZS L 112000 200510428 £ 11:21:52 1,234 L4209KE

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

=88 Record Date - Date Time Period [ Videa Pi

Sfep 2 " ST Star Tines 20057 87 1 =l[140928 =] ¥ Enable Presiew
End Time: |2008/ 8/ 1 j 14:34:02 jl .
~Sslect C: ) y o
\ 16 |12 | |
o7 x| s s | w7 s |
x| 11] 313] 3¢ 13] 3 4] 3 18] <16
~"
allows multiple channels % Deselect All

|[|2EDEYDE!D1 AT AT AT A AT PR T VA TRa

T T |
| camara1

5 camera2

fH camera 3
i Camera 4
i camera s
H camerab
H camera 7
|E GCamera 8

| _‘d
Record Always —
v | X cancet

Recard Moving

Step 2: From the record date section, select the date you want to backup from. You will see color

lines appear in the time table implying available data recorded. Red, green, and blue stands for
record always, record on motion, and record on event data files, respectively.
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Backup
Step 3 Step 5
=58 Record Date ~Dste Time Period—* Widen P
B Star e [20067 &7 1 =l[4cae =] ¥ Enabie Prves
End Time: |2008/ 8/ 1 j 14:34:02 jl
~Select C: )
16 |12 |
st
/ X[ x| s | ws %7 x|
- 3¢9 0l 2] sl ] o] ]
Step 4 allows multiple channels GelectAll | DeselectAl
\
[ e
| camara1 =
15 camera2z [+
fH camera 3
i Camera 4
i cameras
H camerab
H camera 7
i camera g
1|
Retord Always
Record Moving

Step 6

Step 3: Select the data you want to backup by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 4. Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.
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Backup
B %/ #ES _ Backup |:”E]EI
Backup  Help
__/:“1 Hiw Batind S5 Rermoie Perad -,. Backup @ Delete
Ste p 7 DR Thne End Dete Time Camerafs) Size

_@2005#10.&8 1120000 20054028 B 11:21:52 12,34 1,420KB

Step 7: Click the Backup icon and you can see the size of the file.

Step 8: Choose the path you want to save the file or, burn the file into a CD (direct CD burning for
Windows XP only).

Step 9: Select which log information you want to backup (Event Log, System Log and/or Counter
Log) and then click OK.

Backup EJ

Step 8 Sumary
Total hackup data size: KB
Media

S~
Step 9

(%) Backup using COIDVR YWriter
() Backup on HardDisk

Qption

Backup Event Log
Backup System Log
[¥] Backup Countat Log

X Cancel |
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Delete recorded information from the system

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

ﬁ Backnp System

Backup  Help

ERp 8 e Period

/ Start Date Time End Date Time Camerais) Size
Step 1

Step 2: From the record date section, select the date you want to delete the file from. You will see
color lines appear in the time table implying available data. Red, green, and blue stands for record
always, record on motion, and record on event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 3

=8 Record Date 7 Date Time Period — g
Sfep 2 8 SR Start Tme: [20087 8/ 1 = 120948 = IV Enable Preview
\ End Tim: [2006/ &/ 1 = 143002 = "
- Select Camara() 5
18 |7z | ‘
R VI b E A =
38 | g 1] 3¢ 2] 5 13 5 1] 45| 16
.
allows multiple channels M Deselect All

[ zon6m8m1 T S T S S VR Y |
i camera iy =

B Camera 2 lll
5 camera3
i cameraq
fH cameras
[ camera &
5 camera?
fH cameras

<

Record Atways

Record Moving
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Step 4: Click on the camera number icon to add camera(s) or click Select All to add all
the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.

Eﬂgcu@T Date Time Period e Proew: Sfep 5
— Stant Time: [20087 &/ 1 S [1209:08 = 1 Enable Presiew
End Time: lm T
- Select C
16 |1 |

NEEN ozl S S b A

/ 38 | 0] 1] w12 3¢ 13 14 15| ¢ 16 ! Vo 1
/ 2N0EMEA 14:09:53
Step 4 allows muttiple channels SelectAll I Dége‘l_?:clAﬂ‘

[ T

T camerat | N

1 camera2 (1 ] j

8 camera3

i camera4

H cameras

f camerat

H camera7

H camerag -
| :I’j

Step 6 :etn;’ﬂ anh]g_:‘ e 3‘ X cancel

Step 7: Click on the “Delete” icon and delete the data.

'l Backup System [M][=1 %]
Backup Help
= O i R s Pat [
: /'. New Period 2 @ Backup || Delete
Start Date Time End Date Time Cameralz) Bize
ﬁEDDE"lD.GS 112000 EF11:21:52 1,2,34 1,420KB
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Hetwork Service

Network Service @
‘Strearming,
There are 3 types of network services: live streaming server, remote playback
server, and 3GPP service. From the Main Console, go to Config > Network
Service to obtain the Network Service panel. Remote
Flayhack
*IP CamSecure Lite only has Live Streaming in Netwo  rk Service. -"ﬁi./
3GPP
Senice

Live Streaming Server

When starting the live streaming function of your computer, you allow other people to log on to the
specific computer and view cameras that are connected to it. As system administrator, you are able
to monitor these accounts in order to maintain the system efficiency.

Live Streaming Server — Main
On Live Streaming Server panel, you can see the clients who are currently logging on to your
computer and watching the live video from the remote side.

Start: By starting the system, you turn the computer into a live streaming server; thus allow other
people to log on to the system.

Live Streaming Server : 1 N 1 l!

Main | Black/ Write List| Performance |

Client Count 0 Kill Client Kill All Clients

/m |W | Erii |
Kill Clint /

Kill All Clients
—Senice
Start Server Status: Stopped Start | Stop |
\
— Options \\
Port |E1E-|'.I Defauit EE ] |1l'll2l \
[V Use Defaultyvieh Semer For ISL‘JSi’J \
¥ Save Log |I_|-xe&er\-|3r.|-3g R

Stop
Kill Client: Highlight an IP address and click on the “Kill Client” button to block a client from your
system.

Kill All Clients: By clicking on this button, you may block all the clients logging to your system.
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Stop: Stop broadcasting live stream video.

EETTTTTTE— a

Main | Black / White List| Performance |

Client Count 0 Kill Client | Kill All Clients |

Maximum Users

St |IP | Camera | Eitrate (Kbps) |
Port

-Senvice

Server Status: Stopped \ Start | Stop |

Web server

~apions N\

\ Port: |5150 Default | Maximum 100

v Use Default Web Server  Port: ISUSD

Save Log ¥ SaveLog |LiveServer.Iog 5

< OK | x Cancel |

Options : You may only adjust the setting when the server is stopped.
Port: Assign a port for the clients to connect to your system to the network.

Use Default Web Server : Activate the Web server by checking the box; clients will be able to
watch live video via Internet Explorer. The port is set to 80 by default.

Maximum Users : Number of connections that are allowed to connect to your system. One camera
video counts as one connection.

Save Log : Save the log information at appoint folder.
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Live Streaming Server - Black/White List
x|

Wain  Black/White List | Performancs |

[¥ Enable Black List

Black /White List

/l 2 : : id I : : i
Asdtownitelist | AddtoBlacklist | Detete |

IP Field

/

1D | IP Range | Access |
Add/Delete 0 192.168.1.1 - 192.168,1.20 Accept

Apply to All Live

Streaming Servers B |

Apply ta All Netwark Servers |

 OK | X Cancel |

White List : Check the box to activate White List filter. Only IPs from the White List are allowed to

log-in.

Black List : Check the box to activate Black List filter. IPs from the Black List will be blocked.

IP Field : Enter the IP in the field at the left or, 2 sets of IP to indicate a series of IPs.

Add/Delete : To Add the IP(s) onto the list or remove it from the list.

Apply to All Network Servers : To apply the setting to all the servers.
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Live Streaming Server — Performance

Total bitrate Individual Camera bitrate

£

Wain | Black/White List Performance |

Taotal bitrate: 195.9Kbps Camera 1 bitrate: 6.7Kbps

[2005/12/05 14:56:24] User Login: admin Accept
[2005/12/05 14:56:24] Play CAM 1: admin
[200512/05 14:56:29] Play CAM 2: admin
[2005/12/05 14:56:31] Play CAM 5: admin
[200512/05 14:56:33] Play CAM 9: admin
[2005/12/05 14:56:361 Play CAM 12: admin
[2005/12/05 14:56:38] Play CAM 14: admin

 OK | X Cancsl |

Live Streaming Server log information
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Remote Playback Server

Remote Playback Server . x|

Main | Black/ Write List| Performance |
USW User | KiWUsers |
_
. H // P | Usr /ﬁlitrahe (Kbps) I
Kill Clint

Kill All Clients /

—Senice

Server Status: Running Start Stop
P
- Opfiane
/ P W Dafauit
Star Wasimr sers: I_
¥ Save Log |Rr_-ml_1t»_—‘.::'la_\hac!:lr_|g Wi

| X Cancel |

*Remote Playback is only in IP CamSecure Pro/Pro Pl  us and there are up to 16 channels
displayed simultaneously.

When starting the remote playback function of your computer, you allow other people to log on to
the specific computer and withdraw data files that are stored on it. As system administrator, you are
able to monitor the accounts that log on in order to maintain the system efficiency.

Remote Playback Server - Main

On Remote Playback Server panel, you can see the clients who are currently logging on to your
computer and watching the live video from the remote side.

Start: By starting the system, you turn the computer into a remote playback server; thus allow other
people to access the system.

Kill Client: Highlight an IP address and click on the “Kill Client” button to block a client from your
system.

Kill All Clients: By clicking on this button, you may block all the clients logging to your system.

Stop: Stop broadcasting playback video.
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Remote Playback Server B i 1!

Main | Back /White List| Performance |

User Count ’T Kill User | Kill All Users |

IP | User | Bitrate (Kbps) |

Port

—Senice

Server Status: Stopped Start stup

ws
Port: |5‘1BU Default
S~
Maximum Users: |8
-

v Save Log |Rem0tePIayback.I0g T

Maximum Users

Save Log

 OK | X Cancel|

Options: You may only adjust the setting when the server is stopped.
Port: Assign a port for the clients to connect to your system to the network.

Maximum Users: Number of connections that are allowed to connect to the Remote Playback
Server. One camera video counts as one connection.

Save Log: Save the log information at appoint folder.
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Remote Playback Server - Black/White List
x|

Wain  Black / White List | Performance |

Balck/White List

[~ Enable Black List

I to |
IP Field
Add to White [hst | Addio Black List | Belete |
Add/Delete / ID | IPRange | Access |
] 192.168.1.1-192.168.1.20 Accept
1 192.168.1.21-192,168.1.20 Deny

Apply to All Remote

Playback Servers \

Apply to All Network Servers |

v OK | x Cancel|

White List : Check the box to activate White List filter. Only IPs from the White List are allowed to
log-in.

Black List : Check the box to activate Black List filter. IPs from the Black List will be blocked.
IP Field : Enter the IP in the field at the left or, 2 sets of IP to indicate a series of IPs.
Add/Delete : To Add the IP(s) onto the list or remove it from the list.

Apply to All Network Servers : To apply the setting to all the servers.
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Remote Playback Server — Performance

Total bitrate Individual Camera bitrate

£

Wain | Black/White List Ferformance |

Total bitrate: 195.9Kbps Camera 1 bitrate: 6.7Kbps

[2005M2/05 14:56:24] User Login: admin Accept
[2005/12/05 14:56:24] Play CAM 1: admin
[200512/05 14:56:29] Play CAM 2: admin
[2005M12/05 14:56:31] Play CAM 5: admin
[2005/12/05 14:56:33] Play CAM 9: admin
[2005/12/05 14:56:36] Play CAM 12: admin
[200512/05 14:56:38] Play CAM 14: admin

«  OK | X Cancel |

Remote Playback Server log information

About
Click About on the pull-down menu, and then the version of IP CamSecure will show up on the
screen.
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E-Map

Device and Map

- Map
L E-EE Airpont

s Cami
> Cam3(182.165.2.218)

2> Camd (182.168.2.213)

2 OAMIS Q1755 (192168.27
; Cam3(192.168.2 219)ir =
8 Cam30192.168.2.219)-0
: Camd4 (182.168.2.213)-h
o Camd (192.168.2.213)-C

Information

Cam3(192,168.2.21 G-0utput 0.(/0)
state. OFF

With E-Map, user can find out or track the actual location and alarm status easily and
receive instant response when the event happens.

The arrows and lightening icon on E-Map represent cameras and I/O devices and these
icons will turn red once they are triggered by alarms.

To launch E-Map application, simply click on Start and select Open E-Map from start
menu to open E-Map window.

There are 2 modes in E-Map application:

# Edit mode : Allow users to add/edit maps and indicators of devices. In Edit mode, the
function buttons on the bottom of the window will be active, and then setup the
configuration before running E-map function at the first time.

< Operate mode : all settings will be activated in this mode.
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Edit Mode
To carry out edit function, you need to be in Edit mode.

LR Cam3(182168.2 219)
Lo Camd (1921682213

R CCTIRERETRLLERS o m L o -

o carnagiazisaz e 8 . e ol
Cam3ar92.168.2.2195-0 reetsemes o

-5F Camd (192.168.2.213)-h

L5 Camd (192.168.2.213)-C jod ..,T
L e AR
f L}E‘ gt

J Lo

| Add Map i Edit bap i Uelete i |-:r.W"| \

Edit mode%perqte mode
Switch button

Func\ﬁon button

6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected and inserted.
Step 2: Right click on the Map E& icon in device and map list to obtain the option menu to add

map, or just click “Add Map” button to obtain the “Map Config” dialog.
Map Config

Map Image File: |

Map Mame: |

fv oK | [x Cancel]

Step 3: Select the map file and insert the map name. Click OK, and then the map you added
appears in the tree structure of device and map list.

Step 4: The map indicator appears on the left-up corner of parent map. Drag it to the position
you want on appointed map.

Edit E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right click on the “Map & ” icon to obtain the option menu to edit map, or just click “Edit
Map” button to obtain the “Map Config” dialog.

Step 3: Modify the required details, and then click OK to save configuration.

Delete E-Map:

Step 1: Make sure being in Edit mode and all devices are connected and inserted.
Step 2: Right click on the “Map & ” icon to obtain the option menu to delete map, or just click
Delete button to remove appointed map from list.
Note: The root map can’t be deleted.
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6.1.2 Add/Rotate/Delete Device Indicator

Add Indicator:
Step 1: Make sure being in Edit mode and all devices are connected and inserted.
Step 2: Select on the icon “E& Map» which you want add device indicator to.
Step 3: Before adding indicator, ensure that the map you want is displayed. Select device from
list and directly drag a device to the desired location on the map.
Note: Different device is symbolized by different indicator.

’- Camera indicator, ){ digital Input indicator, % -POS indicator.

Rotate Indicator:
Step 1: Ensure being in Edit mode and all devices are inserted. Select device indicator from
map or form Device and Map list. The device indicator will be marked with a green

ring ¥ .
Step 2: Click Rotate button, the indicator will rotate 45 degree.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:
Step 1: Ensure being in Edit mode and all devices are inserted. Select device indicator from
map or from Device and Map list. The device indicator will be marked with a green

ring ¥ .

Step 2: Click Delete button, the indicator will be gone.

Operate Mode

To carry out the operation functions in E-Map, you need to be in Operate mode.
& E-Mop _[of]

. Cam3{182168.2.219)
¢ Cam4 (1921622213
AHIB Q1785 (19216827 g

Information
Cam3(l 92 168 2 219 0utput 0 (103
state:OFF

Operate mode/ Edit mode

Switch button
a. Device and Map Tree list

This window will list all devices and map hierarchies; click device or map indicator to show related
information on E-Map windows.

B \ap — Select the map you want to show on E-Map Window.

2 Camera — Select the camera you want to preview video on preview window and mark indicator
on E-map.

7 Digital Input — Select it to highlight the device with green ring on map and show status on
Information window. If the Digital Input is from IP camera, the preview window will display live

~video of the camera.

' Digital Output — Select it to highlight the device with green ring on map and show status on
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Information window. If the Digital Output is from IP camera, the preview window will display live
video of the camera.

£ POS — Select it to highlight the POS device with green ring on map and display live video of first
associated camera on preview window.

b.E-Map picture

This window will show the map layer and indicators.

Device Indicator:

Select device indicator from Device and Map Tree list to show preview video and related
information.

Map indicator:

Select map indicator will enter the next map layer. If you want move to upper layer, right click on

the map to select Up option or click ™ right on the map layer
c.Information and Preview window

This window will show the related information of each indicator.

B \Map Info — Show map name.

® Camera — Show camera name and connecting status.

g Digital Input — Show Digital Input name and status (0 or 1).

¥ Digital Output —Show Digital Output name and status (0 or 1).

& POS — Show POS device name, connecting status, first associated camera name and
connecting status.

. Triangular
Layout Adjustment indicator

[ Gate
- Device

L@ Cami

L. Cam3(192.168.2.219)

- Camd (1921682213 | p ol Sl * -
LoRomaS 01765 (102165.20 [N PaTey

i N b v

sF Cam3i192.168.2. 2191 00 0a%ee o
i Cam3192.168.2.219)-0 -
57 Camd (192.160.2.21 3N [RLY J
LA Camd (192.168.2.213)-C “Ne

Information
Bistro (Map)

Add Map | Edit Map | Delete ‘ Fatate " Saue
Shrink the window: ram IS
Click * = « Triangular indicator” to hide the Device and Map/ S

Preview and Information window on right and left side, click
triangular indicator again to go back to default setting.

Full screen display : N Lt
For the system with Dual- Monitor, user can view the MainConsole
on primary monitor, and view the full-size E-Map on secondary

A
) 20000000000 o
-l

At Map EditMap ‘ Delete | Fatete  save
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monitor.
Step 1: Click ‘= 4 Triangular indicator” to hide the Device and Map/ Preview and Information

window on right and left side.
Step 2: Click & » on right top of the window, and then get the full screen mode of E-Map.
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Live Viewer

DE@@@ Not Connected @
(O \?x_./ | 00kbps : '

With the Live Viewer console, you may watch real-time video from remote live streaming servers.

*There is only 1 channel displayed in Live Vieweri  n IP CamSecure Lite while there are up to
16 channels displayed in IP CamSecure Pro/Pro Plus  simultaneously.
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Live Viewer

UEEER

Name the server.

Enfer the server IP

Enter the connecting
port of the server

Enfer the user name
and password

Check the box to
automatically log in
the server when
starting Live Viewer

Test the server first to
see if the settings are
correct

[F] Live¥iew Setting

panel

Click on the Setup icon
to obtain the

‘ Server ] Group |

[l vy Confipany (192.168.1.16)

Semer Setting
9 Senver NamgOffice
AQAress. | 142.000000000
Fort: IS‘ISD—
UserName |
Fassword: I—
Save Password? [~
AutoMogin: [
[ Add _Jl [ Delete ‘ | Updatﬂ
v

oK ” X Cancel ]

Click “Add"” and the
sever will appear on
the list
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Live Viewer
Setup Panel—Group

You may put different cameras into the same group when utilizing the Live Streaming Server
function.

Step 1: Go to the Group tab of the LiveView Setting panel.

Step 2: Log in to all the servers that contain the camera(s) you would like to put into the
group(s).

Step 3: Click “Insert” to create a new group; name the group for future reference.

Step 4: From the window at the right, highlight the camera(s) that you would like to add to a
group and then click on the “<--“ button. Repeat the process until you are satisfied with the
group setting.

Step 5: Click on the Delete and Rename button to remove or rename a specific group.

Step 6: Repeat Step 3 to 5 until you are done with creating and setting groups.

Step 7: Click OK.
Step 1 Step 4 Step 2

N ——a

Serer B0 p]

Step 3 (
E El My Company
P \ |-l My Company - LevelOne wiC
/ i ] > My Company - LevelOne W
/& Office - LevelOne WCE-204( [ -4 My Company - LevelOne W
/: { & Group 2 Office
/ @ My Company - LevelOne W 4 Office - LevelOne WC2.168.
&= Office - LevelOne W¢ 2,168, -l Office - LewvelOne WCS-204(
4> Office - LevelOne W¢
Step 5
< 2] <. _'!: | B

[/_ox (X oo )
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Live Viewer

&

Select a camera(s) from the server/ camera list on
the right and then drag it to where you want the
image to be displayed.

On the server/ camera list, right click on a camera
to connect/ disconnect it.

Log In/ Log Out: Select a server or a group and
click on the log in/ out icon to access/ leave the
server. You may also log in/ out from the server by
right clicking on it.

Server and Camera List: Display a complete list of the server(s) and camera(s) that are added to
the system.

PTZ Camera Control: You may control the camera view by utilizing the PTZ camera control panel
to adjust the camera’s view. This is only available with cameras that support PTZ function.

Minimize: Minimize the Live View Console window.
Exit: Shut down the system or log out current user.
Zoom: Click on the + and — signs to zoom in and out the view.

Play / Stop : Select a camera/video and click Play / Stop to play/stop the particular channel.
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Live Viewer

Other—View Real-Time Video on the Internet
IP of the Server Cameras

3 LevelOne Surveillance Remote Live View - Microsoft Internet. Explorer

File  Edit  Wiews  Favorites Tools Hels

@Back 4 _._,-’ Iﬂ | | /.._ESearch ‘:.;1'5‘_’ Favarites é-“\’ f * h._:n “_:_"i_

o B |

B= Camera 1 &
4l Camera 2

¥ Camera 3

all* Camera 4

al[x FCS5-3000
alf» FC5-1050
alr FCS-1010-0-
alx FCS-1010-C
0l WS- 2010
allr FCS-1030-4
al [ WES-2010
4l FCS-1020-4
G WOS-2030

//

Log In/ Log Out Play / Stop Disconnect Screen Division

*There is only 1 channel displayed in Live Viewer v ia web browser in IP CamSecure Lite
while there are up to 4 channels displayed in IP Ca  mSecure Pro/Pro Plus simultaneously.

Server IP: Open an Internet Explorer and enter the IP number of the server followed by the
connecting port.
Example: http://192.168.10.169/

Connect / Disconnect : Select the camera from the server, hold the left click and drag the camera
to where you want to put the image, or double click the camera on the list to connect it.

Select the camera on screen or on the list and click the Disconnect icon to disconnect the camera.

Play / Stop : Select a camera/video and click Play / Stop to play/stop the particular channel.
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DBTools

DBTools

The DBTools : Export/import database/files; export configurations and edit storage location.

Step 1: Execute DBTools from program files.

§ o=

ﬁ LevelCne |J'f_‘_j Surveillance Systemn P '

I MBM 5 v Installation Wizard  » :
) Microsaft Chiness Date & Time ] Backup System
7 Mierosaft Office ¥ IF CamLocato v @] Main Console

I Multimedia Builder
[T NTI Backup NOW! 4
) NTICD & DVD-Maker T @ Uningtall TP Cam3ecure
'@ Video Surveillance System "£ User Manual

I@ Powerfrchiver 2001 r
I@ REealtek Sound Manager 4 Eemote Plavback Server

Step 2: Enter the password of administrator to login.

Playback Svstem
]ﬂ Remote Live Viewer

DETonls

Flease enter password for the administrator of Main
Console :

Llser name: Iadmin

Fasswiord: I

8] Cancel
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Export database
Step 1: Select the database you want to export.

Step 2: Select the destination you want to export.

Step 3: Press “Export” to start to export database.
¥ DBTools X

-~ Export database files -

Export Main Console databasesto a hackup diractory incase of
systern re-installation or trouble shooting.

Database location

CiProgram FilesiLevelOnellPCamSecure

Import
Step 1
3 - Export destination -
Export {Rrie:
configurati...
Si’ep 2 ﬁ Browse...
Editvidea
Step 3 JLEL= [ 1= Export

Import database
Step 1: Select the database location you want to import.

Step 2: Select the installation path you want to import.

Step 3: Press “Import” to start to import database.

® DBTools 3
:i ~ Impaort database
- Import Main Console datahases into the installation path from a
Export hackup directony.
database

-Database location -
{nane)

step 1
-~ Installation Path 1
CAProgram Files\LevelOnelPCamSecure
Export
configurati...
Step 2 Ej Browse..,
Edit video
Si’ep 3 torace Impart
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Export configurations
Step 1: Press “Export”.
B DEToolk:

Export
database

Step 1

Import
datahase

E

Edit widea
storage. .

Step 2: Select the location you want to Export and type the name of the configurations.

Step 3: Press “Save” to start to import database.

Step 2

e ]
y

Step 3
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Edit storage location
If you move the recorded videos to a new directory, to ensure the videos can still be
recognized by the Playback system, you should change the original directory.
Step 1: Select the original directory in the table.
Step 2: Type the new path you want to save the recorded videos.

Step 3: Press “Update” to finish editing storage location.

® DBTools 3
B ~ Edit storage location -
: Ifyou maove the recarded videos to a new directary, to ensure the videos
Export can still he recognized by the Plavhack system, vou should chanage the
database atiginal directory,

Please find the ariginal directary in the table below, and manually change

& it to the new one,

 FilePathld | FileRathName

W&d\ _

database
Step 2 \ Export
configurati..

Editvideo Mews path:
storage..

Step 3 Update

CAPragram Filesy
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Backup

The backup function saves video record and other log information. Users may open backup files
on any PC with Windows Operation System and operate the full function Playback panel on it.
Follow the instructions below to obtain backup files.

Step 1: Execute DBTools from program files.

rﬂ LewelChne Tj Surveillance Swetem #
I MBM 5 b Dnstallstion Wizard
r\_":] Microsoft Chiness Date & Time 4 F-? P Camiecure E Backnp Svstem

[ Microsoft Office ¥ ) IF CamLocator b i[@] Main Console

I Multimedia Builder C Flayback Systerm
|IF) BTI Backup HOW! 4 v [ Remote Live Viewsr
@) NTICD & DVD-Maker 7 v ) Uninstall I[P CamBecure
ll‘f_] Wideo Surveillance 3ystem » T User Manual
IFl) Powerfuchiver 2001 v k3 DBTools

4

ll‘f_] Realtek Sound Manager @ Eemote Flayback Jerver

Step 2: Click on “New Period” to obtain the Select DateTime Period panel.

r Backup System g

Backup Help

S New Period

/ Start Date Time End Date Time Camera(s) Size
Step 2

Step 3: From the record date section, select the date you want to backup from. You will see color
lines appear in the time table implying available data recorded. Red, green, and blue stands for
record always, record on motion, and record on event data files, respectively.

Step 4: Select the data you want to backup by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 5: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup panel.

100



IP CamSecure

| Step 4 Step 6
p Date Time Search Dialog - Mode
£ % Rocod 0o [-Date Time Period e
B SwRiterE Sten Time: [2006/ 8 1 El 140948 = \
|

End Time: |2006/ 8/ 1 I—| 14:34:02 =

[~ Select C:
5 |17 |

/—_ﬁmxs\xﬂxs\m\xﬂm\
98 | 0] st peiz] peis] x4 x 15| 18]
allows r}'upleﬁﬁanneq ‘SelectAll | Deselectall

e e R B
- o
Step 7 i T X ol
7] Backup System M=%
Backup Help
)_j Mew Period Backup x Delete
Ste P 8 Start Date Time End Date Time Camera(s) Size |

_ﬁEDDSa’IDQS L¢ 11:20:10  2005/10/28 J:¢ 11:21:52 12,34 1,429KB

Step 8: Click the Backup icon to see the size of the file.

Step 9: Choose the path you want to save the file or burn the file into a CD (direct CD burning for
Windows XP only).

Step 10: Select the log information you would like to backup (Event Log, System Log and/or
Counter Log) and then click OK.

cﬁ&'ﬁuii ﬁ-\

Summary

Step 8
Total backup data size: 40, 960KB

Media
Step 9 {3) Backup using COROM
{7 Backup on HardDisk

Option

Step 10 \
il [¥] Backup Event Log

Backup System Log

Backup Counter Log
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Delete recorded information from the system

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

"E Backup System M=

Backup Help

() New Period

/ Start Date Time End Date Time Camera(s) tize
Step 1

Step 2: From the record date section, select the date you want to delete the file from. You will see

color lines appear in the time table implying available data. Red, green, and blue stands for record
always, record on motion, and record on event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 3

d

[ Videa Pi
¥ Enable Preview

=8 Record Date - Date Time Period
[ 20060801 IVL =
20068 1 2 [1409.48 =
Step 2 o =

End Time: [2005/ amjl 14:34:02 jl
| Select C: )
16 |12 |
i X3k xs e x 7 %]
38 | in] 31| 3] 3c13] 14| X 18] > 18]
e
EM SelectAl | Deselsctl
o~
,[I G T T ST
i Camara 1
15 camera2z
fH camera 3
|E Camera 4
i cameras
H camerab

H camera 7
|E GCamera 8

|

Record Always
Recard Moving
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Step 4: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.

W - Date Tims Period - Wideo Previe /
=~ Stert Time: [20087 & 1 5] [1a0928 = | Enable Presieit. 7
End Time: [2006/ &/ 1 = [143502 =1
- Select C. )
18 |73 |

/’Wlw wa|wa|ws|wex7 x|

98 | 0] st peiz] peis] x4 x 15| 18]
200B/08/01 14:09.63
allows multiple channels SelectAll | Deselectal

4
Record Always

BT WU

Step 6

Step 7: Click on the “Delete” icon and delete the data.

Note: the deleted video cannot be recovered.

| Backup System iM[=1%
Backup Help
- [ONewperod /2 rermove peros | | @] Backup_|x] Delete
Step 7 Tfrt Date Time End Date Time Camera(s) Size

_@20059’10&8 EF 1120000 2005010028 £ 11:21:52 12,34 1,429KB
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Appendix A - 3GPP Service

How to setup 3GPP streaming connection (using BenQ-Siemens mobile phones)

System Configuration

LEVELONE IP CamSecure server v1.xx

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from LEVELONE server

Step 1: Go to Config and select Network Service

PHA B: 68 : 04

2007/02/12
| 22:08:04

B Setting
SavefLoad Configuration

Bl Counting Application

Step 2: Select 3GPP Service, and then click Start
Note: In the Option item, the “port” selected here is the same port from mobile handset

2007/02/12

i
'''''' & 22:01:50
aaaaa serAgen |

ggggg

Server Status: Stopped

Part: |554 Default
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1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Go to Menu, then Internet

Step 3: Add New Bookmark

Step 4: Configure the Adress setting as the following example.

Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of LEVELONE IP CamSecure system

Port : port specified in 3GPP Service from LEVELONE IP CamSecure system

Step 5: Save the settings and start playing

1.2.2 BenQ P50
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Sfep 1: Connect GPRS Mensajeria & T oof 1512 9
step 2: Download and install the [PLATFORM4] software. M
Conectando a: CHT_INTERNET
Conectando a GPRS.
Step 3: Execute the Main Console.

. Configuracion
Step 4: Press the [Config] = [Network Service] = [Start]
Step 5: Open [PLATFORMA4], press the button framed by red into Option
Step 6: [Open URL] enter the RTSP address of the camera
EX: rtsp://61.216.97.69/media00.3gp>channel 1

MMS 0 elemento(s).

EX: rtsp://61.216.97.69/media01.3gp>channel 2
EX: rtsp://61.216.97.69/media02.3gp—>channel 3

luml-lerram.(uﬂihﬁg El‘

Step 7: [Setting llchange the setting and press “OK”
[Protocol] TCP
[Buffer Size] 60
[Connection TimeOut] 103
[Data Recept. TimeOut] 100
[Deblocking Filter] check

Step 5 Step 6 Step 7
Platformg Player Y||| =% 04:36 @

Platforrms Player Y||| 3 0434 @

MNetwork Settings

Open Ll
tsp

Protocol: (@) UDR

Ore
Buffer Size: E sar, [] Broadcast
Connection TimeOut: cec, |E|E|

Data Recept. TimeOut: [100 [sec. EE | LG B et |

Progressive Download

Video Settings

Deblocking Filter Dithering
Zoom and crop in Fullscreen

Open [ Settings 1] Settings 11| about

‘_:J.A
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Appendix B - PDA / Smart Phone Client

PDA / SP (Smart Phone) Client are only applied for devices with Windows Mobile 5.0 platform or above. See

the sections below to find how to install and execute PDA / SP Client.

Note:

1. The different between Smart Phone and PDA Client is navigation of operation, user can only control
client with phone buttons.

2. The resolution of PDA / SP Client is limited in 240*320 (QVGA).

1.1 Install PDA / Smart Phone Client

Step 1: Connect mobile device to the PC.

Step 2: Insert the installation CD and click on PDA Client Installation / Smart Phone Client Installation fo install
application in device.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannot find ActiveSync.

Please reinstall ActiveSync and then run this installation again.”

Step 3: Check the client application is installed completely in the mobile device.

successfully installed on your
device.

If you need mare storage space,
you can remove installed
programs.

p:2.174) CAM1 o

B Setting
1.2 Execute PDA / Smart Phone Client bt

License Manager
SavefLoad Configuration 4

Counting Application
POS application
Log Wigwer

1.2.1 Main Console setting

mﬁﬁug

Step 1: Go to Config and select Network Service

Backup |

Network Service = sbout MainConsdle...

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same with the one in PDA/Smart Phone.

Network Service - 192.160.4.31 / 192.166.1.54 (X
L wain | Black fWhite List | Parfarmance |
Live Client Count 0 Kill Al
. . / Streaming
lee Si‘req mlng = State | IP Camera Bitrate (Khps)
»
Remnte
Playback
T Start
3GPP o
Service Sener Status: Stopped Stop
Lk
%) ~om
Remote Port 5150 [ Detautt | Port
Desktop Maximum Connections 16
¥ Use Default\eb Server
centrd Port: El
Managsment v Save Log LiveServetlog
¥ Enable Audio
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1.2.2 Execute and Login

Step 1: Make sure your PDA/Smart Phone device is connected to network, and then go to Start - Programs -
LEVELONE PDA/Smart Phone Client to execute application.

e X

7 @ |LOGIN

,i.. | Programs £ 42 Toa (X

£ -
Download Ewxcel Mobile File Explorer
Agent | Hi=y
MNotes Muu Pictures &
Live¥iewer Yideos
Pocket MSN  PowerPoinkt Search
Mobile
Tasks Terminal Word Mobile [—
Servic... = s

Step 2: Insert Address, Port, Name and Password of the server and click on fo login.

1.3 PDA/Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, I/O Control and System Info. Switch between
these buttons to adjust overall configuration.

Log out

7 N

Live View I/O control System Info

1.3.1 Live View
Camera List Live Video Display

/ ¢ | MobileLiveViewer o 451201 (X ' ,lMuhiIELiueﬁem#r e 45 12:57 X

Camera List: Display Live Video Back to Camera List

Displays all “snapshots” of channels connected to server as camera list. Click on indicated snapshot to get

the channel information, and then click on »> to display live video.
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Note: The Screen Division and Refresh option could help to quick find the channel.

Live Video Display:

Live View panel could display “live video”, control PTZ, and snapshoft. Click . fo go back camera list.
PTZ Control: Click on PT Control Panel and Zoom Out/In to control physical PTZ camera or adjust digital
PTZ under digital PTZ mode.

Note: To switch between “Digital PTZ" and "Physical PTZ"”, simply click on - button.

Zoom Out/In PT Control

1 bbbb
Presetl4 [
| El| Presetns 12

Snapshot: Click . to take the snapshot and save it to defaultf folder.

Full Screen: Click . to toggle to the “Full Screen Mode”, right click on screen to obtain the PT control
panel and disable full screen display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.21/0 Control
Select "“1/O Conftrol” button to monitor status of DI/DO devices, and control DO devices.

/ & | MobileLiveViewer

= WaMall __ |/0 Device list

I |mwsz

DI/DO Status ‘: :

1/0 Control

1/0 Device list: @ | .
Select and monitor the device connected with Server.
DI/DO status:

Monitor the DI/DO status synchronized with Server, and then click Output button to trigger the DO action.
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E Gray icon indicates the normal status of DI/DO devices.
! Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.

1.3.3 System Info

Display the server and client information. Server information includes address, post, and version. Client
information includes login user, count of camera and I/O device with access authority and version.
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Appendix C - I-Phone Browser

LEVELONE Live Streaming service could handle the request form I-Phone browser. Below section will guide
hot to use this feature with I-Phone device.

p.2.174) CAM1o

1.1 Configuration from LEVELONE server Sk N

License Manager
SavefLoad Configuration 3

Step 1: Go to "Config” and select “Network Service”

Counting Application
& Pos Application

Y E Log Wiewer

B Backup

Network Service - . 7 | Hstwork Serics

S PimfackSdedne G About MainCansole...

(GACIFIFIEY W
Step 2: Select “Live Streaming”, and then click “Start”.

Note: The “Port” selected here will be the same as the web live view and web playback.

. . Network Service - 192.168.4.31 / 192.168.1.54 =]
Live Streamin
9 Wain | Black fwhite List | Performance |
Streaming
State P Camera Bitrate (Khps)
Remote
Playback
e 7 || Start
Service Server Status: Stopped Start i - —‘
=
- Option:
Remate Port 5150
Dstop Madrmum Connections 1
¥ Use Default¥eb Server
Port
Central Port: &1
Management ¥ Save Log LiveServerlog
¥ Enable Audio

1.2 Connect to LEVELONE server

Step 1: Make sure the |-phone is connected to the internet. Open Safari browser and enter the IP address or
DDNS “name” of the server followed by the connecting port. _ _
Example: http://192.168.1.16:8080/ iPod = T3:18 =

Note: 192.168.1.16 is the IP address of the server. -

8080 is the port specified in “Use Default Web Server” in
Network Service.
Step 2: Enter user name and password to login LEVELONE
MainConsole Server, select camera to view live video.

1.3 Live Display
To view live video, select camera from list, use tfouch panel to zoom in
the video.

To switch video, please click & to back to list and select another
camera to view the video.

1.4 PTZ Control

With cameras that support PTZ function, the PTZ panel will show as
picture. User can control camera to pan, tile and zoom in/zoom out
manually, or move to pre-set location by select PTZ preset point from
drop down list.
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