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CUSTOMER SERVICE

For the contact details of customer service and technical support, please refer to

the registration card.

LIMITED WARRANTY

In no event shall the liability of Digital Data Communications Inc. (LevelOne)
exceed the price paid for the product from direct, indirect, special, incidental, or
consequential software, or its documentation. Digital Data Communications Inc.
(LevelOne) offers no refunds for its products. Digital Data Communications Inc.
(LevelOne) makes no warranty or representation, expressed, implied, or statutory,
with respect to its products or the contents or use of this documentation and all
accompanying software, and specifically disclaims its quality, performance,
merchantability, or fitness for any particular purpose. Digital Data
Communications Inc. (LevelOne) reserves the right to revise or update its
products, software, or documentation without obligation to notify any individual

or entity.

CAUTION

Back up your system periodically to avoid any potential data loss.
2. Should you return any components of FNS-7000A package for refund or
maintenance, make sure they are carefully packed for shipping. Any form of

damages due to improper packaging will not be compensated.
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Chapter 1 Overview of LevelOne FNS-7000A

1.1 Introduction

Thank you for choosing FNS-7000A as your Network Attached Storage (NAS).

This product has the following key features:

Desktop design

VIA Eden 733 MHz/ 256MB DDR RAM

Supports 4 x 3.5 IDE HDD

Maximum capacity up to 1.2TB

Supports RAID 0, 1, 5 and JBOD storage management
2 x 10/100/1000 Mbps fast Ethernet port

Supports UPS management via USB port

1.2 Package Contents

The package contains:

FNS-7000A
Power cable
CAT-5 Ethernet cable

Companion CD (user manual, Quick Install Wizard and software inclusive)

Important Notice: Please back up your disk data periodically to avoid data loss

due to improper operation or disk failure of FNS-7000A.



1.3 System Overview

Front View

LCD Panel

Setting

m FNS-7000A

Rear View

Switch A

Setting
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4 LED indicators: Power,
Error, Network, and Disk
Access

Configuration Reset Switch

Power Switch

RJ-45 Gigabit
Ethernet Port 1

I RJ-45 Gigabit
Ethernet Port 2

USB UPS
connector

Power Connector




Chapter 2 Installation of FNS-7000A

2.1 Network Configuration

By factory default, FNS-7000A will search the network via DHCP (Dynamic Host
Configuration Protocol) to detect IP address settings automatically. If your
network does not support DHCP protocol, FNS-7000A will use the default settings

as below:

IP Address: 192.168.0.1
Subnet Mask: 255.255.255.0

When FNS-7000A completes its boot-up process, the LCD panel will display

current IP address settings.

If your network does not support DHCP protocol, you must configure your FNS-
7000A to proper LAN settings before using it for the first time. (If you are not

sure about the LAN settings, please contact your network administrator).

You can change the network settings of FNS-7000A by the following ways:

1. Use the LCD panel to change the network settings. For more information,
please refer to Appendix A.

2. Use Quick Install Wizard in the companion CD to change the network settings.

For more information, please refer to Appendix C.



Chapter 3 Administration of FNS-7000A

When you have installed FNS-7000A and connected it to the network, you can
manage the server via web browser. FNS-7000A supports Microsoft Internet
Explorer 5.0 or later, and Netscape Navigator 4.5 or later. Microsoft Internet

Explorer 5.5 is recommended.

3.1 Accessing Administration Page

1. Launch the web browser. Enter the IP address of FNS-7000A to access the
administration page. The IP address can also be obtained on the LCD display
of FNS-7000A (see Appendix A).

2. Run Quick Installation Wizard (see Appendix C) and double-click on an entry

on the list.

=31 Quick Install Wizard

etwork tthched

M ame | IP Address 1 Workgroup |

HASTO1C4R 192168.10.113

Configure [retailz Refrezh Help I E xit |




3. Click Administration on the main page.

Fhﬂ =?/’D[_J

One_World _
One_Brand_

One_Level

A relable and high C ity network attached storagpe server

4. Enter the user name and password.

Enter Network Password : ﬂil

Fleaze type pour uger name and paszword.

Sitex 17217.26.19

Fiealm

Uzer Name Iadministratnr

Pazzword I“*’“‘“

¥ 5ave thiz password in your password list

k. I Cancel

The default administrator name and password are:

User name: administrator

Password: admin

The first time you login FNS-7000A, Quick Configuration page will be shown.

Please refer to the Quick Configuration section for more details.



3.2 Server Administration

There are eight main sections in server administration, which are listed below:

Quick
Configuration

System Settings

Network
Settings

—— Server Name
—— Date & Time

—— Language Setting

L— View System Settings
—— TCP/IP Configuration
—— Microsoft Networking

Disk
Configuration

User
Management

Apple Networking
— NFS Service
— Netware Service
I Web Service
—— FTP Service

— View Network Settings
—— Create Disk Volume

+—— Delete Disk Volume

+—— Examine Disk Volume

+—— Format Disk Volume

—— View Disk & Volume Status
L Snapshot Settings

— Users

Network Share
Management

System Tools

User Groups — p| Create

Create Private Network Share

—— Quota Assign Users
Delete

—— Create

—— Property

—— Access Control

L— Delete

—— SNMP Settings

— Alert Notification
— Restart / Shutdown

— Hardware Settings

Statistics & Logs

UPS

—— System Update

— Change Logo

I—— Remote Replication

+—— Virus Scan

+—— Backup/ Restore/ Reset Settings
I Backup Agent

L Auto Boot/ Shutdown

—— Active Users

Event Logs
L— DHCP Logs

10

Create
Create Multiple Users

. | Change Password

Create Private Network
Share

Assign User Groups
NFS Settings

Quota Settings

Delete




3.3 Quick Configuration

Quick Configuration

> TidlEmE — Welcome
+ Step 1 Welcome to the quick configuration wizard, This wizard will guide you through the following steps to configure
this systern quickhy:
+ Step 2
» Step 3 1. Enter the name for this server,
o S 2. Change the administrator password.
+ Step 5
3, Enter the date, time and time zone for this server,
+ Step B
+ Step 7 4. Select the language that this server will use for file names.
« Step 8 _
5, Enter the 1P address, subnet mask and default gatewway for this server,
» Step 9
+ Step 10 6. Select the network file services that you want to provide on this server,
« Finish

=1

. Configure disk volume on this server,

o

. Configure the method of user authentication.

w0

, Manage users and user groups for this server,

10. Manage network shares on this server.

Mext

You can configure FNS-7000A step by step in Quick Configuration section.

1. Enter the server name.

— 1. Enter the name for this server,

Server Mame .

Back Mesxt

2. Change the administrator password or select to use the original password.
— 2. Change the administrator password.

Passwaord :

Werify Passwiord : |

[T Use the original password

Mote: If you select “lse the original password”, the adrinistrator password will not be changed.

Back Mext
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3.

4.

Enter the date, time and select the time zone for the server.

— 3. Enter the date, time and time zone for this server,

Time Zone |(GMT) Greenwich Mean Time : Dublin, Edinburgh, Lisbon, London ;l

Current date and time: |2EID4 f9/9AaM10: 04 12

[T Change the server's time and date as below:

Date: IJanuary =] , (rnrn dd, )

Lz I Y I Y I 2 e

“ Bk || > Newt
Select the language the server uses for file names.
— 4, Select the language that this server will use for file names.
Language: Englizh ;l
Chirese-Sirmplified
Chinese-Traditional
Cyrillic
Greek
Icelandic | = Back | | = Meut
Japangse
korean
SIavicELatin 2
Western Europe/Latin 1
Enter the IP address, subnet mask and default gateway for the server.
— 5. Enter the IP address, subnet mask and default gateway for this server,
% Obtain TCPSIP settings automatically via DHCP
 Use the following settings
IF &ddress: oz | sz J.p |t ]
Subnet Mask: =5 |.[z== | |zs5 |0 |
Diefault Gateway: o |. o |. o |. o |
Configuration of Metwork Interfaces ¢ Fail Over ¢ Load Balance
Note: If you don't need a default gatewray for this server, please enter “0.0.0.0".
+« Bk || > newt

12



6.

7.

Select the network file services to provide on the server.

— 6, Select the network file services you want to provide on this server,

¥ Enable File Service for Microsoft Metworking

%777 A

Enable AppleTalk File Service for Apple Metworking
Enable MFS Service

Enable MetWare Service

Enable WWeb File Manager

Enable FTP Service

Configure disk volume on this server.

— 7. Configure disk volurme on this server,

L o Back | ‘ - Mext

You can click on the disk volume you want to configure on the New Disk Yolume Configuration list. The
Current Disk Yolume Configuration list shows the current disk volume configuration of this server.

©

¥
FoEeT

¥

L L

= =

MNew Disk Yolume Configuration

\ 4

Single Disk Volume
Create single disk wolume(s). E

RAID O Striping Disk Yolume
Create one striping disk volume.

RAID 5 Disk Yolume
Create ong RAID S disk wolume.

\

I
® s

@ RAID 1 Mirroring Disk

Yolume
Create mirroring disk volumeis),

Linear Disk Yolume
Create one linear disk volurne,

Current Disk Yolume Configuration

13

Yolume Total Size Free Size Status
Single Disk: Drive 1 - - Initializing. ..
Single Disk: Drive 2 - - Initializing. ..
Single Disk: Drive 3 -- -- Initializing. ..
Single Disk: Drive 4 -- -- Initializing. ..
4= Back ‘ ‘ = Mext




8. Configure the method of user authentication.

— 8. Configure the method of user authentication.

¥ Enable file service for Microsoft networking
" Standalone Server
" NT Domain Member
& AD Domain Member

Server Description

Workgroup ADTEST
Diornain Marne adtest, com.

Diormain Lsername |:|
password ]

4 Bark H - Next
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9.

Manage users and user groups of this server.

— 9 Manage Lsers of this server,

To add a user, enter the user information in the following fields, then dick add, To remove an existing Lser,
click an the user name on the left list and click Rermove. You can remaove multiple users at a time,

ADTEST WA dministrato =

ADTESTGuUest User Marme |:|
ADTESTVUSR_ALBA :

ADTESTVWANM_ALB v Add Password ]
ADTESTWJohnson )

ADTEST\Tslnternetls verfyPassword [ ]

ADTEST henny Mote: For increased security, password should be at
ADTESTcatherine least & characters.
ADTESTicathetineshe x|

Back | | Mext

— 9.1 Set user groups of this server,

To add a user group, enter the group name in the box below. Select the user(s) to add to the group from the
list on the right, then click Add. To remove a user group, select the aroup name on the left list, and click

Rermove. You can remove multiple user groups at a time.
Llser Group Marme

| |

administratars ADTESTWAdministrator -

everyone ADTESTWSuest

ADTESTMUSRE_ALBATRON

ADTESTWWWAM_ALBATROM

Add ADTESTWohnson

ADTESTA T slnternetUser
ADTESTwhenny |

ADTESTwatherine

ADTESTwcatherineshen

ADTESTWdaniel

ADTESThdvr

ADTESTuwnikechen hd|

You can choose one of more Users to add
ifto the user group from the above field.

Back | ‘ Mext

15



10. Manage network shares on this server.
— 10, Manage network shares on this server,

To add a network share, enter the network share information in the fields an the right below, then dick Add.
To remove an existing netwark share, select the network share on the left list, and click Remove.

Metwiork Share Marme

Wolurmie:
|r'-'1irrc|rir'|g Disk Wolurme: Drivel2 ;l

public

Carmrnent

| <+ Back H - MNext

11. Finish.

— Finish

Congratulations. You have finished all the steps for Quick Configuration.

To start using the server, click Finish, Or wouw can click Back to make more changes to the settings,

‘ < Back H - Finish

It may take several to tens of minutes to complete Quick Configuration,

depending on your system settings.

16



3.4 System Settings

Basic system settings include the server name, date, time, language settings, and

view system settings.

° Server Name

Enter the name of FNS-7000A. The server name can be 14 characters long
at maximum, which can contain alphabets, numbers and hyphens (-). The
server does not accept names containing empty characters, period (.), or

names with only numbers.

System Settings

+ Server Mame — Server Name

+ Date & Time Server Mame:

* Language Setting
. Apply

+ Yiew System Settings

17



Date & Time
Set the date, time, and time zone according to your location. If the settings
are incorrect, the following problems may occur:

v' When using a web browser to access or save a file, the display time of
the action will be incorrect.

v' The system event log time will be incorrect compared to the actual time

when an action occurs.

— Adjust the date, time and time zone of this server

Time Zone: [(GMT+05:00) Taipei =l

Current date and time: |2E|D4 JOl9AMI0: 21 34

[T Change date and time manually

Date f1anary = | |, | | (o dld, yyyy)

Time | | | | = | | IN'-'T "I ihhirmm:ss)
[T cConfigure MTP server or client setting
& Use the specified NTP server

IP Address of MTP Server | Test | istatus: —)
Time Interval 1 Iminute[s) =l
f  Enahle NTP server
MTP Server #1 | Test | (status: —)
MTP Server #2 | Test | (status: —)
MTP Server #3 | Test | (Status: --)
| . Apply
NTP Server

You can enable or use specified NTP server to update the date and time of
the system automatically. When there is no specified IP address for the NTP

server, the system will refer to internal clock for date and time settings.

18



Language Setting

FNS-7000A will use the language specified in this section to create and
display files and directories. Select the correct language to avoid the
following problems:

i. Unable to create files or directories in special characters.

ii. Unable to display file or directory name in special characters.

— Language Setting

Language: English ;l
Chirese-Sirmplified
Chirese-Traditional

Cyrillic . Al

Greek

Icelandic

Japangse

Korean

Slavic/Latin 2

Western EuropefLatin 1

View System Settings
You can view all current system settings, e.g. server name, on this page.

— Wiew Systern Settings

Server Name

Server Mame MNaS1F4349

Date & Time

Date MNovember 17, 2004

Tirme 2158136 PM

Time Zone (GMT ) Greenwich Mean Time : Dubling, Edinburgh, Lisbon, London
Language

Code Page English (437

System Information

Wersion 4.1.1 Build 1018

(84

19



3.5 Network Settings

1. TCP/IP Configuration

* TCR{IP Configuration - TCR{IP Configuration
+ Microsoft Metworking
* Apple Networking & Cbtain [P address settings automatically via DHZP
+ INFS Service € Use static IP address
+ MetWare Service: Fixed IP Address ) Y TR
+ Wieh Service Subriet Mask 25 [z=5] [==E .0 =
+ FTP Service Default Gateway El o D o D g El
+ Wiew Netwark Settings Primary DN Server D ) D ) D ) D
Secondary DS Server D . D . D . D
[T Enable DHCP Server
Start 1P Address 19z |.[1e2 |.[0].[1o0
End IF Address 19z |.fie2 |.[p |.[zo0
Lease Time Day(s) D Houris)
Prirmary DNS Server 1.6 1.0 1. ]
Secondary DNS Server D 5 D 5 D 5 D
Corfiguration of Metwark Interfaces  Fail Qver ' Load Balance
Metwork Speed auto-negotiati >

. Apply

e Obtain IP address settings automatically via DHCP
If your network supports DHCP, FNS-7000A will automatically use DHCP
protocol to retrieve the IP address and related information.
e Use static IP address
To use fixed IP address for network connection, enter the following
information:
v' Fixed IP Address
IP address is a 32-bit digit used to differentiate each single entity on a
network. IP address is divided into four groups of eight bits separated
by dots, e.g. 192.168.0.1.
v' Subnet Mask
Subnet mask defines computers within the same local network. Itis a
32-bit digit, e.g. 255.XXX.XXX.XXX.
v'  Default Gateway
Gateway is generally referred to an interchange point that connects
two networks, such as LAN and WAN.
v" DNS Server
DNS (domain name server) maps a server name to a particular IP

address. If you do not use a DNS server, enter '0.0.0.0" as server IP.

20



You can also configure the following settings:
v' Enable DHCP server
If there is no DHCP server on your network, you can enable this
option to provide IP address settings to the clients.
v/ Start IP address
The first IP address to be dynamically allocated for DHCP service.
v' End IP address
The last IP address to be dynamically allocated for DHCP service.
v’ Lease time
Define the lease time for the dynamic IP address.
v" Primary DNS server
When the system allocates an IP address to your computer, the
primary DNS server address is also specified to it.
v"  Secondary DNS Server
When the system allocates an IP address to your computer, the

secondary DNS server address is also specified to it.

21



Configuration of Network Interfaces

v

Fail Over

The system supports the configuration of multiple network interfaces,
which enables you to perform Fail Over or Load Balance functions. Fail
over ensures server availability to the network. If the primary port is
disconnected due to a hardware or cable problem, the secondary port will
replace its network identity. If the failed port resumes the network

connection, it will also resume the role as the primary interface.

Load Balance

In load balance mode, the transmission load is distributed among
aggregated network ports. An intelligent software adaptive agent will
repeatedly analyze the traffic flow from the server and distribute the
packets based on the destination address. Load balance can only occur
on Layer 3 routing protocols (IP or NCP IPX). Multicast/Broadcast and
non-routing protocols, such as NetBEUI and Microsoft IPX, are

transmitted over the primary port.

Network Speed

Network speed settings provide an advanced option for configuring network

speed. You can select auto-negotiation to determine network speed

automatically. It is recommended to use the default setting.

Configuration of Metwork Interfaces " Fail Over * |oad Balance

Metwiork Speed |aut|:|-r'|eg|:|tiati j

22



2. Microsoft Networking

Enable file service for Microsoft networking: For users using Microsoft
Windows, enable this service to access the files on network share folders.
Assign a workgroup name. The name can be 15 characters long at maximum
but must not include the following:

"+=[1.;/\: | *?<>."

Note: The first character cannot be a period (.).

v/ Standalone Server

Use local users for user authentication.
v NT Domain Member

Use Microsoft NT domain for user authentication.
v AD Domain Member

Use Microsoft AD domain for user authentication.

» Server Description: Describe FNS-7000A, e.g. administrator name,
department, or location of the server, for users to identify the server.
Users using FNS-7000A on the Microsoft Windows operating systems
must enable Microsoft Network Services.

» Workgroup: Specify the workgroup FNS-7000A belongs to. The
workgroup is a computer group unit in Microsoft Windows network for
network sharing.

» Domain Name: Microsoft domain name. Enter the domain name when
you select NT domain or AD domain.

- T CaniiEuEEn - Microsoft Metworking
+ Microsoft Metworking ¥ Enable file service for Microsoft networking
« Apple Metworking " Standalone Server
+ MFS Service € NT Domain Member
+ MetWare Service @ AD Domain Member
+ Web Service Server Description
+ FTP Service WialEiaum
+ Wiew Network Settings
Diormain Marme
Dormain Username |:|
Password |:|

[T Enable WINS server
[T Use the specified WINS server

WINS server IP address D D D D

®  Apply

23



If the local network has a WINS server installed, specify the IP address. FNS-
7000A will automatically register its name and IP address with WINS service.
If you do not want to enable WINS server support, or you do not have a WINS

server on your network, enter 0.0.0.0 in the field for WINS server IP address.

[T Enable WINS server
[T Use the specified WIMNS server

WINS server IP address [ | [0 | o | [0 |

®  Apply

24



3. Apple Network

To use FNS-7000A on Apple MAC operating system, enable AppleTalk network
support.

If your AppleTalk network uses extended networks, and is assigned with
multiple zones, assigh a zone name to FNS-7000A. If you do not want to

assign a network zone, enter an asterisk (*) to use the default setting.

Network Settings

» TCR{IP Configuration - Apple Metwarking

+ Microsoft Metwarking ¥ Enable sppleTalk fle service for spple netwarking

+ Apple Metworking T

+ MNFS Service

+ Metiare Service

+ Weh Service o apply

+ FTP Service

+ Wiew Metwork Settings

4. NFS Service

To use FNS-7000A on Unix/ Linux operating system computer or server,
enable NFS service. FNS-7000A supports NFS version 2.0 and 3.0. To
correctly use NFS service, assign a user’s UID and IP address. Go to NFS
Settings in Users of User Management for setup. When you have completed
the configuration, login the system as root and use mount command to
connect to the network. You can then login with other identities and access
FNS-7000A using previous NFS settings.

Network Settings

+ TCRJIP Configuration — MFS Service

+ Microsoft Metworking ¥ Enable MFS Service

+ Apple Metworking

+ MFS Service

+ MetWare Service ®  Apply
+ Wieh Service

+ FTP Service

+ Wigw Network Settings

25



5. NetWare Service

To use Novell Netware service, enable this option and enter the server name
for Netware network. The server will then operate in a manner similar to a
Novell NetWare 3.12 file server.

— MetWare Service

[¢ Enable MetWare service

Setver Marme MASOOEFOSMWY | {15 characters masimurm’)

®  Apply

To configure more options for Netware service, enable Netware service and
click Advanced.

— MetWare Service

Frame Type: IEIDE.S vI

Internal Metwork Nurnber: Auto-configure

Marual; 0x |:| [Hexadecimnal nurmter)

o
-

External Metwork Mumber: € Auto-configure
o

EENE 0x [Hexadecimnal nurmter)

MNOTE: If you manualy configure the External Metwork Murmber, you should select a Frame Type
other than Auto-detect; otherwise other MetWare servers may report address conflicts,

s Apply

e Frame Type: If you have a Novell server on your local network, select the
same frame type as the server's.

e Internal Network Number: This is a unique number to identify the server
on a network. The system will set it to the IP address if Auto-configure
option is selected. Or you may enter a unique internal network number
manually.

e External Network Number: This number identifies a logical network
segment on a network. The system can configure it automatically, or you

can set the external network number manually.

26



Web Service

To access files on FNS-7000A via web browser, enable Web File Manager. If
FNS-7000A is connected to the Internet and uses a valid IP address, you can

access files on the server by web browser from anywhere.
+ TOPJIP Configuration - Web Service

+ Microsoft Metwarking ¥ Enable web File Manager
Apple Metwaorking

MFS Service
MetWare Service ®  Apply

Weh Service

FTP Service

Wigw Metwork Settings

FTP Service

To download files from or upload files to FNS-7000A by using file transfer
protocol (FTP), activate FTP service.

Network Settings

« TCR{IP Configuration — FTP Service

Microsoft Metworking ¥ Enable FTP Service
Apple Metworking

Part Murnber

MFS Service

ﬁu

Maximurn Connections

MNetWare Service

Weh Service

FTF Service ®  Apply

Wigw Metwork Settings

27



View Network Settings

You can view current network settings and status in this section.

Network Settings

— Wiew Metwork Settings

Metwork File Services

Connection Type

Connection Type DHCP
1P Address 172.17.26.52
Subnet Mask 255.255.254.0
Diefault Gateway 172.17.26.1
+ Wisw Network Settings MAC Address 00:08:98: 1F:43:49
Connection Status Ready
Configuration of Metwork Interfaces Load Balance
Enabled Mo
Address Range 192.168.0.100 - 192.168.0.200
Lease Time 1 Dayis) 0 Houris)

= Cose

— View Metwork Settings

Metwork

Microsoft Networking

Enabiled Yes

Server Type Standalone Server
Wiorkgroup MNAS

WINS server Enabled ]

Apple Networking
Enabled Yes

Apple Zone Mame *

Unix/Linux NFS

Enabled Yes
Web File Manager
Enabled Yes

FTP Service

Enabled Yes
Part Mumber 21
Max Connections a0

MetWare Service

Enabled Mo

| - Close




3.6 Disk Configuration

Your FNS-7000A can accommodate four disks at maximum. You can set the disk

volume to the following configurations:

1. Single Disk Volume
You can select to use a standalone disk. In case of disk crash, all data will

be lost.

2. RAID 5 Disk Volume
Three or more hard disks can be teamed up to form a large-capacity RAID 5
disk group. This system will distribute and store data among its various
member disks as it is received. At the same time it uses an amount of
space roughly equivalent to a whole disk to store reference numbers with
the same elements. Should one of the disks in the group suffer some kind
of damage, you can shut down the computer and install a new disk, and the
system will restore the data on the new disk using the reference number.
In addition, if you have a system with four disks but use only three in your
RAID 5 group, the fourth will serve as a backup disk. If one of the three
disks is damaged the system will automatically start using the spare disk
without powering down and changing the affected disk. Generally speaking,
the capacity of a RAID 5 disk group is one disk’s worth of space less than

the total rated capacity of the group.

&

Note: RAID 5 may be used only with equipment that has three or more disks.

3. RAID 1 Mirroring Disk Volume
Mirroring Disk protects your data by automatically backing up the contents
of one disk onto the second disk of a mirrored pair. This protects your data
if one of the disks fails. However, the storing capacity is equal to a single
disk, as the second disk is used to automatically back up the first one.
Mirroring disk volume is suitable for personal or corporate use to store

important data.
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RAID O Striping Disk Volume

Striping disk combines two or more disks into one larger disk. It offers the
fastest disk access but it does not have any protection of your data if the
striped array fails. The disk capacity equals the number of disks in the array
times the size of the smallest disk. Striping disk is usually used to maximize

your disk capacity or for fast disk access but not for storing important data.

Linear Disk Volume

You can combine two or more disks into one larger disk. During file saving,
the file will be saved on physical disks sequentially but does not have a disk
failure file protection function. The overall capacity of linear disk is the sum
of all disks. Linear disk is generally used for storing large data and is not

appropriate to use for file protection of sensitive data.
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By factory default, FNS-7000A is preset to one large RAID 0 disk (applicable for

servers with two or more disk volumes). To use other disk configurations, the

settings can be changed during the first Quick Configuration access.

You can also administer your disk volume in the following ways:

Create Disk Volume

Disk Configuration

+ Create Disk volume

+ Delete Disk Wolurme

» Examine Disk Vaolume

+ Format Disk Yaolume

+ Wiew Disk & Wolume Status

+ Shapshot Settings

Delete Disk Volume

Disk Configuration

+ Create Disk Wolume

+ Delete Disk Walume

+ Examing Disk Walume

+ Format Disk Yolume

+ Wigw Disk & Wolume Status
+ Snapshot Settings

Single Disk Wolurne
Create an individual disk volume,

RAID 5 Dick Yolume
Integrate three or more disks into one large disk volume with data protection.

RAID 1 Mirraring Disk Yolurne
Al data on the first disk will be automatically backed up to the second disk,

RAID O Striping Disk Volume
Integrate two or more disks into one large disk volurne with parallel data acress,

Linear Disk Yolurne
Integrate two or more disks into one large disk volume with sequential data access,

B g+ OF - (1

— Delete Disk Walume

Please select the disk volume you want to remove and click O,

wWarning: &l data and network shares on the disk volume you select will be deleted. The connection of all active
users on this volume will be terminated.

Note: To view all shares and active users on the volume you have selected, dick Show Shares.

Wollme Taotal Size Free Size Status
& | Mirraring Disk “aolume: Drive 1 2 37879.75 MB 37135.44 ME Ready
. Ok * Cancel Shiow Shares
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Examine Disk Volume

Disk Configuration

« Create Disk Wolume — Examine Disk Wolume
+ Delete Disk Wolume Flease select the disk volume you want to examine and click OK. ou can check the Fix errors option to resolve
) i errors automatically,
» Examine Disk Wolume Warning: Al active users on this disk volume will be terminated.
o Eariek Bk Wehme Note: To view all shares and active users on the volume you have selected, click Show Shares.
* View Disk & Wolumne Status Volume Total Size Free Size Status
* Snapshot Settings & | Miraring Disk Volume: Drive 12 | 37879.75 ME 37135.44 MB Ready
¥ Fixerrars
. oK | | x Cancel | | Shaow Shares

v" Disk Volume Operation Report
This page shows the current status and information of disk volume

operation.

— Disk Valurne COperation Report

Operation Type Forrnat Disk Wolurne

Source Disk Waolume Mirraring Disk Wolurme: Drive 1 2

Target Disk valume -

Snapshot Settings Disabled

Status Farmatting. ..

ResLUlt --

Comment This operation may take several minutes to hours, depending on the disk

capacity.

Mote: This page will autormatically refresh every 5 seconds, Click Close to exit this page. You can choose to view
the operation result later on the View Disk & YWolurne Status page.

— Cloze
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Format Disk Volume

Disk Configuration

+ Create Disk Yolume

+ Delete Disk Yolume

+ Examine Disk Yolume

+ Format Disk Vaolume

+ Vigw Disk & VWolume Status
= Snapshot Settings

— Forrnat Disk Waolurmne

Please select the disk volurne you want to format and click Ok,
‘warning: Al data and network shares on the disk volume you select wil be deleted, The connection of all active

users on this volume wil be terminated,

Note: To view all shares and active users on the volume you have selected, click Show Shares.

Wolurne Taotal Size Free Size Status
& | Mirroring Disk Yaolume: Drive 1 2 37879.75 ME 37135.44 MB Ready
. Ok | | Cancel Shiovw Shares

View Disk & Volume Status

Disk Configuration

Create Disk Wolume

Delete Disk Walume

Examine Disk Walume

Format Disk ‘aolume

Wigw Disk & Wolume Status

Snapshot Settings

Disk Mode! Capacity Status
Drive 1 WD WD400EE-00CRFOD 35166,68ME Ready
Drrive 2 WD WD400EE-00CRFOD 35166,68ME Ready
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Logical Yolumes
Wolume Total Size Free Size Status
Mirroring Disk Yolume: Drive 1 2 37879.75 MB 37135.494 MB Ready
Ay Refresh | | = Close




Snapshot Settings

Snapshot enables users to create a copy of disk volume as backup source.
The creation of snapshot will not modify the disk volume while any changes

made to the disk volume will not affect any formerly taken snapshots.

Basic Snapshot Settings

To activate or disable a snapshot, go to Snapshot Settings of Disk
Configuration and click Basic. Enable snapshot support of the disk volume
before creating a snapshot.

To enable snapshot support for one or more volumes, select the item(s),
assign Repository Ratio and Maximum Count values and then click OK.

To disable snapshot support, unselect the item(s) and click OK. To undo

the changes, click Cancel and refresh the page.

Note:

1. To change Repository Ratio or Maximum Count of volume, disable its
snapshot support, click OK, and enable it again.

2. Disabling the snapshot support will automatically remove all snapshots
on the volume.

Disk Configuration

Wigw Schedue estore
Ceate Dk Vo N [sease Jresor

BrsiaEne e — Enzble Snapshot Support

+ Exarnine Disk Valume

Warning: Enabling snapshot feature of a volume wil automatically stop al network services for

+ Format Disk Wolume 2 while.
o View Dk & Vollife Status velume | Repository Ratio || | Wazimurn Count |
+ Snapshot Settings r Single Disk: Crive 3 I__J % I_‘3|

™ Sigle Disk: Drive ¢ [ 20fen [

¥ Sige Disk: Drive 5 [ zoje [ 4

I~ Single Disk: Drive 6 R [

[F Striping Disk Volume: Driva 1 2 [ 10fea

¥ Stiping Disk Volume: Drive 7 8 [ nlen [ 5

- 08 ® Cancel
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Advanced Snapshot Settings

To set up when to warn about every snapshot's use status, set the
Snapshot Warning Threshold value and click OK. The default threshold to
log a warning message is when a snapshot is 90% full. Click Basic or
Cancel to return to the Basic Snapshot Settings page.

Cammon Snapshot Settings

Warning Threshold

Restore J

Repaository Ratio

[ a0l

Basic

. (8]4 | s Cancel
v’ Create a Snapshot or a Schedule
In Snapshot Settings page, click Schedule to create, edit or delete a
snapshot schedule. Users can schedule an hourly, weekly or monthly
snapshot of the disk volume.
To create a snapshot schedule, click New.
Basic Schedue Restore |
Ty Delete Bronsa
MName Source Volumes Create Time Priority Status l&{?;?e
I _en_111 Single Disk: DriveS 1oh MM Nomd  Ready 0%
Striping Disk Yaolume: 12:01:00 Thu May =
[T _sn_abcRO0305081301 Diive7s 5003 Mormal Ready 0%
Refredh
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Select Create Now or define the time interval, i.e. repeat hourly, weekly or

monthly for the snapshot schedule.

MamE s | |

Source Volme |Single Disk: DriveS =l

Priority IN::ln'naI vI

Sonedule Type
= Creste Now

' Repeat Every Howr ¥

& Daiy

C Weekly m

Start Time 00 =] Hour = |00 =] Mrte

Maximirn Instances | 1 & !

To modify a current schedule, check the appropriate box and click Edit. To
remove it, click Delete. To view the updated status of the schedule, click

Refresh.

New ||  Edt | Delete
Current Instances |
Hame Source Violeme Scheduls Maxirnn Iretires
T _sniaaa Striping Disk Volume; Drive?8  0:00 - Weskdy:Monday 0f4
o Refresh
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v/ Restoring data from snapshots

To restore the disk volume to the status of a particular point of time, go to

Restore of Snapshot Settings. Check the box of the snapshot to which the

disk volume will be restored and click OK. To view the updated restoring

status, click Refresh.

The description of the items for restoring status is as below:

Restoring Status Description
Restoring The disk volume is being restored
Completed The disk volume has been restored successfully.
Failed The disk volume cannot be restored successfully.
Basic Wiy Schedule M
[arms= Source Yolume Create Time Prionty  Status
r _snan Sinale Disk: DriveS ggnﬂz Mon May 12 Mormal  Mone
r snl Single Disk: DriveS 55513534:15 Mon May 12 Mormal  Mone
I _sn_bc20030S0B1301  Stiping Disk Voime: Drve7s Leii00 THUMANS g e
Refresh Ok,
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v Viewing Snapshot Status

To view the list of snapshots created for a disk volume and their status,

click View in the Snapshot Settings section.

Basic Schedue ‘ Restore J
foerar Delete Browesea

farmne Source Volume Create Time Pricrity  Status EEW
I _sn_t1l Singie Disk: Drives 1630:32 Moa M3y poemal  Ready 0%

12 2003
rl _en1 Single Disk: Drives 185416 MON MY omal  Resdy 0%

12 2003

Striping Cisk Molume; 12:00:00 Thu May

™ _sn_abco0030s081301 o ES o Mormal  Ready 0%
Refresh

Other functions:

a. To create a snapshot, click New to add a new snhapshot.

b. To remove a snapshot, select an entry and click Delete.

c. To view the details of a snapshot, select an entry and click Browse.
d

To view the updated status of the snapshots, click Refresh.
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v Using Snapshot with Remote Replication

To ensure the completeness and continuity of the backup data, check the

box “Take a snapshot before performing the backup job”. When this

option is selected, a snapshot of the disk volume will be taken

automatically for tape backup or remote replication.

In Remote Replication of System Tools, click New.

e

Job Marne

Scheduls

There is no existing replication schedule,

Delete

Check the box “Create a temporary snapshot for the replication” as shown

below:

System Tools

+ SHMP Settings

+ alert Motification

+ Restart / Shutdown

» Harchware Settings

+ LIPS

+ System Update

+ Change Logo

» Remote Replication

= 4irLis Scan

+ Backup/Restore/Reset Settings
+ Backup Agent

» Auto Boot / Shutdown

Add a remote replication job

I0h e
Remote Destination

Remote Host Mame [ [P Address
Destination Path (Metwork SharefDirectory) \pubhc |f |rew
User Mame

Password

Remote Host Testing

Test | (Status: --)

Local Source

Source Path (Metwark SharefDirectory)

I —

&+ Replicate Now
Replication Schedule
 Daly
 Weekly
 Manthly

00 =) Hour @ |00 = Minute

Monday 'I
01 | Day

I Activate file compression
™ Stop netwark file services whils replicating
™ Perform incremental replication

™ Delete extra files on remate destination

I ¥ Create a temporary snapshot for the replication I
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3.7 User Management

The files on FNS-7000A can be shared among multiple users. For easier
management and better control of users’ access right, you have to organize users,

user groups and their access right control.

User Management
T 1. Select a user 2. Settings
== NAS Domain Users == Create
== HAS Local Users== Add a user
ob Create Multiple Users
boblo Add two or more users
bobloe Change Password
Lser Change a user's password
user 1 Create Private Netwark Share
userz Create a user's private netwark share
users )
Lserd Assign User Groups
LISErS Specify the user groups users belong to
o Lser Groups users Quota Settings
Liser 7 Set user's quota limitation
« Quota Uzerd
id Delete
REmove one ar mare users
e Users

The system has created the following users by default:

Administrator
By default, administrator is a member of the administrator group and has

access to system administration. You cannot delete administrator.

Guest
When you use a non-registered user name to login, the server will recognize
the user as a Guest and will allow limited access. A guest does not belong to

any user group. You cannot delete the user Guest or create a password.

Anonymous

When you connect to the server by FTP service, you can use the name to
login as a guest. You cannot delete this user or change its password.
You can create a new user according to your needs. The following

information is required to create a new user:
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User name

The user name must not exceed 32 characters. It is case-insensitive and
can contain double-byte characters, such as Chinese, Japanese, and
Korean except:

"/N\N[]:;5]=,+*?2<>=""1

Password
The password must be 6~16 characters long. Avoid using codes that are

easily decipherable.

You can perform the following settings for users:

i
ii.
iii.
iv.
V.
Vi.
Vii.

viii.

Create

Create Multiple Users

Change Password

Create Private Network Share
Assign User Groups

NFS Settings

Quota Settings

Delete
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User Groups

User group is a collection of users with the same access right to files or

folders. FNS-7000A has created the following user groups by default:

v" Administrators

All members of administrators group have the right to perform system
management. You cannot delete this group.

v" Everyone

All registered users belong to everyone group. You cannot delete this

group.
User Management
s Lsars 1. Select a user group 2, Settings
= Lser Groups == MAS Domain Groups == Create
== MAS Local Groups == 2dd a user group

Create Private Metwork Share

Create a user group's private network share
Assign Users

Specify users for a user group

Delete

« Quota Remove one of more user groups

You can manage user groups with the following options:
i. Create

ii. Create Private Network Share

iii. Assign Users

iv. Delete

User groups name must not exceed 256 characters. It is case-insensitive
and can contain double-byte characters, such as Chinese, Japanese, and
Korean, except the following ones:

"/N[]:;]=,+*?2<>""

To properly manage security, it is very important to manage users and user
groups. You may set the share access parameters of each user or user group
accordingly.
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Quota

To allocate disk volume efficiently, you can specify the quota that can be used

by each user. When quota is set, users are not allowed to further use disk

space once they have reached their quota limit. By default, no limitations are

set for users. You can modify the following two options:

e Enable quota for all users

e Quota size on each disk volume

» Lsers — Quota
+ User Groups [T Enable quaota for all users
+ POC Authentication Settings Quota size on each disk volume [ e
« Quota Note: Individual user quota size can be changed in Users * Quota Settings
OK = Shimwy: Quatas
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3.8 Network Share Management

The primary purpose of network storage is file sharing. In a standard operation
environment, you can create different network share folders for various types of
files, or provide different file access rights to users or user groups. By factory
default, a “public” share folder is created, which allows full access from all users
or guests.

Network Share Management

+ Matwork Share Management 1, Metwork Shares 2, Settings

Create

Create a network share

Property

Change the name, path and comment of a network share
Access Control

Set access right for a network share

Celete
Remove a netwark share

There are four options in Network Share Management:

i. Create a network share

ii. Change the name, path and comment of a network share
iii. Set access right for a network share

iv. Remove a network share
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e Create

To create a network share, enter the following information:

v" Network share name
The share name must not exceed 12 characters and cannot contain the
following characters:
"+ =/\]|*?<>=>;[]1%

v' Disk volume
This area shows the disk volume status.

v' Path
All data are stored under the assigned path onto the disk volume. You
can select “Specify path automatically” to allow the server to
automatically create a new path on the disk volume to store the network
share files. Or you can assign a specific path for the share folder. The
path cannot exceed 256 characters and cannot contain the characters
below:

v’ Comment
Enter a brief description for the share folder. The comment cannot

exceed 128 characters.

Network Share Management

+ Metwork Share Managernent — Create

Create Metwirk Share Mame I:l

Disk Wolurme |Mirroring Disk valume: Drive12 =l
Path ¥ Specify path automatically

" Enter path manually

| w
Cornment [ |
¥ Grant full access right for everyone
™ Grant read access right for guest
¥ Continue to set access right for this network share

. 0K ® Cancel
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e Access Control

Once the network share is created, you can assign access rights to users or

user groups:

v" Deny access

Access to the network share will be denied when this option is selected.

v' Read only

Users can read the files only on the network share when read only is

assigned.

v" Full access

Users with full access are allowed to read, write, create, or delete files

and folders on the network share.

Network Share Management

+ Metwork Share Management — Access Contral

Users o Groups Configured with Access
Right to public

===llgr Group===
rEeEEs Geiie] administrators(Full access)
everyone(Full acress)
===|lgr===
adrinistrator{Full access)
hulalaiFull access)

Guest Access Right:

46

" Deny access

Add
Remmove

Permission

Full access 'l

Users or Groups Mot Configured with
Access Right to public

===|jsgr===
Liser

 Read orly % Full access

= Close



Property and Delete

To edit the property of an existing network share, select a share and click

Property. You can then edit the content of that share.

Network Share Management

+ Metwork Share Managernent = (P2
Metwark Share Name
Property Disk: “olurme |M|rr0r|ng Disk: wolurne: Drivel2 =l
Path [/public |
Comment | \

violurne or path will not be rmoved,

Ok

Browse, ..

Note: If you change the share's volume or path of the share, all data that has alveady existed in the original

x Cancel

You can also select to delete an existing network share. Click OK to confirm

the deletion or Cancel to abort.

Network Share Management

+ MNetwork Share Management

Please make sure you want to delete network share public,

Mote: Al active users who are currently using this network share will be disconnected,

Delete
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3.9 System Tools

System Tools enable you to optimize the maintenance and management of FNS-
7000A.

3.9.1 SNMP Settings

Enable SNMP (Simple Network Management Protocol) service and complete all
necessary settings to manage network components of the server by SNMP. When
enabling SNMP Trap Notification, a message will be sent to a specified trap host

when an error occurs.

System Tools

« SHMP Settings — SNMP Service Setting

« Alert Notification [T Enable SHMP Service

+ Restart / Shutdawn Carnrnunity Marne |
+ Hardware Settings Swstern Contact I
« LIPS Syetem Location I

+ System Update — SMMP Trap Setting

e Change Logo
T  Enable SMMP Trap Motification

« Remote Replication

Cornrnunity Marne I
& Wirus Scan

Trap Host IP Address I

+ BackupjRestore/Reset Settings

B 5 d T Send a test trap message
+ Backup Agent
« Auto Boot [ Shutdown

. Apply
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3.9.2 Alert Notification

Enter the e-mail address of administrator and SMTP server IP address. In case of

warning or malfunction, an email will be sent to the administrator automatically.

—  Alert Notification

Alert level: ' High: Send e-mails an any errars or warning events
© Mediur: Send e-mails anly an critical errars
@ Low: Mo alert e-mails will be sent

E-mail (SMTR) server IR address: B . [= = s

E-rnail address 1: |

E-mail address 2: |

[T Send a test e-mai

. Apply
3.9.3 Restart/ Shutdown
Select to restart or shut down FNS-7000A.
— Restart [ Shutdown
To restart the server, dick Restart,
To shut down the server, click Shut Down.
L] Restart ‘ | L] Shut Do
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3.9.4 Hardware Settings

You can enable or disable the hardware functions of FNS-7000A.

i. Enable LCD panel setting function
To enable users to configure TCP/IP settings via the LCD panel.

ii. Enable configuration reset switch
By enabling this option, you can press the reset button for a few seconds to
reset the administrator password and system settings to default.

iii. Enable hard disk standby mode
Set the minutes when there is no access to the server and the hard disk will
go to standby mode.

iv. Enable buzzer

When buzzer is enabled, an alert sound will be played in case of system error.

— Hardware Settings

Enable LCD panel setting function

Enable configuration reset switch

Enable hard disk standby mods (if no access within |3III minutes 'l ]
Enable buzzer

XA AA

. Apply
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3.9.5 UPS

If your UPS device provides USB interface, you can enable UPS (uninterruptible

power supply) support to protect your system from abnormal system shutdown

caused by power outage. In case of utility power failure, the system will shut

down automatically by probing the power status of the connected UPS unit.

v

Enable UPS support

To activate the UPS support, you can select this option. You can set the
shutdown timer to turn off the system automatically after the system detects
the AC power is abnormal. In general, the UPS can keep supplying the
power for the system for about 5 to 10 minutes. But this depends on the

maximum load of the UPS and the number of the loads connected to it.

UPS Model

Select the UPS model from the list. If the UPS model you are using is not
available on the list, please contact our technical support.

UPS IP

If you have selected APC UPS with SNMP for UPS model, enter the IP address
of the UPS.

— UUPs
[T  Enable UPS Support
The system wil be shut dowe in IS rinutels) when the &C power status is abnormal.
UPS Model | 4PC USE UPS (auto detect) =l
IP Address of UPS o o o o
UPS Modlel

AC Power Status; --

UIEE Battery Power Status: --

After selecting the UPS model, click Test to make sure selection is correct,

Refresh L] Apply

Note: When UPS support is not enabled, the Test button will not function.
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3.9.6 System Update

To update the firmware version of FNS-7000A, make sure you have obtained the
correct version of image file. It is suggested to back up all existing data on FNS-
7000A before updating the image. The current settings will remain unchanged
after the system is

upgraded.

— Systermn Update

To update the system, please obtain a new image. Click Browse to specify the location of the image, then click
Update Systemn to proceed with the update.

Current system version: 4.1.1 Build 1026
MNote: Make sure you have chosen the correct image file before clicking Update System.

I Browze. .. |

L Update Systern

One_World_

One_Brand_

One_Level _

A reliable and high cepacity network attached storage server

= e M WORE.

0 buid 1001
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3.9.7 Change Logo

You can choose a personal picture to display on the login page of FNS-7000A.
The size of the picture cannot exceed 20K bytes.
— (Change Logo
Please select animage from the To be displayed pul-down menu. Then click Apply to confirm the change.
To upload your owhn image, click Browse to select the image. Then click Upload to upload the immage.

To replace an image, select an appropriate image from the To be replaced to pull-doven menu and click Apply.

Uploaded image: | Browse. .. | Upload

To be replaced to: INDt replace ;l Replace

To be displayed: |Image 1 ;l

Uploaded Image

Current Logo Image

Mote: For the best image effect, the recommended size for the image is 100 % 100 pixels,
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3.9.8 Remote Replication

Remote Replication enables you to replicate local files to remote folders on
another server. The files will be compressed before the replication process in
order to save time for data transfer.

Using Remote Replication

Login FNS-7000A, go to Remote Replication in System Tools.

= Edit Delete

Job Marme Schedule Status

There is no existing replication schedule,
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New

a. Click New to enter the following page.

System Tools

* SHMP Settings
Alert Motification

Add a remote replication job

Restart f Shutdown

« Backup/Restore/Reset Settings Rermote Host Testing

Backup Agent

100 Name L 1
+ Hardware Settings
¢ UPS Rernote Destination
« System Update Remote Host Mame /1P Address I:l
+ Change Logo Destination Path {Network Share/Directory) | “ |
+ Remote Replication Uszer Marme l:l
s Virus Scan Password I:l

Test | (Status: )

Auto Boot [ Shutdown Local Source

Source Path (Metwark Share/Directary)

XIS | —

& Replicate MNow
Replication Schedule
© Daily
 weekly
 Monthly

00 =4 Hour & |00 =] Minute

IMDnday -
IDl x| Day

[T activate file compression

[~ Perform incremental replication

" Delete extra files on remate destination

[ Stop network file services while replicating

[T Create a termparary snapshot for the replication

Ok ® Cancel

b. Complete all settings and click OK to save or Cancel to quit

Note: To use remote replication, enable Microsoft Networking service, make

sure the destination network share and directory have been created, and the

user name and password are valid to login the destination folder.
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ii. Edit
a. Select the job to be edited.
b. Click Edit.
c. Modify the settings.
d. Click OK to save or Cancel to quit.
NEY Edit Delete
Job Mame Schedule Status
v test 14:37 - Replicate MNow Replicating
* SHMP Settings Add a remote replication job
+ Alert Notification
¢ festart fShden 05 e
s Hardware Settings
* UPS Remote Destination
« Systemn Update Remote Host Mame | IP Address 172,16.21.1
* Change Logo Destination Path (Metwork Share/Tirectary) [public [/ rei
* Remote Replication User MName
o Virus Scan Password
+ Backup/Restors/Reset Settings Remate Host Testing Test | (Status: -)
+ Backup Agent
¢ Auto Boot f Shutdown Local Source
Source Path (Metwork Share/Directory) Idddd L I |:|
& Replicate MNow
Replication Schedule 00 = Hour = |00 = Minute
 Daily
© Weekly IMUnday -
© Monthly IEll - | Day
¥ activate file compression
[~ Stop network file services while replicating
™ Perform incremental replication
™ Delete extra files on remote destination
[” Create a temparary snapshot for the replication
. Ok x Cancel
iii. Delete

a. Select the job to be deleted.
b. Click Delete.

ey Edit

Job Marne Schedule

v test 14:37 - Replicate Now Replicating

Status
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3.9.9 Virus Scan

Virus scanning agent helps protect your system from being infected by viruses.
You need to operate Windows NT or Windows 2000 server with virus-scanning
software installed to perform real-time virus scanning. To enable virus scan
support, specify the IP address of network share, the administrator ID and

password.

— Wirus Scan

[T Enable virus Scan Support
1P address of Virus Scan Server J0 o o o

. Lpply

Installing Virus Scan Agent

Make sure virus scan agent and software are installed on the same computer
which performs virus scanning before activating the agent.

Follow the steps below to install Virus Scan Agent:

1. Run Install Virus Scan Agent in FNS-7000A companion CD.

2. Click Next to continue Virus Scan Agent Setup.

Welcome x|

Welzome to the Yirus Scan Agent Setup program.
Thiz program will install Y¥irus Scan Agent on your
cornputer.

[t iz gtrongly recommended that you exit all Windows programs
before minning thiz zetup program.

< Back I Mext » I Cancel
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3. Click Finish to complete.

Setup Result x|

Setup has successfully installed Wirus Scan Agent.

Click. Finizh o complete Setup.

< Back

LCancel |

4. A screen will pop up to show the system information the first time you have

successfully installed the virus scan agent.

|>.. Wirus Scan Agent ol x|

— System Infarmation :

Computer Name: |aurora |P ddress: (172.17.26.39

MAS Servers: 17 zerver(s)

Server Name | IP &ddress | Statug | Scaned| Infected | Lastest Scan Time | Rezult | Path
A0-recording 172172778

M ediaPlayer 17217.26.250

WASOOOTD 172172630

WASOSEFA0 17217 2644

MASOEDDAS 172.17.27.1580

WASOEQD4C 172172622

WAST00847 17217.27.79

WASTO1CZ2E 172172625

MASTOTC3S 172172791

MWASTOTCER 17217 26137

MWASTOTCET 172172626

MWASTF3918 1721726140

MASTF4343 172172652

MASTFIACT 1721727 61

MNASE1ES 1721727111

MASHI03AE 17217 2637

Mazg555aa4030 172172775

a O

Add | [elete Canfigure Refresh
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The description of the fields is as below:

Fields

Description

Server Name

Name of the network share under the protection of

virus scan agent

IP Address

The IP address of the network share

Status

Connection status of the host network share with the

virus scan agent:

« Disconnect: Not connected to the network

« Idle: Connection has been enabled but there is no
file transfer for three minutes or more.

« Ready: Connection has been enabled and ready to
be scanned

o --: User name and password have not been set up

Infected

Number of infected files

Last Scan Time

Date and time of the most recent virus scanning job

Result

Scanning result:

OK: No files are infected

« Virus Found: Virus is found. The name of the
infected file(s) may not be displayed due to the
scanning of other files. Go to administration page
to view the name and location of the infected
file(s).

« Access Denied: Access to the server is denied.

Authentication Failed: The login user ID is not

authorized to access the folder of the network share.

Path

The file location on the network share
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Enabling Virus Scan Support

Go to Virus Scan of System Tools. To enable virus scan support, check the box
Enable Virus Scan Support. Enter the IP address of the virus scan server and

click Apply.

— WirLs Scan

[T Enable wirus Scan Suppart
1P address of Virus Scan Server J0 o o o

. Lpply

Viewing Details of Infected Files

To view the details of infected files of the network share, go to Event Logs of

Statistics & Logs. A warning message will be shown in the table.

+ Active Lisars
* Event Logs All events There are 2 events,
- ielan Type Content Date Time
Errar wirus found in the file: fpubbc/vius 05/15/2003 | 17:03:02
bkl ng;lc:t;on 1o Vinus Scan Agent ks successful, virus Scan protection is o5/15/2008 | 17:02:52
Refresh | * Clear
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3.9.10 Backup/ Restore/ Reset Settings

To backup the setting(s), select the appropriate option(s) and click Backup. To
restore a backup settings file, click Browse to select the file and click Restore.
To reset the setting(s) to factory default(s), select the appropriate option and

click Reset.

— Backup/RestorefReset Settings

* Torestore a backup settings file, click Browse to choose the backup settings file, Then dick Restore.
* To back up the settingis), select the appropriate option(s) and click Backup,
* Toreset the settingls) to factory default(s), select the appropriate option and click Reset,

User [ User Group Settings
Disk Canfiguration

Share Volume Settings
Hardware Settings

Systern Settings

Metwork Configuration

Al Settings

I Browsze... |

I A R o A

O Restore ‘ | & Backup ‘ | B d Reset
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3.9.11 Backup Agent

Backup agent enables FNS-7000A to support particular backup programs. In
addition to being compatible with more tape drives and tape library, backup
agent also supports backup and restoration among multiple servers on different
Os.

— Backup Agent

To install Backup Agent, click 'Browse...' to specify the location of the image file. Then, click 'Install Agent’
to install it, To remove Backup Agent, dick 'Remove’.

| Browse.. | | Install Agent ‘

Installed Backup Agent @ Mot installed | Rermove Agent ‘

[T  Enable Backup &gent

Password of Backup Agent : |

Status : Mot instaled

. Apply
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Installation of Backup Agent

Follow the steps below to install Backup Agent:

1. Download Backup Agent program to local disk
a. Install Back Agent.

Contact technical support for information of backup agent program.

2. Install Backup Agent
a. Enter FNS-7000A administration page. Go to System Tools and select
Backup Agent.
b. Click Browse to select Backup Agent program.
c. Click Install Agent. When the installation is completed, the name of

backup agent will be displayed, e.g. NetVault 6.5.3:

~ Badayp Agent
To nstall Backup Agent, cick ‘Browse...' to specify the |ocation of the image file. Then, dick 'Install Agent
o install it. To remove Backup Agent, click 'Remove’.
Browse,., Instal Agent
Installed Backup Agent : NetYault 6,5.3 Remove Agent

F Enabée Backup Agent

Password of Backup Agent :

Status @ Running

L] Aonly
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3. Configure and enable Backup Agent
a. Click Enable Backup Agent.
b. Enter the password for Backup Agent.
c. Click Apply. The status will be shown as Running.

- Badkup Agent

To nstall Backup Agent, cick 'Browse...' to spacify the location of the image file. Then, dick 'Install Agent
foinstall it. To remove Backup Agent, click Remove'.

Erowse, . Instal Agent |

Instaled Backup Agent : NetVault 6.5.3 Rermave Agent |

¥  Enabla Backup Agent
Password of Backup Agent :

Status @ Running

L] Lpply
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Auto Boot/ Shutdown

This function enables FNS-7000A to specify the schedule when the system will
boot and shut down automatically. Note that after changing the settings, it will
take a minute to take effect. It is recommended not to set the schedules too

close to avoid unexpected result.

Automatically Boot / Shutdown Configuration

To boot or shutdown automatically at certain time, please check the checkboxes and set the proper time. After
that, press the ‘Apply' button,

Warning: All settings take 1 minute to be activated. Setting the times too close may cause unexpected results,

[T Enable automatically boot up at specified time

Mew schedule Current schedule
Boot schedule 00 =) Hour @ |00 = | Minute 0o : 0o
& Dally Daily
7 wisekly Im
7 Morthly 01 =| Day

[T Enable automatically shutdown at specified time

Mewe schedule Current schedule
Shutdown schedule 00 =] Haour : |00 > Minute 0o :od
@ Daily Daily
 wisekly Im
 Morthly 01 | Day
- Apply
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3.10 Statistics & Logs

You can view the event logs of all currently online users on FNS-7000A for system

monitoring.

. Active Users

This page shows all users that are currently logged on to the system.

. Event Logs
FNS-7000A can store thousands of recent event logs, including warning,
error and information messages. In case of system malfunction, the event

logs can be retrieved to help analyze the system problem.

. DHCP Logs
If DHCP server function is activated, you can use it to monitor all of the

assigned dynamic addresses, client MAC addresses and other information.

Statistics & Logs

+ Active Users

o [t Lags Display | EIN=GEINS There are 21

« DHCP Logs Type Content Date Time
Information | Systermn started. 11172004 | 12:1233
Information | Two of the netwaork connections are not detected, 11/17/2004 | 12:12:32
Information | Systern was shut down on Wed Moy 17 12:09:49 GMT 2004, 11172004 | 12:09:49
Information | Systern started. 11f17/2004 | 10:22:44
Information | Two of the netwaork connections are not detected, 11/17/2004 | 10:22:43
Information | Systern was shut down on Wed Ko 17 10:20:00 GMT 2004, 11172004 | 10:20:00
Information | System started, 11/04/2004 | 21:54:13
Information | Two of the netwaork connections are not detected. 11/04/2004 | 21:54:12
Information | Systern was shut down on Thu Mow 4 21:50:10 GMT 2004. 11/04/2004 | 21:50:10
Information | Systern started, 11/04/2004 | 21:47:34

Refresh | | ® Clear
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Chapter 4 Accessing FNS-7000A

4.1 Using Microsoft Windows

1.  You can access FNS-7000A in Windows OS by the following ways:

By Quick Install Wizard. For further information, please refer to
Appendix C.

You may also search for FNS-7000A within the Network Neighborhood.
Locate the workgroup and find the name of your FNS-7000A. When the
server is found, double-click on the server name to connect.

You may also use “Search for Computers” function to look for your FNS-
7000A in Windows. Under Windows ME or Windows 2000, please follow
these steps:

i. Open “My Network Places”.

ii. Under the tool bar, click Search.

iii. Enter the name of FNS-7000A in Computer Name field.

iv. Click Search.

When FNS-7000A is found, double click the item to access the server.
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Once the connection to FNS-7000A is successful, all listing on your available
network share will be displayed. Select an appropriate network share folder
and select Map Network Drive by right clicking on the item. To make the

share folder available for your next start-up, check the Reconnect at logon

box on the popup window and click OK to map the folder as your network

drive.

0 44,172.17.26.111 ; N [=] 1]

| File Edt View Favorites | Tadls Help |

J dmBack - = - | @53 Map Metwork Drive. .. »

Disconneck Metwork Drive. .. :
@ |
J.ﬁ.ddress 11172.17.26.111 Svnchronize. .. ?GD
! Faolder Optians. ..
& Connects to a netwark drive. v
Map Network Drive x|

Windaws can help you connect ko a shared netwark: Folder
and assign a drive letker to the connection so that wou can
access the Folder using My Computer,

Specify the drive letter for the connection and the Folder
khat waou want o conneck kot

Folder: |u1?2.1?.25.111xpu|:-|i.: =1l Erowse... |

Example: Yiserverishare

v Reconnect at logon

Conneck using a different user name,
Create a sharkouk ko a Meeb Falder ar FTP sike,

< Back I Finish I Cancel
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4.2 Using Apple MAC OS

If you are an Apple MAC user, you can access FNS-7000A by the following ways:

1. Using Network Browser

a. Choose “Network Browser” in Apple menu.

(= File Edit View Special Help
About This Computer

&0 Apple System Profiler
El calculator

= Chooser

&, Control Panels »
[, Favorites

EZ Network Browser
[, RecentApplications
[ Recent Documents
Ef RecentServers 4
£ Remote Access Status
Scrapbook
4 Sherlock 2

i Stickies

b. In “Network Browser”, choose AppleTalk. A list of computers on the
AppleTalk network will appear. Select FNS-7000A.

Egmemnrkgﬁ

# clh|el -

Sl ]
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C. Enter the login name and password, or use “Guest” to enter. Click
Connect.

Connect to the file server “NAS00009D” as:

i) Guest
® Registered User

Name: || |
[

Password: [] Add to Keychain

Clear Text Password

Change Password... ] [ Cancel ]

d. When FNS-7000A is connected, all network shares will be shown.

0 ="———=% Nas0E =——HE8

5 items [_’”,—-;I [invl @T al o

e o pUbic |
2 publict
52 public2 k
52 public3
52 public

KD
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e. Choose a network share to connect. The network share will appear on
the desktop.

5 items [r [ﬁjv {1y Al =
Mame
public !
L3 3 publict
52 public2
52 public3
52 publicd
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2. Using Chooser

a. Select Chooser on Apple menu bar.
About This Computer

&0 Apple System Profiler
[ calculator

= Chooser

&, ControlPanels

(fi, Favorites
Key Caps
Network Browser

[# RecentApplications P
[l Recent Documents b
Ej Recent Servers »
£ Remote Access Status
Scrapbook

& Sherlock 2

i Stickies

b. Click on AppleShare. The name of FNS-7000A will appear on the
right side of the window.

| _ Select a file server:
i E DQVY-Burnning
Color SW 1500 MAZ18CC2 i
mac
d I b
. ﬁ Meiji
===t NASQODO1C
Color S 2300 Color 5% Pro NASO000SC
-E NASQOODOSD
i @ NASOOO0SE),
CS% 6000 Series  Laser'writer 300/L5 NASOODOAZ
L. NASOOOQTET
-- MNASOOOTE4 -
Laserwr iter &
aEsrTer [ Server IP Address... ] [ oK ]
|| appleTanc @ Active
) Inactive 7 6.2
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C. Use the mouse to highlight FNS-7000A and click OK.
D = (hooSer DY) 8fb———————————————— E

Select a file server:

! DQV-Burnning
bppleShare Color S 1500 MA218CC2
mac
dI b =
ﬁ Meiji
] NAS00001C
Color S 2500 Color 5% Pro NASOOD09C
q NASOD00SD
e NA&SO000ZE
CEW 6000 Series  LaserWriter S00/LS NASOO00AZ
L NASOOOTE N
1) NASO001E4 [~
Laserwriter & K |D
asertfriter [ server IP Address... 0K
B i Active
=| | APPIETaAlK o nactive
7.6.2

d. Enter the correct login name and password or use “Guest” to login, and

then click Connect.

&

Connectto the file server “NAS 1234 as:

) Guest
@ Registered User

Name: ||
[ ]

Passwaord: L] Add to Keychain

Clear Text Password

Change Password... ] | Cancel I

8.5
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e. All available network shares will be listed. Select a network share and
click OK.

-
‘ @ MASOD009E

Selectthe items you want to use:

LD

public2
public3 Ol

Checked items will be opened at system
startup time
3

0K |
283

—

[ Cancel ]

f. Close the Chooser program. Double click on the icon on the desktop to

access the files.

Chooser
— Select a file server:
@ H MAS00001C
public ] sppleShare Color $% 1500 NAS00008C
e MNASOOOOGD
%\ -' % MASOO00SE
H==H NASOOOOAZ
Color 5w 2300 Color 5% Pro NASOODTET
-E MNASCOOTES4
s @ NASO00S81
CEW E000 Series  Laserwriter Z200/LS NASOOOSBD
L. MASQOOSBF
-- NAST1234
Laseriiriter 8 [ Server IP Address... ]
k
AppleTalk & Active
) Inactive 7.6.2
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4.3 Using Unix/ Linux OS

In addition to Microsoft and MAC OS, FNS-7000A also supports Unix-based
systems such as IBM AIX, HP-UX, Sun Solaris, Linux, Free BSD, etc. through the
NFS service:

Note: Configure NFS settings in User Management page for users who use this

feature before proceeding to the steps below.

1. On Unix, run the command:
mount -t nfs <FNS-7000A IP address>:/<Network Share Name>

<Directory to Mount>

For example, if your FNS-7000A’s IP address is 192.168.0.1 and you want to
link the network share folder “public” under the /mnt/pub directory, use the
following command.

mount -t nfs 192.168.0.1:/public /mnt/pub

Note: You must login as “root” user to initiate the above command.

2. Login as the user id that you define, you can use the mounted directory to

access your network share files.

4.4 Netware Service

To use Novell Netware service, enable this option and enter the server name for
Netware network. The server will then operate in a manner similar to a Novell

NetWare 3.12 file server.

4.5 Using Web Browser

Other than OS support, your FNS-7000A also provides a convenient web file
management interface that allows using a standard web browser to access your
data. If you link FNS-7000A to the Internet and use a public IP address, you can
access the files on the server anywhere. For more information, please refer to
Appendix B.

75



4.6 Using File Transfer Protocol (FTP)
In addition to working with multiple operating systems, FNS-7000A also supports
connection via FTP. Enter the correct user name and password to connect the

server or access the public share folders as guest.

1. Follow the steps below to use FTP service (based on Windows 2000 as

example):

One_World _

One_Brand_

One Level

Wersion 4,1.0 buld 1001

2. Click FTP.

Share Folder Carnrment

public
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3. Enter user name and password.

=lo|x|
Loginas x[p | E- | @ |
=] @0 || -
Cauld nat login ko the FTP server with the user name and -
password specified, | @Blucking pOpUpS EnutuFill
FTP Server: 172,17.26,81
Lser Mame: drviinistratar j
Password: I
After vou lagin, you can return ko this FTP server easily
b adding it to wour Favorites List,
[ Login Anonymausly [~ Save Password
Login I Cancel
Connecting ko 172,17.26.81 Iset: administratar |ﬂ Internet b

4. The share folder will be shown. You can then manage the folder by dragging

and dropping files to it, as well as rename or delete the files.

J dmBack - = - | ‘Qisearch [YFolders £4 | o oz =
Jp.gdress@Ftp:m?z.n.zﬁ..au x| @ || & -

(3

public

Iser: adrinistrakor |ﬂ Inkernet o
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Chapter 5 FNS-7000A-Maintenance

FNS-7000A is specially designed to run 24 x 7 and be ready at all times against
system crash caused by power outage. This section provides a general overview

on system maintenance.

5.1 Restart/ Shut down Server

Follow the steps below to restart or shut down FNS-7000A.

1. Ask all active users of NAS to save their files and disconnect from the server.

2. Enter the administration page and select Restart/ Shutdown in System Tools.

3. Click Restart to reboot the server or Shut Down to turn off the server. You
can perform these actions by the LCD panel.

— Restart [ Shutdown

To restart the server, dick Restart,
To shut down the server, click Shut Down.,

L Restart L Shut Do

5.2 Reset Administrator Password and Network Settings

To reset the administrator password and network settings of FNS-7000A,

1. Press the reset button of FNS-7000A for a few seconds. A beep sound will be
heard.

2. Login FNS-7000A with the default user name and password:
User name: administrator

Password: admin

Note: To reset the system by the reset button, the option “"Enable configuration

reset switch” in Hardware Settings must be activated.

+ SNMP Settings — Hardware Settings

+ Alert Notification ¥ Enable LD panel setting function

« Restart § Shutdown I ¥ Enable configuration reset switch I

« Hardhware Settings v Enable hard disk standby made (if no access within Im 1

. uPs ¥ Enable buzzer

+ System Update
+ Change Logo

+ Remote Replication L Apphy

e —
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5.3 Disk Failure or Malfunction

When you encounter disk malfunction or failure, please do the following:
1. Record the malfunction status or error messages.
2. Stop using the failed FNS-7000A and turn off the server.

3. Contact customer service for technical support.

Note: Your FNS-7000A must be repaired by professional technicians, please do

not try to repair the server yourself.

Please back up any important files or folders to avoid potential data loss due to

disk crash.

5.4 Power Outage or Abnormal Shutdown

In case of power outage or improper shutdown of FNS-7000A, the system will
resume to the state before it is shut down. If your server does not function
properly after restart, please do the following:

1. If the system configuration is lost, configure the system again.

2. In the event of abnormal operation of the server, contact customer service for

technical support.

To avoid the above situations, please back up your data periodically and make

sure you have done the following:

1. Follow the instructions described in Chapter 5.1 to restart or shut down the
server.

2. If there is an anticipated power outage, back up all important data and turn

off the server properly until power supply is resumed.
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Appendix A LCD Panel
Displayed Information

When FNS-7000A is turned on, the server name, IP address, date, and time will
be shown.

Server name

Power
Button A
Error ! NAS-Disk 12/28
Network 61.235.61.33 02:22
Network Button B

IP address

Check disk information and firmware version

1. Press button B to view disk information, i.e. number of disks and disk size.

DISK NUMBER: 2

SIZE: 76333.36MB

2. Press button B again to view the server model and firmware version.

TEMP: 32°C
FAN: 3590 RPM

3. Press button B again to view model number and version information.

NAS7000A

4.1.3 (1227)
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System Setting Function

1. Press button A for two seconds to enter configuration page.

NAS7000A

4.1.3 (1227)

2. Press button B to select an item: NETWORK SETTINGS, POWER DOWN,
REBOOT SYSTEM, and EXIT.

PRESS 2 SECONDS

FOR CONFIG. PAGE

Network Settings

Enter NETWORK SETTINGS configuration page and press button B to select one of

the following options. The one marked with * means it is being used for

connection.
e DHCP

DHCP will obtain IP address automatically.
e STATICIP

Press button A to select STATIC IP. Then configure the IP address.

i. SET STATICIP
Press button B to enter 0~255 and press button A to set the next number
for the IP address.

ii. SET NETMASK
Follow the above procedure to set the netmask address.

iii. SET GATEWAY
Follow the above procedure to set the gateway address.

iv. SELECT STATIC IP
Press button B to select YES or NO. When YES is selected, you will be
asked to restart the system.

o EXIT

To return to the previous menu.

81



POWER DOWN

Press button B to select POWER DOWN and press button A to confirm shutting
down FNS-7000A.

SELECT:

2. POWER DOWN

REBOOT SYSTEM

Press button B to select REBOOT SYSTEM and press button A to confirm

restarting the system.

SELECT:
3. REBOOT SYSTEM

Exit Configuration Page-EXIT

Press button A and select EXIT, then press the button again to confirm exiting the

configuration page.

SELECT:
4. EXIT

EXIT CONFIG PAGE
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Appendix B Web File Manager

Using Web File Manager

Launch the web browser and go to FNS-7000A home page. Select Web File
Manager and enter the correct login name and password. You may also enter
“guest” in the login name field with no password to access the network shares on

FNS-7000As as an anonymous guest.

Note: Make sure a network share has been created before using Web File

Manager.

One_World _

One_Brand_

One_Level _

Wersion 4,1.0 buld 1001

Select an existing network share for management.

Share Folder Comment
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You can organize network share folders of FNS-7000A. With Web File Manager,

you can upload, rename, or delete files and folders in the network shares.

administrator: publicd
Total: O folder(s) , 1 fileds)
Tame: Size: Date

00 Yideo vg3 14,211 KB 2004/09/02 15:52

Browse.. ) Upload

e View files online
Click on a file displayed on the web page. The information of the file will be
displayed. If your browser does not support the file format, the download
window pops up automatically. Once the file is downloaded, you can open it

on your computer.

. Create folder

i. Select a network share or folder in which you want to create a new folder.

ii. Click - (Create Folder) on the toolbar.
iii. Enter the name of the new folder and click OK.

. Rename file or folder

i. Select a file or folder to rename.

ii. Click - (Rename) on the toolbar.
iii. Enter the new file or folder name and click OK.

. Delete file or folder

i. Select a file or folder to delete.

ii. Click - (Delete) on the toolbar.
iii. Confirm to delete the file or folder.

To delete all files and folders, click - (Select All) and then -
(Delete).

84



Upload file

i. Open the folder to upload file to.
ii. Click Browse to select the file.
iii. Click Upload.

Download file
i Select a file to download.

ii. Right click the mouse and select "Save As” to save the file.

Logout

To exit Web File Manager, click - (Logout).
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Viewing Files Named in Chinese

To view files named in Chinese, you may have to configure the browser

settings. Take Internet Explorer as an example, follow the steps below to

configure the settings.

1. Click on Tools in IE browser.

J File Edit Wiew Favorites | Tools  Help
Mail and Mews k
Synchronize. ..
Windows Update

Yahoo! Messenger
Sun Java Console

Internet Opkions. ..

Internet Options

Generall Sec:urit_l,ll F'ri\-'an::_l,ll En:nntentl Eu:nnne::tin:nnsl Programs Advanced

Settings:

2. Click Internet Options.

21|

@ Aocezsibilig
O Ahways expand ALT text for images
O Mowve system caret with focusdzelection changes

Browzing

Dizable zorpt debugaing

[ Dizplay a notification about every script enor

Enable folder view for FTP sites

Enable Inztall On Demand [Intermet Explarer]

Enable Inztall On Demand [Other]

Enable offling iterms bo be zpnchronized on a schedule
Enable page transitions

[ Enable Personalized Favorites Menu

Enable third-party browser extensions [requires restart)

EEE

Bestore Defaulkz |

3. Cancel this option.

Cloze unuzed folders in History and Favarites [requires restart)

sl

4. Click OK.
k. Cancel |

Apply |

5. Restart the browser.
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Web File Manager Icons

Icon

Description

Up-return to the parent folder

Refresh-reload the current page

Home-return to network share list home page

Create folder

Rename file or folder

Delete file or folder

Select all

Cancel selection

Logout

Full access network share folder

Read-only network share folder

Malfunction network share folder
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Appendix C Quick Install Wizard

Quick Install Wizard enables you to search for all available FNS-7000As within the
local network, and view the server name, IP address, and workgroup etc. You

can also configure the disk name, date and time, etc. via Quick Install Wizard.

Screenshot

Indicates the

IP address of

Windows

i workgroup joined
11 Quick Install Wizard

b the server.

by NAS.

All NAS can be

identified using a
unique server

name.

Whorkgroup |

MNASTO1C4E

Set up Server Name,
Date, Time and basic

network configurations.

[ Configure | Dnatails Refrezh Help ‘ E wit ]

Close this

. o . nrootam.
View detailed information about

Display

operating

the selected setver.

Re-search for Disk On-
line Servers in the

network zone.
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Operation

1.

Configure FNS-7000A
Select a FNS-7000A displayed on Quick Install Wizard and click Configure.

Enter the administrator password.

ick Install Wizard

thched

IP Address j Waorkgroup |

MHASTO1C4E 192 168.10.113

Configure [ietailz Refrezh | Help ‘ E it |

~1 Administrator Login x|

Adrmiristratar [ ame

Admirnistrator Paszward I

k. Cancel |

Upon successful login, the following screen will appear. Enter the

configuration values and click OK.
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") Basic Configuration ill

— System Set the name, date and time for
Name FNS-7000A. The length cannot
exceed 14 characters.
Date [mm/dd/yyuy] | a7/ | 19 ¢ | 2004
Tirne [hk:ramczs] | 14 | 16 - | 51 | I
The system will obtain IP
address automatically.
~TCPAP

¥ Obtain the |P address automatically [DHCP]
To use fixed IP address for

i~ Usze Fived IP Address

IP Address | 192 . 162 . 0 . 1
bt Mask | 255 . 255 . 255 . )

connection, enter the IP

address, subnet mask and

gateway for the server.

Eefmep |n.n.n.n

E Cancel

For further configuration of the system, please login the administration page

of FNS-7000A via web browser.
Note: You may have to restart FNS-7000A after changing the network

configuration.
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2. View FNS-7000A details
Select a FNS-7000A available on Quick Install Wizard and click Details. The

following screen will be shown:

Juick Install Wizard

hied

MName ] IP &ddress j ‘wWorkgroup ]

MHa5101 C48 13216810113

Configure Details Refrezh Help ‘ Exit |

“)i Detail Information EI
Skatuz | W alle
Server Mame MAS-110-test
wWarkgroup Mame MAS
Wersion 1.00
MarC Address 0-40-07-07-01-11
DHCP Enabled
IP Address 17217.26.27
Subnet bdazk 200.250.254.0
(3 ateway 172.17.26.1
‘| |3
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3. Search for all available FNS-7000A again
To refresh the search results, click Refresh to display all available servers

within the network.

k Install Wizard

etwork ttached torage

M arie | IP Address j “Warkgroup |

MA5101C4E 192168.10.113

Configure Dretails Refresh Help I E xit |

4. Help

Click Help to view the instructions of Quick Install Wizard.

uick Install Wizard

LW :-1'11%1‘ tached torage

P Address |

whorkaroup |

MNA5101C48 192.168.10.113

Canfigure Details Refrezh Help | E wit |
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5. Enter the home page of FNS-7000A
Double click on FNS-7000A to enter the administration page.

One_World _

One_Brand_

One Level

Wersion 4,10 buld 1001
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Appendix D NetBak Replicator

NetBak Replicator is a program installed in user’s system (Windows only) for data

backup. You can upload any files or folders to server and back up the data.
Main Functions

1. Backup
o File Filter
You can select particular file types to be excluded from backup. The
system will filter all files belonging to these file types when backing up
data.

e Schedule
You can specify a schedule for backing up data with this option, e.g. 12:00
every day or 05:00 every Saturday.

e Monitor
When this option is enabled, the system will upload all files or folders to

the server instantly for backup when the files or folders are modified.

2. Restore
Select this option to restore backed up data to the original location of the file

or to a new directory.

3. Log
Enable this option to record events of NetBak Replicator, e.g. the time when
NetBak Replicator starts and terminates, Restore and Monitor, backup time

and original location of all files, etc.
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Installing Netbak Replicator

1. Run Install NetBak Replicator in the companion CD.

2. Follow the steps to install NetBak Replicator. Then click Finish.

Setup Result - x|

Setup has successiully installed MetB alk.

Click. Finizh to complete Setup.

¢ Back

LCanzel |

3. Upon successful installation, a shortcut icon Iretak will be shown on the
Desktop.
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Using NetBak Replicator

1. Create a share folder for backup in NAS.

Network Share Management

+ Network Share Maragement 1. Metwork Shares 2. Settings

Create
Create a network share

Property
Change the name, path and comment of a netwaork share

Access Contral
Set access right for a network share

Delete
Remove a network share

2. Run NetBak Replicator. Click ﬂ All NAS and their share folders within the
network will be displayed.

r:_:’.NEtBaIv: Replicator

NetBak Replicaﬁtor &

M&S Server |17"2.1F".23.1DD Share Folder |administrator j ﬂ

Backup | Restare | Log |

% 1 B
S ) | I I i

C:AMy Documents File Mare | Size |
E'EE; T < ||/ kn-one

D b
t (21 Documents and Settings

(2 Lotus

=3 My Documents

23 My Music

(23 Program Files

| L3 RECYCLER

(23 System Yolume Information
_|:| ternp

@

- 20 wWINNT

-] D |

Start | File Filter | Schedule

tonitor |
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3. Select the server and share folder, or enter the IP address of NAS for data
backup. Then click OK.

Browse NAS x|

* MAS Server Share Faolder

17217261125
17217.26.130
1721726250

test

17217262
17217 2637
17217.26.44
17217 .26.50
17217 .26.52
17217.26.55
17217.26.59 j

N B

" NaS P

] | Cancel |

Note: Only authorized users can access the share folders. Double click the folder.
The system will prompt for user name and password to authenticate the access

privilege of the users.

97



4. You can start the backup procedure upon successful connection to the NAS.

e Backup
Select files and folders for backup.

r:le' NetBak Replicator

. T
NetBak Replicator =
» { /
MAS Server |1?2.1?.28.250 Share Falder IPuinc vI ﬁ
Backup | Restore | Log |
[% 08 O
7 % MM OO F0
C:\by Documents File Mame | Size |
= L ] (/]E38tkin-one
= |3 epcgame

frul

[l

- |Z1 Program Filez
- |C2 RECYCLER hd|

Start |I File Filter I Schedule
v |
BINAG Ty

B Malwdin Allsch Slefnge

T T
(E E S R )

Ionitar |

v’ File Filter
Click File Filter to select file format to be skipped from backup. Then
click OK.

Select file type to be fikered

Add | Delete Drefault |

QK. Cancel
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v Schedule
Click Schedule on NetBak Replicator main page. Then check the box
“Enable Backup Schedule” and select the frequency and time for
backup. Click OK to confirm.

Backup Schedule x|

Select the frequency and time for backup

¥ Enable Backup Scheduls

— Frequency—— — Execute Time
[T Sunday

& Daily [T tonday

[T Tuesday

[ “wednesday

7 Wwieekly ™| Thursday
) z
| Friel |12.IZIEI A =

[T Saturday

k. | Cancel |
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v Monitor
Select the files and folders for monitoring. Then click Monitor.

™ NetBak R

eplicator

'\

w

NetBak Replicator =
U

"

\

-y

MAS

Server |1?‘2.1?.2I3.25EI

Share Folder |F'u|:|Iin::

Backup

(=

| Restare | Log |

FE OO OF
EY 58 00 e

C:\ky Documents File Mame e |
EIEE LA [ ED.-‘-‘-.II-in-Dne

#- |3 evcgame

---_ 23 Documents and Settings

& |27 Intel_CD_E.2

~ )3 fiz3o0

---_ 1 Lotus (.

----- | |2 MegaFax

#- | M50Cache

by D ocuments

-l 0 My Installations

- [ Pel

#- |23 Program Files

#- |1 RECYCLER hd

Start | File Filter | Schedule

EBiNAg

B0 Ralwo Alecn Slargs
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e Restore

a. Restore to original position: Select the location that the data will be
restored to.

b. Select new restore position: Click okt to select the directory to restore

data to or select a previously chosen location from the drop-down menu.
c. Start: Select the folder(s) and sub-folder(s) for restoring data.

r:‘f. MetBak Replicator

NetBak Replicator

MAS Server [172.17.26 250 Share Folder |Public =] ﬂ
Backup  Bestore | Log |
¥ Restore to onginal pozition
= Select new restore pnsitinnl j ﬂl
j File Mame | Sizel
Start O ption

ﬂ dl‘j ﬂ @ |ﬂ Ezit
B0 Malwdii Allsch Sleinge —————————
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d. Option: Select recovery option and error option.

Restore Option il

— Recaver Optian

IF the restoring file haz already exizted on the target
" Recover all files

' Pop up a request dislog

£ Skip thiz file

— Emor Option

If an error happensz in the process of file restoring
£~ Stop the restoring process

£+ Pop up a request dialog

£ Skip restoring this file

k. Caricel
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Log

a.

Clear All: Click this button to clear all logs.

b. Option: Select the type of logs to be recorded— “Record all logs” or

“Record error logs only”.

rff. NetBak Replicator =10 x|

o

b

NetBak Replicator = ..
Z‘ - 3

L 7

MAS Server [172.17.26.250 Share Folder |Public =] ﬂ

Backup | Restaore Log |

Time | Log

200408430 175725 Start MetBak Replicatar
200408430 2004933 Ewit MetBak Replicator
200409415 11:42:44 5 3
2004/09/15 16:00:59  E MetthRlilL
200410495 15:38: 21
20041045 15:40:31
200411409 174452
200411409 17:52:19
20041109 17:52:29
200411409 175231
200411409 175233
200411409 17:54:45
200411409 17:56: 28
20041192 16:R2 22
200411412 16:54: 47
200411412 16:54: 48

1 | i

Clear &l | Dption |

ANAS e

* Record all logs

™ Record emor logz anly

k. | Caricel

LAy R Ry R R R R A AR R R R ]

B e A e Dt
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Appendix E Configuring AD Authentication
Adding NAS to Windows Server 2003 Active Directory Domain

1. Go to TCP/IP Configuration in Network Settings. Enter the IP address of

Windows server 2003 as the primary DNS server of NAS, e.g. 172.17.27.80.

—  TCP/IP Configuration

0 Obtain IP address settings automaticaly via DHCP

% se static IP address
Fixed IP Address
Subnet Mask
Default Gateway

Prirmary DMS Server
Secondary DMS Server
[T Enable DHCP Server
Start IP Address
End IP Address
Lease Time
Primnary DMNS Server

Secondary DMS Server

Configuration of Metwork Interfaces

MNetwiork Speed

17z .17 |.lz7 |.B0 |

255, 255 =] fesa =l o =]

17z .17 J.lza |.0 |

[172 |.[i7 .7 |.l0 |

(T I T S I Y I
[17z ].[iz |.p |.[moo ]
[i7z |.[iz .0 ].|poo |
Day(s) [0 | Hour(s)
1. 1.0 1. 1]
B b l.bJ].b ]
' Fail Cwer &+ Load Balance
I auto-negotiati I
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2. Go to Microsoft Networking of Network Settings. Enable AD Domain Member,

and enter the domain name and the user name with administrator access
right to that domain.

- Microsoft Metworking

¥ Enable fle service for Microsoft netwarking

r-
r-
o

Standalone Server
MT Dornain Mermber

AD Dornain Mernber

Server Description
Workgroup

Diarnain Mame

Enable WINS server
Lze the specified WINS server
WINS server [P address
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|N.&5 Server

Nas |

|qatezt.u:u:um.tw |

Diarmain Lsername |benmf
Passwiord |iliilii
o bbb |p

Apply




3. When the following message appears after applying the settings in step 2,

check the DNS IP, domain name, domain user name, and the password.

Microsoft Networking

Microsoft Metworking configured faled, Please check the DMNS server settings.

Back

When the following message appears after applying the settings in step 2, check
the time zone settings. Make sure the difference of your time and that of AD
server is less than 5 minutes. If the time difference is larger than 5 minutes, you

will not be able to add the domain member.

Microsoft Networking

Microsoft Metworking configured falled, Please synchronize time with windows server,

4. Upon successful adding of domain member, you can view the list for domain

users and local users in User Management.

1. Select a user 2, Settings

== JATEST Dormain Users == Create
Adrninistrator Add a Liser
QATEST \GLEsE
QATESTYIUSE_TWILL
DATEST\IWAM_TWILL

Create Multiple Users
Add two or more users

DATESTVSUPPORT 38894530 Change Password
QATESTYWIMUS _TWILL Change a user's passwaord
giEgrﬁtﬁmn;\fare_user_ Create Private Metwork Share

Create a user's private netwark share
OATESTikrbtgt _ R
QATESTYnigkchen Assign User Groups
QATESTtest Specify the user groups users belong to
== NAS Local Users== Quota Settings
?dr?lnlstratur Set user's guota limitation
25

Delete
Remoye one or more Lsers
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Go to Access Control in Network Share Management to configure the access

control right of AD users for all available network shares.

— Access Control

Lzers of Groups Configured with Access

Llzers of Groups Mot Configured with Access

Right to d2 Right to d2
===lJsgr Group=== ===|Jsgr Group=== “
everyone(Full access) adrministrators
===llgr=== Add ===llgr===
QATEST \benny(Full access) DATEST &dministrataor
Remove DATESTGuest
- OATESTLIUSR TWILL
Perrnizsion QATESTA\IWAM_TWILL
[Flsccess [®] | QATESTISUPRCRT 38334540
Full aceese OATESTIWMUS. TWILL
DATESTY  wrmware User ;l

Guest Access Right: ¥ Dery access " Read only ' Ful access

Using AD users to access services
To access services like FTP, Network Neighborhood, Apple Talk with an AD user

account, add DomainName\ before the user name when logging in.

Zould not login to the FTP server with the user name and
passward specified,

FTP Server: 172.17.27.50
Lser Mame: I QATESTibenmy| j
Password: I

Afker wou login, wou can return to this FTP server easily
by adding it to vour Favorites List,

[T save Password

Login I Cancel

This product incorporates open source code into the software and
therefore falls under the guidelines governed by the General Public
License (GPL) agreement.

Adhering to the GPL requirements, the open source code and open
source license for the source code are available for free download at
http://global.levell.com.

If you would like a copy of the GPL or other open source code in this
software on a physical CD medium, LevelOne (Digital Data

[ Login Anonymously

Communications) offers to mail this CD to you upon request, for a price

of US$9.99 plus the cost of shipping.
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