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Overview

LevelOne’s FCS-1040v3(PoE)/WCS-2040v3(WLAN) is a high-performance network camera
featuring 10x zoom and pan/tilt functionality. The camera is designed for indoor surveillance
applications such

as retail stores, offices, and banks.

The built-in 10x motorized optical zoom module provides excellent depth of field when zoomed
in, displaying clear-cut images of near or distant objects. With 300-degree pan and 135-degree
tilt, the camera can achieve a wide range of view, giving users more comprehensive control
over the monitored site. The FCS-1040v3/WCS-2040v3 is incorporated with LevelOne’s self-
developed Bach SoC; therefore, users can benefit from the advantages of dual-codec video and
two-way audio. With support for simultaneous dual streaming, the camera allows users to view
MJPEG or MPEG-4 videos on multiple platforms such as web browsers or 3G cell phones.

LevelOne’s WCS-2040v3 supports wireless and FCS-1040v3 supports Power-over-Ethernet
connection, making installation easier and more cost-efficient. The free, standard, multi-lingual
16-channel recording software helps users to seamlessly set up an easy-to-use IP surveillance
system.

Read Before Use

The use of surveillance devices may be prohibited by law in your country. The Network Camera
is not only a high-performance web-ready camera but can also be part of a flexible surveillance
system. It is the user’s responsibility to ensure that the operation of such devices is legal and
complies with all privacy laws before installing this unit for its intended use.

It is important to first verify that all contents received are complete according to the Package
Contents listed below. Take note of the warnings in the Quick Installation Guide before the
Network Camera is installed; then carefully read and follow the instructions in the Installation
chapter to avoid damage due to faulty assembly and installation. This also ensures the product
is used properly as intended.

The Network Camera is a network device and its use should be straightforward for those
who have basic networking knowledge. It is designed for various applications including video
sharing, general security/surveillance, etc. The Configuration chapter suggests ways to best
utilize the Network Camera and ensure proper operations. For more creative and professional
developers, the URL Commands of the Network Camera section serves as a helpful reference
to customizing existing homepages or integrating with the current web server.

Package Contents

m [P Camera

m Power Adapter

m Antenna (WCS-2040v3 only)
m Ceiling Mount Brackets

m Quick Installation Guide

m CD Manual / Utility

m A/V Cable



Physical Description

Front panel

Lens

Built-in Microphone

Status LED

Rear panel

Antenna
(WCS-2040v3 only)

Microphone In
Ethernet 10/100

RJ45 Socket —~ 5 : AV Out
Power Cord Socket %lﬁ'ﬂ@“ _%(— Recessed Reset Button

ngeral I/0 ?‘ External/Internal
Terminal Block Microphone Switch

General I/0 Terminal Block

This Network Camera provides a general 1/0 terminal block which is used to connect external
input / output devices. The pin definitions are described below.

1: Power

2: Digital output
3: Digital input
4: Ground

1 Power 12VDC % 5%, max. 1.5A Max. rating 2A
2 Digital output Max. 40VDC, max. 400mA, isolation 2kV

3 Digital input OPEN/Short-to-GND, isolation 2kV Internal pull-up
4 Ground
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DI/DO Diagram

Please refer to the following illustration for the connection method.

Status LED

The color of LED indicates the status of the Network Camera.
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Hardware Reset

el

The reset button is used to reset the system or restore the factory default settings. Sometimes
resetting the system can return the camera to normal operation. If the system problems remain
after rebooting, restore the factory settings and install again.

Reset: Press and release the recessed reset button with a paper clip or thin object. Wait for the
Network Camera to reboot.

Restore: Press and hold the recessed reset button until the status LED rapidly blinks red and
green simultaneously. Note that all settings will be restored to factory default.
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Installation
Hardware Installation

Follow the steps below to install the Network Camera to the ceiling:

1. Attach ceiling mount bracket A to the Network Camera and secure it with two small screws.
2. Drill three pilot holes into the ceiling; hammer the plastic anchors into the holes.

3. Fasten ceiling mount bracket B to the ceiling with three screws.

4. Slide the Network Camera into ceiling mount bracket B.

5. Secure the ceiling mount bracket A and B with a small screw.

NOTE
» If you want to intall the Network Camera on » Keep away from interference source to
the wall, please use the wall mount bracket make sure performance integrate, and

(optional, not included in the package). avoid snow or moiré patterning.

X ¥
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Network Deployment

Setup the Network Camera over the Internet

This section explains how to configure the Network Camera over an Internet connection.

1. If you have external devices such as sensors and alarms, connect them to the general I/O

terminal block.
2. Connect the camera to a switch via Ethernet cable.
3. Connect the supplied power cable from the Network Camera to a power outlet.

1: Power

2: Digital ouput
3: Digital input
4: Ground

Ethernet Switch

There are several ways to set up the Network Camera over the Internet. The first way is to set
up the Network Camera behind a router. The second way is to utilize a static IP. The third way is
to use PPPoE.

Int I tion vi I

Before setting up the Network Camera over the Internet, make sure you have a router and follow
the steps below.

1. Connect your Network Camera behind a router, the Internet environment is illustrated below.
Regarding how to obtain your IP address, please refer to Software Installation on page 11 for
details.
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2. In this case, if the Local Area Network (LAN) IP address of your Network Camera is
192.168.0.3, please forward the following ports for the Network Camera on the router.

m HTTP port

m RTSP port

m RTP port for audio
m RTCP port for audio
m RTP port for video
m RTCP port for video

If you have changed the port numbers on the Network page, please open the ports accordingly
on your router. For information on how to forward ports on the router, please refer to your
router’s user’s manual.

3. Find out the public IP address of your router provided by your ISP (Internet Service Provider).

Use the public IP and the secondary HTTP port to access the Network Camera from the
Internet. Please refer to Network Type on page 32 for details.

Int I i ith static |P

Choose this connection type if you are required to use a static IP for the Network Camera.
Please refer to LAN on page 32 for details.

Internef tion via PPPOE (Point-to-Point Etl )

Choose this connection type if you are connected to the Internet via a DSL Line. Please refer to
PPPoE on page 33 for details.
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Set up the Network Camera through Power over Ethernet (PoE) (FCS-1040v3 only)
Wi . PoE-enabled switcl

The Network Camera is PoE-compliant, which allows it to be powered via a single Ethernet
cable. If your switch/router supports PoE, refer to the following illustration to connect the
Network Camera to a PoE-enabled switch/router.

power + data transmission

PoE Switch
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Wi . _PoE switct

If your switch/router does not support PoE, use a PoE power injector (optional) to connect
between the Network Camera and a non-PoE switch/router.

PoE Power Injector
(optional)

Non-PoE Switch
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Software Installation

The following are steps for the software installation.

Note: The default user name is root and the password is blank
How to Use Installation Wizard

Installation
The following are steps for the software installation.

STEP. 1 Put the Installation disk into the CD-ROM drive, and the installation should start
automatically. If the installation does not start, click on “Start” on the lower left corner of your
screen, open “My Computer” and double click on the CD-ROM icon. The Installation Wizard
Installation Window will appear.

STEP. 2 There are links on this page, including Install Software, User’s Manual and Customer
Homepage. Click on “Install Software” to enter Install Software page.

FH LevelOne Network Camera @vw®

LevelOne

Metwork Camera

STEP. 3 There are links on this page, including Installation Wizard, User’s Manual and
Surveillance Software. Click on “Installation Wizard” to launch the setup program.

OB

[}ea different folder, click Browse and select another Folder. Click Inskall to skart
== the installation.

CilProgram Files|LevelonelInstalation Wizard] [ Browss... |

[Destination Folder

Space required; &,.0MB
Space available: 19.6GE

Mullsaft Install Systenm vz, 46 I < Back H Install

Destination Location for Installation
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STEP 4: After clicking “Install” button, the install system will install the Installation Wizard to your
computer, and a progress bar will display on the dialog. After completed the installation, please

click on the “Close” button.

- Show details i

| Cancel ullsaft Install System vz, 46 ‘ < Back

Completed

Using Installation Wizard
User Interface

Once you run the Installation Wizard, after a short searching time, you will see the user interface
as below. “Manual Setup” button, a “Refresh Devices” button and an arrow button on the left
panel of your user interface. When you click on the arrow button, you will see more advanced
functional buttons: “Firmware Upgrade”, “Restore Default” and “About IW”. You can select
your device by double-clicking it in the device list. The left three buttons (“Manual Setup”,
‘Firmware Upgrade”, and “Restore Default”) won’t be enabled until you select at least one

device.

Installation Wizard |Z|

-
Device Selection I I -
;}’?— & T_}-‘-ﬁl—i. e | i i
- r -_‘_ ' ,__‘ LR ':"
MaL | IP Address | Madel
00-11-6B-80-88-0C 192.168.50.156 FCS-3021

Firrmwyare:
~ Upgrade
: Model No: FCS-3
Please check the MAC and model name in the Eﬁ_“ﬂ.
Restare product label of your device first. .
CAc consesnni 2

Default Then, you can start to link to your device and
show the main screen by double clicking the
About item in the above selection list.

I

If you are not able to find your device in the
ah;llve selection I'f" pleas;mdall(e sure T" = You can find the product label in
cables are properly connected to your device g oo onom part of your

and then click on the "Refresh Devices devi

button. evice.

Installation Wizard allows you to setup one device at one time and upgrade multiple devices
(of the same model) at the same time. If you selected different models, then the “Firmware

Upgrade” button would be disabled.

User's Manual - 13




Installation wizard allows you to setup or upgrade multiple devices (of the same model) at the
same time. If you selected different models, then the buttons will be disabled. There are five
buttons on the bottom of the main page, and five buttons on the left panel of the main page.

Buttons
Fefresh Click on this button to clean up the device list and search all devices on
Dievices the within the same subnet again. It will take about 5 seconds.
MariLial Click on this button to modify the settings of the selected devices. For
Setup more detail, please refer to 0 Setup.
Firmmweare Click on this button to upgrade the firmware of the selected devices. For
Lpgrade more detail, please refer to 0 Upgrade.
Plfi?agi:taﬂte Click on this button to reset the selected devices to default settings.
Aot Click . . . . .
TiAy ick on this button to get information about the Installation Wizard.

Manual Setup

When you select one device in the selection list, the “Manual Setup” button will be enabled.
Click on it to modify the settings of the selected device. After clicked on the “Manual Setup”
button, Installation Wizard would try to connect to the selected device.

The default Administrator’s password is blank and the Network Camera initially will not ask for
any password. If the authentication is failed, there would be a pop-up dialog window to ask for
correct password. If you failed three times, the Installation Wizard would show you a warning
dialog window and abort the connecting to the selected device.

Connecting to the deyice 00-11-6B-80-8B._.. |E|

Please enter the administrator password:

Iiser name:; |rDDt

Password:

Authentication Dialog Window

|****l

14 - User's Manual




[Authenticationerror 5|

You have entered wrong password three times.
Abort the connection to the device.

If you forget your root password, you could reset
the device to factory default setting.

Authentication error

System Setting
After connected to the selected device, the Installation Wizard will switch to system setting page

as below.

Installation Wizard 2 - Setnp Your Device |§|

General Settings

-System setup

Hostname: |FCS-3021 PoE IP Dome Camera |

-Adrmiristrator 1|

User narne: |rggt |

Password: | |

Confirm password: | |

~DatefTime setup

Date: |zo07.08-15 v
Time: |15:09:47 (hhernm:ss)

@ keep current date and time
O gynchranize with computer time

(OSet date and time manually

(Orsynchronize to network time server automatically

For security consideration, you can assign the hostname and administrator
password for your device. Anyone who does not have correct password
cannot access the device. If you forget your administrater password, your
device must be restored to default settings.

(ot | =

System setting page
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|| Cancel Click on this button to cancel the setup progress.

| Mext Click on this button to keep the present setting and go to the next page.

Change Host Name _ _ o o
The “Hostname” is used for the homepage title of main page and is displayed as the title in the

video window of the main page. The maximum string length is 40 characters or 20 characters
in double-byte-character-systems like Chinese or Japanese. But for some models supported
Unicode, the maximum string length depends on the characters you input, and it may less than
20 characters.

Change root password _
To change the administrator’s password, type the new password in both “Password” and

“Confirm Password” text boxes identically. What is typed will be displayed as asterisks for
security purposes. The maximum password depends on the server you connected.

Adjust date and time

~DatefTime setup

Date: |zo10f 623 |+

Time: |17:27:56 (hh:mm:ss)

& Keep current date and time
O synchronize with computer time
(O 5et date and time manually

O synchronize to network time server automnatically

Date/Time setup

There are three ways to adjust system date and time:

1. “Synchronize with computer time”: The easiest way is to make device synchronized
with your computer time.

2. “Set date and time manually”: Set the date and time manually by entering new values.
Notice the format in the related field while typing.

3. “Synchronize to network time server automatically”: Make device automatically
synchronize with timeservers over the Internet every hour.

If you want to keep the current date and time, please choose “Keep current date and time”.
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Network Setting

The Installation Wizard can help you to setup the network connection with LAN or PPPoE. After
you clicked on the “Next” button on the System page, the Installation Wizard would lead you to
the PPPoE setting page. If you want to connect your server to Internet via PPPOE, please click
on “Yes” to start the PPPoE setting process, or click on “No” to invoke the LAN setting.

Network Type

\g) R R i

| ves J[ Mo |

Choosing the network type

PPPoOE Setting

Installation Wizard - Setup ¥Your Device |§|

Internet Account Settings

I z DIN YWiZal
3‘ 4 d Li 13

@ Step 1= System ﬁ Step 2=> PPPoE Setting

PPPoE username: | |

PPPoE password: | |

Please enter the username and password provided by your ISP {Internet
Service Provider) to connect to Internet by PPPoE.

Network setting for PPPoE

If you click on “Yes” in the “Network Type” dialog window, you will be led to the PPPoOE setting
page. In this page, you can input the “PPPoE username” and “PPPoE password” provided by
your ISP, and then the server will be set to PPPoE mode rather than LAN mode when the setup
is completed. If you don’t know the account information, please contact your ISP. After inputting
the account information, please click on the “Next” button to continue your next step.
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LAN Setting

If you click on “No” in the “Network Type” dialog window, you will be led to the Network setting
page. In this page, you can change the server’s |IP address, subnet mask, default gateway,
primary DNS server, secondary DNS and DHCP server. Please refer to the below page.

Installation Wizard - Setup ¥Your Device §|

! 248 ..‘;fﬁ. i

[l Get IP by DHCP Server automatically

IP address: 192.168:50,156

Subnet mask: 205,235:250.0
Default gateway: 192,168,501

Primary DNS server: 168.95,192.1

Secondary DMS server: 168:.05:1,1

Network Setting for LAN

You could set up the network with DHCP or fixed IP:

1.DHCP: Check the “Get IP by DHCP Server automatically” will force the device to renew its
IP address whenever it reboots, and the related network configuration is provided by the DHCP
server.

2.Fixed IP: If you want the device to use a fixed IP, please uncheck the “Get IP by DHCP Serv-

er automatically” checkbox and assign a valid IP address, subnet mask, default gateway and
DNS server for the device.

Mobile Access

After finished the DDNS setting and click on the Next button. If your device supports mobile
viewer and you want to access the device by mobile phone, you can enable the “Mobile Access”
by clicking on the Yes button. The Installation Wizard will do some setting for mobile viewing
toward the device:

1.Video: The video codec will be set to MPEG-4, and the resolution will be set to 176x144 pix-
els.

2.Audio: The audio codec will be set to AAC.
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»
\v Do you want to access the dewice by mobile phone? If you click on the "Ves" button, the video resoluton of the device will be set o 1761 44,

[ ves J[ mo |

Mobile Access

Apply to selected device
After configuring all the settings, the apply page will show up. Click on “Apply” button to apply
the changes to the selected device or click on “Back” button to go back to the previous page and

modify the setting again.

Installation Wizard 2 - Setnp Your Device |§|

Apply Settings

Ay Js to the devi

@ Step 3 == Wireless @ Sten 4 == Apnly ‘ Ei

Please check the following settings.

@ Systern/DateTime

If you would like to change the above settings, please click on
the "Back” button.Click on the "Apply” button to apply the
settings to the device.

o J T |

Apply page
When you click on the “Apply”, it will start to update your settings to server.

Upgrade

When you select one device or multiple devices (of the same model), the “Firmware Upgrade”
button will be enabled. Click on it to upgrade the firmware of the selected device(s). After click
on the “Firmware Upgrade” button, Installation Wizard will try to connect the selected device(s)
and lead you to the firmware upgrade page.

User's Manual - 19




Installation Wizard

Device Selection

MAC

| IP Address | Model

—_—
Refresh
Devices

Firmmwvare

00-11-68-80-88-0C

192.168.50.156 FC5-3021

Upgrade

Restore
Default

show the

About
Iy

button.

Please check the MAC and model name in the
product label of your device first.
Then, you can start to link to your device and

item in the above selection list.

If you are not able to find your device in the
above selection list, please make sure all
cables are properly connected to your device
and then click on the "Refresh Devices™

Model No: FCS-3021

main screen by double clicking the

o ST

e isasxxX o
o

T -
o s o e
T
T T e
Pty

[reap—

device.

You can find the product label in
the rear’bottom part of your

Click on the “Firmware Upgrade”

Device Information

After connected to the selected device(s), it would display as below. If you select more than one
device, then the device information will show all the selected devices. You can switch to the

server info by click on the tab control.

Installation Wizard - Firmware Opgrade

Firmware Upgrade
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FCS-3021

Selected model:

Selected devices information

MAC address: 00-11-66-80-88-0C

Firmware version: 0100d

:; Selected firmweare information -

Firmware version: (unspecified)

Please select a firmware to upgrade the selected devices.

[Select firrmware J |

Device information

=N



Installation Wizard - Firmware Opgrade

Firmware Upgrade

Selected model: FCS-3021
~Selected devices information

172167851 172.16.7.44 | 172.16.7.25 | 172.16.7.105 | 172.16.7.38 | 172.16.7.21
MAC address: 00-11-66-50-86-0C

Firmware version: 0100d

,:- Selected firrmware information -

Firmware version: (unspecified)

Please select a firmware to upgrade the selected devices.

[ Select firmware J |

Multiple devices information

Firmware Information
The selected firmware information will show the information about the file that you selected.

Firmware version: The version number of the selected firmware.

Select Firmware
You can use the “Select firmware” button to browse the file that you want upgrade onto the se-
lected device(s). After selected the file, Installation Wizard will check whether the file you select-
ed is correct. If it's the correct version, then the package information will display the information
about the file and enable the “Start Upgrade” button. Therefore you can click on the button to
upgrade the firmware. If not, then it will be a pop-up warning message.

Select firmware

¥ © @ m
Recent
S
I
HRTER
e LRI | ey [FCs-3021-0100d £ ple | B
BRI [PKO s (*phe) v [ EFE

Select firmware
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Installation Wizard - Firmware Opgrade

Firmware Upgrade

Selected model: FCS3021
- Belected devices information

MAC address: 00-11-6B-80-88-0C

Firmware version: 0100d

-~ Selected firmweare infarmation

Firmware version: (unspecified)

Please select a firmware to upgrade the selected devices.

[Select firrmweare J |:uments and Settingsfw\FCS-3021-0100d. fev.pkg

Start Lpgrade

[ cancel |

Firmware Information

Firmware

@ The model is unmatched.
[ o |

Warning message for unmatched firmware
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Start Upgrade
Clicking on the “Start Upgrade” button to upgrade the firmware of the selected device(s), and

it will be a pop-up dialog window to show the progress of the upgrading process. Usually, it will
take about 5 to 10 minutes to finish the firmware upgrading. It depends on your server model
and network bandwidth. We recommend you do the upgrade process in wired LAN environment
rather than PPPOE or wireless environment.

Firrmware upgrade is in progress,
01 upgrade is completed,

Elapzed time :  0:00:06

Update progress

After the upgrade process had been done, you could see the dialog window as below.
Please click on the button “OK?” to finish it.

»
\y Firmwaxe upgrade for all selected devices succeeded.

o]

Upgrade Done
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Accessing the Network Camera

This chapter explains how to access the Network Camera through web browsers, RTSP players,
3GPP-compatible mobile devices, and LevelOne recording software.

Using Web Browsers

Use Installation Wizard 2 (IW2) to access to the Network Cameras installed on the LAN.

If your network environment is not the LAN, follow these steps to access the Network Camera:
1. Launch your web browser (eg. Microsoft® Internet Explorer, Mozilla Firefox, or Netscape).

2. Enter the IP address of the Network Camera in the address field. Press Enter.

3. The live video will be displayed in your web browser.

4. If this is the first time installing the LevelOne network camera, an information bar will pop up

O - O M @@ P fpren @ 3 HE D O c x o0 EE
Ackrnas 8 HpNII2. 1683 106 e k™ kSt ph g v vy sy st vedkson the s e vesrgre_ | @
AVDCTEC =
- 2 Ellevelone Network Camera
kilevelone Network Camera e
“igen Stream 1 % TS5 8 plug-n [ACIEX]. I you S2e TS 18], yaur DRawsar iS it SUppor of Sabie ACTveX. m""’_" clxknnww.mnnnuln
et e ol (2] (m] o] ] ) (¥ E |

T Aeclatie: Fpis Dsssniinds:

ThaFolkng phagra arn v

]
e L

Ll

] popeacrns
H Tha Inkewakion B stz you vhan inemat E SN THEY
foppda it il 1 [y - |
e e T TR T [t Leee [ran]
Fanapeed -
] D ik shew iz reaszage again. Tikaped 8 *
Zoom spesd (8w
Lamnabos the clavalonfu .
e

Frassieat 3 rutal thams phais.

e e |

A et oo

NOTE

» For Mozilla Firefox or Netscape users, your browser will use Quick Time to stream the live
video. If you do not have Quick Time on your computer, please install it first, then launch the
web browser.

Mezille Fivefux
Hry Dudrwts ook bek
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» By default, the Network Camera is not password-protected. To prevent unauthorized access,
it is highly recommended to set a password for the Network Camera.
For more information about how to enable password protection, please refer to Security on
page 26.

» If you see a dialog box indicating that your security settings prohibit running ActiveX®
Controls, please enable the ActiveX® Controls for your browser.

1. Choose Tools > Internet Options > Security > Custom Level.

Internet Options

[ Generall Security | Privacy " CDntentH Connections H Programs " Advanced]

Select a'web content zone to specify itz security settings.

nh~rru~r Local intranet  Trusted sites Restricted
sites

Internet
Thiz zone containz all Web sites pou i
hawen't placed in other zones —

~ Security level for thiz zone

Custom

Custarn zettings.
- To change the settings. click Custom Level.
- To usge the recommended settings, click Default Level.

@m Default Lewvel ]
7

Dy

I Ok I[ Cancel ]l Apply |

2. Look for Download signed ActiveX® controls; select Enable or Prompt. Click OK.

Security Settings
Settings:
Activer controls and plug-ins

¢ Download signed Actives contrals @

Disable
Enable
@) Prompt

|| Download unsigned Actives controls

Disable
Enable
Frormpt

. Initialize and script Activey controls not rmarked as safe
Disable
Enable

Reset cuskom sektings

Reset ko |Medium @[ Reset J

| Ok |[ Cancel ]

3. Refresh your web browser, then install the Active X® control. Follow the instructions to
complete installation.
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Using RTSP Players

To view the MPEG-4 streaming media using RTSP players, you can use one of the following
applications that support RTSP streaming.

(A Quick Time Player
; Real Player

1. Launch the RTSP player.

2. Choose File > Open URL. A URL dialog box will pop up.

3. The address format is rtsp://<ip address>:<rtsp port>/<RTSP streaming access name for
stream or stream2>

As most ISPs and players only allow RTSP streaming through port number 554, please set the
RTSP port to 554. For more information, please refer to RTSP Streaming on page 41.
For example: :

Open URL

Enter an Intemet URL to open:

risp//192.168.5.106:554ffve sdlp ~

I ak. I[ Cancel ]

4. The live video will be displayed in your player.
For more information on how to configure the RTSP access name, please refer to RTSP
Streaming on page 41 for details.
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Using 3GPP-compatible Mobile Devices

To view the streaming media through 3GPP-compatible mobile devices, make sure the Network
Camera can be accessed over the Internet. For more information on how to set up the Network
Camera over the Internet, please refer to Setup the Network Camera over the Internet on page 8.

To utilize this feature, please check the following settings on your Network Camera:

1. Because most players on 3GPP mobile phones do not support RTSP authentication, make
sure the authentication mode of RTSP streaming is set to disable.
For more information, please refer to RTSP Streaming on page 41.

2. As the the bandwidth on 3G networks is limited, larger video sizes are not available. Please
set the video and audio streaming parameters as listed below.
For more information, please refer to Audio and Video on page 51.

3. As most ISPs and players only allow RTSP streaming through port number 554, please set
the RTSP port to 554. For more information, please refer to RTSP Streaming on page 41.

4. Launch the players on 3GPP-compatible mobile devices (ex. Real Player).

5. Type the following URL commands in the player.
The address format is rtsp://<public ip address of your camera>:<rtsp port>/<RTSP streaming
access name for stream1 or stream2>.
For example:

Open URL

Enter an Intemnet URL to oper:

isp:/{1921168.5.108:554 five.sdp | ~

| Ok I[ Cancel ]
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Using LevelOne Recording Software

The product software CD also contains LevelOne’s recording software, allowing simultaneous
monitoring and video recording for multiple Network Cameras. Please install the recording
software, then launch the program to add the Network Camera to the Channel list. For detailed
information about how to use the recording software, please refer to the user’s manual of the
software or download the manual from http://www.LevelOne.com.




Main Page

This chapter explains the layout of the main page. It is composed of the following sections:
LevelOne INC. Logo, Host Name, Camera Control Area, PTZ Control Panel, Configuration Area,
and Live video window.

VIVOTEK INC Innn—Jﬁ |
VIVOTEK INC Logo

Video Stream 1 v |
Camera Control Area— 1. oupe (-5

PTZ Confrol Panel —

—Live View Window

0/[2)n]s][o][sw]| B[ sool-swacs- v

LevelOne INC. Logo
Click this logo to visit the LevelOne website.

Host Name
The host name can be customized to fit your needs. For more information, please refer to System on page 24.

Camera Control Area

Video Stream: This Network Camera supports MUPEG or MPEG-4 dual streams simultaneously. You can
select either one for live viewing.

Digital Output: Click to turn the digital output device on or off.

PTZ Control Panel

Up
Return to Home Position

Left— | 4l = | Right

=
Down—— |
Zoom Out— | — | Zoom | + 1 ——ZoomIn Auto Focus
Focus Near— | — | Focus | +|——Focus Far Adto I
- uto Iris
Close — | =] s ' [+]——Open
Start to Auto Pan L pan | stop [ Patral] Start to Auto Patrol

Stop Auto Pl'anning/patrolling
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Pan: Click this button to start the auto pan. When the current position is Home or on the left side of
Home, the camera starts panning from the current position to the left-most position, then to the right-
most position, and finally backward to the original position. When the current position is on the right side
of Home, the camera starts panning from the current position to the right-most position, then to the left-
most position, and finally backward to the original position.

Stop: Click this button to stop the Auto Pan and Auto Patrol functions.

Patrol: Once the Administrator has determined the list of preset positions, click this button to command
the camera to patrol among those positions on the Patrol List. For more information, please refer to
Camera Control on page 59.

Pan /Tilt /ZZoom /Focus speed: Adjust the speed of pan/ tilt/ zoom/ focus.

-5 -5 -5 -5 Slower
-4 -4 -4 -4

-3 -3 -3 -3 A
-2 -2 -2 -2

-1 -1 -1 -1

0 0 0 0

1 1 1 1

2 2 2 2

& & & &

4 4 4 4 v
5 5 5 5 Faster

Configuration Area
Client Settings: Click this button to access the client settings page. For more information, please refer to
Client Settings on page 21.

Configuration: Click this button to access the configuration page of the Network Camera. It is suggested
that a password be applied to the Network Camera so that only the administrator can configure the
Network Camera. For more information, please refer to Configuration on page 23.

Language: Click this button to choose a language for the user interface. Language options are available
in: English, Deutsch, Espafiol, Francais, Italiano, HZ&&, Portugués, f{&ks3c, and %8¢ < .

Live Video Window
m The following window is displayed when the video mode is set to MPEG-4:
MPEG-4 Protocol and Media Options

Video Ti

Title and Time

(2] ][] (] ] (] ] (2] (][] [oo - e ove - v]

|
Video and Audilo Control Buttons Drop-down List of Preset Posiions
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Video Title: The video title can be configured. For more information, please refer to Video Settings on
page 51.

MPEG-4 Protocol and Media Options: The transmission protocol and media options for MPEG-4 video
streaming. For further configuration, please refer to Client Settings on page 21.

Time: Display the current time. For further configuration, please refer to Video Settings on page 51.

Title and Time: The video title and time can be stamped on the streaming video. For further configuration,
please refer to Video Settings on page 51.

Video and Audio Control Buttons: Depending on the Network Camera model and Network Camera
configuration, some buttons may not be available.

@ Snapshot: Click this button to capture and save still images. The captured images will be displayed
in a pop-up window. Right-click the image and choose Save Picture As to save it in JPEG (*.jpg) or BMP
(*.bmp) format.

Digital Zoom: Click and uncheck “Disable digital zoom” to enable the zoom operation. The navigation
screen indicates the part of the image being magnified. To control the zoom level, drag the slider bar. To
move to a different area you want to magnify, drag the navigation screen image.

D= \ Y R .

Zoom Factors: 100%:
s T

w Pause: Pause the transmission of the streaming media. The button becomes the lEi Resume button
after clicking the Pause button.

El Stop: Stop the transmission of the streaming media. Click the lE Resume button to continue
transmission.

El Start MP4 Recording: Click this button to record video clips in MP4 file format. Press the
Stop MP4 Recording button to end recording. When you exit the web browser, video recording stops

accordingly. To specify the storage destination and the file name, please refer to MP4 Saving Options on
page 22 for details.

Volume: If the m Mute function is not activated, move the slider bar to adjust the volume on the
local computer.

Mute: Turn off the volume on the local computer. The button becomes the lzl Audio On button after
clicking the Mute button.

@ Talk: Click this button to talk to people around the Network Camera. Audio will project from
the external speaker connected to the Network Camera. Click this button again to end talking
transmission.

m Mic Volume: When the @ Mute function is not activated, move the slider bar to adjust the
microphone volume on the local computer.

@ Mute: Turn off the m Mic volume at local computer. The button becomes the Mic On button
after clicking the Mute button.

Full Screen: Click this button to switch to full screen mode. Press the “Esc” key to switch back to normal
mode.
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Go to: Once the Administrator has determined the list of preset positions, you can aim the camera using
this command. For more information, please refer to Camera Control on page 59.

m The following window is dlsplayed when the video mode is set to MJPEG:

[eElE) )

Video Control Butlnns Dmduwn List of Preset Positions

Video Title: The video title can be configured. For more information, please refer to Video Settings on
page 51.

Time: Display the current time. For more information, please refer to Video Settings on page 51.

Title and Time: The video title and time can be stamped on the streaming video. For more information,
please refer to Video Settings on page 51.

Video and Audio Control Buttons: Depending on the Network Camera model and Network Camera
configuration, some buttons may not be available.

@ Snapshot: Click this button to capture and save still images. The captured images will be displayed
in a pop-up window. Right-click the image and choose Save Picture As to save it in JPEG (*.jpg) or BMP
(*.bmp) format.

Digital Zoom: Click and uncheck “Disable digital zoom” to enable the zoom operation. The navigation
screen indicates the part of the image being magnified. To control the zoom level, drag the slider bar. To
move to a different area you want to magnify, drag the navigation screen image.

™ Disotle digtal zoom

Zoom Factors: 100%
s T

IZl Start MP4 Recording: Click this button to record V|deo C|IpS in MP4 flle format. Press the
Stop MP4 recording button to end recording. When you exit the web browser, video recording stops

accordingly. To specify the storage destination and file name, please refer to MP4 Saving Options on
page 22 for details.

Full Screen: Click this button to switch to full screen mode. Press the “Esc” key to switch back to normal
mode.

Go to: Once the Administrator has determined the list of preset positions; you can aim the camera using
this command. For more information, please refer to Camera Control on page 59.
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Client Settings

This chapter explains how to select the stream transmission mode and saving options on the
local computer. When finished with the settings on this page, click Save on the bottom of the
page to enable the settings.

MPEG-4 Media Options

MPEG-4 Media Options

@ video and Audio
) video Only
) Audio Only

Select whether to stream video or audio data or both. This is enabled only when the video mode is set to
MPEG-4.

MPEG-4 Protocol Options

— MPEG-4 Protocol Options

0 UDP Unicast
O UDP Multicast
®TCP

O HTTP

Depending on your network environment, there are four transmission modes for MPEG-4 streaming:

UDP unicast: This protocol allows for better real-time audio and video streams. However, network
packets may be lost due to network burst traffic and images may be broken. Activate the UDP connection
when occasions require time-sensitive responses and the video quality is less important. Note that each
unicast client connecting to the server takes up additional bandwidth and the Network Camera allows up
to ten simultaneous accesses.

UDP multicast: This protocol allows multicast-enabled routers to forward network packets to all clients
requesting streaming media. This helps to reduce the network transmission load of the Network Camera
while serving multiple clients at the same time. Note that to utilize this feature, the Network Camera must
be configured to enable multicast streaming at the same time. For more information, please refer to
RTSP Streaming on page 41.

TCP: This protocol guarantees the complete delivery of streaming data and thus provides better video
quality. However, the real-time effect is not as good as that of the UDP protocol.

HTTP: This protocol allows for the same transmission quality as the TCP protocol without needing to
open specific ports for streaming under some network environments. Users inside a firewall can utilize
this protocol to allow streaming data through.
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MP4 Saving Options

— MP4 Saving Options

Folder: | ci\Record

| Browse...

File name prefix | CLIP

Add date and time suffix to file name

Users can record live video as they are watching by clicking EI Start MP4 Recording on the main page.

Here, you can specify the storage destination and file name.

Folder: Specify the storage destination for the recorded video files.

File name prefix: Enter the text that will be appended to the front of the video file name.

Add date and time suffix to the file name: Select this option to append the date and time to the end of the

file name.
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Configuration

Click Configuration on the main page to enter the camera setting pages. Note that only
Administrators can access the configuration page.

LevelOne offers an easy-to-use user interface that helps you set up your network camera with
minimal effort. To simplify the setting procedure, two types of user interfaces are available:
Advanced Mode for professional users and Basic Mode for entry-level users. Some advanced
functions (HTTPS/ Access list/ Homepage layout/ Application/ Recording/ System log/ View
parameters) are not displayed in Basic Mode.

If you want to set up advanced functions, please click [Advanced Mode] on the bottom of the
configuration list to quickly switch to Advanced Mode.

In order to simplify the user interface, the detailed information will be hidden unless you click on
the function item. When you click on the first sub-item, the detailed information for the first sub-
item will be displayed; when you click on the second sub-item, the detailed information for the
second sub-item will be displayed and that of the first sub-item will be hidden.

The following is the interface of the Basic Mode and the Advanced Mode:

Basic Mode
n
== = |eve|0ne@ Configuration
>System
Home — System

Hostname: Wireless Metwork Camera

[JTurn off the LED indicator

Security

onfiguration list
Metwork — System Time

DONS () Keep current date and tirme

. . ( synchronize wih computer fime
Audio and video
 Manual
Motion detection

Camera control

— Dl and DO
Maintenance —
Digital input: The active state is | Low % ;the current state detected is High

[ Advanced mode ] Digital output: The active state is | Grounded |+ |; the current state detected is Open

Save

Click to switch to Advanced mode

Wersion: M02c Firmware Version
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Advanced Mode

ailevelone

Security

HTTPS

Audio and video
Muotion detection

Camera control

Recording

System log

View parameters

Maintenance

Each function on the configuration list will be explained in the following sections. Those functions that are

displayed only in Advanced Mode are marked with | Advanced Mode . If you want to set up the advanced
functions, please click [Advanced Mode] on the bottom of the configuration list to quickly switch over.

System

This section explains how to configure the basic settings for the Network Camera, including
System, System Time, and DI/DO. When completed with the settings on this page, click Save at

>System

Configuration

— Systen

Hostname:

[ Turn offthe LED indicator

Wireless MNetwork Camera

— System Time

Time zone: GMT+08:00 Beijing, Chongging, Hong Kong, Kuala Lumpur, Singapore, Taipei l§|

default value.

Mote: You can upload your Daylight Saving Time rules on Maintenance page or use the camera

® Keep current date and time:
O Synchronize with computer time
O Manual

O Autormnaiic

— Dland DO

Ulgital nput. 1 he active state 1s -1he curent state delected 15 High

Digital output: The active state is | Grounded Lg ;the cument state delected is Open

Save

Configuration list

Click to switch to Basic mode

Firmware Version

the bottom of the page to enable the settings.

System

System

Host name:

Metwork Camera

[]Turn off the LED indicator

Host name: Enter the desired name for the Network Camera. The text will be displayed at the top of the

main page.

Turn off the LED indicators: If you do not want to let others know that the network camera is in operation,
you can select this option to turn off the LED indicators.
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System Time

— System Time

Time zone: | GMT+08:00 Beijing, Chongging, Hong Kong, Kuala Lumpur, Singapore, Taipei le-

Mate: You can upload your Daylight Saving Time rules an Maintenance page or use the camera
defaultvalue.

® Keep current date and time
) 8ync with computer time:
) Manual:

) Automatic:

Keep current date and time: Select this option to preserve the current date and time of the Network
Camera. The Network Camera’s internal real-time clock maintains the date and time even when the
system power is turned off.

Sync with computer time: Select this option to synchronize the date and time of the Network Camera with
the local computer. The read-only date and time of the PC is displayed when updated.

Manual: The administrator can enter the date and time manually. Note that the date and time format is
[yyyy/mm/dd] and [hh:mm:ss].

Automatic: The Network Time Protocol is a protocol which synchronizes computer clocks by periodically
querying an NTP Server.

NTP server: Assign the IP address or domain name of the time-server. Leaving the text box blank
connects the Network Camera to the default time servers.

Update interval: Select to update the time using the NTP server on an hourly, daily, weekly, or monthly
basis.

Time zone |Advanced Mode|: Select the appropriate time zone from the list. If you want to upload
Daylight Savings Time rules on the Maintenance page, please refer to Upload / Export Daylight Saving
Time Configuration File on page 84 for details.

DI and DO

DI and DO
Digital input; The active state is . the current state detected is High

Digital output: The active state is the current state detected is Open

Save

Digital input: Select High or Low to define the normal status for the digital input. The Network Camera
will report the current status.

Digital output: Select Grounded or Open to define normal status for the digital output. The Network
Camera will show whether the trigger is activated or not.
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Security

This section explains how to enable password protection and create multiple accounts.

Root Password

— Root Password

Mote: Leaving the root password field empty means the camera will not be protected by

passwaord.
Root Password: LTI Y]
Confirm root password: seasessssssNe

The administrator account name is “root”, which is permanent and can not be deleted. If you want to add

more accounts in the Manage User column, please set a password for the “root” account first.

1. Type the password in both text boxes, then click Save to enable password protection.

2. A window will be prompted for authentication; type the correct user’'s name and password in their
respective fields to access the Network Camera.

Manage Privilege |Advanced Mode|

— Manage Privilege

Cperator Viewer
Digital Qutput: ]
PTZ control:

[] Allow anonymous viewing

Digital Output & PTZ control: You can modify the manage privilege of operators or viewers. Check or
uncheck the item, then click Save to enable the settings. If you give Viewers the privilege, Operators will
also have the ability to control the Network Camera through the main page. (Please refer to Main Page
on page 17.)

Allow anonymous viewing: If you check this item, any client can access the live stream without entering a
User ID and Password.

Manage User

— Manage User
Existing user name:
User name:
User password: Delete
Confirm user password:
Privilege: Update
Administrator ;

Operator
Viewer

Administrators can add up to 20 user accounts.
1. Input the new user’s name and password.
2. Select the privilege level for the new user account. Click Add to enable the setting.

Access rights are sorted by user privilege (Administrator, Operator, and Viewer). Only administrators
can access the Configuration page. Operators cannot access the Configuration page but can use the
URL Commands to get and set the value of parameters. For more information, please refer to URL
Commands for the Network Camera on page 87. Viewers access only the main page for live viewing.

Here you also can change a user’s access rights or delete user accounts.
1. Select an existing account to modify.
2. Make necessary changes and click Update or Delete to enable the setting.
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HTTPS (Hypertext Transfer Protocol over SSL) |Advanced Mode|

This section explains how to enable authentication and encrypted communication over SSL
(Secure Socket Layer). It helps protect streaming data transmission over the Internet on higher

security level.

Enable HTTPS

Check this item to enable HTTPS communication, then select a connection option: "HTTP & HTTPS"
or "HTTPS only". Note that you have to create and install a certificate first in the second column before

clicking the Save button.

— Enable HTTPS

*To enable HTTPS, you have to create and install cerificate first.

Enable HTTPS secure connection:

(& HTTP & HTTPS O HTTPS only

— Create and install certificate method

(& Create self-signed cerificate automatically

) Create self-signed cerificate manually:

) Create cerificate request and install:

Create and Install Certificate Method

Before using HTTPS for communication with the Network Camera, a Certificate must be created first.

There are three ways to create and install a certificate:

Create self-signed certificate automatically
1. Select this option.

2. In the first column, check Enable HTTPS secure connection, then select a connection option: “HTTP

& HTTPS” or “HTTPS only”.
3. Click Save to generate a certificate.

— Enable HTTPS

*To enable HTTPS, you have to create and install cerificate first.

Enable HTTPS secure connection:

& HTTP & HTTPS O HTTPS enly

Flease wait while the cerificate is being
generated...

o
&) TEAESETEE e G aTE SO ey

) Create self-signed certificate manually:

) Create certificate request and install;

— Certificate Information

Status: Mot installed

W

| Property || Remaove |
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4. The Certificate Information will automatically de displayed in the third column as shown below. You can
click Property to view detailed information about the certificate.

Certificate Information

Status:

Country: T™W

State or province: Province

Locality: City Mame
Crganization: Qrganization Mame
Organization Unit: Unit Name
Common MName: IP Address

5. Click Home to return to the main page. Change the address from “http://” to “https://“ in the address

bar and press Enter on your keyboard. Some Security Alert dialogs will pop up. Click OK or Yes to
enable HTTPS.

Qo | D (A @ Psewer ermen @ 2 L2 B
] i 468 8 18 At il
[
i

itlevelone

Digital Dutpent | 0= [E5]

Paepaed (1 %

Tik spoiad P =

Copmepesd (1 4

Focug spoad (1w
Security Alert

Security Information

|nfarmation you exchange with this site cannat be viewed or
:J.

changed by others. However, there is a problem with the site's
security certificate.

& The zecurity certificate waz issued by 5 company pou have
nat chozen bo trust. Wiew the certificate to determine whether
ou wank bo bugt the certifping authority,

G The zecurity certificate date iz valid.

& The narme on the security certificate is invalid or does not
match the name of the site

Do pou want to proceed?

Tes ] I & [x] ] [ e Certificate

o1y
v

Thiz page containzs both zecure and nonsecure
iterns.

Do pou want to display the nonsecure items?




Create self-signed certificate manually

1. Select this option.

2. Click Create to open a Create Certificate page, then click Save to generate the certificate.

— Create and install certificate method

) Create self-signed cerificate automatically

& Create self-signed cerificate manually:

Selfsigned cedificate:

O Create certificats reguest and install:

— Create Certificate

Country:

State or province:

Locality:

Qrganization:

Qrganization Unit:

Commaon Mame:

Validity:

VAN

9999

days

Flease wait while the cerificate is being

generated...

3. The Certificate Information will automatically be displayed in the third column as shown below. You
can click Property to see detailed information about the certificate.

— Certificate Information

]

[ Froperty J| Remove

Status: | Active

Country: ™

State or province: Pravince

Locality: City Mame
Organization: Organization Name
Qrganization Unit: Unit Name
Commaon Mame: IP Address

Create certificate and install : Select this option if you want to create an official certificate issued by

a CA (Certificate Authority).
1. Select this option.

2. Click Create to open the Create Certificate page, then click Save to generate the certificate.

— Create and install certificate method

O Create zelf-signed cerificate automatically
O Create seltsigned cerificate manually:
@& Create cerificate request and install:

Cerfificate request:

Select certificate file: |

| Browse... || Upload |
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3. If you see the following Information bar, click OK and click on the Information bar on the top of the

Create Certificate

Country:

State or province:
Locality:
Organization:
Qrganization Unit;

Commaon Mame:

Validity: 9999 days

.

Flease wait while the cerificate is being
generated...

page to allow pop-ups.

File

Edit

Address I@ http:ff192.168.5.151 {setuphttps. hirl

A HTTPS - Microsoft Internet Explorer

Wiew  Favorites  Tools  Help

Qs O ¥ & G P drrmoe @ 2- 23 8

Pop-up blocked. To see this pop-up or additional aptions dick here. ..

>HTTPS

Home

Information Bar [

Did you notice the Information Bar?
The Infarmation Bar alerts pou when Internet Explarer blocks a
pop-up window ar fle download that might nat be sale. If a

‘w'eb page does not display properly, look for the Information
Bar [near the tap of your browser).

[1 Do nat show this message again.

Learn about the nfarrnation Bar..

4. The pop-up window shows an example of a certificate request.
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— Create Certificate Request Completed

Copythe PEM format reguest below and send it to a CA far identify validation. After that, you have to
install it by clicking the "Upload" buttan an HTTPS page.

— Certificate Request (PEM format)

MITBuDCCASECADESMOswC OVDVOOCEWIUW zERMASGLIUECEMIUHI v luY2 UxEJAQ
EgNWELCTCUNpAHkg TP C ZTEAMEgQGLITEChMETI TnY WS penF 0ailSuIEShbWTxE J L
EgNWELASTCUVVuaQg TP ZTETHEEGLITE Ax MESVAGOWRkcV = 2CERz ANEgkahkiG
SyOBAQEF AROE I QAWYYRCHYEAUOTYSEYS2gs3vPFMx 27 wHAQlobPescsXLUXSDFwe
OMEheukFaEXFDkM+5xk+KS0EPERPg 77 vhH+zdUHSZ 7EFSLGSTh 93 o r MuLh3wRIW
mCD+/ f ALTES64dT/ miEn? e S5 GFangMvb ALex T+hC IeDCUTnRgh/ fpEN I +BxvWold
TrcCAWELAaAAMAOGCSgGE Th3 DOERBQUAA4GEAAVAZWNOAL ELEUdyFgTxOTO LD/ =0
FOTKLbnDOQG15e4f e J3rRODI TwITIN g3KSzsA58GA3 pMEle gL YoBreaSaqdCUgeix
S0bLGlsubTsXr88PngaBu) YoTpG3gql zvUPJ ZL AVIdL 3 ne Sur Th ABEOScCHOQGE H+
PESAwdOITRICSOhWY




5. Look for a trusted certificate authority that issues digital certificates. Enroll the Network Camera. Wait
for the certificate authority to issue a SSL certificate; click Browse... to search for the issued certificate,

then click Upload in the second column.
— Create and install certificate method

) Create self-signed certificate automatically
O Create self-signed certificate manually:
& Create certificate request and install:

Cerificate request: Create

Select cerificate file: |(Bowse... ]| Upload

— Certificate Information

Status: Waiting for certificated

NOTE

» How do | cancel the HTTPS settings?
1. Uncheck Enable HTTPS secure connection in the first column and click Save, a warning dialog will

pop up.
2. Click OK to disable HTTPS.

Enable HTTPS

*To enahble HTTFS, yvou have to create and install certificate first.

[] Enable HTTPS secure connection:

Microsoft Internet Explorer,

\y This will stop the HTTPS service, do you really want ta skap ik?

Create and install certificate method —

© Create selfsigned cedificate automatically i oK i [ 2nce J

F e L et T T B g T | 1 L]

3. The webpage will redirect to a non-HTTPS page automatically.

» If you want to create and install other certificates, please remove the existing one. To remove the
signed certificate, uncheck Enable HTTPS secure connection in the first column and click Save.
Then click Remove fto erase the certificate.

— Certificate Information

Status: Active

Country: Microsoft Internet Explorer
State or province:

. 2 Are vou sure vou want to delete the certificate?
Locality:

0 ization:
rganization [ ok ” Cancel ]

Organization Unit:

Common Mame: IP Address

| Property || Remove |
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Network

This section explains how to configure a wired network connection for the Network Camera.

Network Type

— MNetwork Type
® Lan:
& GetIP address automatically
O Use fixed IP address:
Enable UPNP presentation
[] Enable UPNP port forwarding
O PPPoE:
[] Enable IPvE

LAN

Select this option when the Network Camera is deployed on a local area network (LAN) and is intended
to be accessed by local computers. The default setting for the Network Type is LAN. Rememer to click
Save when you complete the Network setting.

Get IP_address automatically: Select this option to obtain an available dynamic IP address assigned by
the DHCP server each time the camera is connected to the LAN.

Use fixed IP address: Select this option to manually assign a static IP address to the Network Camera.
— MNetwork Type

@ LAN:
(O GetIP address autornatically

& Use fixed IP address:

IP address:
Subnetmask:
Default router:
Primary DM3:
Secondary DMNS:
Primary WINS server ]
SecondaryWINS serer. |

Enable UPNP presentation
|:| Enable UPnP port forwarding
O PPPCE:

[] Enable IPvE

1. You can make use of LevelOne Installation Wizard 2 on the software CD to easily set up the Network
Camera on LAN. Please refer to Software Installation on page 11 for details.
2. Enter the static IP, Subnet mask, Default router, and Primary DNS provided by your ISP.

Enable UPnP presentation: Select this option to enable UPnP™ presentation for your Network Camera
so that whenever a Network Camera is presented to the LAN, shortcuts of connected Network Cameras
will be listed in My Network Places. You can click the shortcut to link to the web browser. Currently,
UPnP™ is supported by Windows XP or later. Note that to utilize this feature, please make sure the
UPnP™ component is installed on your computer.
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= My Network Places

File  Edit ‘Wiew Favaorites Tools  Help H

@Back - o & @ ﬁSearch @Folders v

Address g Iy Metwark Places
Local Network
Network Tasks
- 1 lvAJ.- 55 Blobuas—le e =

wf Add a network place Vireless Metwork Camera

=
(192.168.5.128)
i

‘ ‘Wiews network connections

Set up a home or small
office network

gy Wiew workgroup computers

Wireless Metwark Camera with
PanyTilt {192.168.5. 141}

H

|

Enable UPnP port forwarding: To access the Network Camera from the Internet, select this option to
allow the Network Camera to open ports on the router automatically so that video streams can be sent
out from a LAN. To utilize of this feature, make sure that your router supports UPnP™ and it is activated.

PPPoE (Point-to-point over Ethernet)

Select this option to configure your Network Camera to make it accessible from anywhere as long as
there is an Internet connection. Note that to utilize this feature, it requires an account provided by your
ISP.

Follow the steps below to acquire your Network Camera’s public IP address.

1. Set up the Network Camera on the LAN.

2. Go to Home > Configuration > Application > Server Settings (please refer to Server Settings on page
71) to add a new email or FTP server.

3. Go to Configuration > Application > Media Settings (please refer to Media Settings on page 74). Select
System log so that you will receive the system log in TXT file format which contains the Network
Camera’s public IP address in your email or on the FTP server.

4. Go to Configuration > Network > Network Type. Select PPPoE and enter the user name and password
provided by your ISP. Click Save to enable the setting.

— MNetwork Type

O LAN:

(& PPPOE:

S — I

5. The Network Camera will reboot.
6. Disconnect the power to the Network Camera; remove it from the LAN environment.

NOTE

» If the default ports are already used by other devices connected fo the same router, the Network
Camera will select other ports for the Network Camera.

» If UPnP™ is not supported by your router, you will see the following message:
Error: Router does not support UPnP port forwarding.
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» Steps to enable the UPnP™ user interface on your computer:
Note that you must log on to the computer as a system administrator to install the UPnP™
components.

1. Go to Start click Control Panel, then click Add or Remove Programs.

B Control Panel

Fle Edt View Favortes Tools Help

Qo - @ - | O oot [ roders !-

address | Cortrol Panel

Control Panel 2 Plck a category

@ Swikch to Classic Yiew

=
Y & Appearance and Themes Printers and Other Hardware
See Also (&) b

& ‘indows Update )
@) Help and Support T Network and Internet Connections User Accounts

€3 Other Control Panel -
Options 2
I oy e Eraar Date, Time, Language, and Regional

] Options
Sounds, Speech, and Audio Devices Accessibility Dptions

Performance and Maintenance

L

E

Change or £
Remove
Programs 0 0 an, L
£
Pnrdo:érNTam B8 mnstallation Wizard Size  1.18MB
E} Microsoft Office Professional Edition 2003 Size  381.00ME
@ O Wozilla Firefox (2.0.0.6) Size  20.34ME
addiRemove | i3 Postaresal 8.2 Size  57.50MB
Windows . 3 X
components |50 Windawis ¥P Hetfix - KBB23559 Sze 743908
5 y Size 0.90ME
5 windows ¥P Hatfix - KBB28741
Size 5.50ME

ﬂ Windows Genuine Advantage validation Tool (KES92130) Giee  66.96MB
ﬂ Windows %P Hotfix - KBS23559
ﬂ wWindows =P Hotfix - KBEZET41
ﬂ ‘Windauws P Hotfix - KBE33407
ﬂ Windows =P Hotfix - KB§35732

Ll s

Close

3. In the Windows Components Wizard dialog box, select Networking Services and click Details.

Windows Components Wizard

Windows Components
‘Y'ou can add or remove components of Windaws XP.

To add or remove a component, click the checkbox & shaded box means that only
part of the component will be installed. To see what's included in a component, click
Dretails.

Companents:

[ = Message Queling 00MB gj

.0 ME
Wl F=| Indate: Rinnt Cerlifirates Nk gj

Description;  Containg a wariety of specialized. network-related services and protocols.

Total dizk space required 0.0 ME
Details...
121254 MB =

Space available on disk:

[ <Back || Mewt> |[ Cancel ]
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4. In the Networking Services dialog box, select Universal Plug and Play and click OK.

Networking Services |§|

To add ar remowe a companent, click the check box. A shaded box means that only part
aof the component will be installed. Tao see what's included in a component, click Details.

Subcomponents of Metworking Services:

= RIP Listener 00ME B
Simple TCP/IP Services 0.0MB
|r Universal Plug and Flay 0.2 ME I
)|

Descriptior:  Liztens for route updates sent by routers that use the Routing Information
Frotocol vergion 1 [RIP1].

Total disk space required: 0.0 MBE

| Details... |
Space avallable on disk: 121254 MB -

| Ok |[ Cancel ]

5. Click Next in the following window.

Windows Components Wizard |X|

WwWindows Components
“r'ou can add of remove components of windows XP.

To add or remove a campanent, click the checkbox A shaded box means that anly
part of the component will be installed. To see what's included in a component, click

Dretails.

Companents:

[] e Message Queuing 0.0ME gj
] ¥ MM Explorer 135 ME

O =:] Other Network File and Print Services 0.0 MB QJ
W FE ndate Rrnt Cerificates nnwe ¥

Description: Cantains a variety of specialized, netwark-related services and protocals.

Total disk space required: 0.0 B p
Details...
Space avaiable on disk 121254 MB s

[ < Back I Mext » I[ Cancel _]

6. Click Finish. UPnP™ js enabled.

» How does UPnP™ work?
UPnP™ networking technology provides automatic IP configuration and dynamic discovery of devices
added to a network. Services and capabilities offered by networked devices, such as printing and file
sharing, are available among each other without the need for cumbersome network configuration. In
the case of Network Cameras, you will see Network Camera shortcuts under My Network Places.

» Enabling UPnP port forwarding allows the Network Camera to open a secondary HTTP port on the
router-not HTTP port-meaning that you have to add the secondary HTTP port number to the Network
Camera’s public address in order to access the Network Camera from the Internet. For example,
when the HTTP port is set to 80 and the secondary HTTP port is set to 8080, refer to the list below for
the Network Camera’s IP address.

Fromthe infemet LA
hittp:if203 67 124 123:8080 hittp:A182_1688.4.160 or
hittp=//182.168.4.160:8080

» If the PPPOE settings are incorrectly configured or the Internet access is not working, restore the
Network Camera to factory default; please refer to Restore on page 83 for details. After the Network
Camera is reset to factory default, it will be accessible on the LAN.
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Enable IPv6

Select this option and click Save to enable IPv6 settings.
Please note that this only works if your network environment and hardware equipment support IPv6. The

browser should be Microsoft® Internet Explorer 6.5,

Mozilla Firefox 3.0 or above.

— Network Type
@ LAN;
) GetIP address automatically
O Use fixed IP address:
Enable UPnP presentation
[ Enable UPNP port forwarding
O PPPoE:
Enable IPvE

[ IPvG Information J

[] Manually setup the IP address

When IPv6 is enabled, by default, the network camera will listen to router advertisements and be
assigned with a link-local IPv6 address accordingly.

IPv6 Information: Click this button to obtain the IPv6 information as shown below.

IPy& NET Information

[ethD address]

[ 1Pv6 address list of host

[Gateway]

| IPv6 address list of gateway |

[DNS]

| 1Pv6 address list of DNS

If your IPv6 settings are successful, the IPv6 address list will listed in the pop-up window. The IPv6

address will be displayed as follows:

Refers to Ethernet

[ethll] address]

|2J301 008 2500000020002 d L0 65 4 @ Flobal

—|— Link-global IPv6 address/network mask

|feED:D?33:DIO:CCCO:OEﬂ2:d1fT el Sofdid @Link

—— Link-local IPv6 address/network mask

[Gateway]

|ﬂ330::21 l.defffead: 1adb

[DNE]

|2ﬂ10;05a3;9r?3d;;
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Please follow the steps below to link to an IPv6 address:

1. Open your web browser.

2. Enter the link-global or link-local IPv6 address in the address bar of your web browser.
3. The format should be:

hitpc/ /21 DA -2500-0002-1202- A1 F-falM-6 4]

T

Pyl cokoness

4. Press Enter on the keyboard or click Refresh button to refresh the webpage.
For example:

3 Metwork Camera - Microsoft Internet Explorer

Sle  Edit  Wiew Favoites  Tools  Help

°Back - @ - Ia @ G '®59arch *Favnrites @‘ @v %E 3

Address a btk 2001 20008 25000002 :020.2 2 11f:fel4.65f4 ]/

[ kilevelone Network

NOTE

» If you have a Secondary HTTP port (the default value is 8080), you can also link to the webpage in
the following address format: (Please refer to HTTP on page 38 for detailed information.)

hitp-//[2001-OciE-2 100020202 o BE-Fa (M4 4] -0

t )

1Py enc s Seconoary HTTP port

» If you choose PPPoE as the Network Type, the [PPFP0 address] will show up in the IPv6 information
column as below. [eth( address]

|f630:m33:0333:0333:0202:d1ﬁ":fel1:2299;‘64@1_1'::}: |
[ppp0 address]

£280:0000:0000:0000:0202:d1 61 1:2299/10@Link |
2001 BLOO 0100002 0302 d LT fel | 229954 @lokal |
[Gateway]

|feEO::%:laC0:4142:3cB:1 |
[DN3]

|2031 B0 |

Manually setup the IP_address: Select this option to manually set up IPv6 settings if your network
environment does not have DHCPV6 server and router advertisements-enabled routers.
If you check this item, the following blanks will be displayed for you to enter the corresponding

information: Enable IPv6

[ IPvE Information ]

Manually setup the IP address

DpﬁonalIF’address.‘PreﬁxIengm| MB:I ‘

Optional default router | |

Optional primary DMNS | |
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HTTP |Advanced Mode |

To utilize HTTP authentication, make sure that your have set a password for the Network Camera first;
please refer to Security on page 26 for details.

— HTTP
Authentication:
HTTF port
Secondary HTTP port:
Access name for stream 1:
Access name for stream 2

Authentication: Depending on your network security requirements, the Network Camera provides two
types of security settings for an HTTP transaction: basic and digest.

If basic authentication is selected, the password is sent in plain text format and there can be potential
risks of being intercepted. If digest authentication is selected, user credentials are encrypted using MD5
algorithm and thus provide better protection against unauthorized accesses.

HTTP port / Secondary HTTP port: By default, the HTTP port is set to 80 and the secondary HTTP port is
set to 8080. They can also be assigned to another port number between 1025 and 65535. If the ports are
incorrectly assigned, the following warning messages will be displayed:

Microsoft Internet Explorer

Microsoft Internet Explorer

‘ ' a HTTP part must be &0 or from 1025 ta 65535 " a Secondary HTTP port must be from 1025 ta 65535
ok |

To access the Network Camera on the LAN, both the HTTP port and secondary HTTP port can be used
to access the Network Camera. For example, when the HTTP port is set to 80 and the secondary HTTP
port is set to 8080, refer to the list below for the Network Camera’s IP address.

hitp:if182.168.4.180 or
hitp:ii182.168.4.180:8080

Access name for stream 1 / Access name for stream 2: The access name is used to differentiate the
streaming source.

When using Mozilla Firefox or Netscape to access the Network Camera and the video mode is set to
JPEG, users will receive video comprised of continuous JPEG images. This technology, known as “server
push”, allows the Network Camera to feed live pictures to Mozilla Firefox and Netscape.
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URL command -- http://<ip address>:<http port>/<access name for stream1 or stream2>
For example, when the Access name for stream 2 is set to video2.mjpg:

1. Launch Mozilla Firefox or Netscape.

2. Type the URL command in the address bar. Press Enter.

3. The JPEG images will be displayed in your web browser.

} video2.mjpg (JPEG Image, 320x240 pixels) - Mozilla Firefox
File Edit ‘iew History  Bookmarks  Tools  Help {}

¢ = @ - @ 6 ﬂ || http://192.168.5.151}video2.mipg |~| »] '|G00gle %)

[ Customize Links [ | Fres Hotmail [ ‘Windows Media || Windows

NOTE

» Microsoft® Internet Explorer does not support server push technology; therefore, using http.//<ip
address>:<htip port>/<access name for stream1 or streamZ2> will fail to access the Network Camera.

HTTPS
|7H'I'I'F'S port: 443

By default, the HTTPS port is set to 443. It can also be assigned to another port number between 1025
and 65535.

HTTPS

Two way audio
Two way audio
|7TWD wway audio port:

By default, the two way audio port is set to 5060. Also, it can also be assigned to another port number
between 1025 and 65535.

The Network Camera supports two way audio communication so that operators can transmit and receive
audio simultaneously. By using the Network Camera’s built-in or external microphone and an external
speaker, you can communicate with people around the Network Camera.
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Note that as JPEG only transmits a series of JPEG images to the client, to enable the two-way audio
function, make sure the video mode is set to “MPEG-4" on the Audio and Video Settings page and the
media option is set to “Video and Audio” on the Client Settings page. Please refer to Client Settings on
page 21 and Audio and Video Settings on page 51.

Audio is being transmitted to the Network Camera

Video(TCP#V) 2008M0/01 10:32:05

EhEimn ey Goto[ - Sseotore-

Talk Button Mic Volume Mute

Click @ to enable audio transmission to the Network Camera; click m to adjust the volume of
microphone; click @ to turn off the audio. To stop talking, click again.

FTP

FTP

The FTP server allows the user to save recorded video clips. You can utilize LevelOne Installation Wizard
2 to upgrade the firmware via FTP server. By default, the FTP port is set to 21. It also can be assigned to
another port number between 1025 and 65535.
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RTSP Streaming
To utilize RTSP streaming authentication, make sure that you have set a password for the Network
Camera first; please refer to Security on page 26 for details.

— RTSP Streaming
Authentication:
Arcess name for stream 1:
Arcess name for stream 2
RTSP port
RTF port for viden:
RTCP port for videa:
RTF port for audia
RTCP part far audio:
¥ Multicast settings for stream 1:
= Multicast settings for stream 2

Authentication: Depending on your network security requirements, the Network Camera provides three
types of security settings for streaming via RTSP protocol: disable, basic, and digest.

If basic authentication is selected, the password is sent in plain text format, but there can be potential
risks of it being intercepted. If digest authentication is selected, user credentials are encrypted using
MDS5 algorithm, thus providing better protection against unauthorized access.

The availability of the RTSP streaming for the three authentication modes is listed in the following table:
Disable 0 0
‘Basic 0 o)
‘Digest 0 X

Access name for stream 1 / Access name for stream 2: This Network camera supports dual streams
simultaneously. The access name is used to differentiate the streaming source.

If you want to use an RTSP player to access the Network Camera, you have to set the video mode to
MPEG-4 and use the following RTSP URL command to request transmission of the streaming data.

rtsp://<ip address>:<rtsp port>/<access name for stream1 or stream2>
For example, when the access name for stream 1 is set to live.sdp:

1. Launch an RTSP player.

2. Choose File > Open URL. A URL dialog box will pop up.

Enter an Intemet LRL to open:

3. Type the URL command in the text box. For example: risp/192.168.5.106:554five sdp | &
4. The live video will be displayed in your player as shown — o
below. v
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RTSP port /RTP port for video, audio/ RTCP port for video, audio
m RTSP (Real-Time Streaming Protocol) controls the delivery of streaming media. By default, the port
number is set to 554.

m The RTP (Real-time Transport Protocol) is used to deliver video and audio data to the clients. By
default, the RTP port for video is set to 5556 and the RTP port for audio is set to 5558.

m The RTCP (Real-time Transport Control Protocol) allows the Network Camera to transmit the data by
monitoring Internet traffic volume. By default, the RTCP port for video is set to 5557 and the RTCP port
for audio is set to 5559.

The ports can be changed to values between 1025 and 65535. The RTP port must be an even number
and the RTCP port is the RTP port number plus one, and thus is always odd. When the RTP port
changes, the RTCP port will change accordingly.

If the RTP ports are incorrectly assigned, the following warning message will be displayed:

Microsoft Internet Explorer

:" } Irwalid part number, RTP video part must be an even number.

Multicast settings for stream 1 / Multicast settings for stream 2: Click the items to display the detailed
configuration information. Select the Always multicast option to enable multicast for stream 1 or stream 2.

o Multicast settings for stream 1:

[ Always multicast

Multicast group address: 238.128.1.99
Multicastvideo port: 4560
Multicast RTCP video port: 5561
Multicast audio port: a562
Multicast RTCP audio port: 5563
Multicast TTL [1~254]: ]

= Multicast settings for stream 2;
[ Always multicast

Multicast group address: 2391281100
Multicastvideo port: A564
Multicast RTCP video part: a565
Multicast audio port: S566

Multicast RTCP audio port: 5567

Multicast TTL [1~255]: 5

Unicast video transmission delivers a stream through point-to-point transmission; multicast, on the other
hand, sends a stream to the multicast group address and allows multiple clients to acquire the stream at
the same time by requesting a copy from the multicast group address. Therefore, enabling multicast can
effectively save Internet bandwith.

The ports can be changed to values between 1025 and 65535. The multicast RTP port must be an even
number and the multicast RTCP port number is the multicast RTP port number plus one, and is thus
always odd. When the multicast RTP port changes, the multicast RTCP port will change accordingly.

If the multicast RTP video ports are incorrectly assigned, the following warning message will be
dISp|ayed Microsoft Internet Explorer Eq

{! h Trwvalid port number, Multicast stream 1 video port must be an even number,

Multicast TTL [1~255]: The multicast TTL (Time To Live) is the value that tells the router the range a
packet can be forwarded.
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Wireless LAN (WCS-2040v3 only)

— WLAN configuration
531D default
Wireless mode
Channel
TX rate
Security Mone l\d

SSID (Service Set Identifier): This is the name that identifies a wireless network. Access Points and
wireless clients attempting to connect to a specific WLAN (Wireless Local Area Network) must use the
same SSID. The default setting is “default”. Note: The maximum length for an SSID is 32 single-byte
characters and cannot consist of “, <, >, or blank spaces.

Wireless mode: Click on the pull-down menu to select from the following options:

m Infrastructure: Connect the Network Camera to the WLAN via an Access Point. (default setting)

m Ad-Hoc: Connect the Network Camera directly to a host equipped with a wireless adapter in a peer-to-
peer environment.

— WLAN configuration
ssID defaul
Wireless mode ad-hoc Lv_*:,
Channel B l\d
TH rate
Security

Channel: While in infrastructure mode, the channel is selected automatically to match the channel setting
of the selected Access Point. In Ad-Hoc mode, the channel must be manually set to the same channel for
each wireless adapter. The default channel setting depends on the installed region.

TX rate: This field is for selecting the maximum transmission rate over the network. The default setting is
“auto”, that is, the Network Camera will try to connect to other wireless devices with highest transmission
rate.

Security: Select the data encrypt method. There are four types, including: none, WEP, WPA-PSK, and
WPA2-PSK.

WLAN configuration

S5ID default

Wirelass mode infrastructure +
Channel

TX rate
Security

WPA-PSK

WPAZ-PSK

1. None: No data encryption.
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2. WEP (Wired Equivalent Privacy): This allows communication only with other devices with identical
WEP settings. — WVLAN configuration

S5ID default |

Wireless made

Channel

T rate

Security

Authentication mode

Key lenath

Key format HEX Q

Default key Metwark key
® 0000000000 |
O 0000000000 |
O 0000000000 |
O 0000000000 |

m Authentication Mode: Choose one of the following modes. The default setting is “Open”.
Open — Communicates the key across the network.
Shared — Allows communication only with other devices with identical WEP settings.

m Key length: The administrator can set the key length to 64 or 128 bits.
The default setting is “64 bits”.

m Key format: Hexadecimal or ASCII. The fault setting is “HEX”.
HEX digits consist of the numbers 0~9 and the letters A-F.
ASCII is a code for representing English letters as numbers from 0-127 except “, <, >, and the space
character which are reserved.

m Network Key: Enter a key in either hexadecimal or ASCII format.

You can select different key lengths, the acceptable input lengths are as follows:
64-bit key length: 10 Hex digits or 5 characters.
128-bit key length: 26 Hex digits or 13 characters.

NOTE

» When 22(%), 3C(<), or 3E(>) are input as network keys, the key format cannot be changed to ASCII
format.
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3. WPA-PSK: Use WPA (Wi-Fi Protected Access) pre-shared key.

— WLAN configuration

pre-shared key

381D default

Wireless mode
Channel g

TA rate
Security
algorithm

0000000000

More secure than WEP, the Wi-Fi Alliance developed WPA (Wi-Fi Protected Access) in 2003 to
address WEP’s weaknesses. Improvements included TKIP, which changes the encryption key for each
data transmission.

m Algorithm: Choose one of the following algorithms for WPA-PSK and WPA2-PSK modes.
TKIP (Temporal Key Integrity Protocol): A security protocol used in IEEE 802.11 wireless networks.
TKIP is a “wrapper” that goes around the existing WEP encryption. TKIP is comprised of the same
encryption engine and RC4 algorithm defined for WEP; however, the key used for encryption in TKIP
is 128 bits long. This solves the first problem of WEP: a short key length. (From Wikipedia)

AES (Advanced Encryption Standard): In cryptography, the Advanced Encryption Standard (AES), also
known as Rijndael, is a block cipher adopted as an encryption standard by the U.S. government.

As of 2006, AES is one of the most popular algorithms used in symmetric key cryptography. (From
Wikipedia)

m Pre-shared Key: Enter a key in ASCII format. The length of the key can be between 8 to 63 characters.

4. WPA2-PSK: Use WPA2 pre-shared key.
This advanced protocol, certified through Wi-Fi Alliance’s WPA2 program, implements the mandatory
elements of 802.11i. In particular, it introduces a new AES-based algorithm, CCMP, that is considered
fully secure. From March 13, 2006, WPA2 certification is mandatory for all new devices wishing to be
certified by the Wi-Fi Alliance as “Wi-Fi CERTIFIED.” (From Wikipedia)

NOTE

» After wireless configurations are completed, click Save and the camera will reboot. Wait for the live
image ito be reloaded to your browser. For LevelOne 7000-series cameras, you have to unplug the
power and Ethernet cables from the camera;, then re-plug the power cable to the camera. The camera
will switch to wireless mode.

» Some invalid settings may cause the system to fail to respond. Change the configuration settings only
if necessary and consult with your network supervisor or experienced users for correct settings. Once
the system has lost contact, please refer to Maintenance on page 83 for reset and restore procedures.
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DDNS

This section explains how to configure the dynamic domain name service for the Network
Camera. DDNS is a service that allows your Network Camera, especially when assigned with a
dynamic IP address, to have a fixed host and domain name.

DDNS: Dynamic domain name service

— DDNS: Dynamic domain name service

[] Enable DDMS:

Fraovider: |Dyndns.org(Dynamic) l‘f;|

Host name: | |

User name: | |

ressrs ]

Save

Enable DDNS: Select this option to enable the DDNS setting.

Provider: Select a DDNS provider from the provider drop-down list.

LevelOne offers Safe100.net, a free dynamic domain name service, to LevelOne customers. It is
recommended that you register Safe100.net to access LevelOne’s Network Cameras from the Internet.
Additionally, we offer other DDNS providers, such as Dyndns.org(Dynamic), Dyndns.org(Custom), TZO.
com, DHS.org, CustomSafe100, dyn-interfree.it.

Note that before utilizing this function, please apply for a dynamic domain account first.

m Safe100.net

1. In the DDNS column, select Safe100.net from the drop-down list. Click | accept after reviewing the
terms of the Service Agreement.

2. In the Register column, fill in the Host name (xxxx.safe100.net), Email, Key, and Confirm Key, then
click Register. After a host name has been successfully created, a success message will be displayed
in the DDNS Registration Result column.

— Register

Host name: |WTK.k3afe‘IU{J.r1et| |

Email: [ |
Key: Farget key
Contim I

To apply for a domain name for the camera, or to modify the previously registered information, fill in

the following fields and then click "Reagister”.

DDMNS Reagistration Result:

[Register] Successfully Your account information has
been mailed to registered e-mail address

CAMEY

Upon successful registration, you can clickm[o automatically upload relevant information to the

DOMNE form or you can manually fill itin. Then, click "Save™ to save new settings.

3. Click Copy and all the registered information will automatically be uploaded to the corresponding fields
in the DDNS column at the top of the page as seen in the picture.
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— DDNS: Dynamic domain name service

Enable DDMNS:

Fravider: |Safe1ﬂﬂ.net Lﬂ

Hostname: | YWTK.safe100.net | [*.safe100.ne]

Email: wiki@ level1.com
- -

— Register
Host name: \VVTK safe100.net |
Email: \wik@level1.com |

Key: TIL] Forget key
Contrm ke -

To apply for a domain name for the camera, or to modify the previously registered information, fill in

the following fields and then click "Register”.

DDME Registration Result;

[Reqister] Successfully Your account information has
been mailed to registered e-mail address

e

Upon successful registration, you can click copy to automatically upload relevant information to the

DDME form or you can manually fill it in. Then, click "Save” to save new settings.

4. Select Enable DDNS and click Save to enable the setting.

m CustomSafe100

LevelOne offers documents to establish a CustomSafe100 DDNS server for distributors and system
integrators. You can use CustomSafe100 to register a dynamic domain name if your distributor or system
integrators offer such services.

1. In the DDNS column, select CustomSafe100 from the drop-down list.

2. In the Register column, fill in the Host name, Email, Key, and Confirm Key; then click Register. After a
host name has been successfully created, you will see a success message in the DDNS Registration
Result column.

3. Click Copy and all for the registered information will be uploaded to the corresponding fields in the
DDNS column.

4. Select Enable DDNS and click Save to enable the setting.

Forget key: Click this button if you have forgotten the key to Safe100.net or CustomSafe100. Your
account information will be sent to your email address.

Refer to the following links to apply a dynamic domain account when selecting other DDNS
providers:

m Dyndns.org(Dynamic) / Dyndns.org(Custom): visit http://www.dyndns.com/

m TZO.com: visit http://www.tzo.com/

m DHS.org: visit http://www.dhs.org/

m dyn-interfree.it: visit http://dyn-interfree.it/
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Access List |Advanced Mode |

This section explains how to control access permission by verifying the client PC’s IP address.

General Settings

General Settings

Maximum number of concurrent streaming connection(s) limited to: | 10 |» [ View Information ]

[ Enable access list filtering

Maximum number of concurrent streaming connection(s) limited to: Simultaneous live viewing for 1~10
clients (including stream 1 and stream 2). The default value is 10. If you modify the value and click Save,
all current connections will be disconnected and automatically attempt to re-link (IE Explore or Quick
Time Player).

View Information: Click this button to display the connection status window showing a list of the current

connections. For example:
Connection status

|IP address Elapsedtime User D
O 102.168.1.147 12:20:34 root
| 61.2215.3 00:10:09
[ | 1921683.25 45:00:34 greg
[ Refresh ] [ Add to deny list ] [ Disconnect ]

m |IP address: Current connections to the Network Camera.
m Elapsed time: How much time the client has been at the webpage.

m User ID: If the administrator has set a password for the webpage, the clients have to enter a user name
and password to access the live video. The user name will be displayed in the User ID column. If the
administrator allows clients to link to the webpage without a user name and password, the User ID
column will be empty.

There are some situations which allow clients access to the live video without a user name and

password:

1. The administrator does not set up a root password. For more information about how to set up a root
password and manage user accounts, please refer to Security on page 26.

2. The administrator has set up a root password, but set RTSP Authentication to “disable“. For more
information about RTSP Authentication, please refer to RTSP Streaming on page 41.

3. The administrator has set up a root password, but allows anonymous viewing. For more information
about Allow Anonymous Viewing, please refer to Security on page 26.
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m Refresh: Click this button to refresh all current connections.

m Add to deny list: You can select entries from the Connection Status list and add them to the Deny List
to deny access. Please note that those checked connections will only be disconnected temporarily
and will automatically try to re-link again (IE Explore or Quick Time Player). If you want to enable the
denied list, please check Enable access list filtering and click Save in the first column.

m Disconnect: If you want to break off the current connections, please select them and click this
button. Please note that those checked connections will only be disconnected temporarily and will
automatically try to re-link again (IE Explore or Quick Time Player).

Enable access list filtering: Check this item and click Save if you want to enable the access list filtering
function.

Filter

There are two lists for permission control: Allowed list and Denied list. Only those clients whose IP
addresses are on the Allowed list and not on the Denied list can access the Network Camera. Please
note that the IPv6 access list column will not be displayed unless you enable IPv6 on the Network page.
For more information about IPv6 Settings, please refer to page 36 for detailed information.

General Settings

Maximum number of concurrent streaming connection(s) limited to: | 10 L“_'; [ Yiew Infarmation J

[C]Enable access list filtering

— Filter

— IPv4 access list

Allowed list Denied list
1.0.0.0-255 255 255 255

— IPv6 access list
Allowed list Denied list
1]

m Add a rule to Allowed/Denied list: Click Add to add a rule to Allowed/Denied list.

There are three types of rules for user to set up:
Single: This rule allows the user to add an IP address to the Allowed/Denied list.
For example:

filter address

IF address: 192.168.2.1

[ OK J[Cancel ]
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Network: This rule allows the user to assign a network address and corresponding subnet mask to the
Allow/Deny List.
For example:

filter address

Network address / Network mask | 192.168.2.0 124 |

ok J[cancel |

IP address 192.168.2.x will be bolcked.

Range: This rule allows the user to assign a range of IP addresses to the Allow/Deny List. This rule is
only applied to IPv4.
For example:

filter address

IF address - IP address | 192.168.2.0 | - 192.168.2.255

ok J[cancel ]

m Delete Allowed/Denied list:
In the Delete Allowed List or Delete Denied List column, make a selection and click Delete.

NOTE

» For example, when the range of IP addresses in the allowed list is set from 1.1.1.0 to 192.255.255.255
and the range in the denied list is set from 1.1.1.0 to 170.255.255.255, only users’ IP located between
171.0.0.0 and 192.255.255.255 can access the Network Camera.

Administrator IP address
Always allow the IP address to access this device: You can check this item and add the Administrator’s
IP address in this field to make sure the Administrator can always connect to the device.

Administrator IP address

[] Always allow the IP address to access this device
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Audio and Video

This section explains how to cofigure the audio and video settings of the Network Camera. It is
composed of the following two columns: Video Settings and Audio Settings.

Video Settings
— Video settings
Video title:
Color:
Video orientation: ] Flip [] Mirrar

[ owverlay title and time stamp onvideo and snapshot.

[] Enable time shift caching stream

[ Image Settings ][ CCD Settings ]

* Video quality settings for stream 1:

¥ Video quality settings for stream 2:

Video title: Enter a name that will be displayed on the title bar of the live video.

21 (][ o] ] (w)] B (L] [¥] [ coro]-seesions- v

Color: Select to display color or black/white video streams.

Power line frequency: Set the power line frequency consistent with local utility settings to eliminate image
flickering associated with fluorescent lights. Note that after the power line frequency is changed, you
must disconnect and reconnect the power cord of the Network Camera in order for the new setting to
take effect.

Video orientation: Flip--vertically reflect the display of the live video; Mirror--horizontally reflect the display
of the live video. Select both options if the Network Camera is installed upside-down (ex. on the ceiling)
to correct the image orientation.

Overlay title and time stamp on video: Select this option to place the video title and time on the video
streams.
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Note that when the frame size is set to 176 x 144 as shown in the picture below, only the time will be
stamped on the video streams.

12:07:35 2009/04/24 [EES

% ey

@@E@@ Goto —Selectone — v

Enable time shift caching stream |Advanced Mode|: Check this item to enable the time shift cache
stream on the Network Camera, which will stores video in the camera’s embedded memory for a period
of time depending on the cache memory of each Network Camera. This function can work seamlessly
with LevelOne’s IP CamSecure recording software. When an event occurs, the recording software can
request time shift cache stream from the camera, which allows the user to get an earlier video data.

Image Settings |Advanced Mode |

Click Image Settings to open the Image Settings page. On this page, you can tune the Brightness,
Saturation, Contrast, and Sharpness for the video.

WVideo(TCP-24)

Image Adjustment
Brightness: +0 |» Saturation: +0 |»

Contrast: +0 |» Sharpness: +0 |»

[ Preview ] [ Restore ] [ Save ] [ Close

Image Adjustment

m Brightness: Adjust the image brightness level, which ranges from -5 to +5. The default value is set to 0.



m Saturation: Adjust the image saturation level, which ranges from -5 to +5. The default value is set to 0.
m Contrast: Adjust the image contrast level, which ranges from -5 to +5. The default value is set to 0.

m Sharpness: Adjust the image sharpness level, which ranges from -3 to +3. The default value is set to +3.
You can click Preview to fine-tune the image, or click Restore to recall the original settings without

incorporating the changes. When completed with the settings on this page, click Save to enable the
setting and click Close to exit the page.

CCD Adjustment |Advanced Mode |
Click CCD settings to open the CCD Adjustment page. On this page, you can set the Auto electronic
shutter (AES), Auto tracking white balance, White balance control, Low lux mode, and BLC settings.

Video(TCP-AY

— CCD Adjustment
Auto electranic shutter (AES) Auto lv;
O Auto tracking white balance
(¥ White balance contral
[JLow lux made [ Auto switch to BAV in low lux mode
[JEnable BLC BLC sens level | 3 lv; [ BLC area selection ]
[ Preview ] [ Restore J [ Save ] [ Close ]

Auto electronic shutter (AES): The default iris setting of the CCD is fixed mode, and the AES option
will be 1/50 (1/60). There are several options for AES: 1/50 (1/60), 1/100 (1/120), 1/250, 1/500, 1/1000,
1/200, and 1/4000. Faster electronic shutter would enable the Network Camera to capture fast-moving
objects more clearly. Once the shutter is selected as Auto, the iris of the CCD will become fixed.

Auto tracking white balance: This option is usually selected when the Network Camera is placed in
outdoor environments. Adjusting the 0~8 level would help the Network Camera capturing video with
correct colors. The default value is set to 4.

White balance control: Select this option will disable Auto tracking white balance. This option is usually
selected when the Network Camera is placed in indoor environments. The administrator can adjust the
value for best color temperature: 3200k, 4000k, 4800k, 5600k, 6400k, 7200k, 8000k.

Low lux mode: Select this option would enable the Network Camera to capture clear images in poor
illuminative environments.

Auto switch to B/W in low lux mode: Select it to enable the Network Camera to automatically switch to B/
W in low lux mode.
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Enable BLC (Back Light Compensation): Select it when the object is too dark or too bright to be
recognized. It will give the captured images the necessary light compensation.

BLC sens level: Select 0~7 level to adjust the sensitivity of BLC detection. Select a higher level will raise
the sensitivity. The default value is set to 3.

BLC area selection: Click this button to open an area selection window. As the window shown below, the
video will be divided into 48 rectangle areas equally. Check some of the areas to enable BLC. Note that if
no area is selected, the Enable BLC option would be of no use.

The picture below illustrates the corresponding areas of the selection window. You can click Select All to
check all the areas in the window, or click Clear All to do vice versa. When completed with the settings
on this page, click Save to take effect and click Close to exit the page.

BN, - - - - - - o -
HENNENEN - - - -5
BN NEEN - - - -
NN - - - 2 oo
HENNNNEN - c(c(c -5
mEEENEEN - (-(- - [-]-

[ Select Al il Clear Al J[ sae |[ Close |

Back to the CCD Settings page, you can click Preview to fine-tune the image, or click Restore to recall
the original settings without incorporating the changes. When completed with the settings on this page,
click Save to take effect and click Close to exit the page.

Video quality settings for stream 1 / stream 2 |Advanced Mode]
The Network Camera offers two choices of video compression standards for real-time viewing: MPEG-4
and MJPEG.

Click the items to display the detailed configuration settings. You can set up two seperate streams for the
Network Camera for different viewing devices. For example, set a smaller frame size and lower bit rate
for remote viewing on mobile phones and a larger video size and a higher bit rate for live viewing on web
browsers.

If MPEG-4 mode is selected, it is streamed in RTSP protocol.

= Video quality settings for stream 1:

) MPEG-4:
Frame size:
IMaximum frame rate:
Intra frame period:
Video quality:
) Constant bit rate;
@ Fixed quality:
O JPEG:

| 704x480/704x576 v

512 Kbps ~
Excellent ,v;

= Video quality settings for stream 2:

& MPEG-4:
Frame size:
Maximum frame rate:
Intra frame period:

Video quality:

(& Constant bit rate;

O Fixed quality:
O JPEG:

[ 1761201761144~

0fps v

I

40Kbps v

Good ™
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There are four parameters provided in MPEG-4 mode which allow you to adjust the video performance:

m Frame size
Select the video size. Note that a larger frame size takes up more bandwidth. The frame sizes are
selectable in the following resolutions:

704 x 480 704 x 576
CIF 352 x 240 352 x 288
QCIF 176 x 120 176 x 144

m Maximum frame rate
This limits the maximal refresh frame rate per second. Set the frame rate higher for a smoother video
quality. The frame rates are selectable at 1fps, 2fps, 3fps, 5fps, 8fps, 10fps, 15fps, 20fps, 25fps, and
30fps. You can also select Customize and manually enter a value.

m Intra frame period
Determine how often to plant an | frame. The shorter the duration, the more likely you will get better
video quality, but at the cost of higher network bandwidth consumption. Select the intra frame period
from the following durations: 1/4 second, 1/2 second, 1 second, 2 seconds, 3 seconds, and 4 seconds.

m Video quality
A complex scene generally produces a larger file size, meaning that higher bandwidth will be needed
for data transmission. Therefore, if Constant bit rate is selected, the bandwidth utilization is fixed at
a selected level, resulting in mutable video quality performance. The bit rates are selectable at the
following rates: 20Kbps, 30Kbps, 40Kbps, 50Kbps, 64Kbps, 128Kbps, 256Kbps, 512Kbps, 768Kbps,
1Mbps, 2Mbps, 3Mbps, and 4Mbps. You can also select Customize and manually enter a value.

On the other hand, if Fixed quality is selected, all frames are transmitted with the same quality;
bandwidth utilization is therefore unpredictable. The video quality can be adjusted to the following
settings: Medium, Standard, Good, Detailed, and Excellent. You can also select Customize and
manually enter a value.

If JPEG mode is selected, the Network Camera continuously sends JPEG images to the client, producing
a moving effect similar to a filmstrip. Every single JPEG image transmitted guarantees the same image
quality, which in turn comes at the expense of variable bandwidth usage. Because the media contents
are a combination of JPEG images, no audio data is transmitted to the client.

~ Video quality settings for stream 1:

= Video quality settings for stream 2:

O MPEG-4: O MPEG-4:

& JPEG: ® JPEG:
Frame size: | 704x480/704x576 + | Frame size: | 176x1201176x144 v |
Maximum frame rate: Maximum frame rate:
Video quality: Video quality:

There are three parameters provided in MUPEG mode to control the video performance:

m Frame size

Select the video size. Note that a larger frame size takes up more bandwidth. The frame sizes are
selectable in the following resolutions:

704 x 480 704 x 576
CIF 352 x 240 352 x 288
QCIF 176 x 120 176 x 144
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m Maximum frame rate
This limits the maximum refresh frame rate per second. Set the frame rate higher for smoother video
quality. The frame rates are selectable at 1fps, 2fps, 3fps, 5fps, 8fps, 10fps, 15fps, 20fps, 25fps, and
30fps. You can also select Customize and manually enter a value.

m Video quality

The video quality can be adjusted to the following settings: Medium, Standard, Good, Detailed, and
Excellent. You can also select Customize and manually enter a value.

NOTE

» Video quality and fixed quality refers to the compression rate, so a lower value will produce higher
quality.

Audio Settings

— Audio Settings

] Mute
Internal microphone input gain:
External microphone input:
Audio type:

O aac:

© GSM-AMR:

GSM-ANR bit rate:

Mute: Select this option to disable audio transmission from the Network Camera to all clients. Note that
if mute mode is turned on, no audio data will be transmitted even if audio transmission is enabled on the
Client Settings page. In that case, the following message is displayed:

The media type has been changed ta video only because the media from server contains no audia

Internal microphone input gain: Select the gain of the internal audio input according to ambient
conditions. Adjust the gain from +21 db (most sensitive) ~ -33 db (least sensitive).

External microphone input: Select the gain of the external audio input according to ambient conditions.
Adjust the gain from +21 db (most sensitive) ~ -33 db (least sensitive).

AAudio type: Select audio codec AAC or GSM-AMR and the bit rate.
m AAC provides good sound quality at the cost of higher bandwidth consumption. The bit rates are
selectable from: 16Kbps, 32Kbps, 48Kbps, 64Kbps, 96Kbps, and 128Kbps.

m GSM-ARM is designed to optimize speech quality and requires less bandwidth. The bit rates are

selectable from: 4.75Kbps, 5.15Kbps, 5.90Kbps, 6.7Kbps, 7.4Kbps, 7.95Kbps, 10.2Kbps, and
12.2Kbps.

When completed with the settings on this page, click Save to enable the settings.

NOTE

» The Network Camera offers two inputs to capture audio - internal microphone or external microphone.
The internal/external microphone switch is located on the back panel of the Network Camera.
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Motion Detection

This section explains how to configure the Network Camera to enable motion detection. A total
of three motion detection windows can be configured.

Enable motion detection

Follow the steps below to enable motion detection:

1. Click New to add a new motion detection window.

2. In the Window Name text box, enter a name for the motion detection window.
m To move and resize the window, drag and drop your mouse on the window.
m To delete window, click X on the top right corner of the window.

3. Define the sensitivity to moving objects and the space ratio of all alerted pixels by moving the
Sensitivity and Percentage slider bar.

4. Click Save to enable the settings.

5. Select Enable motion detection to enable this function.

For example:

Enable motion detection

Window Name
[
Sensitivily
— |_ B0%
Fercentage

._|— 10%

RI=1 | SEWE |

The Percentage Indicator will rise or fall depending on the variation between sequential images. When
motions are detected by the Network Camera and are judged to exceed the defined threshold, the
red bar rises. Meanwhile, the motion detection window will be outlined in red. Photos or videos can be
captured instantly and configured to be sent to a remote server (Email, FTP) by utilizing this feature as a
trigger source. For more information on how to set an event, please refer to Application on page 65.
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A green bar indicates that even though motions have been detected, the event has not been triggered
because the image variations still fall under the defined threshold.

NOTE

» How does motion detection work?

—

Y

‘n

S

A

1.

There are two motion detection parameters.: Sensitivity and Percentage. In the illustration above,
frame A and frame B are two sequential images. Pixel differences between the two frames are
detected and highlighted in gray (frame C) and will be compared with the sensitivity setting. Sensitivity
is a value that expresses the sensitivity to moving objects. Higher sensitivity settings are expected to
detect slight movements while smaller sensitivity settings will neglect them. When the sensitivity is set
to 70%, the Network Camera defines the pixels in the purple areas as ‘alerted pixels” (frame D).

Percentage is a value that expresses the proportion of “alerted pixels” to all pixels in the motion
detection window. In this case, 50% of pixels are identified as ‘alerted pixels”. When the percentage is
set to 30%, the motions are judged to exceed the defined threshold, therefore, the motion window will
be outlined in red.

For applications that require a high level of security management, it is suggested to use higher
sensitivity settings and smaller percentage values.
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Camera Control

This section explains how to control the Network Camera’s Pan/Tilt/Zoom/Focus operation via
the control panel and how to preset positions.

Preset Locations
On this page, you can preset positions for the Network Camerato go to directly or patrol. A total of 128

preset positions can be configured.

Please follow the steps below to preset a position:
1. Adjust the shooting area to a desired position using the buttons on the right side of the window.

2. Click Set as home or Default home to define your home position.
3. Enter a name for the preset position, which allows for up to forty characters. Click Add to enable the
settings. The preset positions will be displayed under the Preset Location list on the left-hand side.

4. To add additional preset positions, please repeat step 1~3.
5. To remove a preset position from the list, select it from the drop-down list and click Delete.

6. Click Save to enable the settings.

(TP
| Left || Home || Right

.

Down

:] Zoom
[ = ][ Focus ][ +

| T -

I

e

—_J

Pan speed |{] L\_r,|

Tilt speed

Zoom speed

Focus speed 0 L‘_.‘;'I

Auto panipatrol speed 1 L‘f_j

Digital zoom functions are the same
as the control panel on

Zoom times display
- home page

[]Return to home position while idle

— Patrol settings

(1S oweligine| | setasione ) (_ossuthons ]

H H Preset position name

| |Md

Freset Position

| | l\_f:| Delete
[Up] [Down

6 Save

]E
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Patrol Settings

You can select preset locations for the Network Camera to patrol.

Please follow the steps below to set up a patrol schedule:

1. Click a preset location on the list and click Select.

2. The selected preset locations will be displayed on the Selected locations list.

3. Set the Dwelling time for the preset location during auto patrol. The default value is 10 seconds. You
can also manually set a value and click Update.

4. Repeat step 1 and 3 to select additional preset locations.

5. If you want to delete a selected location, select it from the list and click Remove.

6. Select a location and click Up or Down to rearrange the patrol order.

7. Adjust the Auto pan/patrol speed. (1~5 seconds)

8. Click Save to enable the settings.

: | Left |[ Home |[ Rignt |
ZRO ] x 10 %E2 & ) zoom

S [ J( Fous J[ -+ ]
- JL ws J{ ~» ]

Pan speed 0 ,_\1;
Tilt speed
Zoom speed

]
Focus speed |

Auto pan/patrol speed 1 -ij[l G

[ Digital zoom |

[#] Zoom times display
Return to home position while idle

Time span for idle duratinn: (1~999) seconds

— Patrol settings

Hame definition:
[ Setas home ][ Default home ]
Preset position name

FPreset Position

! Up .\-_*,! |.| Delete |

B
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Digital Zoom
If you check this optionand click the Save button, the digital zoom function of CCD module will be
enabled.

Zoom Times Display

If you check this item and click the Save button, the zoom indicator will be displayed on the screen when

you zoom in/out as shown in the illustration above. Please remember to click Save to enable the settings.
Ophiczal Foom

SO0 210 =52

T

Dl Baam

Return to Home Position while Idle
If you select this option, the Network Camera will automatically return to the home position after idling for
a specific time span. Please remember to click Save to enable the settings.

m The Preset Locations will be displayed on the Home page:

H.I|eve|onez Wireless Network Camera

Vidao Stream |1 v

Digital Dutput
L..kvl
[ELIET

=1 Zeom |+|

= Focus

=1 = +
Pan speed u_V|
Tilt zpeed El

Zoom spesd | O Vl
Focus speed ¢ V|

g Client Setlings
== Configuration
B Language

0[] (8]0t ] B[t Y] [ [cot0 saeacre s

e —

home
right
left
up
dawn
H UIILN TGV WJ. 11T INTLWWUIR wdllicia WII TTIUVE W LIS PISdCL Ivualull.

m Click Patrol: The Network Camera will patrol among the selected preset positions (from right to left) for
once.



Homepage Layout JAdvanced Mode]

This section explains how to set up your own customized homepage layout.

Preview

This column shows the settings of your homepage layout. You can manually select the background and
font colors in Theme Options, the third column on this page. The settings will automatically show up in
this Preview field. The following shows the homepage using the default settings:

— Preview

b |eve|0ne Wireless Network Camera

Video Stream : S e

Digital Output

IRl o2 iz b zia

m Hide Powered by LevelOne: If you check this item, it will be removed from the homepage.

Logo

Here you can change the logo at the top of your homepage.

— Logo graph

You can upload a small logo{Gif, PG or PNG), which will be resized to 160x50 pixels
(if it is not already that size) and which will be visible on the main page. Upload a
new logo will replace the old custom logo (if there was one uploaded)

O Default () Custom
(111} [1]]] [(Browse.. |
tlevelone  kilevelone e

Follow the steps below to upload a new logo:

1. Click Custom and the Browse field will appear.

2. Select a logo from your files.

3. Click Upload to replace the existing logo with a new one.
4. Enter a website link if necessary.

5. Click Save to enable the settings.
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Theme Options

Here you can change the color of your homepage layout. There are three types of preset patterns for you
to choose from. The new layout will simultaneously appear in the Preview filed. Click Save to enable the

settings.
— Theme Options
— Themes ———  — Color:
Faont calar: w
® |
Preset Patterns | Fant color of configuration pe—
area:
(O | | Font color of video title: -
[ Bk color of control area: #odeafl
O -. Bk color of configuration area: -
| .
Bk color of video area: #odeafl
O Custom Frame color; -
Previow
H Wireless Network C oo
- Callaraf’ e iy
Wi Ievelone ireless Network Camera-|{ —
S Viden Stream ||
Crigital QP
Bacigrosssl Color miiee———
El@@@@@lﬂ@l Vieo vem
e Cular

Previow

---Ievelone Wireless Network Camera

Videp Stream 1 %

m ol RE

P vt

"'|9V8|Oﬂe Wireless Network Camera

""I’JI"ITE!EF"'IHI_JHHE‘
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m Follow the steps below to set up the customed homepage:
1. Click Custom on the left column.
2. Click the field where you want to change the color on the right column.

Custom
Pattern

— Theme Options

— Themes
L1
O |
[
© mm
o
|
i@ Custom |

— Color

Font color:

Font color of configuration area:

Font color of videa title:

Bl color of control area:

Bk color of configuration area:

Bk color of video area:

Frame color:

#FFFFFF

3. The palette window will pop up as shown below.

o

Hex:
Greean: l:l
Blue: l:l
Saturation: l:l
Walue: l:l

B i g
Saturation: |f4.b

N\u:halue: 54.1
A Select

4. Drag the slider bar and click on the left square to select a desired color.
5. The selected color will show up in the corresponding fields and in the Preview column.
6. Click Save to enable the settings.
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Application JAdvanced Mode|

This section explains how to configure the Network Camera to react in response to particular
situations (event). A typical application is that when a motion is detected, the Network Camera
sends buffered images to a FTP server or e-mail address as notifications.

In the illustration on the right, an event can be triggered
by many sources, such as motion detection or external - Lo -
digital input devices. When an event is triggered, YOU | . wosem dstsetion
can specify what type of action that will be performed. | i meoct / \
You can configure the Network Camera to send - -
snapshots or videos to your email address or FTP site. E—
. Srnapatert. wiceo cips v Emalk. M, HITP o
vrsbom lo dolicl avlgd  revhresk oo
=4 ]
— Event Settings
HName Status Sun Mon Tue Wed Thu Fri Sat Time Trigger
—— Customized Script
Name Date Time

Customized Script

This function allows you to upload a sample script (.xml file) to the webpage, which will save your time on
configuring the settings. Please note that there is a limited number of customized scripts you can upload;
if the current amount of customized scripts has reached the limit, an alert message will pop up. If you
need more information, please ask for LevelOne’s technical support.

Customized Script

Name Date Time
Userl 20081113 18:13:46
User2 20081113 18:11:32

Click to upload a file ——{Add] user1 v|[ Delete |

<?xml version="1.0" encoding="UTF-8"2% ~
<eventmgr version="0102">

<maxprocess>l</maxprocess>

<!-- from 08:30:00-20:30:00 on Monday to Friday every week -->
<schedule id="0">

<duration>

<weekday>l-5</weekday>

<Cime»08:30:00-20:30:00</time>

</duration>

</schedule>

<!-- Motion -->

Click to modify the Cvates soeoseriaers/statass
Script Online 4’(5&3:\13 id="1">trigger</status>

</motion>
<event id="0">

<description»Mail system log to email adddress</description>
<condition>cO0</condition>

<scheduleno>0</scheduleno>

<delay>10</delay>
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Event Settings
In the Event Settings column, click Add to open the Event Settings page. On this page, you can
arrange three elements -- Trigger, Schedule, and Action to set an event. A total of 3 event settings can be

configured.
Detect next event aﬂersecund{s}.

Mote: This can only applied to motion detection and digital input

— Trigger

(O video motion detection
O Periodically
O Digital input
& system boot

O Recording notify

— Ewvent S5chedule
sun Man Tue Wed Thu Fri Sat
Time

& Always

O From 0000 to 2400 [hhomm]

— Action

[] Trigager digital nutputfnrsecnnds
[] Maove to preset location:

Mote: Please configure Preset location first

| AddServer || AddMedia |

Server Media Extra parameter

Event name: Enter a name for the event setting.

Enable this event: Select this option to enable the event setting.

Priority: Select the relative importance of this event (High, Normal, or Low). Events with a higher priority
setting will be executed first.

Detect next event after [] seconds: Enter the duration in seconds to pause motion detection after a
motion is detected.
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An event is an action initiated by a user-defined trigger source; it is the causal arrangement of the
following three elements: Trigger, Event Schedule, and Action.

Trigger

This is the cause or stimulus which defines when to trigger the Network Camera. The trigger source can
be configured to use the Network Camera’s built-in motion detection mechanism or external digital input
devices.

There are several choices of trigger sources as shown below. Select the items to display the detailed
configuration options.

m Video motion detection
This option makes use of the built-in motion detection mechanism as a trigger source. To enable this
function, you need to configure a Motion Detection Window first. For more information, please refer to
Motion Detection on page 57 for details.

— Trigger

® Video motion detection:

Detect motion inwindow [ 1 []2[]3

Mote: Please configure Motion detection first
O Periadically:
0 Digital input
) Systern boot

' Recording notify

m Periodically
This option allows the Network Camera to trigger periodically for every other defined minute. Up to 999
minutes are allowed.

— Trigger

) video motion detection:
(¥ Periodically;
Trigger every Uther minutes
O Digital input
) Systern boat

) Recording notify

m Digital input
This option allows the Network Camera to use an external digital input device or sensor as a trigger
source. Depending on your application, there are many choices of digital input devices on the market
which helps to detect changes in temperature, vibration, sound and light, etc.

m System boot
This option triggers the Network Camera when the power to the Network Camera is disconnected.

m Recording notify
This option allows the Network Camera to trigger when the recording disk is full or when recording
starts to rewrite older data. If you want receive Recording notify message, please refer to page 76
for detailed information.
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Event Schedule
Specify the period for the event.
— Ewvent Schedule

Sun Man Tue Wed Thu Fri Sat

Time

& Always

O From 0000 [to 2400 [hhomm]

m Select the days of the week.

m Select the recording schedule in 24-hr time format.

Action
Define the actions to be performed by the Network Camera when a trigger is activated.

— Action

[] Trigger digital output fnr seconds
[] Move to preset location:| Up |

Mote: Please configure Preset location first

| AddServer || AddMedia |

Server Media Extra parameter

m Trigger digital output for [] seconds
Select this option to turn on the external digital output device when a trigger is activated. Specify the
length of the trigger interval in the text box.

m Move to preset location
Select this option, the Network Camera will move to the preset location when a trigger is activated.
Please setup the preset locations first. Please refer to Preset Locations on page 59 for detailed
information.

To set an event with recorded video or snapshots, it is necessary to configure the server and
media settings so that the Network Camera will know what action to take (such as which server
to send the media files to) when a trigger is activated.

m Add Server / Add Media
Click Add Server to configure Server Settings. For more information, please refer to Server Settings
on page 71.
Click Add Media to configure Media Settings. For more information, please refer to Media Settings on
page 74.
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Here is an example of Event Settings page:

Eventnmie:‘

[] Enable this event
Detect next event after second(s).

Maote: This can only applied to motion detection and digital input

— Trigger

(O video motion detection
O Periodically
O Digital input
® Systern boot

O Recording notify

— Event Schedule
sun Mon Tue Wed Thu Fri Sat
Time

® Always

O From 0000 to 2400 [hhomm]

— Action

[] Trigger digital output forseconds
[] Move to preset location:

Mote: Please configure Preset locations first

| Add Server || AddMedia |

Server  Media Extra parameter

[]FTP |—MNong— @

Lﬂ [] Create folders by date time and hour automatically
] MAS | —None—

[] Email |-—Mong— lg

[] HTTP |—None— |»

When completed, click Save to enable the settings and click Close to exit Event Settings page. The new
event settings / server settings / media settings will appear in the event drop-down list on the Application

page.
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Here is an example of Application page with an event setting:
—— Event Settings

Name Status Sun Mon Tue Wed Thu Fri Sat Time Trigger
Event1 OH v v W W W W W 00:00~24:00  maotion
— Server Settings
Hame Type Address/Location
NAS ns W192.168.5.122\nas
FTP ftp
Email email
HTTP http hitp:i192.168.3.10/cgi-binfupload.cai

— Media Settings
Available memory space: 3550KB

Hame Type
Snapshot snapshot
Video Clip videoclip

Recording noti recordmsg
System log systemlog

|Snapshot v |[Delete

—— Customized Script

HName Date Time

When the Event Status is ON, once an event is triggered by motion detection, the Network Camera will
automatically send snapshots via e-mail.

If you want to stop the event trigger, you can click ON to turn it to OFF status or click Delete to remove
the event setting.

To remove a server setting from the list, select a server name from the drop-down list and click Delete.
Note that only when the server setting is not being applied to an event setting can it be deleted.

To remove a media setting from the list, select a media name from the drop-down list and click Delete.
Note that only when the media setting is not being applied to an event setting can it be deleted.
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Server Settings

Click Add Server on Event Settings page to open the Server Setting page. On this page, you can specify
where the notification messages are sent when a trigger is activated. A total of 5 server settings can be
configured.

Server name: Enter a name for the server setting.

Server Type
There are four choices of server types available: Email, FTP, HTTP, and Network storage. Select the item

to display the detailed configuration options. You can configure either one or all of them.

Email: Select to send the media files via email when a trigger is activated.

Server name: |Emai| |

— Server Type

& Email:

Sender email address:

Recipient email address:

Server address:

Username:

Password:

|
|
|
|
|
Server port

[] This server requires a secure connection (33L)

O FTP:
O HTTP:

() Metwork storage:

[TestJ [SaveJ [ CIoseJ
m Sender email address: Enter the email address of the sender.

m Recipient email address: Enter the email address of the recipient.

m Server address: Enter the domain name or IP address of the email server.

m User name: Enter the user name of the email account if necessary.

m Password: Enter the password of the email account if necessary.

m Server port: The default mail server port is set to 25. You can also manually set another port.

If your SMTP server requires a secure connection (SSL), check This server requires a secure
connection (SSL).

To verify if the email settings are correctly configured, click Test. The result will be shown in a pop-up
window. If successful, you will also receive an email indicating the result.

2 hiip:i7192.160.5.12 icgi-binfadmindtestserver.czi~ ... [= | L1|[X]

3 hitp:4/192.168.5.121 /ogi- hin/adminftestserver.ozi - .. = || 1[3€]

The email has been sent successfully. Error in sending email.

Click Save to enable the settings, then click Close to exit the page.
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FTP: Select to send the media files to an FTP server when a trigger is activated.

Servername: 17 |

— Server Type

O Email:

@ FTP:

Senver address:

|
Server port:

User name:

|
Passwaord: | ‘
FTP folder name: |

Passive mode
O HTTP:

(O Network storage:

[Test|[save | [ Close |

m Server address: Enter the domain name or IP address of the FTP server.

m Server port
By default, the FTP server port is set to 21. It can also be assigned to another port number between
1025 and 65535.

m User name: Enter the login name of the FTP account.
m Password: Enter the password of the FTP account.

m Remote folder name
Enter the folder where the media file will be placed. If the folder name does not exist, the Network
Camera will create one on the FTP server.

m Passive mode
Most firewalls do not accept new connections initiated from external requests. If the FTP server
supports passive mode, select this option to enable passive mode FTP and allow data transmission to
pass through the firewall.

To verify if the FTP settings are correctly configured, click Test. The result will be shown in a pop-up
window as shown below. If successful, you will also receive a test.txt file on the FTP server.

2 hitp://192.168.5.121 fogi-binfadminfiestserver.cgi - . [= | L1 ([

<} hitp:#/192.168.5.121/c zi- bin/ad minftestserver.cei - ... |:|

ftp transmission successfully. ftp transmission failed.

Click Save to enable the settings, then click Close to exit the page.
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HTTP: Select to send the media files to an HTTP server when a trigger is activated.

Server name: | HTTP ‘

— Server Type
O Email:
O FTP:

® HTTP:

URL: | hitp://192.168.5.10/cgi-binfupload.cgi

User name: | ‘

Fassword: | ‘

(O Metwork storage:

[Test] save | Close |

m URL: Enter the URL of the HTTP server.

m User name: Enter the user name if necessary.
m Password: Enter the password if necessary.

To verify if the HTTP settings are correctly configured, click Test. The result will be shown in a pop-up
window as below. If successful, you will receive a test.txt file on the HTTP server.

A hitp:i/192.168.5.121/cgi-binfad minfiesiserver.cei- .. [ | L1|[5)

2 hitp:#/192.168.5.121 fcgi-binfadminftestserver.cgi- - [ |1 |[X)

HTTF Tranzmission successfully. Thanks HTTP Transmission failed.

Click Save to enable the settings, then click Close to exit the page.

Network storage: Select to send the media files to a network storage location when a trigger is activated.
Please refer to Network Storage Setting on page 78 for details.

Click Save to enable the settings, then click Close to exit the page.

When completed, the new server settings will automatically be displayed on the Event Settings page.
For example:

[ AddServer || AddMedia |

[]FTP | —None— %

3 [] Create folders by date time and hour automatically
] mAS | —TNone—

[J] Email |—MNone— %

e [ine— ]
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Media Settings

Click Add Media on the Event Settings page to open the Media Settings page. On this page, you can
specify the type of media that will be sent when a trigger is activated. A total of 5 media settings can be
configured.

Media name: Enter a name for the media setting.

Media Type
There are three choices of media types available: Snapshot, Video clip, and System log. Select the item

to display the detailed configuration options. You can configure either one or all of them.

Snapshot: Select to send snapshots when a trigger is activated.

Media name:| Snapshot |

— Media Type
® Snapshot:

Send pre-event image(s) [0~7]
Send post-eventimaage(s) [0~7]
File name prefix | Snapshat_

Add date and time suffix to file name
O Video Clip
) System log

O Recording notify message

m Source: Select to take snapshots from stream 1 or stream 2.

m Send [] pre-event images
The Network Camera has a buffer area; it temporarily holds data up to a certain limit. Enter a number
to decide how many images to capture before a trigger is activated. Up to 7 images can be generated.

m Send [] post-event images
Enter a number to decide how many images to capture after a trigger is activated. Up to 7 images can
be generated.

For example, if both the Send pre-event images and Send post-event images are set to 7, a total of 15
images are generated after a trigger is activated.

.......?........

Trigger Acivoion

m File name prefix
Enter the text that will be appended to the front of the file name.

m Add date and time suffix to the file name
Select this option to add a date/time suffix to the file name.
For example:

Snopshol 20080104 100341

o4

Fie name prefin  Dohe and fime sufitc
memtir_m_rlm

Click Save to enable the settings, then click Close to exit the page.
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Video clip: Select to send video clips when a trigger is activated.

Media name: Video Clip

— Media Type
) Snapshot:
@ video Clip

Source: | Stream1 |+

Pre-event recording: IZI seconds [0~9]

Maximum duration: secunds [1~10]
Maximunm file size: Kbytes [50~800]

File name prefix |‘u‘ideo Clip_ |

O System log

O Recording notify message

m Source: Select to record video clips from stream 1 or stream 2.

m Pre-event recording
The Network Camera has a buffer area; it temporarily holds data up to a certain limit. Enter a number
to decide the duration of recording before a trigger is activated. Up to 9 seconds can be set.

m Maximum duration
Specify the maximum recording duration in seconds. Up to 10 seconds can be set.
For example, if pre-event recording is set to five seconds and the maximum duration is set to ten
seconds, the Network Camera continues to record for another 4 seconds after a trigger is activated.

.....?..’.

. i

m Maximum file size
Specify the maximum file size allowed.

m File name prefix
Enter the text that will appended to the front of the file name.
For example:

Video JO0B0T04 100341

oot

Fie name et Dote and fime sulitc
The format & YTYRBMDD HHAMAES

Click Save to enable the settings, then click Close to exit the page.

System log: Select to send a system log when a trigger is activated.
Click Save to enable the settings, then click Close to exit the page.
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Recording notify message: Select to send a recording notification message when a trigger is activated.
The following is an example of a recording notification message (.txt file), which shows a list of deleted
previously-recorded data due to cycle recording.

I recording 20081111.log - Notepad
File Edit Format Wiew Help

E========= Recording Togfile s=========
Tue Moy 11 15:04:35 uUTC 2008 [recording_i0] {File mame:/mnt/samba/1ink3/20081110,13 size:39491 KE} was deleted.
Tue Mowv 11 15:04:40 UTC 2008 [recording_i0] {File Mame: mnt/samba/1ink3/20081110,14 Size:314453 KE} was deleted.
Tue Mowv 11 15:04:46 UTC 2008 [recording_i0] {File Mame: mnt/samba/1ink3/20081110,15 Size:316002 KE} was deleted.
Tue Nowv 11 15:04:53 UTC 2008 [recording_i0] {File Name:/ mnty/samba/19nk3/20081110,/16 S7ze:317837 KE} was deleted.
Tue Moy 11 15:05:00 uTC 2008 [recording_io] {File mMame: mnt/samba/1ink3 /2008111017 Size:314446 KB} was deleted.
Tue Moy 11 15:05:06 uTC 2008 [recording_i0] {File mame: mnt/samba/1ink3/20081110,18 Size:319385 KB} was deleted.
Tue Moy 11 15:05:12 uTC 2008 [recording_i0] {File mMame:/mnt/samba/1ink3/20081110,1%9 Size:353814 KB} was deleted.
Tue Moy 11 15:05:18 uTC 2008 [recording_i0] {File mame:/mnt/samba/1ink3/20081110,20 size:361501 KE} was deleted.
Tue Mowv 11 15:05:24 UTC 2008 [recording_i0] {File Mame: mnt/samba/1ink3/20081110,21 S5ize:359323 KE} was deleted.
Tue Now 11 15:05:30 UTC 2008 [recording_i0] {File nName: mntyssambas19nk3/20081110,/22 S1ze:288818 KE} was deleted.
Tue Moy 11 15:06:31 uTC 2008 [recording_io] {File mame: mnt/samba/1ink3 /2008111023 Size:207849 KB} was deleted.
Tue Moy 11 15:06:37 UTC 2008 [recording_io] {File mame: mnt/samba/1ink3 /2008111100 Size:207930 KB} was deleted.
Tue Moy 11 15:06:43 uTC 2008 [recording_i0] {File mMame: mnt/samba/Tink3/20081111 /01 Size:204354 KB} was de]eted.:ﬂ

] ] @i

[l

When completed, click Save to enable the settings and click Close to exit this page. The new media
settings will appear on the Event Settings page.

You can continue to select a server and media type for the event.

| Add Server || Add Media |

Server Media Extra parameter

[] FTP
[] Email |Snapshot

Yidea Clip
[] HTTFP |System log

Recording notify

[] Create folders by date time and hour automatically

] NAS |—Nnne— v

m Create folders by date, time, and hour automatically: If you check this item, the system will generate
folders automatically by date.

m View: Click this button to open a file list window. This function is only for Network Storage.
The following is an example of a file destination with video clips:

[]» 20081120 The format is: YYYYMMDD

[]# 20081121 Click to open the directory

[] & 20081122

Click to delete selected items—{—{ Delete | | Delete all {—Click to delete all recorded data
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Click 20081120 to open the directory:

The format is: HH (24r)
Click to open the file list for that hour

< 07 03 09 10 11 12 13 14 15 16 17 >
file name size date time
[ ]|Recordingl 58.mp4 2526004 2008/11/20 07:58:28
[ ]|Recordingl 59.mp4 2563536 2008/11/20 07:59:28
[ Delete | [ Deleteall | | Back |
I
I
Click to delete Click to go back to the previous
selected items level of the directory
Click to delete all
recorded data
< 07 03 09 10 11 12 13 14 15 16 17 >
file name size date time
[]|Recordingl 58 .mp4 2526004 2008/11/20 0758|128
[]|Recordingl 59.mp4 2563536 2008/11/20 07159128
[ Delete ||| Deleteall | | Back |

The format is: File name prefix + Minute (mm)
You can set up the file name prefix on Media Settings page.
Please refer to page 74 for detailed information.
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Recording |Advanced Mode|

This section explains how to configure the recording settings for the Network Camera.

Recording Settings

— Recording Settings

Mote: Before setup recording, you have to setup network storage firstvia Server page

HName Status Sun Mon Tue Wed Thu Fri Sat Time Source Destination

(4| [v] [Detete]

NOTE

» Before setting up this page, please set up the Network Storage on the Server Settings page first.

Network Storage Setting
Click Server to open the Server Settings page and follow the steps below to set up:
1. Fill in the information for your server.

For example:

>Server Settings |
2

Server name: |NAS |
— Server Type

. Email:

FTP:
' MNetwork storage path
COHTTR (Wserver name or IP address\folder name)

1 | @ Metwark storage;

MNetwork storage location: |1‘L192.168.5.1221na5 |

(For example:
Wmy_naswdiskifolden
Warkgrougp:
sername:

Passwaord:

I Test I Save I Close
2 4

User name and password for your server

Done | | | | | | 8 Internet

2. Click Test to check the setting. The result will be shown in the pop-up window.

A hitp:/192.168.5.151 fcgi-binfadminftestserver.... [= |

X]

Mount successfully. Thanks

| . Internet | . Internet
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If successful, you will receive a test.txt file on the network storage server.

¥ NAS on ritali

File Edit ‘iew Faworites Tools  Help

OBack s e b @ |pSearch %Fnlders

v

address | ViritaliMas

File and Folder Tasks @ =E Text Document

Eﬁ Renarne this File

&' Maovee this File
Copy this file

&3 Publish this file ko the teb
(Z) E-mail this file
iy Print this file

¥ Delete this file

Other Places

3. Enter a server n

4. Click Save to complete the settings and click Close to exit the page.

=

tesk, bxk

1kB

B test.txt - Notepad
File Edit Format View Help

(2}

ame.

Recording Settings
Click Add to open the recording setting page. On this page, you can define the recording source,
recording schedule and recording capacity. A total of 2 recording settings can be configured.

B

[MOTIFICATION]The Rresult of Serwver Test of vour IP Camera
|

Recording name: |Viden

Enahle this recording

Priarity | Mormal s

Source:| Streaml s

Time

— Recording Schedule

@) Alvways

O From 00:00  to 2400 [k

Sun Man Tue YWed Thu Fri Sat

Destination

Capacity:

) Entire free space

& Limit recording size in Mbytes

File name prefix | Recording1_ ‘

Enable cyclic recording

Reserved amount: Mbytes

Mote: To enable recording notification please configure Application first

Recording name: Enter a name for the recording setting.

Enable this recording: Select this option to enable video recording.

Priority: Select the relative importance of the recording setting (High, Normal, and Low).
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Source: Select the recording source (stream 1 or stream 2).

Recording Schedule: Specify the recording duration.

m Select the days of the week.
m Select the recording start and end times in 24-hr time format.
Destination: You can select the network storage to store the recorded video files.

Capacity: You can choose either the “entire free space available” or “limit the recording size”. The
recording size limit must be larger than the reserved amount for cyclic recording.

File name prefix: Enter the text that will be appended to the front of the file name.

Enable cyclic recording: If you check this item, when the maximum capacity is reached, the oldest file
will be overwritten by the latest one. The reserved amount is reserved for cyclic recording to prevent
malfunction. This value must be larger than 15 MBytes.

If you want to enable recording notification, please click Application to set up. Please refer to Trigger >
Recording notify on page 67 for detailed information.

When completed, select Enable this recording. Click Save to enable the setting and click Close to exit
this page. When the system begins recording, it will send the recorded files to the Network Storage.
The new recording name will appear in the drop-down list on the recording page as shown below.

To remove a recording setting from the list, select a recording name from the drop-down list and click
Delete. — Recording Settings

Mote: Before setup recording, you have to setup network storage first via Server page

Name Status Sun Mon Tue Wed Thu Fri Sat Time Source  Destination
Video ON i i W W i i W 00:00~24:00  stream? NAS

m Click Video (Name): Opens the Recording Settings page to modify.
m Click ON (Status): The Status will become OFF and stop recording.

m Click NAS (Destination): Opens the file list of recordings as shown below. For more information about
folder naming rule, please refer to page 77 for details.

[] = 20081120
] = 20081121
[+ 20081122

| Delete | [ Deleteall |
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System Log |Advanced Mode|

This section explains how to configure the Network Camera to send the system log to the
remote server as backup.

Remote Log
— Remote Log
[]Enable remote log
Log server settings
port: 514

You can configure the Network Camera to send the system log file to a remote server as a log backup.
Before utilizing this feature, it is suggested that the user install a log-recording tool to receive system log
messages from the Network Camera. An example is Kiwi Syslog Daemon. Visit http://www.kiwisyslog.
com/kiwi-syslog-daemon-overview/.

St Kiwi Syslog Daemon (Version 7.1.4)
File View Help

@ @ |pisplay 00 Detaul) |

Date | Time | Prioity | Hostname | Message |QJ
01-12-2008 15:21:32 User.Info 192.168.5.121 on, IP=192.168.5.122 EJ
01-12-2008 15:21:31 User.Info 192.168.5.121 on, IP=192.168.5.122
01-12-2008 15:20:47 Sypslog.Info  192.168.5.121 =spslogd 1.4.1: restart.

l
[100% | 3MPH | |15:34 | ;1122008 |

Follow the steps below to set up the remote log:

1. In the IP address text box, enter the IP address of the remote server.

2. In the port text box, enter the port number of the remote server.

3. When completed, select Enable remote log and click Save to enable the setting.

Current Log

— Current Log
Jun 30 13:46:52 syslogd 1.4.1: restart.
Jun 30 13:46:56 [DRM Service]. Starting DEM service.
Jun 30 13:47:06 [IR Cut Control]: Day mode
Jun 30 13:47:08 [IR Cut Control]: Day mode
Jun 30 13:47:09 [SYS]: Serial number = 0002D107258A
Jun 30 13:47.09 [SY3]. System starts at Mon Jun 30 13:47.09 UTC 2008
Jun 30 13:47:09 [NET]: === NET INFO ===
Jun 30 13:47:09 [NET]: Host IP = 192.168.5.151
Jun 30 13:47:09 [MET]: Subnet Mask = 255 255 2560
Jun 30 13:47:09 [NET]. Gateway = 182.165.5.1
Jun 30 13:47:09 [NET]: Primary DNS = 192.168.0.10
Jun 30 13:47:09 [MET]. Secondary DMS = 192.168.0.20
Jun 30 13:47:10 [SYS]: Recording entry 0 stop
Jun 30 13:47:10 [SY3]: Recording entry 1 stop
Jun 30 13:47:11 [EVENT MGR]: reload config file
Jun 30 13:47:34 [Chronos]: Sync with NTP server failed!

This column displays the system log in chronological order. The system log is stored in the Network
Camera’s buffer area and will be overwritten when reaching a maximum limit.

3
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View Parameters |Advanced Mode

The View Parameters page lists the entire system’s parameters in alphabetical order. If you

need technical assistance, please provide the information listed on this page.

— Parameter List

= il 1

I

system hostname='Wireless Network Camera'
system ledoff='0"

system date='2009/05/21"

system time='16:40:01"

system datetime='052116382008.08"
system ntp="'"

system timezoneindex="320'

system davlight enable='0'

system davlight dscactualmode='1"'

system daylight auto kegintime='NONE'
system daylight auto endtime='NONE'
system daylight timezones=',6-360,-320,-280,-240,-241,-200,-201,-1:
system updateinterval='0"'

systen info modelname='"PZTlx2'

system info extendedmodelname='PZTlx2'
system info serialnumber='0002D1778833"
system info firmwareversion='PZT1X2Z-WVVIK-0102c'
system info language count='S'

system info language i0='English'
system _info language_il='Deutsch'
system info language_ i2=' Ezpafiol"
system info language i3='Frangais'
system info language i4='Italiano'
system info language is='HFE'
system info language_ i6&=' Portugués'
system _info_language i7=' fElEch i
system_info_ language ig='Bifich=
system info language_ ig=''

system_info language_ ilo0='"'

system _info language_ ill='"'

system info language il2='"'

system info language 113='"'

system info language il4=''

system info language ils=''

system info language ile=''

system info language il7=''

I

>
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Maintenance

This chapter explains how to restore the Network Camera to factory default, upgrade firmware

version, etc.
Reboot
|7Reb00t the device

This feature allows you to reboot the Network Camera, which takes about one minute to complete. When
completed, the live video page will be displayed in your browser. The following message will be displayed
during the rebooting process.

Reboot

The device is rebooting now. Your browser will reconnect to http:/192 168.5.151:80/
Ifthe connection fails, please manually enter the above IP address in your browser.

If the connection fails after rebooting, manually enter the IP address of the Network Camera in the
address field to resume the connection.

Restore

Restore

Restore all settings to factory default except settings in

[] Metwork Type  [] Daylight Saving Time  [] Custom language

This feature allows you to restore the Network Camera to factory default settings.

Network Type: Select this option to retain the Network Type settings. (Please refer to Network Type on
page 32.)

Daylight Saving Time: Select this option to retain the Daylight Saving Time settings. (Please refer to
System on page 24.)

Custom Language: Select this option to retain the Custom Language settings.

If none of the options is selected, all settings will be restored to factory default.
The following message is displayed during the restoring process.

The device is rebooting now. Your browser will reconnect to http:/192.168.5.151.80/
Ifthe connection fails, please manually enter the above IP address in your browser.

Calibrate

Calibrate

Recalibrate the home position to the default center to recover the tolerance caused by some

external farces.

This feature re-calibrate the home position to the default center to recover the any displacement caused
by external forces. Please note that there is no confirm message box after clicking on Calibrate, and the
Network Camera will calibrate immediately.
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Export / Upload Files | Advanced Mode|

This feature allows you to Export / Upload daylight saving time rules, custom language files, and setting

backup files.

— Export files

Export daylight saving time configuration file Export

Export language file Export

Export setting backup file

Export

— Upload files

Update daylight saving time rules |

| Browse... || Upload

Update custom language file |

| Browse... || Upload

Upload setting backup file |

| Browse... || Upload

Export daylight saving time configuration file: Click to set the start and end time of DST.

Follow the steps below to export:

1. In the Export files column, click Export to export the daylight saving time configuration file from the

Network Camera.
2. A file download dialog will pop up as shown below. Click Open to review the XML

store the file for editing. File Download

X
Do pou want to open or zave this file?

Mame: config_dst.xml
Type: %ML Document, 11.1 KB
192.1658.5.151

<>

Fromm:

[ Open

J {

Save JI Cancel I

W'hile filez from the Internet can be useful, zome files can potentially
harm your computer. 1F pou do not trugt the zource, do not open o
zave this file, What's the risk?

v

file or click Save to

3. Open the file with Microsoft® Notepad and locate your time zone; set the start and end time of DST.

When completed, save the file.

In the example below, DST begins each year at 2:00 a.m. on the second Sunday in March and ends at

2:00 a.m. on the first Sunday in November.

= config_dst - Notepad

File Edit Format View Help

<Day></Day>
<weekinMonth:First<weekinMonths
<Dayofweek>sunday</Dayofweek >
<HouUr=2</Hour >
EndTime
</TimezZonex
<Timezone id="-240"
<StartTimes
<shift=60<¢/shift>
<Monthz3</Month:
<Day></Day>
<weekinMonth:second<weekinMonths
<Dayofweek>sunday</Dayofweek >
<HOUr=2<//Hour >
</ /startTimes
<EndTimes>
<shiftz-a0</shifts
<Month=11<,/Mont b
<Day></Day>
<weekinMonth:First< weekinMonths
<Dayofweek >sunday< /Dayofweeks
<HOoUr=2<//Hour:
</EndTime>
</TimezZonex

name="{GMT-06:00) Central Time (Us and Canada)"=>
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Upload daylight saving time rule: Click Browse... and specify the XML file to upload.

If the incorrect date and time are assigned, you will see the following warning message when uploading
the file to the Network Camera.

I® config_dst - Notepad

A http://192.168.5.121 /cgj-binfadmin/upload.cei - Micresoft Int... [= || Z1/[X]

File Edt Faormat View Help

<Day»</Day> -
<waekinMonth>First< weakinMonths= 8
<bayofweek>sunday</Dayofweek>
<HOUF>2 </ Hour >

Imvalid <Month» walue in TiweZone id: -240 . . .

</EndTimex>
</Timezone:
<Timezone id="-240" name="(GMT-06:00) cCentral Time (Us and cCanada)'s
<StartTime>
<shift>60</shifts
<Day><,;Day>
<wieekinMmonthz>second< AweekinMonths
<bayofweek>sunday</Tayofweek>
<HOUF =2 < HOUr =
</startTimes
<EndTimex
<shift>-60</shift>

[

<Month>1ll</Months
<Day»</Day>
<waekinMonth>First< weakinMonths=
<bayofweek>sunday</Dayofweek>
<HOUF>2 </ Hour >
</EndTimex>
</Timezone:
<Timezone jd="-241" name="(GMT-06:00) Mexico City">

1| — . ] [}

3]

&

The following message is displayed when attempting to upload an incorrect file format.

Microsoft Internet Explorer

" E The File must have a .xml filename suffix,

Export language file: Click to export language strings. LevelOne provides nine languages: English,
Deutsch, Espafiol, Frangais, Italiano, HZEE, Portugués, ffA=3z, and $4 ¥ <.

Upload custom language file: Click Browse... and specify your own custom language file to upload.

Export setting backup file: Click to export all parameters for the device and user-defined scripts.

Upload setting backup file: Click Browse... to upload a setting backup file. Please note that the model
and firmware version of the device should be the same as the setting backup file. If you have set up a
fixed IP or other special settings for your device, it is not suggested to upload a settings backup file.

Upgrade Firmware

Upgrade firmware

Select firmware ﬁle| | Browse. ..

This feature allows you to upgrade the firmware of your Network Camera. It takes a few minutes to
complete the process.
Note: Do do not power off the Network Camera during the upgrade!

Follow the steps below to upgrade the firmware:

1. Download the latest firmware file from the LevelOne website. The file is in .pkg file format.

2. Click Browse... and specify the firmware file.

3. Click Upgrade. The Network Camera starts to upgrade and will reboot automatically when the upgrade
completes.

If the upgrade is successful, you will see “Reboot system now!! This connection will close”. After that, re-
access the Network Camera.
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The following message is displayed when the upgrade has succeeded.

The following message is displayed when you have selected an incorrect firmware file.
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