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Safety

FCC WARNING

This equipment may generate or use radio frequency energy. Changes or modifications to this equipment may cause harmful interference unless
the modifications are expressly approved in the instruction manual. The user could lose the authority to operate this equipment if an unauthorized
change or modification is made.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These
limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses,
and can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

1) Reorient or relocate the receiving antenna.

2) Increase the separation between the equipment and receiver.

3) Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

4)  Consult the dealer or an experienced radio/TV technician for help.

CE Declaration of conformity
This equipment complies with the requirements relating to electromagnetic compatibility, EN 55022 class B for ITE, the essential protection

requirement of Council Directive 89/336/EEC on the approximation of the laws of the Member States relating to electromagnetic compatibility.

CE Marking Warning

Hereby, Digital Data Communications, declares that this (Model-no. WUS-3200) is in compliance with the essential requirements and other
relevant provisions of Directive 1999/5/EC.

The CE-Declaration of Conformity can be downloaded at:

http://www.levelone.eu/support.php

€fFc X
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Introduction

Thank you for purchasing LevelOne MFP Server (in the following referred to as “MFP
Server”). The MFP Server is designed to connect with All-In-One device or Multifunction
Peripheral such as printers, and scanners, to the network, allowing all network users to access

the USB devices.

About this Manual

This manual provides introductory information as well as detailed instructions on how to set up
and manage MFP Server in various network environments. LevelOne offers 3 models of MFP
Server; all models have a 10/100Mbps LAN port. However, FUS-3100 has only one USB port,
while both FPS-3003 and WUS-3200 have two USB ports. Compared with FPS-3003,
WUS-3200 offers an additional wireless module (802.11b/g). Except for the wireless
configuration, most configuration and operations are similar between all models. Unless explicitly

specified, all instructions in this user manual apply to LevelOne MFP Servers.

To fully benefit from this document, user should be familiar with basic networking principles. The
instructions described in this manual are based on the setup for new MFP Server. To reload the
Factory Parameters, user can reset this MFP Server back to Factory Default, which will restore

most of the settings. For details, please refer to the chapter “Restore Factory Defaults”.

Customer Support

Should you require any technical assistance, please contact with your local dealer. Or please

visit our website at http://www.levell.com for latest product information.

This document is subject to changes without prior notice.



1. Product Overview

Package Contents

Verify that nothing is missing from the package by using the checking list below. Please contact
your local dealer if anything is missing or damaged. All packing materials are recyclable. Please

confirm the items in the package below:

e MFP Server (FUS-3100/ FPS-3003 / WUS-3200)
e Power Adapter
e CD Manual/Utility

oQuick Installation Guide

Product CD

The CD contains MFP Server Control Center software, User Manual and Quick Installation

Guide.

Start-up Procedures

If user’'s computer is configured to auto start CDs, this CD will start automatically when inserted.
User can also navigate to the CD and start the autorun.exe file from within the Windows file

manager.

Physical Description

Power Adaptor Connector: DC IN 12V/1A adaptor
Init Button: to initialize MFP Server (factory default)
Ethernet Connector: RJ-45 connector
USB Host Ports: USB 1.1/2.0 compliant
Indicators
Power Indicator is lit up while power is applied. If the LED did not light up, or if it

blinks, there is a problem with the MFP Server or power adapter.



Link/LAN Status is lit up while network is applied. If the LED did not light up, then
this MFP server may not connect to the network properly.

Wireless Indicator (WUS-3200) is lit while wireless network is applied. If it is not lit,
it indicates that the MFP server does not connect to wireless network (in the last
firmware implementation, wireless station mode access is disable while Ethernet
network is applied).

ACT/Status (FUS-3100/FPS-3003) Indicator blinks to indicate network activity.
USB Indicator is lit up while USB device connects to USB Port of MFP Server. If it

does not light up, or if it blinks, please check the USB device and MFP Server.

Configuration and Management

The MFP Server can be configured and managed from its internal web pages or from the Control
Center. These web pages or PC tools offer user a management tool suitable for all supported

network environments.

Features and Benefits

MFP Server provides the following features and benefits:
Reliability: The MFP Server provides high performance and reliability combined with low

power consumption.

Easy to Install: The MFP Server installs, operates, and is managed in a reliable and easy
fashion.

Security: Able to assign administrator name and password to restrict login.

Monitoring: MFP Server’'s web pages and user software allows user to continuously

monitor the status of connected USB devices.

Future Proof: The firmware stored in the MFP Server’s Flash memory can be upgraded
over the network. This allows user to quickly update and enhance its operational features

when new software becomes available.



2. Basic Installation

Connecting the Hardware

Connect the MFP Server to the network with a twisted-pair cat.5 or cat.6 cable,

10baseT or 100baseTX.

Connect the Power Adapter to the MFP Server. The power indicator will light up and
USB indicators will flash. When the Link indicator lights up, the MFP Server has
properly connected to the network.

Please make sure the USB device is switched off before connect to the MFP Server.

Connect the USB device to the USB port with the USB cable.

Turn on the USB device and make sure it is ready for use.

Assigning an IP Address to the Server

Preliminary

If there is DHCP server available on the network, the MFP Server will grant an IP
address automatically. The IP address will then appear on the Control Center. If there is
no DHCP server to assign IP address to the MFP Server, the MFP Server will use the

Factory default IP address as 192.168.1.100.

IP Address

The Control Center will automatically search MFP Server and list its IP address.

Fix IP Address

Manually assign IP; user must obtain an unused IP address from your network administrator.



Host Names and Host Name Rules
The default Host Name of the MFP Server is “FUS-3100”, “FPS-3003” or “WUS-3200", depend

on the model user has purchased.

If user installs two or more MFP Servers with same model type in the local area network, to avoid
conflict by using the same Host Name, user should change the Host Name by using the Control
Center or access to the MFP Server’s web pages. The Host Name should be no longer than 15

characters.

Setting the IP Address Using DHCP
Follow the instructions below to get an IP address using DHCP:

1. Edit or create a scope in the DHCP manager of the DHCP daemon. The entries included
in this scope should contain the following parameters:
range of IP addresses
subnet mask
default router IP address
DNS server IP address

lease duration

2. Activate the scope. MFP Server automatically gets the DHCP parameters. If user is using
DNS, it should include at least one DNS server IP address in the DHCP scope or manually

set the DNS server IP address using MFP Server’s web pages or the Control Center.

Setting the IP Address Using the Control Center

1. Install the Control Center. The Control Center is available in the Product CD. Follow the

on-screen display to complete the Control Center installation.

2.  Start the Control Center and Auto-searching MFP Server window will appear.

@ LevelOne MFP Server n Image Burner

|
CS'J Qutlook Express n MFP Server Control Center ‘

. Remote Assistance 25 Uninstall

10



3.

5.

If the tool finds multiple MFP Servers in the local area network, user has to select one of

the MFP Servers from the Server List.

MFP Server Control Center !Z l@gl
System  Trok  Help

Refresh Golo Configue ool
Server List Horepage — Serves

L DB MW W% 2 e

=« WUS3200.-192168.1.101 [ Modet : WUS-3200(R) ]
. Printzr - Hewlet-Packard - ho Lasziet 3020
W FLIS-3100-192 16850 203

=+l

Double click the highlight list and enter the MFP Server's administrator (default: admin)

and password (default: admin).

Login to FPS-3003 X

22, Administrator : ‘ ‘

B

Password : | ‘

[ Login ] [ Cancel ]

After logged in successfully, select TCP/IP from the MFP Server menu. IP Address

setting dialog appears.

11



MEP Server Control Center

~ Set TCP/IP Corfiguiation

=
W8 CurentP: 132168.50202
L}

—

O Autcenatically oet [P by DHCP

@ Stz IP
IP éddress |12 68 @ ow
Subnet Mask | 75 255 255 0
Defzuit Gaeway I
DNS Sewver l

(e ] Awoly

Select the prefer IP setting method corresponding to the local area network (static or
dynamic using DHCP). When assigning a static IP address user also has to define
Subnet Mask and Default Gateway. If user chooses Automatically get IP by DHCP,
he/she can use desired DNS by clicking the Manual DNS button and manually

assigning a DNS.

Click Apply to save the settings. And the MFP Server will reboot.

When reboot is completed, device has now finished the procedure of setting the IP

address.

12



Setting the IP Address Using MFP Server's Web Pages

1. The IP address of MFP Server will display in the Server List. Open IE Browser and then

5
enter the MFP Server’s IP address or click the Home Icon o of the Control Center to

access the MFP Server's Homepage.

MEP Server Control Center

System Tools Help

po, 0 E" % rb‘“ m .Z'

Refresh Goto Configure
Server List Homepage | Server

s b

=« WUS-3200 - 192.168.1.101 [ Madel : WUS-3200(R) |

" Printer - Hewlett-Packard - hp Laser) et 3020
+ -« FUS-3100 - 192.168.50.203

2. Go to the web page and click on CONFIG icon.

LevelOne

HOME | STATUS CONFIG | SONTACT US

CONFIG

-Genecal Configuration

W crae
Login to LevelOne FUS-3100
-Us@l Accounts
Wl Restant Server Adwmmistrator
W vaintenance Paisesed
[ Login ][ Cancel |
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3.  Enter administrator (default: admin) and password (default: admin).

4. Click TCP/IP icon.

CONFIG
B General Configuration Set TCP/IP Configuration
B cenp TCPIP
(= Antomancally get IP by DHCP
. User Accounts vl M.i!ll,lﬂ] DIIS
. Restart Server O Stene [
Bl vaitenance P Address 192.168.1.100

Sibnet Mask 255.255.255.0
Defalt Gateway 7

DNS Server

|‘VSuAbrnil || Reset l

6
@

ll
FUE
1 [m]

W |
o

5. Select the prefer IP setting method corresponding to the local area network (static or
dynamic using DHCP). When assigning a static IP address user also has to define
Subnet Mask and Default Gateway. If user chooses Automatically get IP by DHCP,
he/she can use desired DNS by clicking the Manual DNS button and manually

assigning a DNS.

6. Click Submit to save settings, the MFP Server will then reboot. Once reboot is

completed, the device has now finished the procedure of setting the IP address.

14



Wireless configuration

Preliminary

Before access the wireless network, wireless parameters should be set correctly. Users
have to setup the first wireless parameter set through LAN connection.

Wireless access can be set as 1. Infrastructure (station) mode, which need an access
point to route network messages, or 2. Ad-hoc mode, which connect nearby wireless
PC/devices with the same SSID (Service Set ID).

Wireless access can be secured by WEP64, WEP128, or WPA-PSK/TKIP.

In infrastructure mode, if network administrator wants to change any security related
parameters, WUS-3200 should be changed first, and then access point. If parameters
mismatch causes wireless access is not allowed, users have to modify those
parameters through LAN connection.

In infrastructure mode, the maximal transfer rate is 54 Mbps depending on access
point’s capability. In ad-hoc mode, only 802.11b (the maximal transfer rate is 11 Mbps)

is allowed by specification.

Set Wireless Configuration Using MFP Server Control Center

Install MFP Server Control Center utility. MFP Server Control Center utility is available
in the Product CD.
Start MFP Server Control Center utility and Auto-searching MFP server window will

appear.

fi LevelOne MFP Server n Image Burner |

Cﬁ Outlook Express n MFP Server Control Center ‘

¢ Remote Assistance e 5 Uninstall ’

e = |
Note

If the wireless parameters are not correct or haven’t been setup yet, user
must to use LAN to access MFP Server Control Center.

15



If the tool finds MFP servers in the local area network, then users have to select a MFP

server from the server list.

MEP Server Control Center
System Tools Help

P HRB % B %2

Refresh Goto Configure: Auto-Cannest Awto-Connset Cornect  Disconnsat Metwark N
Server List Homepage — Server Printer Fas . Scantet Storages

&« WUS5-3200 -192.168.1.101
‘ i Printer - Hewlett-Packard - hp Laser) et 3020 FREEICEENEEERERRSIEEY
-« FUS-3100 - 192.168.50.203

Double click the highlight list and type the server’s administrator (default: admin) and

password (default: admin).

Login to WUS-3200 @

’?}g Sdministrator ; ladmin

RRRHK

X Cancel l

Password: I

16



When login successfully, from the MFP Server menu, select wireless. Then Wireless

dialog setting appears.

MEP Server Control Center

| Generel Corfiaaation | TCPAP | Wireks: | Sumoosted Protocols | Use: Aczaurts | Martenance.

SetWirstess Conlfiqurstion

@-l Regio or Domain 7
— " GwionName  (O11E5002E27
Network Type Tnﬂastlu_TT
5510
ChannelMo Ao v

SecutpSystem | Disable [

In order to join an existing wireless network, users have to set the correct network type
(infrastructure or ad-hoc), SSID, and the correct security method with the correct key

information.

If the wireless network is secured by WEP64 or WEP128, authentication method, key

index, and WEP key must be set correctly.

If the wireless network is secured by WPA-PSK/TKIP, WPA2-PSK, the shared key must be set

correctly.

17



SHEP Ernail M aintenance
General Configuration TCRAP wireless Supported Protocaols Uszer Accounts

Set"Wireless Confiquration

L";ET|| Fiegion or Domain | LS4, w
Station M ame 00-11-E5-00-00-11
M etwark Type [nfrastructure w
551D KCODES

Channel Mo Auto

Security Syztem ( WRA-PSEANMPAZPSE W )
WPA-PSE Settings

K.ep Farmat Pazzphraze (8763 chars]

Pre-Shared Key | 1234567290

Encrpption TEIFAAES =

Mate : WEA-PSE. iz nat available with ad-hoc netwarks,

Click Apply to save the settings. And then MFP server will reboot.

Users have now finished the procedure of setting the wireless parameters.

Note

In infrastructure mode, WUS-3200 searches all channels to join the matched wireless service set. In ad-hoc mode,
WUS-3200 searches all channels to join the matched wireless ad-hoc service set too, however, if none are found,
WUS-3200 creates that service set in the assigned channel. In ad-hoc mode, WPA-PSK/TKIP is not allowed.

18



Set Wireless Configuration Using MFP Server's Web Page

User is able to tell the IP address of MFP server from the server list. Open IE Browser and

enter server’s IP address or click the Home Icon of MFP Server Control Center utility.

MFP Server Control Center
System Tools Help

») \ 7% > v v
£ WIER:
Refresh Goto Configure:  Auto-Contect Auto-Cornedt
Server Listl Homepage | Server Prirter

Note

If the wireless parameters are not correct or not set yet, users have to use
LAN to access Web Pages.

If the TCP/IP parameters of WUS-3200 are not correct, users have to use MFP
Server Control Center to set the TCP/IP parameters first.

Go to the web page and click CONFIG icon.

LevelOne

HomMmn I srvaTus cCoONrIG CONTACT US
——

LeEvVELONE WUS-OZ=200

Welcome to the WUS 3200 web configuration,
e« Click STATUS to show your system status,
« Click CONFIG 1o adjust oach setting of the device.,

= Click CONTACT US 1o view tho company info,

Administrator login (default: admin) and password (default: admin).

Login to LevelOne WUS-3200

Aodrmmistrator |admin

FPasaswaord 1....-

[ Login J[ Cancel J

19



Click Wireless icon.

In order to join an existing wireless network, users have to set the correct network type
(infrastructure or ad-hoc), SSID, and the correct security method with the correct key

information.

LevelOne
HOME | STATUS | CONFIG CONTACT US
CONFIG
.Gmmml Configuration Set Wireless C°“ﬁi""ﬁ°“
BUSE Devics information
Regon or Domam | US4 v
Station Name D0-11-E5-00-00-42
Netword: Type Infrastauctura »
pported Protocols 5D |
Chanrel No T
.User Accounts ,
Socuriy ]
Wsuve Securily Systera | Disable v
.Enran B s
[_Subimit | }_l::esel |
W restan Secver
W aintenance
| =1V,

ocl

0 Wi=]r -

-

8] W]
B INET )

If the wireless network is secured by WEP64 or WEP128, key index and WEP key must

be set correctly.

20



Set Wireless Configuration

Eegion or Domain | USA v
Station Mame 00-11-E5-00-00-11
Metworl Type Infrastructure
=D KCODES

Channel Mo Auto

mecurity System EE!‘F‘A—F‘SK:"‘-NF‘A}F'SK e g

WPA-PSE Settings Eey Format Passphrase (B~63 charg) v
Pre-Zhared Eey| 1234567850

Encrvption TKIPAAES
Haote: WEA-P3E iz not avatdable with ad-hoc networles.

[ Submit ][ Reset ]

If the wireless network is secured by WPA-PSK/TKIP, the shared key must be set correctly.

Click Submit to save the new settings. And the MFP server will reboot. Users have now
finished the procedure of setting the wireless parameters.
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Note

In infrastructure mode, WUS-3200 searches all channels to join the matched wireless service set. In
ad-hoc mode, WUS-3200 searches all channels to join the matched wireless ad-hoc service set too,
however, if none are found, WUS-3200 creates that service set in the assigned channel. In ad-hoc
mode, WPA-PSK/TKIP is not allowed.
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3. Using the MFP Server

Introduction to the New Technology of MFP Server

For printers and scanners, there is no industrial standard. In order to support many different
models of printers and scanners from various brands, we have adapted the new technology,
called “Software Bus”. Software Bus is created to solve the compatibility issue. With the Software
Bus technology, it is not necessary to implement printer/scanner drivers. Instead, it relies on
printer/scanner drivers that are installed on PCs. In the field of traditional network print server,
the common protocols used are, for example, SMB/CIFS, LPR, raw TCP, and IPP. However, in
order to reduce cost, many printer vendors produce so-called GDI or host-based printers. For
technical reasons, these kinds of printers can not work with the traditional network printer
protocols. The Software Bus technology can also deal with this problem. The basic concept and

the usage of Software Bus will be introduced in this chapter.

Connect & Disconnect

The new technology of MFP server allows user to use USB printers or USB MFPs as if it were
connected directly to the PC, although it is actually connected to the MFP server. The
“Connect” button is a software operation that simulates an actual plug-in USB device. The
“Disconnect” operation is a software operation that simulates the disconnection of the USB

device.

MFPR Server Control Canter
Syzmermn Toalz Help

2 = »- =
3 ' N i =
s . 3 Py A8 =SB S
Fiefrash AutoConact Ato-Conrect M=tk
Sewrvmr Lt Frivtes Fes Scennes

' =/ > FPS5.Z003.192165.70.20 + Zet Auto-Correct Prinker

=

i« FLIS-3700-192168.50 203

Sulo Coned Pater

23



How to Use

Driver Installation

This section will describe how to use the new technology of MFP Server to do driver installation
for a USB device. Before the installation, please make sure that the PC can access the MFP
server via TCP/IP. The simplest way to do this is using “Control Center” to search for the MFP
server on the network and change its IP address to be the same subnet as the PC. If the MFP
server and the PC are not in the same TCP/IP subnet, Control Center will show the MFP server
in green, as the following figure. User must change the IP address (or using DHCP) of the MFP
server so that the MFP server and user’s PC are in the same subnet. When Control Center

shows the MFP servers in blue, meaning user can now safely access the MFP server.

MFP Server Control Center @@

owstern  [ools Help

() “ -~ ~ W ‘3 v e
P OB %W W B R 2
Fefresh Goto Corfigure Autc-Carnect. auta-Conts COMNE Nzconnest letivor
Server Liss Homepags  Server Tinite Fax artie tarans

G-« WIUS-3200 -192.168.1.101 [ Model : WUS-3200(R] ]
i Prnter - Hewteti-Fackard - hp Laseset 2020
@« FUS-3100 -132168.50 203
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Please see below steps for USB printer or USB Multifunction printer driver installation.

A.
B.
C.

D.

m

Power on the MFP server and switch on the USB device.
Connect the USB device to MFP server. The LED of the USB port will light-on.
Run the Control Center. In the “MFP Server List” window, user is able to see the host names

and IP address of the MFP server (in blue) on the network, as the following figure.

MFP Server Control Center

Syetern Tools  Help

P B O e B% W W W

Refresh  Configure Goo Server
SerrerList  Sever  Homepage  Infomalion

w” FUS-3100-192.1681.100

Click the MFP server. Then the USB device attached on the server will be shown.

MFEP Server Control Center

System  Tools  Help

“ | i N\ . -0 '2_7 v >
7 ﬁ-‘; % e U "Z W Al
Refrash  Canligue Goo Server Commeat: Diccrinec: | AutsConnoct AaloConnect Auio Comnet
ServerList  Server Homepage  Infomnation Finte Fas Soerine

(=R 127000 - 1921621 100
o MFP-Lexmak - Lesmak 7100 Senss

Please prepare to refer to the USB device’s user manual for driver installation.
Click the desired USB device from the Control Center utility list and then click the
“Connect” button to do the connect operation and get the ownership of the USB device, as

the following figure. The computer name of the device owner will be shown at the end of the

device.
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MIEP Server Control Center

Systam  Tools Help

i

Refrazh Server Direchnect | AutaLonnect duto-Connect Auto-Lonnect
Server List Inforrnalion Frinter Fax Scenner

=« FUS-3100- 1927631100
MFP - Lesmark - Lasmark 7100 Sense | Owner : TEST ]

G. PC will automatically detect the plug-in of the USB device once user click “Connect” button.
Please refer to the USB device’s user manual in the driver installation section and proceed

to the driver installation.

After complete the USB printer or USB Multifunction printer driver installation, user can now see
the newly created devices on the PC. If the USB device is a Multifunction printer (MFP), user can

see a new printer and a new scanner from Windows Control Panel.

Set Auto-Connect Printer

After the complete the USB printer or USB Multifunction printer’s driver installation, user can now
see a newly created printer in Windows Control Panel “Printers and Faxes”. Please follow the

below steps to “Auto-Connect” configuration.

A. Inthe Control Center utility, click the MFP server that has the desired printer (or MFP)
attached.

B. Click the desired printer (or MFP).

C. Click the “Set Auto Connect” button.
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MFP Server Control Center

wwstem Tools Help

D, A
7 f| « '2)
Relesh = Gota S erver Coreec)
Seres Lot © cinet e | Informabon

=« FUS-3100-1921687.100

Sat Auto-Connect Frinter

S ans Ul S auas
B & Fas Leamark 7300 Serez
[ & FeoeManager PDF Wiiter

Arply Cancel

Add to Anto-Conncct Prnter List

< Irztaled Prnter List >

mesnanc
B8 ¢ Fas Lexmark 7300 Seres
¥ ¢S Pecetanzoer PDF Wiiter

=

MFP Server Control Center
System Tonk Help

=1l

P R @ | @B %X % 9

Refiesh 00000 3t Server Connect T 0o !

Server List sive crepece | Intormation

Aggo-Connect AulorConnect &uto-Cormes-
Printes Fex Scane

= Sl R SACIRE | L = g | SR LS

acto-Cannecled Printe
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D. Choose the desired printer. The desired printer must be the Windows printer (this is a logical
printer) that matches the printer attached on the MFP server (this is a physical printer). Then
click the “Apply” button.

E. Then, Open control center utility’s “Tools” menu, in the “Auto-Connect Printer List” user
can see a newly created item that describes the association between the Windows printer

and the physical printer on the server.

Auto-Connect Printer List @

Server IP_Printer Name Windows Printer Name

192.168.1.100 - Lexrnark Lewmark 7100 Series * Lexmark 7100 Series

Delete ] [ Close ]

F. Please try to issue a print job to the desired printer. The Control Center utility will
automatically do a connect operation and, once the print job finished, it will automatically do
a disconnect operation. This is so-called “Auto Connect / Disconnect” operation.

G. Even user already properly setup an auto-connect printer, the Control Center utility must be
running while a print job is issued. This means that the Control Center utility should be turn
on every time user logins to the Windows. In order to skip this manually operation, user is
able make the Control Center utility runs automatically when user has login into Windows.
To do this, choose the “Configuration” item in the “Tools” menu. The following window will
appear. Click on the check box and then on the “OK” button. Please notice that this feature

is enabled by default.

Control Center - Configure @

Basic zetlings

[]autamatically exzcute when logaing cn windows

| ¢ || Concel |
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Manual-Connect Scanner

After installed the scanner driver, user is able to see

a newly created scanner in the Windows

Control Panel’s “Scanners and Cameras”. Follow the steps below to do a manual-connect

scanning.

A.
attached.

B. Click the desired scanner (or MFP)

In the Control Center utility, click the MFP server that has the desired scanner (or MFP)

C. Click the “Connect” button to manually connect the scanner (or MFP)

MEP Server Control Center I'.._”;W)T
S_'fsh:m IDUk HG]D ﬁ
- ) .
L) . N v -
L R & el &=
Refiesh  Coriine Goto Server Connect [ correct Auro-Connect Auto-Connect Auto-Cornec
SarverLict  Servei Homepeue Intarmaio Piinter Faxt Scarel

= w* FUS-3100-132168.1.100
Lesnerd

]| [

> BlER

& fo-Lonngcled Prnts

D. Right-click the scanner icon in the Windows Control Panel’s “Scanners and Cameras”,

and choose “Get picture using Scanner Wizard”.

® Control Pane! [ :1[;
Be fde W Fyeates Tk beb g
D5 - @ ¥ Pserdh = rddes [T

<= |G Control Pang vikd®=
- 4
e .,&
m Cortrel Penel 6 § ~§‘J % “ 8 -
Accendbily  Add Harduare Add or Adnnkteatve Aumm.h Biuat.nckh@ Date ad Toe
G Sevch to Category Ymm Ophiors Renore ., Tacks
See Also g » 7 ,4‘ w E 9 @
Foldey Cpbons mtv}w Intemet ke
R Hirdores Ludws Aantvdhn Debvet For .. Dpticrs
ghain:rdswu z e —
@ D @ & L & %
e
sl Motss Nevork, Mletwock Setup Fhone and Frrtable Medis Foser Ooticns
e . Devres
., o=l 0 @ #
W i
2 4 =/ 4
Prkoserd  Reogondd b s dedd Ssorky Sourek end Spesach
races Larguags Taks Center  fudio Dervices
g—, 3 S remove, and corfipare scanness and cameras. l_,‘:)
Sestam Tadba and  User Accounts Wirdose Wirdose Wrakes lind Wrekics
Seart Nonu Frespal  Mada Conedt Nebvaork S,
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% Scanners and Cameras r._ ER
i

Zexch | Fddss  [Tale
s |9y scaers ,I S
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3 neswertscanrer Gest packure using Scanmes Wizard
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3 Shered Documarnts
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E. Then the “Scanner Wizard” will run. Setup the options as user requested. Then submit the

scan job.

<~ Scanner and Camera Wizard X

Welcome to the Scanner and Camera
Wizard

Leomnaik 7300 Series

This mzard hedps pou copy piciues from Yaur camars, 10anns, o oer
CBWCR B0 s compeder, Jou rethoik. of the Wb,

Tocentnus, chck Reat

g l Nessl > ll Corvel J

F.  When the scanning is completed, click the “Disconnect” button in the Control Center utility

to release the ownership of the scanner (or MFP).
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MFP Server Control Center

Jysem  Took Hep

PO B W S
Refesh Goto  Configure Zuic-"orrect S d0Conn=d
SemverLiz Homepage  Senver Hlinter = [

i

Dizconnact

192.128.50 202

=} FFS 2003
(o Pricter - Hewet-Packad - bp Lassilet 3020

FH <« FUS 3100 -192.160.20.203

Acto Connescted Prinier

Auto-Connect Scanner

Another way is auto-connect scanning. In Control Center utility, click the desired scanner, and

then click “Auto-Connect Scanner” button to select a device that user would like to connect with.

MFP Server Control Center
Systemn Jools  Help

LatoCornested Frnter

r300 Senes

MEP

Lexmark

) - / \ \ £ v e
P B e B % R T
Felesh  © 30 Server Correct oot SutoConnect Auto-Connsct
S v Lt e Honeosus - Informalion Fritel Fag
= @ FIS3100-152183.0.24

=« FUS-100
=1 4 Servar Infoimatich
* ServerMeam= FUS-T100
* Werkgrouo Mems - WO RRGROUP
* Desoriplion. Leveldne FUS-Z100 MFP Seiver
=% TCPAF Staluz
* |FP Addiess: 192 158.0.24 (DHCP)
Subnet Mask | 256 2552550
Gatewap : 192168017
DMS Server: 61.31.2331
DHCP Server - 19216801
Leaze Time : 259200 second

Comect
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Welcome to the Auto-Connect Scanner

—» Select adewice:

Lexmark 7100 Series

WIA-Lewrmark 7100 Seres

[ OK ] [ Cancel ]

Manual-Connect / Auto-Connect Fax

Some Multifunction printers provide the PC Fax function. After the Multifunction driver installation,
User can see a newly created Fax printer in the Windows Control Panel’s “Printers and Faxes”.

Follow the steps below to do a FAX via MFP server.

¢
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0 ..’gg a
Ready I Ready

PageManager PDF Writer
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Ready
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A. Inthe Control Center utility, click the MFP server that has the desired MFP attached.

B. Click the MFP.

C. Click the “Connect” button.

D. Choose the desired fax printer to do printing.

E. Then the FAX wizard will show up. Please follow the instructions in MFP’s user manual to
send FAX as if the MFP is directly connect to PC.

F.  When the fax job is completed, click the “Disconnect” button in the Control Center utility to

release the ownership of the MFP.

Another way is auto-connect FAX. The procedures are almost the same as “Set Auto-Connect

Printer”.

A. Inthe Control Center utility, click the MFP server that has the desired printer (or MFP)
attached.

B. Click the desired printer (or MFP).

C. Click the “Set Auto Connect” button. The following figure will appear.

Add to Auto-Connect Fax List

4 Instalizd Printer Lizt >

Print=r N are

¥z Lawmnark, 7100 Seiies
[—_ZJ ‘9 esmatk 100 Senss

s‘ ~zgelanager FOF \Wrier

Aody | | Cancel |

D. Choose the desired FAX printer. It must be the Windows FAX printer (this is a logical FAX)
that matches the FAX attached on the MFP server (this is a physical FAX). Then click the
“Apply” button.

E. Then, in Control Center utility, choose “Auto-Connect Fax List” in “Tool” menu. User can
see a newly created item that describes the association between the Windows FAX printer

and the physical FAX on the server.
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Auto-Connect Fax List @

ii Sewer P _Printzr Name Wirdows Prries Neme
| 192.152.1.100 - Lasmar: Lewmark 7100 Seres Fax Lexmark 7100 Senec
[ Delete ] Cloze

F. Trytoissue a print job to the desired printer, the Control Center utility will automatically do a
connect operation and, once the print job (actually this is a FAX job.) finished, it will

automatically disconnect operation.

Manual-Connect VS Auto-Connect

It is recommend user not to use “manual connect/disconnect” unless certain circumstances. It

is recommending user to use “auto-print/auto-FAX/auto-scan” so that Control Center utility will
automatically connect/disconnect devices when required. This operation works fine in most of
the cases. However, there are some cases that automatic connect/disconnect might not work. In
these cases, user should use “manual connect/disconnect” to do print/scan/FAX. Once

manual connect function job completed, please remember to do a manual disconnect after

using the MFP.

Take HP OfficeJet 5510 as an example. If user would like to use vendor-supplied utility to send
FAX with HP OfficedJet 5510, the “auto-connect FAX” can not work for some technical reason.

In this case, users have the following alternative to solve the problem.

A. Use other applications like Microsoft Word, or Photoshop to send FAX. “Auto-connect
FAX” can work well with most general applications.
B. Do amanual connect on HP OfficeJet 5510. Then begin to send FAX using

vendor-supplied utility. After the operation, do a manual disconnect.
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In summary, users should use manual connect/disconnect only when doing driver installation

and when auto connect/disconnect can not work well.

Limitations

There are still some limitations for using the new technology of MFP Server.

A. Supports Windows 2000/XP/Vista; Windows 98/ME is not supported.

B.  Only one PC can get the ownership of the same USB device at the same time.

Connecting Period for Auto Connect and Manual Connect

Please refer to below description for device connecting period.

Auto Connect with Printer: Automatically disconnect when printing job is completed.
Auto Connect with Scanner: Automatically disconnect when printing job is completed.
Auto Connect with Fax Machine: Automatically disconnect 3 minutes after Fax completed.

Manual Connect with Printer: Automatically disconnect, 1 hour after printing completed.
Manual Connect with Scanner: Automatically disconnect, 1 hour after scanning completed.
Manual Connect with Fax Machine: Automatically disconnect, 1 hour after Fax completed.

Manual Connect with File Server: Automatically disconnect, 24 hours after file access.

Note

Only one PC can get the ownership of the same USB device at the same time.
For manual connectivity, please remember to disconnect after jobs
completed and release the ownership for other users to use.
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4. The Control Center Utility

This chapter describes how to use the Control Center Utility.

Installing Control Center Utility
1. Insert the Product CD into the CD-ROM. The Autorun screen will appear.

2. Select the model and click Utility to begin the utility installation.

3. Follow the on screen instruction to step through the installation.

Using the Control Center Utility

Using Tools of Control Center Utility

User may use the following tools to use the MFP server:

MFEP Server Control Center

System Tools Help

) 9 B P v =y
/ ' E A AT
Refresh Goto Configure:  Auto-Cantect  Auto-Conm
Server List Homepage  Server

Refesh Server List /. auto search for the existing MFP servers in the network
Configure Server E‘ : configure the MFP server

Goto HomePage s : configure the MFP server via IE browser.

Note: User can also right-click the mouse button on the MFP server to get the “Configure

Server” and “Goto HomePage” functions.

Note: User can also double-click on the MFP server to grand the “Configure MFP Server”

function.
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Displaying MFP Server Status

User may start the Control Center utility and select the MFP Server to see its status which

includes Host Information, TCP/IP Status.

Setting up MFP Server Configuration

Click on “Configure Server” button to setup the select MFP server. Then enter the administrator

ID and password to login.

MFEP Server Control Center

System  Tools Help

P OB % 2 % 2

Refrash Goto Eonfigure Rhuto-Carnect Sute-Connsct | | Conrect  Discannect || (Nebyor Netos
. ServerList Homepagd — Server Fiinter Fax ‘ [| Scame StorEge

BER o o007 152 154 50 202
. o Printer - Hewlet-Packard - hp Laser/et 3020
& <> FUS-3100-192.168.50.203

Auto-Connected Printer

Login to WUS-3200 X

T, Administrator : ’ |

-ﬂo.:

Password : ‘ ‘

[ Login I [ Cancel J
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General Configuration

Set Host Information: Set basic host information for the MFP server:
Server Name
Workgroup

Description

MFP Server Control Center

Ganeral Configuaticn | TCP/P | wireless | Supparled Protocols | UserAccourts | Maintsnance |
— SewverIfoimaton
8’ Nehwark PCs uze the fallowng infarmation ta identfy the server
Server Namne | 15 lelters [max]
Workaroup ILeveIU ne | 15 lefters [max]
Description [optional| |Level0ne WUS-3200 MFP Semver | 42 leiters [max]
. File Server Codepage [ Builtin codepages use MS Windows series codepages )
ﬁ ) Westen Euopean () Japenese ) Greek
() Cental European () Kerean () &rabrz
() Tradtional Chinece ) Cyiillic ) Thai
O Simglifi=d Chinese
Motz - Thie setting will apply te the fallowing operatons : [11FTP [2] SMB on Win38/Me /2000
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TCP/IP: Setup the MFP Server’'s TCP/IP configuration to connect TCP/IP network. Please refer

to Chapter 3 Basic Installation for more details.

MEP Server Control Center

i;ﬁénecél lféfﬁj;aiior14 TCP/IP }Wueh&ss Supported Pictocols | User Aiaaﬁslrﬂiaf{enance

Sat TCPAP Corfiguiabcn
"\

W curentie: 1321681 101

{ 1
e

) Autcenabeally get |P by DHCP

@ Stekis P
IP Address [ 12 168 1 _1m
Subret Mask | 5 25 25 0
Delauit Galeway I
DNS Sever |

User Accounts: Administrator is able to change administrator name and its password. If user
forgot the administrator login name and password, it then must perform Restore Factory Default
action, please refer to the chapter “Restore Factory Defaults”. In addition, administrator user is
allowed to create user name and password along with corresponding permission for file sharing

function. For detail description, please refer to below “User Account List”.

Set Administrator

New Administrator: enter the desired administrator name.
New Password: enter the desired password.

Retype Password: re-enter the password to double confirm.
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User Account List

User Name & Password: Administrator is allowed to create up to 25 user accounts with
corresponding permissions.

Read Only: Users login with “Read Only”; it only allows accessing and retrieving the files in the
file server. This user account does not have the right to modify files in the file server. For File

Server functionality, please refer to Chapter 6 File Server.

Read-Write: Users login with “Read-Write” is empowered to modify files in the file server..

MEP Server Control Center

| Gonerel Corfigation | TOP/IP | Wirskess | Suooated Pictocols | Uss1 A22urts | Martenance

P\g\ S et Admnist ator
'y )

Mew Adminiztrator |a:|'nin

15 kitels [may] ER set |

|
Mew Passwond ‘ |
Relyo= Password ‘ J

UzeréccountLisi  [Nole  Alows up o 25 user sccouris. |

Uszer Name ‘ _|Pae:emord | By Add |

Pemizzion ReadWnte &

——————— Read Uni .
i Usc N d Paimizzion 1F Delst |

Cloge
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Maintenance: Using Maintenance tool page to restart, restore factory defaults or upgrade latest
firmware for the MFP Server. The latest firmware can be found and download from LevelOne

website at www.levell.com .

Restart Server: click this button, the MFP Server will restart.

Factory Default: click this button, the MFP Server will restore factory default
values.

Download New Firmware: click this button to download new firmware.

Upgrade Firmware: click Open to locate the firmware file. Click Upload to upload

the firmware into MFP Server.

MFP Server Control Center

| General Configuration | TCPAP | Wirsloss | Suppored Prctosols | Userdosounts . Manlenznce

Pt
b F BN

(™ Restan Server I

g@, Factory Defaudt I

§> Downlcad New Fimvware l

Uparade Syster Firnware

New Frovare Fila : Filz Siza : 0 bytes

! 1
I 0% | B o |
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Quitting the Control Center Utility

The Control Center Utility doesn’t really quit if user clicks the “X” box (close box) at the top right
corner of the window. Instead, it just minimizes itself to the system tray. There are two ways to
really shut down the Control Center Utility. The first way is choosing “Exit” item in the “System”

menu in the Control Center Utility.

FUS-3100 Control Center
Systen rools Hzb

' v e
RN e *?J- . % e
Aehesh  Configure Geto Server Sonnedt ot ButoConnect Aato Cormsct
Server List Server  Homepage | Infoimation intet 5% catriel

| = « FUS-3100-152168.0.24
o MFP - Lermerk - 7300 Sercs | Usimeln s lante Al

BERE G FUs 3100
(=1 SemerIniormation
® Sewer Name: FUS-3100
* Workgroup Name : WORKGROUP
* Descrpiion : LevelDre FUS-J100MFP Server
-9 TCPIP Status
* [P Address: 192.168.0.24 (DHCP|
Subnet Mask : 255255 2685.0
Gaeway: 192168.0.1
DMNE Server: £1.31.2331
DHCP Server: 192.168.0.1
Lease Time . 253200 second

The second way is right-clicking the icon of the Control Center Utility in the system tray and

choosing the “Exit”.

' Open Conkrol Center

i \

HOLY eV sodpm
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5. File Server

This chapter describes the file server function of the MFP Server which allows USB storage

devices to be shared across a network by using SMB: NetBIOS over TCP/IP and FTP protocol.

Preliminary

1. This product supports a file format of FAT12/16/32 and NTFS. However, the “write”

operation on NTFS only supports in NetUSB mode. Please refer to the Storage Access

Mode.

2. Please notice that LevelOne is not responsible for the loss or corruption of data in
memory devices, including hard disk; LevelOne also not responsible for the leak,
manipulation, loss, or corruption of data in memory devices connected to the MFP Server

after unauthorized access.

3. In order to use the USB Mass Storage device connected to the MFP Server, the SMB

protocol or FTP protocol must be set up.

4. This product does not support to magnet optical drive devices such as CD/DVD.

5. FPS-3003 / WUS-3200 are allowed shared two USB storage devices over the network in
Windows through the USB ports.

6. MFP Server does not support the USB devices through USB hub.
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Storage Names

The local drives of the two storages in USB1 port and USB2 port are named as USBx_DxPXx,
where USBx represents the USBx port, Dx represents the the x-th Disk and Px represents the

x-th partition.

Connecting USB Mass Storage to the Server

LAN HUB/Switch
The Server =
Storage | | = -

l-:

Supported Codepages

What is codepage?

Used by the system to encode and interpret string characters. Codepage formats are not the
same for each language. Some languages, such as Japanese have multibyte characters, while

others, such as English and German, need only one byte to represent each character.

Filename Encoding of FAT File System

This is known as an 8.3 file name, a short file name using codepage encoding. The FAT file
system also supports file names that can be up to 255 characters long. This is known as a long

file name using Unicode (UTF-16) encoding.
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When do you need to configure codepage?

The Server supports Windows codepages. If users want to communicate files using FTP client
tool or SMB on Windows 2000 with the MFP Server, they have to set their MFP Server codepage

to be same as the codepage that their Windows PC is using.

1. FTP
2.  SMB on Windows 2000

Configuring the Server’'s Codepages

Users can use the following methods to set the MFP Server's codepage.

Using Control Center Utility

1. Start Control Center Utility and Auto-searching MFP Server window will appear.

2. If the tool finds the MFP Servers in your local area network, then you have to select one

of the Servers from the Server List.

3. Double click the highlight list and enter the administrator (default: admin) and password

(default: admin).

4. After you have logged in successfully, setting General Configuration dialog appears.
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MFEP Server Control Center

General Corhiguration TCPAP | Wirsles | Suppored Pictozols | User Accounts | Mantenance |

— Server Information

ij MNetwork FCs use the following infarmation to dentify the server

Server Mams | 15 lefters [max]
Workaraup I Levellne ‘ 15 letters [max]
Descrobon (oolicnal] { LevelDne WUS-3200 MFP Server | 48 letters [max]

Fie Sewver Codenace [ Builtin ecdepages use MS Windows senizs codepages. | —

ﬁ (3) Western European () Japanese ) Greek

() Central European () Kerean () Arabic
O Tiadilional Chinese O Cyilic O Thai
) Simplfied Chinase

Note : Thiz zetbng wil apply ta the following operaticnz : [1]FTP [2] SMB on Wn38/Me/2000 |

b 2 Py

5. Select the codepage form File Server Codepage box and click Apply.

Using MFP Server's Web Pages

1. Go to the web page, click CONFIG

2. Login your administrator (default: admin) and password (default: admin).

3. After you have logged in successfully, setting General Configuration dialog appears.
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File Server Code Page

® Western European
O Central European

O Traditional Chinese
O Simplified Chinese
O Tapanese

O Korean

O Chyrillic

O Greek

O Arabic

) That

* Bullt-in codepages use MS Windows senes codepages.
* This setting will apply to the following operations :

1. FTP (File Transfer Protocol)

2. SMB on Windows38/ME2000

l Submit ][ Reset ]

4. Select your codepage form File Server Codepage box and click Apply.

Adding USB Mass Storages to Network with Security

User can use the following protocols to share USB Mass Storages with user level security in

network:

SMB/CIFS: NetBIOS over TCP/IP
FTP

The protocols are shown in Supported Protocols box of the Control Center utility or the MFP

Server’s web pages.
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Setting up File Server Using the Control Center Utility

1. Start the Control Center Utility and Auto-searching MFP Server window will appear.

2. If the tool finds multiple Servers in your local area network, then you have to select one

of the Servers from the Server List.

3. Doubile click the highlight list and enter the Server’s administrator (default: admin) and

password (default: admin).

4. After you have logged in successfully, click Supported Protocols.

MFEP Server Control Center

l_General C})Aﬁfig“ua!idnr A_‘_"TACP»"IPI I Wiéleeg viSALmiD"FaP'UO?OE »Ueer Ao:omlej_i Hé'ntena‘me_
\
.;g_l. Supported Protocole
== = =
=[] Enatle SMB/CIFS Print/File Server [¥] Enakle FTP Sarver
- [CJEnabke Intemet Access - FTP Part: !2177
- [V]Enabke Server Authervicaion - [V]5et Madimum Session Number i_i
- [¥]Enatie Passive Mode
Enable UFnP (Univarsal Plug and Play] - Enabie Server Authertication
- [ Alow Anorgmous Logn

I Stcrzge Access Mode
(9 Server Mode
O NelISB Mode

5. Set up File Server Configuration:

Set SMB/CIFS Print/File Server

Enable SMB/CIFS Print/File Server: select the item, if you want to support
SMB/CIFS print/File server.
Enable Internet Access: uncheck the box; accessing SMB/CIFS server through

the Internet will be disabled. If user selects the item, it will allow Internet users to
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access the storage using the SMB/CIFS protocol.
Enable Server Authentication: Select the item, if user wants to share the
storage with user level security which requires user name and password to login.

If this function is disabled, the storage will be shared without any security.

Set FTP Server:

Enable FTP Server: select the item, if user wants to support FTP server.

FTP port: enter the desired FTP port. The default value is 21.

Maximum Session Number: select the item and fill in desired number.

Enable Passive Mode: select the item, if user wants to allow FTP server can
accept passive mode command.

Enable Server Authentication: check the box, if user wants to share the

storage with user level security which requires user name and password to login.
If uncheck the item, the storage will be shared without security access.

Allow Anonymous Login: select the item, it will allow user “anonymous” to

login the FTP server with read-only permission and the Server will not check the
password. If the box is unchecked, the FTP server will not support anonymous
login function.

Storage Access Mode: To use FTP and SMB/CIFS to access storage, please
set the storage access mode to the server mode. For the NetUSB mode, please

refer to chapter 9.
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Setting up File Server Using Web Pages

1. Go to the web page, click CONFIG

2. Login your administrator (default: admin) and password (default: admin).

3. After you have logged in successfully, click Supported Protocols.

Set Supported Protocols

[“] Enable LPR Printing

[¥] Enable [PP Printing
Enable Raw TCP/JetDirect Printing
- TCP Port 9100 [t USB1 |
- TCP Port [9101 (to USB2 | b}

[¥] Enable SMEB/CIFS Print/File Server

- [[JEnable Internet Access

- [ Enable Server Authentication
[“]Enable FTP Server

- FTP Port |21

- [¥] Set Masimum Session INumber |5

- [Vl Enable Passive Mode

- [¢] Enable Server Authenticaton

- [ Allow Anonvinous Laogin

[“]Enable SATE Server

- SADE Port |B566
Enable UPnP (Universal Plug and Play)
glurag&- Access Maode
L&) Server Mode O NetUSE Mode

...........

[Smeit ][ Reset ]

4. Set up File Server Configuration:

Set SMB/CIFS Print/File Server

Enable SMB/CIFS Print/File Server: select the item, if you want to support
SMB/CIFS print/File server.

Enable Internet Access: uncheck the box; accessing SMB/CIFS server through
the Internet will be disabled. If user selects the item, it will allow Internet users to
access the storage using the SMB/CIFS protocol.

Enable Server Authentication: Select the item, if user wants to share the
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storage with user level security which requires user name and password to login.

If this function is disabled, the storage will be shared without any security.

Set FTP Server:

Enable FTP Server: select the item, if user wants to support FTP server.

FTP port: enter the desired FTP port. The default value is 21.

Maximum Session Number: select the item and fill in desired number.

Enable Passive Mode: select the item, if user wants to allow FTP server can
accept passive mode command.

Enable Server Authentication: check the box, if user wants to share the

storage with user level security which requires user name and password to login.
If uncheck the item, the storage will be shared without security access.

Allow Anonymous Login: select the item, it will allow user “anonymous” to

login the FTP server with read-only permission and the Server will not check the
password. If the box is unchecked, the FTP server will not support anonymous
login function.

Storage Access Mode: To use FTP and SMB/CIFS to access storage, please
set the storage access mode to the server mode. For the NetUSB mode, please

refer to chapter 9.

Using Shared Storages by SMB/CIFS Method for Windows

o c N RE

Connect a USB storage device to this product.

Select My Network Places

Click Display the Computers of Workgroup

Double click Microsoft Windows Network icon.

Double click the Workgroup that the Server belongs to. The default Workgroup name is
“WORKGROUP”. Please refer to Control Center utility or the Server’'s web pages.

If the Workgroup name of the Server in Microsoft Windows Network cannot be found,
please select Search for Computer... in My Network Places and enter the Server
Name of the Server to discover it.

Double click the Server Name icon.

If you clear Enable SMB/CIFS Print/File Server Authentication in Supported

Protocols, you login to the SMB server without requiring authentication; otherwise you
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have to enter user name and password to login to the Server. You can add user name

and password in User Account box by the Control Center or the Server’'s Web page.

Note

If you use SMB on Windows 98 SE/ME, you must login to your Windows 98

SE/ME using the same user name as in the Server’s User Account.

9. The shared folders will be listed as USB1_DyPz, and USB2_DyPz where Dy represents
the y-th disk and Pz represents the z-th partition with respect to USB1 port and USB2
port.

10. Perform Open, Paste, Remove or Copy the files to the shared folders.

Note

Another way to use shared storages by SMB/CIFS method: In Control Center
utility, click the “Network Storage” button, as the following figure.

MIP Server Control Center
Systen Took  Help

Refiech Goto Corfigure L onrE Correct ISECrnes st o Network,
Server List Homepage  Server P canne Storage

+ s FFPS-3003 - 192.168.50 202

) we FUS-3100 - 192716350 203

— S 2R Sabes /115 - 3200({R) ]
G ConFigure Server

':’ Goto Homepage

ol Nebrork Skorage

Netwerk Stoiage
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Using Shared Storage by FTP Methods for Windows

Use Microsoft IE to the shared USB Mass Storages

1. Open Microsoft IE

2. In Web Address List, enter command: “ftp://Server’s Server Name* or “ftp://Server’s IP
address”. If you have changed the default FTP port: 21 to the new value, you have to
add the new port number in the tail of command as “ftp://Server’'s Server Name: ftp port”
or “ftp://Server’s IP address: ftp port”.

3. If user sets the Enable Server Authentication in FTP server protocol settings user
must enter user name and password to login to the Server; if set Allow Anonymous
Login, user can use the user name “anonymous” to login with Read-only permission. If
user clear Server authentication, there is no username or password request for login
into the Server. User is allowed to add user name and password in User Account box
by the Control Center Utility or the Server's Web pages.

4. The shared folders will be listed in IE.

5. Perform Paste, Remove or Copy the files to the shared folders.

Use Microsoft Dos’s FTP client

1. Enter Dos command as “ftp”

2. Enter “open server's Server Name” or “open server’s |IP address”. If you have changed
the default FTP port : 21 to the new value, you have to add the new port number in the
tail of command as “open server’s Server Name ftp port” or “open server’s IP address
ftp port” .

3. If user sets the Enable Server Authentication in FTP server protocol settings user must
enter user name and password to login to the Server; if set Allow Anonymous Login,
user can use the user name “anonymous” to login with Read-only permission. If user
clear Server authentication, there is ho username or password request for login into the
Server. User is allowed to add user name and password in User Account box by the
Control Center Utility or the Server’s Web pages.

4. Perform FTP commands to use this FTP server.
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6. MFP Server's Web Pages

Introduction

The Server runs the daemon of http server, http://serverIlP on TCP port: 80. Users may use the

web pages to see the Server’s system status and configure the Server.

Using the Server's Web Pages

Displaying Server Status

The status of Server Information and TCP/IP.

LevelOne

HOME i STATUS I CONFIG | CONTACTUS English | Deutsch

STATUS

System Status Reload

Machime Information

Firmware Versicn: 2.23
Machine Model: FUS-3100

Server Name: FUS-3100

IP Addxess : 192.16€8.1.100 |dhcp failed)

Subnetc Mask : 2 )
Caceway

DNS Sexver
DHCP Serwver :
Lease Time

LR |
= Lonon

W oo

(SR N
M«

0]
<
D

Wl |
—Rl
OCH
ol
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Setting up Server Configuration

To set up the Server configuration, the system will request user to enter administrator (default:

admin) and password (default: admin) to login.

General Configuration

Set Host Information: You can set some basic host information for using the
server:

Server Name: the name to represent the Server

TCP/IP: You have to set the Server’'s TCP/IP configuration to connect TCP/IP network.

Please see Chapter 3 Basic Installation for more details.

User Accounts: You can change administrator name and password. If you forgot
administrator name and password, you must perform Restore Factory Default action by
plugging in the power adaptor while pressing the Init button. Please refer to the chapter

“Restore Factory Defaults”.

Set Administrator

New Administrator: enter your desired administrator name.
New Password: enter your desired password.

Retype Password: confirm your previous password typing.

Set User Account

Set Admimistrator I Subrmit lReset .

New A dministrator admin 15 letters [max]

New Password

Retype Password

Restart Server: click this button, the Server will restart.
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CONFIG

[l General Configuration

W crip
.Uset Accounts
.Resnn Server ! .

Restart this server?
-Malnlenance

This server will be disconnected from the network for a wlhile uunl it hins
restarted saceessfully!
Yes No

W |

T
FU
1 [w)

(=]

Maintenance If you want to restore factory default values of the Server and upgrade
new firmware, you can use the Maintenance tool.
Factory Default: click this button, the Server will restore factory default values.
Download New Firmware from Website: click this button to download new
firmware or user software from this product’s public website.
Upgrade Firmware: click Open to find the firmware file to be upgraded. Click

Upgrade to upload the firmware into the Server.

CONFIG
A

[l General Configuration Maintenance
W cene Factory Default
W User Accounts Dewnload Mew Frmware
Il Restart Sorver Upgrade Finnwars
.Malntenance

level

W

28
OCH
oln |
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7. Upgrade Firmware and NTP

This chapter describes how to upgrade firmware. Please follow one of the following Procedures.

Procedure A: Using the Control Center Utility

1. Open Control Center. It will automatically search the existing Servers and display their
statuses.

2. Select the Server that you want to upgrade the firmware. Double click the selected
Server and enter Administrator (default: admin) and Password (default: admin).

3. Select the Maintenance button.

4. Click Open to find your new firmware file and click Upload to start upgrading the
firmware.

5. Wait for 15 seconds for system reboot.
6. Control Center : NTP

MFF Server Control Center E”§| g|

General Configuration | TCPAP | Supported Protocols || User Accounts Maintenance

G; Restart 5erver

: Factary Default

= Download Mew Firmware |

Uporade System Firmware

Mew Firrmware File : File Size : 0 bytez

| i

= Open |

s

LCloze

Time Setup

Sustern Setup - MFP Time Setup

Current Time : Can't contect to server!

You can use NTP to set the spstem time of the MFP Server

NTP Server

it 2t |[GMT] Cazablanca, Monmvia w

Apply - Canfirm the modification and save.

Claze : Cancel the modifization and reset the above settings ta the anginal settings.

Cloze
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Procedure B: Using the Server's Web Pages

1. Power on the Server. Suppose that the Server is in DHCP mode.
2. Check the Server's IP address.
3. First, run Control Center. It will automatically search for Servers on the LAN. Then
Servers’ IP addresses will be shown in Control Center.
4. Run any Web browser, like Microsoft Internet Explorer. Go to “http://Server’s IP
address “or “http://Server's Host Name” to access the Server's home page.
. Click CONFIG at the top of the menu.
. Login the Server with Administrator (default: admin) and Password (default: admin).

5

6

7. Click Maintenance.

8. Click Upgrade Firmware.
9

. Click Browse button to choose the file of new firmware.

10. Click Upload button to start firmware upgrade.
11. Wait for 15 seconds for system reboot.

LevelOne

HOME | STATUS | CONFIG | CONTACTUS English | Deutsch

CONFIG

Svstem Setup - MFP Server Time Setup
Current Time:  |Thu Sep 17 12:65:50 2009

. General Configuration

Il Tcrip

{ou can use NTP to set the system time of the MFP server

. Supported Protocols

NTP Server: time-nw_nist.gov v
Il User Accounts Time Zone: (GMT) Casablanca, Monrovia v
B Restart Server Apply - Confirm the modification and save.

Cancel: Cancel the modification and reset the above settings to the original seftings.

. Maintenance
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8. Restore Factory Defaults

User may restore the factory default parameters by one of the following methods.

Using the Control Center Utility

1. Start the Control Center.

2. Ifthe tool finds Servers in your local area network, then you have to select a Server
from the Server List.

3. Double click the highlight list and enter the Server’s administrator (default: admin) and
password (default: admin).

4.  After you have logged in successfully, from the Server menu, select Maintenance. The
Maintenance dialog appears.

5. Click Factory Default.

Using the Server's Web Pages

1. Go to the Server’'s web page and click CONFIG
2. Enter administrator (default: admin) and password (default: admin).

3. Click Maintenance.

CONFIG

[l General Configuration Maintenance

. TCPNAP Facbory I efault

Il User Accounts Dowenload MNew Firmware

.Restan Server Uperade Firmmware

. Maintenance

4. Click Factory Default.
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L.oad the Factory Default?

This server will load the factory defanlt and then restart!

Yes No

5. Click Yes to confirm

Using Init Button

Plug in the power adaptor while pressing the Init button until LED indicators of Power and USB
blinks. After that, plug off the power adaptor and then plug in the power adapter again to restart

the Server. Finally, the Server will operate using the Factory Default values.

Default Parameters List

Host Information
Server Name: FUS-3100 / FPS-3003 / WUS-3200
Workgroup : WORKGROUP
Description (Optional) LevelOne FUS-3100 / FPS-3003 / WUS-3200 MFP Server

Code Page of File Server : Western European

TCP/IP
Automatically get IP by DHCP: Enabled
- Manual DNS: None (Disabled).
Static IP: Disabled
- IP Address: 192.168.1.100
- Subnet Mask: 255.255.255.0
- Default Gateway: none

- DNS Server: none

Supported Protocols
SMB/CIFS Print/File Server: Enabled

- Internet Access: Disabled
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Server Authentication: Disabled

FTP Server: Enabled
-  FTP Port: 21
- Set Maximum Session Number: 5 (Enabled)
- Passive Mode: Enabled
- Server Authentication: Enabled

- Allow Anonymous Login: Disabled

User Accounts

Administrator: admin

Password: admin
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9. The Init Button

The Init button is used for the maintenance: Plugging in the power adapter while pressing the Init

button until USB indicators blink alternately. After that, the Server will do the following tasks:

A. Reset the Server to factory default, which will restore most of the parameters and
settings to factory default values,

B. Perform a TFTP server. You can upgrade new firmware using the “Image Burner’

utility.

Note

After performing the tasks mentioned above, you have to plug off the power

adaptor and then plug in the power adaptor to restart the Server.
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10. Troubleshooting

This chapter provides useful information to help you resolve difficulties that you may experience
with your Server. Fault symptoms, possible causes, and remedial actions are provided within a

quick reference table. This Server's USB ports only support MFPs, printers, scanners, and mass

storage.

LED Indicators

Indicators Color/Behavior Description
Power Green Power On
Notiit FOWET Oll/SysSLeEl error
Link Green Network connected
Not-tit Nophysicat-connectiontonetwork
Status/ACT Green blinking Activity on network
Not lit No activity on network
Glreen USB deviCe connecied
USBl & Croaon blinlaaa Caonnoo. +od LICD dovuocao ot caa-di ol
USBZ \Jl\.\,'ll DTN vullll\.uL.\.,u \w pw ) =y u\,v'lu\. TIOT Jur.lr.l\.llt'\a\.l
Not lit No phyqlr‘al connection to lUSB device

If Auto-Connect does not work

Please try Manual-Connect to the MFP via Control Center utility if Auto-Connect not work
properly.

Firewall

If firewall software has been installed in the PC, it may block the communication between the PC
and the MFP server so that the MFP server can not work properly. To solve this problem, either

disable the firewall or configure the firewall to allow the following TCP and UDP ports:

7305, 7309, 20005, 30201, 30202, 30203
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